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Praise for
Understanding the War Industry

“To an ever-increasing extent, the business of America is the business 
of war. But although Americans live in the shadow of a war economy, few 
understand the full extent of its power and influence. Thanks to Christian 
Sorensen’s deeply researched book into the military-industrial complex 
that envelops our society, such ignorance can no longer be an excuse.” 

—ANDREW COCKBURN, author of Kill Chain: The Rise of the 
High Tech Assassins

“A devastating account of American militarism, brilliantly depicted, 
and exhaustively researched in an authoritative manner. Sorensen’s book 
is urgent, fascinating reading for anyone who wants to save the country 
and the world from political, economic, and ecological disaster. Its mes-
sage is so convincingly delivered that it will change many open minds 
forever and for the better.” 

—RICHARD FALK

“Have you ever wondered why the United States is always at war? 
This meticulously researched book lays out in painstaking detail exactly 
how our nation has been captured by a war industry that profits from end-
less conflict and pursues profit at all costs. It will shock you, infuriate you, 
and hopeful inspire you to help dismantle the grotesque killing machine 
that steals our resources, wreaks havoc around the world, and leaves the 
merchants of death laughing all the way to the bank.” 

—MEDEA BENJAMIN, codirector, CODEPINK for Peace

“I’m adding Christian Sorensen’s new book, Understanding the War 
Industry, to the list of books I think will convince you to help abolish 
war and militaries… [It is] not so much analysis as an effort to persuade 
through the repetition of examples, countless examples, naming names 
and laid out over hundreds of pages. The author admits that he’s only 
scratching the surface. But he’s scratching it in lots of different places, and 
the result ought to be persuasive for most people.”

—DAVID SWANSON, World Beyond War



More Praise for Understanding the War Industry

“Christian Sorensen is the Seymour Melman of the 21st century, 
dissecting the military-industrial-congressional complex and providing us 
a way to understand this convoluted machine which exploits and oppresses 
the entire world…” 

—WILL GRIFFIN, founder and director of The Peace Report.

“It has long been obvious that America’s numerous, hugely expensive 
and destructive and seemingly perpetual wars of choice have not been 
intended to serve any interests of the vast majority of the American 
people. In Understanding the War Industry, Christian Sorensen presents 
detailed and thoroughly documented evidence to convincingly support his 
conviction that the dominant force among those seeking war for the sake 
of war is the pursuit of profit maximization by the corporate ‘war industry.’ 
He concludes: ‘There will be no escape from interminable wars until this 
reality is recognized and resisted.’ This book offers a major contribution 
to that struggle.”

—JOHN V. WHITBECK, International Laywer 
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Preface

1970 was a year of shocks. 
In January, as the globe was still coping with the My Lai Massacre, 

Christopher Pyle revealed how U.S. Army Intelligence Command had been 
running an enormous domestic surveillance and infiltration program against 
progressives, radicals, environmental campaigners, racial justice advocates, and 
anti-war activists. D.C. and Moscow tested nuclear weapons in March. In April, 
the Israeli Air Force bombed the Bahr al-Baqar school in Egypt, killing dozens 
of children and staff. In the same month, D.C. initiated an invasion of Cambodia. 
The National Campus Strike kicked off in May. May also saw the Ohio National 
Guard shoot protestors at Kent State University. Ten days later, police killed two 
more at Jackson State University in Mississippi. The rest of 1970 wasn’t much 
better. 

One positive event in 1970 was the publication of Seymour Melman’s sem-
inal work, Pentagon Capitalism: The Political Economy of War. In that book, 
Melman analyzed how the headquarters of the U.S. Armed Forces coordinated 
and administered the businesses that make weapons of war. This book does not 
attempt to refute Melman’s argument. Rather, it contends that, in the fifty years 
since Pentagon Capitalism hit the press, the playing field has changed. 

President Dwight D. Eisenhower warned us about the military-industri-
al-congressional triangle (MIC) in his famous farewell address in January 1961. 
He referred to it as the military-industrial complex, omitting the congressional 
side, which had been present in earlier drafts of his address. Eisenhower warned: 

We must never let the weight of this combination [the military-
industrial-congressional complex] endanger our liberties or democratic 
processes. … Only an alert and knowledgeable citizenry can compel 
the proper meshing of the huge industrial and military machinery of 
defense with our peaceful methods and goals.

Clearly, the warning has gone unheeded. Today, in the twenty-first century, 
the MIC, rather than being curtailed, has demonstrably further penetrated the 
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institutions of U.S. government. The MIC may be viewed as an insulated war-pro-
moting configuration comprised of the Pentagon, the headquarters of the U.S. 
Armed Forces; industry, the corporations that develop and sell goods and services 
to the U.S. and allied governments; and the U.S. Congress, which implements 
policies and authorizes the funding for the Pentagon.

The change from Melman’s time is this: war corporations—the industrial 
part of the MIC—now hold the most power in the trifecta. The Pentagon no longer 
controls the U.S. war industry. Industry runs the show. Industry employs expan-
sive, sometimes pernicious, operations in order to dominate political processes 
and military functions.

What has happened in the Department of Defense has happened across the 
U.S. government. Corporatization of government functions is taking place ev-
erywhere. A few recent examples include the Environmental Protection Agency 
colluding with chemical corporations, the Food & Drug Administration aiding 
giant agri-businesses, and the Federal Communications Commission working to 
repeal net neutrality. Corporations that break the law are less and less likely to 
face punishment.1 The U.S. government serves corporate interests. And the raison 
d’être of corporations is to maximize profit. Nowhere is this more evident than in 
the Department of Defense, which will be referred to herein by its former, more 
accurate name: the Department of War. An honest acknowledgment of reality is 
the first step to understanding the war industry.

This book proceeds on the basis of a few foundational facts: (1) The United 
States of America is no longer a republic, but an oligarchy.2 (2) Capital is con-
centrated in very few hands.3 (3) The Department of War is not the predominant 
decision-maker on matters of war and peace. The boardrooms of U.S. corpora-
tions are. This unelected bureaucracy has attained war-making authority without 
democratic debate, let alone democratic support.

The information provided here regarding corporations comes from the 
Pentagon’s daily contract announcements,4 unless otherwise cited. Individually, 
these daily announcements seem of little import. But years of cataloguing and 
arranging the contracts have yielded significant details, patterns, and themes, 
documented here. As a hero of mine once said, “A lot of tape and a little patience 
make all the difference.” The reporting of journalists, brochures and press releases 
issued by corporations, interviews, and my own independent experiences supple-
ment my research.

As this book confirms, the wars the U.S. government wages do not cater to 
the needs of the U.S. citizenry. Today’s wars are propelled by the need of corpo-
rate behemoths to accrue ever greater profits. U.S. public opinion has no effect on 
decisions of war and peace. The public may feel free to comment, but the path had 
already been chosen.



 Preface xi

This book is neither an official account nor a specialist military history. 
Many battles, events, and turning points are omitted. Units of the U.S. Armed 
Forces are only mentioned when it is illustrative of the goods and services sold 
by corporations or of a significant pattern of behavior within the war industry as a 
whole. This book gives the industry point of view. It does not intend to imply that 
industry is omnipotent or that the Pentagon doesn’t eagerly gobble up goods and 
services for its own narrow purposes. But, despite the extent of documentation 
provided here, this is not a comprehensive review. The U.S. war industry is far too 
massive to thoroughly capture or map within a single volume. The focus instead is 
on the ways the industry operates, on its overall structure and patterns.

I tried to steer clear of foreign war corporations, like the Canadian 
Commercial Corporation (Ottawa, Canada), which operates on behalf of Canadian 
industries. In practice, CCC is an adjunct to the U.S. war industry, supporting a 
variety of U.S. war products, including land vehicles. CCC’s board of directors is 
a who’s-who of Canadian capitalists. Some foreign corporations (e.g. the U.K.’s 
BAE Systems, Italy’s Leonardo DRS) play a strong role in the U.S. war industry 
and are therefore included here and there.

This book is intended as a thorough introduction to the issue. In a nutshell, 
it lays out how the U.S. war industry operates. The Power Rankings of U.S. war 
corporations are, as of autumn 2019:
 1. Lockheed Martin 
 2. Boeing “Defense, Space, and Security”
 3. Raytheon Technologies (Raytheon + United Technologies; they’re merging)
 4. General Dynamics
 5. Northrop Grumman
 6. L3 Harris (L3 and Harris Corp. just merged)
 7. Textron 
 8. Huntington Ingalls 
 9. SAIC
 10. AECOM
 11. Booz Allen Hamilton 
 12. Leidos
 13. CACI
 14. Honeywell
 15. PAE
 16. General Electric 
 17. Accenture 
 18. DynCorp 
 19. KBRWyle
 20. Jacobs
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The Power Rankings introduce you to the main players in the game. Intended 
as a measure of a corporation’s strength, the Rankings are based on public con-
tracts (frequency and dollars received from the War Department), expenditures 
(political lobbying and campaign contributions), industrial footprint, and recent, 
major contract wins. These corporations will become familiar to you over the 
course of this work.

A note on the terms I use. The war industry refers specifically to the cor-
porations that design, market, and sell goods and services (including war and “in-
telligence” products) to the U.S. government and allied governments and regimes 
around the world. Calling themselves “defense contractors,” war corporations do 
more than design and pitch products. They also plot, plan, fabricate, test, qualify, 
assemble, produce, inspect, package, deliver, sustain, maintain, upgrade, and re-
design products. They are focused on maximizing profit.5

The headquarters of the U.S. Armed Forces is a building known as the 
Pentagon, which sits in Arlington, Virginia, overlooking the Potomac River. 
The word “Pentagon” is used as a metonym for the entire U.S. Department of 
War. Most soldiers, sailors, airmen, and Marines are not part of the MIC. Only 
the high-ranking generals and admirals are. Enlisted troops join the U.S. Armed 
Forces largely for economic reasons (though it can be comfortable for them to 
couch their participation in traditionally patriotic terms), as the uniform is one of 
the few well-paying jobs remaining in an economy that Wall Street and D.C. have 
systematically gutted using neoliberal economic policies.

I refer to neoliberal economic policies throughout this book. These policies 
decrease government monitoring and regulation of corporate activity; allow free 
movement of corporate goods and services across borders; cut spending on health-
care, education, and public infrastructure; export and automate jobs; and sell off 
such government assets and services as schools, transportation, and utilities. The 
U.S. war industry thrives in D.C.’s embrace of neoliberalism.

Once in a while I use the term war machine. This term encompasses the en-
tire beast: the war industry, the uniformed troops who fight the wars, the Pentagon 
officials (generals, admirals, and senior civilians), and Capitol Hill.

References to “D.C.” and the “D.C. regime” are used as a metonym for the 
elites who have flocked to the greater metropolitan D.C. area. These terms reflect 
the bipartisan pro-war consensus that festers on Capitol Hill and the surrounding 
municipal enclaves of the oligarchy.

Once in a while I reference U.S. Empire or U.S. imperialism. I do so in 
accordance with the following definition: 
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U.S. imperialism (noun)—the attempt of the major capitalist state 
(armed, aided, and abetted by the U.S. war industry) to impose its will 
on the world, particularly the global south.

War profiteering is the primary motivator of D.C.’s wars. Other motivating 
factors—like the Zionist lobby and D.C.’s desire to control the world’s remaining 
oil reserves—align well with or overlap with U.S. war profiteering.

The word mercenary, as used here, refers to personnel who work for war 
corporations, nominally under the U.S. flag, while receiving greater financial pay 
than their uniformed peers. Therefore, a mercenary is not just someone who is 
paid well to pick up a weapon, but also those who are paid well to do tasks (e.g. 
logistics, IT, cyber, maintenance) that were traditionally carried out by uniformed 
U.S. Armed Forces personnel. The war industry prefers the term “contractor.” I 
use mercenary.

Finally, I often use the verb corporatize instead of “privatize,” because I 
believe it best captures the visceral power grab associated with privatization of 
government activities.

A note on naming. I write the New York Times as The New York Times, 
in the same way people refer to OSU as The Ohio State University. It fits the 
self-assured temperament of the newspaper of record. I omit the exclamation 
point from the independent news organization DemocracyNow to avoid confusion 
regarding emphasis. When referencing war corporations, particularly smaller or 
more obscure ones, I provide the location where the war corporation produces 
the specific good or service in question. For example, Booz Allen Hamilton is 
headquartered in McLean, Virginia, but Booz Allen Hamilton (Lexington Park, 
MD) sells services to the Naval Air Warfare Center Aircraft Division’s Special 
Communications Mission Solutions Division in St. Inigoes, Maryland. Since the 
Lexington Park branch is where the particular services are developed or sold, 
Lexington Park is the location I credit. 

The Pentagon is constantly renaming organizations it controls. While I was 
writing this monograph, the Space and Naval Warfare Systems Center Pacific be-
came the Naval Information Warfare Center Pacific, and the Evolved Expendable 
Launch Vehicle program became the National Security Space Launch program. 
For simplicity, I use the old names. My transliteration of Arabic to English some-
times favors popular representation: al-Qaeda, instead of al-Qa’ida. Finally, in 
citations I keep others’ Arabic transliteration choices without the pedantic “sic.”

I sent many questions and requests for explanation to U.S. corporations 
during the course of my research. Most corporations did not respond. Instead of 
repeatedly stating “[corporation] did not answer my question” or “[corporation] 
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declined to comment” throughout this research, I tend to note only when a corpo-
ration replied with helpful information.

Any mistakes herein are mine alone, and not the fault of any editors, associ-
ates, peers, or the publisher. The views expressed herein are my own, certainly not 
the official stance of the Department of War or any war corporation.

Chapter One lays out the foundation and costs of war. Chapter Two demon-
strates how the war industry gains influence and propels the military-industri-
al-congressional triangle. Chapter Three covers the financial and legal founda-
tions enabling war. Chapter Four explores some tricks the war industry employs. 
Chapter Five explores foreign military sales. Chapter Six analyzes academic 
institutions that are part of the war industry. Chapter Seven explores perhaps the 
most profitable sector: information technology. Chapter Eight demonstrates how 
industry views the hemisphere. Chapters Nine through Eleven tackle a few salient 
sectors of profit: nuclear weaponry, drones, space-based technology, and special 
operations.

A people must be informed in order to keep their democracy healthy and 
functioning. It is my hope that this book contributes, even slightly, to the full 
awakening of the U.S. public—citizenry and residents together—so they can con-
front those who have turned the United States into a nation of permanent warfare 
at their expense. Peacefully, of course. We’re all in this together.

ENDNOTES
1 “Penalties for Corporate Violations Plummet by Double Digits Under Trump.” Public Citizen. 

25 July 2018: <www.citizen.org/media/press-releases/penalties-corporate-violations-plummet-
double-digits-under-trump>. The study examines 12 federal agencies. Punishment of corporate 
criminality fell by an average of over 50%. EPA fines against corporate polluters, for instance, dropped 
around 95%. This isn’t a Trump-only phenomenon; the Obama administration didn’t prosecute the 
Wall Street criminals who crashed the global economy in 2008-9. See also “Justice Department Data 
Reveal 29 Percent Drop in Criminal Prosecutions of Corporations.” Syracuse University Transactional 
Records Access Clearinghouse (TRAC). 13 October 2015: <https://trac.syr.edu/tracreports/crim/406/>.

2 Martin Gilens and Benjamin I. Page. 2014. “Testing Theories of American Politics: Elites, 
Interest Groups, and Average Citizens.” Perspectives on Politics 12(3): 564-581. Merriam-Webster 
provides us with a strong, practical definition of oligarchy: a government in which a small group 
exercises control especially for corrupt and selfish purposes.

3 Frank, Robert. “Richest 1% now owns half the world’s wealth.” CNBC. 14 November 2017. 
Kirsch, Noah. “The 3 Richest Americans Hold More Wealth Than Bottom 50% Of The Country, Study 
Finds.” Forbes. 9 November 2017. For analysis of the state of global capital, see “The Global Power 
Elite: A Transnational Class” (The Real News Network, 26 December 2018).

4 Prior to the summer of 2018, these contracts were available at <defense.gov/News/Contracts>. 
From summer 2018 through summer 2019, daily contract listings were available at <dod.defense.
gov/News/Contracts>. They’re now available at <defense.gov/Newsroom/Contracts>. The contracts 
I cite here are generally drawn from a period spanning the summer of 2014 through 30 Sept 2018, 
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the end of that fiscal year. These contract announcements provide such valuable information as the 
type of good or service sold, the production location, the contract number, the awardee (sometimes a 
country, sometimes a branch of the U.S. Armed Forces), the date of award, and the size of the contract. 
Sometimes these bits of information are omitted. Sometimes this information is modified or amended 
in a later listing. I use the date of the contract announcement as the date of sale.

5 I did my best to capture and attribute war goods & matériel accurately. However, the scribes 
within the Dept. of War did not make it easy: their daily contract lists are rife with errors, including 
misspelled names of war corporations (“Vectrul” instead of Vectrus) and places (the South American 
country of “Columbia,” instead of Colombia). The Dept. of War also often credits corporations under 
defunct or former names.





The history of the present D.C. regime is a  
history of repeated injuries and usurpations,  
all having in direct object the establishment  

of an absolute tyranny over these States. 

To prove this, let facts be submitted  
to a candid world.
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The Big Picture

TRILLIONS

At least $6.4 trillion has been allocated to post-9.11 U.S. “homeland se-
curity” and wars in Iraq, Afghanistan, Pakistan, and Syria through to fiscal year 
2020.1 Capitol Hill spent roughly $1.25 trillion in 2019 on war-related costs.2 The 
Department asks for and receives an enormous budget every year while simulta-
neously cooking the books.3 

Many war corporations receiving money from the Pentagon do not pay their 
fair share of taxes.4 The tax burden falls on the working class. The working class 
in the United States pays high taxes relative to those in other industrialized na-
tions but is not granted the social safety net that usually comes with high taxation.5 
And, of those taxes that workers pay, far more tax dollars go to war corporations 
than to the troops.6 

To spend trillions on war is morally criminal, since rigorous estimates indi-
cate that it would take roughly a mere $70 billion yearly to lift the poorest above 
the poverty line.7 The money D.C. spends on war harms government ledgers8 and 
leads to rising inequality.9

Other costs loom large. These costs are measured in lives and pollution.

CARNAGE

The war on Iraq began with the 1991 U.S. invasion, which was followed by 
U.S-led sanctions against that country. Such sanctions prevented crucial medical 
supplies and daily necessities from entering Iraq. “Undisputed UN figures show 
that 1.7 million Iraqi civilians died due to the West’s brutal sanctions regime, half 
of whom were children,” British author Dr. Nafeez Ahmed accurately states.10 
The Lancet, a peer-reviewed medical journal, estimates roughly 655,000 humans 
lost their lives in Iraq from the 2003 U.S. invasion through July 2006.11 Physicians 
for Social Responsibility estimates that U.S. wars, 2001-11, have led to the death 
of at least 1.3 million humans12 in Iraq, Afghanistan, and Pakistan. The Pentagon’s 
battlefield is global.13 Journalist Nick Turse reports U.S. special operations forces 
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are present in 149 countries.14 Most of the deaths attributable to the U.S. military, 
as a result of these elective global wars, will never come to light. “Total deaths 
from Western interventions in Iraq and Afghanistan since the 1990s—from direct 
killings and the longer-term impact of war-imposed deprivation—likely constitute 
around 4 million… and could be as high as 6-8 million people when accounting 
for higher avoidable death estimates in Afghanistan.”15 

War corporations sell armed mercenaries to the War Department. These 
mercenaries die, too. Why use armed mercenaries? The war industry knows it 
needs to keep the deaths of uniformed troops at a minimum. Too many soldiers, 
sailors, airmen, and Marines dying (in the optional wars pushed by the war indus-
try) would draw unnecessary attention to the racket. Mercenaries die in warzones. 
They absorb deaths that would otherwise bloody the military ranks. This allows 
the War Department and Capitol Hill to cite low casualty figures. Additionally, 
using mercenaries keeps conscription off the table. Conscription would expand 
the burden of war into the upper-middle and upper classes of society, dragging in 
the sons and daughters of the ruling elite. That would be unacceptable to industry 
executives and the D.C. regime. Mercenaries keep the war machine firing on all 
cylinders.

Over 6,960 U.S. Armed Forces personnel (uniformed troops and some War 
Department civilians) and 7,250 mercenaries have died in the post-9.11 wars.16 
Nearly one million veterans have filed disability claims with the Department of 
Veterans Affairs.17 The common human fights18 while the rich human profits.

These morbidity statistics do not account for the veterans who return to the 
United States and subsequently commit suicide. The suicide rate among veterans 
increased thirty-five percent from 2001 to 2016.19 That means over twenty veter-
ans per day commit suicide, with the highest suicide rates in rural areas like New 
Mexico, Nevada, and Montana.20 2018 saw the highest number of suicides among 
active-duty personnel since 2012: 321 active-duty troops killed themselves.21 
In a symposium hosted by a war industry pressure group, the National Defense 
Industrial Association, Michael Lumpkin, former Assistant Secretary of War for 
Special Operations & Low Intensity Conflict and at the time a senior executive at 
the corporation Leidos, suggested that the Pentagon collect data about the troops22 
in order to monitor them and prevent suicide. Fortunately, Leidos has the technol-
ogy to do that.

No statistic or prose can accurately convey the grief felt in families—Iraqi, 
U.S., Afghan, or any nationality—that have been torn apart by these elective wars. 
Nor is there an official count of the rapes committed by U.S. troops.23 Nor are 
there public figures regarding the pallets of cash D.C. flew into Iraq and then lost 
track of.24 Nor are there tallies regarding the degradation and humiliation suffered 
by people detained in Iraq without judicial process.25
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POLLUTION

The U.S. Department of War is one of the world’s worst polluters. But there 
are no statistics available that calculate how much pollution the U.S. Armed 
Forces operating fossil-fuel-intensive weapons platforms have released into the 
natural world during post-9.11 wars.

One aspect of the War Department’s pollution that goes unreported is its 
construction. Construction is a very common type of military purchase. The 
Department of War relies on hundreds of construction corporations to build and 
repair military installations of all sizes. Corporations such as AECOM, Jacobs, 
Parsons, Tetra Tech, and Whiting-Turner are among the Pentagon’s go-to con-
struction firms. The Department of War is the single largest employer of con-
struction workers inside the United States, according to my calculations. It has 
hundreds of projects going on at any given time. Hiring so many construction 
workers effectively co-opts part of the working class, clouding workers’ minds 
with mainstream “patriotic” sentiment, while simultaneously binding construction 
workers economically to nonstop war. Many within the working class feel good 
about their labor without cognizing their complicity in the global slaughter, to say 
nothing of their subservient position within a society that withholds and diverts 
socio-economic benefits from their class. Ambitious capitalists who flock to lucra-
tive war funding come up with traditionally patriotic names for their construction 
companies. Many firms titled American, Patriot, and Veteran dot the landscape.26 
Construction is not the only field to adopt traditionally patriotic names.27 

Military construction physically lays the foundation that lengthens the wars. 
A single construction contract can cover a large area, focusing on military bases in 
different states or more broadly across a whole region of the U.S. Sometimes the 
locations are not disclosed. This mostly happens because the Pentagon has yet to 
finalize the task orders within the overall contract. Occasionally it is because the 
project details are classified. The Pentagon does not require construction firms to 
reuse, repurpose, and recycle materials.

Military construction is unsustainable infrastructure. Environmentally 
friendly, or “green,” descriptions are no more than marketing gimmicks. You can-
not green a massive, polluting array of hundreds of installations whose primary 
purpose (aside from profiting industry) is to use fossil-fuel-based platforms to 
eavesdrop, coerce, kill people, destroy others’ infrastructure, and acquire others’ 
riches.

Nonetheless, the MIC employs “green” visions as a popular misdirection. 
On 15 May 2019, U.S. Senator Elizabeth Warren tweeted, “We don’t have to 
choose between a green military and an effective one. My plan will improve our 
service members’ readiness and safety, and achieve cost savings for American 
taxpayers. Together, we can flight climate change—and win.” Her plan to green 
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the military (“Our military can help lead the fight in combating climate change,” 
available at Medium.com) strove, in the name of military readiness, for “net 
zero carbon emissions” for all “non-combat bases and infrastructure by 2030.” 
Knowingly or through sheer ignorance, Senator Warren did the old bait and 
switch: falsely advertising the possibility of greening the Pentagon, thereby rec-
onciling green-minded people to military spending despite the reality that energy 
consumption reduction runs counter to the underlying MIC agenda.

Two military contracts, of many such, show the Pentagon’s true cards.
On 20 March 2019, the Pentagon issued a contract to build fuel facilities at 

Shaw Air Force Base, South Carolina. Home to fighter aircraft and the Air Force’s 
main unit overseeing operations in the Middle East, Shaw is a major consumer of 
fossil fuels. The construction at Shaw will include a new 2,400 gallon per minute 
(gpm) pump house facility, four new 600 gpm truck fillstands, a new concrete 
parking area for refueler trucks, and many other oil-based bells and whistles. Such 
fossil fuel infrastructure only perpetuates the U.S. military’s polluting, carbon-in-
tensive expanse.

On 16 May (and 31 July) 2019, the Pentagon allocated millions to imple-
ment energy conservation measures at Camp Lejeune, a Marine Corps facility in 
North Carolina. The conservation measures to be put in place include installing 
new automatic meters, meter data software, lighting systems, and HVAC systems. 
Pollution is a consistent byproduct of the manufacture and installation of this tech-
nology and equipment. Though the contract announcement declared the “primary 
goal of the project is to reduce energy consumption and provide more resilient and 
sustainable facility infrastructure,” no emphasis is placed on the Armed Forces 
adjusting daily behavior to significantly reduce energy demands. No emphasis 
is placed on reusing or repurposing infrastructure. Severe reduction and reuse 
crash head-on with the war industry’s polluting essence and profit-generating 
raison-d’être, as well as capitalism’s demand for infinite growth. Keeping radical 
change off the table is a corporate priority. Corporate America is in charge when it 
comes to energy. Peerless Technologies Corp. runs much of the Air Force’s energy 
policy. CDM Federal Programs Corp. leads the Navy’s public works “business 
line,” including utility privatization and energy management.28 Comparable cor-
porate interests run the energy files of other branches of the Armed Forces.

The 20 March and 16 May contracts show the direction in which the U.S. 
military is headed: building more fossil fuel infrastructure while implementing 
expensive measures, promoted as “energy efficient,” which do nothing to alter the 
military’s overall polluting nature, but look great to politicians and image-con-
scious officers.
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Notably, throughout 2019 the Pentagon continued to purchase polluting 
platforms, like fighter aircraft and diesel-powered expeditionary fast transport 
ships.

A green-ish empire is still an empire.29 Building more and more military 
infrastructure keeps U.S. society headed in the wrong direction. If addressing 
pollution is to be taken seriously, then demilitarization of U.S. society and demo-
bilization of the war industry are the only healthy, non-polluting ways forward. 

The construction boom discloses the twisted priorities of the military-indus-
trial-congressional triangle. The National Museum of the Army at Fort Belvoir 
gets millions for costly exhibits30 as the U.S. government imposes austerity mea-
sures on the hard-luck masses. Military bases from Hawai‘i to Virginia get new 
living quarters31 as public housing crumbles. The U.S. Air Force Academy gets a 
new golf clubhouse32 as D.C. defunds public education. These projects show how 
detached the MIC is from the ailing U.S. society. 

Fossil fuels power all military construction—from cranes to backhoes to 
bulldozers to dump trucks to private vehicles commuting to and from the work 
sites to fossil-fuel-intensive manufacture of concrete and steel. Not a single struc-
ture is erected without immense, unmeasured fossil fuel pollution.

Even if we don’t include military construction, the War Department uses 
more fossil fuel products than any other institution and emits more carbon dioxide 
than many nations.33 Here’s a typical fuel contract from March 11, 2019: Sixteen 
different corporations sold a total $2,817,799,719 of fuel to the War Department. 
The contract featured Big Oil majors (e.g. BP, Shell, Exxon Mobil) and smaller 
names (e.g. Wynnewood Energy of Texas). Fuel contracts like this are a monthly 
occurrence. 

Any calculation of the MIC’s total fossil fuel consumption must include 
the fossil fuels the war industry uses in manufacture and shipping of goods and 
services, in addition to the War Department’s fossil fuel consumption. Corporate 
opacity prevents such an accounting.

The biggest polluter in the world has no legal obligation to reduce its mas-
sive carbon footprint, let alone account for its global pollution: Due to industry 
pressure and the Pentagon’s intransigence, the U.S. Armed Forces are exempt 
from the Kyoto Protocol of 1998 (and were exempt from the Paris climate agree-
ment of 2016 prior to U.S. withdrawal). Indeed, the MIC carbon footprint remains 
unmentioned in climate activism, which focuses instead on “what you can do to 
prevent climate change.”

The War Department’s total polluting output is stunning. Pollutants contam-
inate soil and groundwater at military sites across the United States. These pol-
lutants can include radioactive waste, rocket fuel, components of buried chemical 
and conventional weaponry, exploded ordnance, degreasers and other chemical 
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solvents, petroleum products, aircraft coatings, and fire retardants. One-time mil-
itary sites across the U.S. are riddled with pollutants, from the Aleutian Islands to 
the Atlantic seaboard.34 The U.S. government’s “overall estimated environmental 
liability was $577 billion” during fiscal year 2018, according to a U.S. Senator35—
an underestimate, as this figure does not include any of its overseas pollution. 
Many polluted sites, home and abroad, are located in or around populated areas.

Capitalism—the incessant, rapacious transformation of the natural world 
into goods and services36—is inherently destructive, exploitative, and polluting. 
U.S.-based capital is particularly vicious in this regard, and the U.S. Department 
of War is the tip of the spear. How does the Pentagon clean up its pollution? By 
turning to Corporate America, of course.

Many corporations tackle the Pentagon’s pollution. The bigger ones, such 
as Jacobs and Tetra Tech, are best known for their engineering and construction 
prowess. Corporate America conducts studies and environmental assessments, 
prepares plans, drafts documents, and issues reports; surveys sites, oversees 
wetlands, and supervises land use; writes up Comprehensive Environmental 
Response, Compensation, and Liability Act documentation; administers and 
monitors compliance with laws (e.g. Safe Water Drinking Act, Clean Water Act); 
estimates costs; dredges muck; peruses Executive Orders; plots basing patterns; 
reviews the National Environmental Policy Act; removes contaminated soil; ex-
cavates, characterizes, separates, and transports waste; studies socio-economic 
issues and demographics; drafts emergency response preparedness; disposes of 
radioactive material; and runs community outreach and strategic engagement.37 
Public relations are often packaged as part of a corporation’s environmental remit, 
ensuring that total honesty regarding the polluting footprint of the military and 
industry will not come to light. 

There are at least 39,000 contaminated military sites across the U.S. About 
900 of the roughly 1,200 Superfund sites in the U.S. are military-related facili-
ties.38 A Superfund site is a site so polluted that even the U.S. federal government 
cannot ignore it. The Comprehensive Environmental Response, Compensation, 
and Liability Act of 1980, a.k.a. SuperFund, provides federal money to clean 
up hazardous-waste sites, including pollution that the Pentagon has left behind. 
SuperFund money can address formerly used defense sites (FUDS), places the 
War Department possessed and polluted.39 A distinct effort, the formerly utilized 
sites remedial action program (FUSRAP) identifies and cleans up sites polluted 
by decades of U.S. atomic energy activities. The U.S. Army Corps of Engineers 
(USACE) is in charge of both FUDS and FUSRAP. And USACE hands off these 
programs to Corporate America. Potential paydays can total hundreds of millions 
of dollars. 
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Often, corporations are grouped together when cleaning up the mess. 
Groupings indicate the extent of the pollution. On 19 April 2016, a group of 
corporations including AECOM and Booz Allen Hamilton were allocated a po-
tential $122.5 million to support the NDCEE. The full name, National Defense 
Center for Environmental Excellence, is misleading. Instead of prioritizing the 
environment, NDCEE works to get military technology into the hands of the War 
Department while avoiding pitfalls presented by environmental and safety reg-
ulations. On 14 July 2015, nine corporations including AECOM and Tetra Tech 
were allocated up to $240 million for military munitions response at multiple 
sites. The military munitions response program (MMRP) addresses exploded and 
unexploded ordnance. Geographical distance is no obstacle. One environmental 
contract can cover a continent.40 

All U.S. military bases are contaminated to some extent. The land under and 
around an air force base, for example, can suffer from the polluting remnants of 
munitions and the carcinogenic coatings used on aircraft. Coatings like hexava-
lent chromium are used in protecting missiles, aircraft, and certain land vehicles 
from corrosion. The substances used to put out aircraft fires are highly toxic.41 
Pollution damages the soil and water in and around a military installation. Men 
and women in uniform can get poisoned. Rashes, vomiting, cancer, memory loss, 
nosebleeds, and miscarriages can ensue.

The U.S. Armed Forces and the corporations running U.S. military bases 
in Iraq and Afghanistan burned trash in open-air pits. Anything and everything 
went into these pits, including the occasional body.42 Routinely incinerated were 
appliances, batteries, fecal matter, medical waste, paint thinner, vehicle parts, and 
a variety of plastics. Jet fuel, itself a carcinogen, was often used to ignite the 
blaze. Severe medical problems afflicted anyone who crossed paths with the black 
clouds and the particulates spewing from these burn pits. The Pentagon bureau-
cracy dragged its feet, refusing to concede any correlation between burn pits and 
pulmonary disease in its troops and veterans. More than 230 U.S. military bases 
in Afghanistan and Iraq used burn pits before the War Department started limiting 
use in 2009.43 Despite mounting pressure from veterans and their families, 42 
burn pits in Iraq and 184 burn pits in Afghanistan were still operating as of May 
2010.44 Pentagon public affairs did not reply to my requests for a precise number 
of U.S. burn pits in use today.

In early 2015, the Special Inspector General for Afghanistan Reconstruction 
(SIGAR) reported that the Pentagon had not planned properly for waste disposal 
prior to its invasion of Afghanistan. SIGAR said the War Department did not 
even follow its own guidelines regarding solid waste disposal. SIGAR said con-
tinued use of burn pits puts troops in harm’s way.45 Some generals who spent 
time in Afghanistan pushed back against those who opposed the use of burn pits, 
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griping about the “difficult” “operational environment” in which commanders had 
to make decisions regarding waste disposal.46 U.S. generals, mind you, live in 
relatively posh conditions whenever in Afghanistan.

In October 2014, the Department of Veterans Affairs finally established a 
registry to track veterans who believed they were exposed to burn pits during their 
time in Afghanistan or Iraq. Over 30,000 people had enrolled in the registry by the 
end of January 2015.47 The War Department’s Congressionally Directed Medical 
Research Program gives funding to study sickness and treatments for diseases 
related to military service. Research into exposure to burn pits was added to this 
list in 2015. It was then dropped in 2016.48 In autumn 2016, the Government 
Accountability Office affirmed that the Pentagon needed to study exposure to burn 
pits and the long-term health problems that may result. The GAO accused the 
Pentagon of taking too long to study the problem.49 (It took the Pentagon decades 
to compensate the veterans exposed to Agent Orange, the toxic herbicide made 
by U.S. corporations and used as a weapon and defoliant in Southeast Asia in the 
1960s.) 

In January 2018, a judge ruled that burn pits could be linked to lung disease.50 
The ruling might help mercenaries and troops who were exposed to burn pits, 
who now suffer from respiratory or pulmonary ailments, and who are currently 
denied coverage by the Department of Veteran Affairs. U.S. troops still suffer. 
In November 2018, a Brigadier General with the Vermont National Guard died 
“from an aggressive cancer linked to his three tours of duty in Afghanistan.”51 
Data indicates a rise in certain types of cancers among veterans over the past two 
decades of war.52

The Pentagon has no plans to help Iraqis or Afghans who were exposed to 
its burn pits.

OCCUPYING AFGHANISTAN, DESTROYING IRAQ 

The attacks of 11 September 2001 killed 2,973 victims in New York, 
Pennsylvania, and D.C. By 22 September 2006, the 2,974th member of the U.S. 
Armed Forces had died in post-9.11 conflict.53 Another milestone was hit in 2006: 
At the end of the Cold War, the U.S. military budget was $298.9 billion, but by 
2006 the military budget was double this number.54

How did we get to that point? A Marxist party took power in the Afghan cap-
ital of Kabul in 1978. Trying to agitate against Moscow and foment a coup against 
the Soviet-backed government in Kabul, the Central Intelligence Agency (CIA) 
funneled money and weaponry to allies inside Afghanistan before Moscow invad-
ed the country in December 1979.55 After Moscow invaded Afghanistan, CIA’s ef-
forts blossomed into deep coordination with Pakistan’s Inter-Services Intelligence 
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(on-the-ground logistics) and the House of Saud (finance). U.S. Presidents Jimmy 
Carter and Ronald Reagan supported CIA’s work in Afghanistan as they ignited, 
coalesced, and armed jihadists as a tool of U.S. foreign policy. After Moscow 
withdrew from Afghanistan following the Geneva Accords of 1988, CIA con-
tinued to support some Afghan warlords during Afghanistan’s civil wars (1989-
2001), while the D.C. regime mostly ignored Afghanistan (aside from politically 
opportune missile strikes like those President William J. Clinton launched in 
summer 1998). The 9.11 Commission Report, known formally as the National 
Commission on Terrorist Attacks Upon the United States, claimed that al-Qaeda 
had perpetrated the 2001 attack, and used Afghanistan as a location from which to 
plot it. Proponents of war argued that this was sufficient reason for the U.S. War 
Department to invade Afghanistan (a largely illiterate society in which ninety-two 
percent of the population does not even understand what “9.11” means, according 
to the International Council on Security & Development56). The Taliban, whose 
rule extended over some population centers of Afghanistan at the time of the 9.11 
attacks, had offered after September 2001 to work to hand over Usama Bin Laden 
if the U.S. government would furnish proof of his involvement in the attacks.57 
The White House declined, preferring to bomb Afghanistan. The Pentagon sent 
troops to mineral-rich Afghanistan58 to project power and seize territory close to 
central Asian energy resources. The war in Afghanistan was initially billed as an 
“anti-terrorism” war, a linguistic sleight that granted it a certain cachet in the eyes 
of U.S. Congress. As new military operations in Iraq sustained an increasingly 
greater number of U.S. casualties, many D.C. liberals contended loudly that the 
war in Iraq was bad, but the war in Afghanistan was just.

Corporations began selling weaponry to the Afghan government shortly 
after Hamid Karzai assumed presidential authority in December 2001. The lon-
ger the war lasted, the better U.S. weapons brokers became at dealing. Sales to 
Afghanistan have been thorough and broad.59 Corporations have even managed 
Afghanistan intelligence operations. One such program cost $457 million and 
didn’t meet a bare minimum of standards.60 

Notably, sales have included avionics maintenance equipment for “count-
er narcotic activities.”61 (Opium production skyrocketed after the U.S. Armed 
Forces began occupying the country, though the Taliban government had nearly 
eliminated it.62) 

There are many unreported instances of profiteering specific to the 
Afghanistan War (2001-present). One particularly grueling and expensive indus-
try dream that the Pentagon is pursuing is to create an Air Force for Afghanistan. 
The U.S. war industry and its think tanks cleverly pretend that building an Afghan 
Air Force would allow the Pentagon to withdraw with dignity from the coun-
try—with a strong Air Force, the Afghan military would be able to hold ground 
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against the Taliban, so the argument goes. In 2019 The New York Times phrased 
the reality thusly: “Eleven years after the United States began building an air 
force for Afghanistan at a cost now nearing $8 billion, it remains a frustrating 
work in progress, with no end in sight. Some aviation experts say the Afghans will 
rely on American maintenance and other support for years.”63 That’s the whole 
point. Building a modern air force—in an impoverished country amid nonstop 
war involving numerous factions—is a limitless endeavor, by its very nature. 
Notable corporations involved in building the Afghan Air Force are AAR, Sierra 
Nevada Corp., and Lockheed Martin. AAR has sold maintenance and mainte-
nance training on Lockheed Martin cargo aircraft. Sierra Nevada Corp. has sold 
modified light attack aircraft to Afghanistan. Billable categories include support 
equipment, transportation, repair, and sustainment.64 U.S.-directed plans for the 
Afghan Air Force aim for 80 Lockheed Martin UH-60 helicopters in Afghan pos-
session by 2030.65 

Reality hurts. Here’s how a typical battle goes down: Taliban fighters over-
run territory (usually an outpost, sometimes a whole city) held by the U.S. mili-
tary coalition. U.S. military units summon aircraft to strafe or bomb the Taliban 
with U.S.-made ordnance. Civilians die. Then the whole process is repeated—and 
has been, effectively since the Taliban started regaining ground in 2002.66 U.S. 
war corporations are the primary winners in this vicious cycle. Corporate goods 
and services form the bulk of the U.S. presence in Afghanistan. The corporate 
occupation force in Afghanistan has included Boeing, PAE, SAIC, and others.67 
For a pretty penny, such corporations as AAR and Columbia Helicopters transport 
U.S. military forces, cargo, or casualties across the country. War industry officials 
and their think tank affiliates routinely insist that “progress” is being made,68 re-
gardless of objective levels of violence, narcotics exports, or territory held. 

In the first half of 2019, sixty-two percent of civilian casualties in Afghanistan 
were caused by the U.S., NATO, and allied Afghan forces, according to the United 
Nations.69 It cannot be claimed, and never has been, that Afghanistan attacked the 
United States, yet this is what happened to the country.

Nor did Iraq attack the United States. D.C.’s assault on Iraq has been lengthy 
and is ongoing. During the first Gulf War (1980-88) between Iran and Iraq, CIA 
and the Pentagon supported both countries (helping whichever side was losing), 
aiming to lengthen the war and devastate Arabs and Persians alike. Shortly after 
the first Gulf War ended, Iraq accused Kuwait of drilling horizontally along the 
Iraq-Kuwait border and stealing Iraq’s oil. Iraq raised diplomatic protests to no 
avail, then invaded Kuwait in 1990, after the U.S. Ambassador to Iraq advised 
Saddam Hussein that the U.S. took no side in the dispute.70 Public relations firms 
marketed the ensuing war. In October 1990, a Kuwaiti girl testified before U.S. 
Congress. Her testimony was one big lie, prefabricated with a public relations 
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firm, Hill & Knowlton.71 Another firm, The Rendon Group, reportedly managed 
public relations for the Kuwaiti government before and during wartime. The War 
Department invaded Iraq in early 1991, pummeling the Iraqi Army. Low estimates 
indicate over 100,000 Iraqi military personnel died during the war. The Pentagon 
demolished Iraq’s civilian infrastructure. This included bridges, civilian factories, 
electricity power stations, oil refineries, railways, roads, shopping markets, and 
telephone exchanges and lines. On 13 February 1991, the War Department bombed 
a civilian shelter, according to the BBC.72 The U.S. Air Force and Navy dropped 
well over 80,000 tons of bombs on the country during 17 January–28 February 
1991. The War Department’s military offensive left Iraqi society in ruins. The 
ground war ended in 1991, but D.C.’s military forces—wielding U.S. corporate 
products, like cruise missiles and fighter jets73—remained in control of much of 
Iraq’s airspace. D.C. bombed Iraq regularly during 1991-2003 and imposed brutal 
sanctions on the country, leading to hundreds of thousands, perhaps millions, of 
preventable deaths.74

The re-invasion of Iraq in the spring of 2003 was the culmination of an 
alliance of the three most powerful forces in D.C.: the war industry,75 Big Oil, 
and the Zionist lobby. These groups overrode any democratic decision-making 
that U.S. citizens might have thought they enjoyed. Aligning like ominous aster-
oids they peppered a compliant Capitol Hill with pretexts for launching an illegal 
war76 against a sovereign people. The U.S. war industry and ideologically aligned 
entities inundated D.C. with propaganda in order to bring Iraq into the post-9.11 
wars.77 Allegations began with Saddam Hussein’s alleged links to al-Qaeda. He 
had none.78 They progressed to Saddam’s alleged possession of Weapons of Mass 
Destruction. He had none.79 Propagandists settled on the need to topple Saddam 
because he was a dictator, plain and simple. This propaganda campaign was aimed 
mostly at the U.S. Congress and other oligarchs, not the U.S. citizenry, whose 
views were deemed irrelevant. The people do not matter to the U.S. oligarchy or 
its war industry. The people are numbers to be crunched—records, digits, and fig-
ures which enable profit—and a source of taxes to syphon. Despite that, the U.S. 
public voiced their opinion clearly. Hundreds of thousands of people demonstrat-
ed in New York City.80 Over 50,000 people protested in D.C.81 At least 500,000 
people protested nationwide, and 10-15 million people protested worldwide.82 

It is now commonplace to frame the 2003 invasion of Iraq as a “mistake.” 
This is not accurate. The war industry achieved what it intended. The scholar 
Michael Parenti elaborates: D.C. destroyed a country that “had the audacity to 
retain control of its own oil supply, kept its entire economy under state control 
(rather than private corporate ownership),” and not allow in the International 
Monetary Fund or giant foreign corporations. 
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[Iraq] charted an independent course under a dictator who 
originally had served the CIA, and had destroyed the left progressive 
democracy that existed in Iraq since the 1958 revolution. But Saddam 
then retained control of the country’s resources instead of throwing 
everything wide open to western investors. Saddam also got out of line 
on oil quotas (wanting an equitable share of the international market). 
And he decided to drop the U.S. dollar as the reserve currency and use 
the Euro instead. So he and his country have been correctly destroyed 
in keeping with the interests of the U.S.-led global empire. Everything 
is now privatized, deregulated, devastated.83

One result of the U.S. military occupation will outlast the shattered streets 
and buildings, the power grids and sewer systems, the U.S.-designed constitution 
and imposed politico-economic system that still might be restructured, if Iraqi 
sovereignty should be regained: the U.S. military’s use of depleted uranium (used 
in armor and ordnance due to its density). This will poison Iraq’s very soil over 
untold generations, long after the immediate public health emergency in Iraq 
subsides. Detonation of DU dispersed radioactive particles and carcinogenic 
material left Iraq’s soil and water contaminated from al-Basrah to Babil to al-An-
bar. Congenital birth defects are rampant. Children are born with cancers, cleft 
palates, elongated heads, extra fingers and toes, heart abnormalities, missing or 
stunted limbs, multiple heads, and severe brain damage, among other ailments. 
Many children are born premature, others not at all; mothers across Iraq miscarry 
at very elevated rates. Other afflictions in the general population include anemia, 
nervous system problems, immune system collapse, infertility, kidney disease, 
leukemia, and sterility. Experts assert there is a direct correlation between rises 
in cancer rates and the number of times U.S. forces dropped ordnance on a par-
ticular area. Assaults against the city of Fallujah destroyed civilian infrastructure 
and killed and displaced residents. Cancer rates skyrocketed in the city’s children 
since the U.S. attacks. In parts of Iraq, the rate of birth defects surpasses by ten 
times the rate Hiroshima witnessed while suffering from the effects of the U.S. 
atomic bomb. Particles and traces of DU will remain radioactive in Iraq long after 
the U.S. is eventually forced to completely withdraw.84 

No matter. Once established in the cradle of civilization, the U.S. war indus-
try began selling goods and services to the new Iraqi government now amenable 
to Western corporate interests, which bought them even as it underfunded utilities 
and public services. Recent sales from the U.S. war industry to Iraq include small 
arms, tanks and vehicles, aircraft (crewed and remotely piloted), training, mainte-
nance, base operations, and missiles, rockets, and bombs. 
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Today’s analysis is brought to you by the letter T: Textron vehicles and 
aircraft and Trace Systems satellite service—all sold to the Iraqi government. 
Headquartered in Providence, Rhode Island, Textron is one of New England’s 
biggest war corporations. Textron makes drones, surveillance aircraft, attack 
helicopters, and armored vehicles. Two other major New England war corpora-
tions—Raytheon of Massachusetts and United Technologies of Connecticut—are 
merging. Raytheon produces radar, communication systems, sensors, and weap-
onry. Missiles are its bread and butter. United Technologies makes aircraft engines 
(via its Pratt & Whitney brand), surveillance pods, and aircraft parts. You can 
catch such corporations at Mohammed Ali Air Base, Balad Air Base, and across 
Iraq. U.S. industry knew that sales to the post-Saddam Iraqi government would be 
lucrative. Invasion and occupation pay dividends.

BOSS

If other countries’ public services are to be opened for profit, why should 
the U.S. military be exempt? Once upon a time, the military ran its own services. 
The latrines need to be cleaned in the training squadron? Get Airman Snuffy to do 
it. The front windows of a command & control facility at Fort Campbell need to 
be cleaned? Sergeant Moody knows where the ladders are. An oven needs to be 
scrubbed at Naval Station Pearl Harbor? Get Seaman Caterina on it. The vehicles 
need to be fueled at Fort Benning. No worries. We’re soldiers. We can do it. The 
trash needs to be taken out aboard Little Creek. Freddie the Frog will take it out 
before lunch. The grass needs to be mowed inside the front gate at Fairchild Air 
Force Base. Get a couple of the SERE boys over there. They’ll mow it before they 
hit the woods. Efficient and economical, this was how U.S. military installations 
once ran. Not anymore.85

Corporate America is now in charge of these tasks that keep a military in-
stallation up and running. They call it base operations support services (BOSS). 
Corporations selling BOSS usually provide a combination of facility management, 
fire and emergency services, grounds maintenance, janitorial services, pavement 
clearance, pest control, and waste management. Dug in, a variety of corporations 
now perform the most basic duties that used to be done by soldiers, sailors, air-
men, and Marines. Airman Snuffy did a good job cleaning the latrines because he 
had a little pride in the uniform, he was low in the chain of command, and he’d 
get punished if he didn’t do a good job. On-the-ground employees of Corporate 
America, on the other hand, do it for the dollars, while executives inevitably cut 
corners in order to squeeze every drop of profit out of the arrangement. EMCOR, 
IAP, Fluor, Pride, and TRAX International are some of the big names running 
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BOSS stateside. Of great size and scope, BOSS is a profitable sector of the war 
industry. Low-wage U.S. citizens and residents carry out most BOSS stateside. 

Third-country nationals (TCN)—not locals and not U.S. citizens—carry out 
a lot of BOSS overseas.86 (Workers of the world have more in common with one 
another than they have in common with the ruling class.) The cost of paying a 
corporation for BOSS is “higher than paying government employees or soldiers” 
to do it “because of the profit motive involved,” International Business Times 
reports.87 Able to summon immense resources, matériel, and logistics capabilities, 
corporations selling BOSS often receive non-competitive contracts at high prices 
for work overseas. Overcharging for BOSS and other services on U.S. instal-
lations overseas has been regular practice.88 A typical confluence of corporate 
interests is as follows. KBR builds a dining facility on a U.S. base in Iraq where 
SOS International runs BOSS. TCN, recruited by a Gulf company that is regu-
larly accused of human trafficking, run the facility under subcontract from a U.S. 
corporation. Generators running on fossil fuel power the facility, which serves 
thousands of troops and mercenaries at every meal.89 The plagues of our era inter-
twine in this unsustainable facility: fossil fuel dependency, Gulf despotism, D.C. 
imperialism, and corporate domination.

The mere provision of food to U.S. troops deployed overseas illustrates 
some problems that come with acceding to corporate control, as industry largely 
dictates terms and conditions under which U.S. troops are fed in a given country. 
Corporate contracts guiding food services to U.S. troops on U.S. installations 
across the Middle East regularly stipulate that local businesses are not allowed to 
prepare or serve food to the U.S. troops. U.S. corporations use shady brokers to 
hire TCN at relatively paltry wages to prepare and serve the food. And much of 
that food is shipped into the country in which the U.S. has military installations 
(not produced locally), which costs even more money. Such deference to U.S. cor-
porations (and their profit motives) goes against the War Department’s celebrated 
Counter Insurgency Field Manual, 3-24, which stresses the need to build trust 
with the locals. As FM 3-24 states, an important way to earn the trust of the locals 
is to provide them with jobs and to take measures that show the U.S. military cares 
about their wellbeing. 

Individual contracts do not satisfy. Corporations pursue bigger game. The 
Air Force Contract Augmentation Program (AFCAP) provides repair, construc-
tion, BOSS, and HAZMAT management, among other services. Expansive in 
operations and narrow in beneficiaries, AFCAP gathers a handful of corporations 
to cover pretty much any contingency, cause, demand, exercise, operation, or 
disaster the War Department could be engaged in. Every excuse is fair game for 
profiting: drug war, NATO missions, war on terror, humanitarian relief, nation 
building, arms sales. Each AFCAP iteration costs billions of dollars.90 The U.S. 
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Army has the Logistics Civil Augmentation Program (LOGCAP) wherein a hand-
ful of corporations provides a wide range of goods and services with a focus 
on amplified BOSS, to the tune of billions of dollars.91 A corporate employee 
described LOGCAP honestly: “Almost any position that it would take to run a 
small city, those are the same positions that we run in small military cities in 
the Middle East.”92 The Congressional Research Service explained that because 
“increased costs mean increased fees to the contractor,” there is “no incentive for 
the contractor to limit the government’s costs.”93 LOGCAP V is ongoing as I write 
this. It is worth up to $82 billion.

Lanes beyond AFCAP and LOGCAP exist for other sectors of war. Want 
to cash in on the Pentagon’s reckless spending on complex and redundant soft-
ware and computer products? Sign up to be part of Network-Centric Solutions, a 
popular way for the Air Force to acquire IT goods and services. Selling drones? 
Join the Mid-Endurance Unmanned Aircraft Systems. Crafty at finding and hiring 
people with language skills? Jump aboard the Defense Language Interpretation 
& Translation Enterprise. Selling products that can be used for space operations? 
Think about working through Space Logistics Infrastructure Support Services. 
Can you gather people who are handy with a wrench? Consider Rapid Disaster 
Infrastructure Response.94 Contracting vehicles match each sector of war.

Corporate reach is astonishing. You could find a corporation, IAP, based 
out of Florida, running BOSS at U.S. military installations in places as diverse 
as Deveselu, Romania, and Crete, Greece. (Deveselu is home to a missile “de-
fense” site, while Crete, especially Souda Bay, is integral to U.S. monitoring of 
Mediterranean nations.) Like a burly, inebriated uncle, KBR shows up and acts 
inappropriately.95 KBR has run BOSS at U.S. military installations from Kenya 
to Djibouti to the Persian Gulf and has aided Apartheid Israel in renovating fa-
cilities. You could find Vectrus in charge of dining facilities in Kuwait; BOSS in 
Germany; supplies in Italy; and IT work in Afghanistan, the Persian Gulf, Jordan, 
the Balkans, and Turkey. These installations are an abbreviated rap sheet docu-
menting military-industry.

The absurdity of BOSS knows no limit. On 30 June 2016 and 16 February 
2018, Adept Process Services (National City, CA) was contracted to operate the 
port at Joint Base Pearl Harbor Hickam, O‘ahu, Hawai‘i. Who’s going to operate 
the port? Not the U.S. Navy. They’re only the Navy! A corporation does it instead.

BOSS cash rolls in: over a six-year period, corporations received $989 mil-
lion just for landscaping and groundskeeping at military facilities, $910 million for 
garbage collection, and an overall $2.6 billion for janitorial/custodial services.96

Friends and acquaintances of mine who were in Iraq before, during, and 
after the infamous 2011 U.S. withdrawal educate us as to its profitability: When 
the White House decided to draw down U.S. forces in Iraq, corporations swooped 
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in and made a lot of money dismantling U.S. military facilities. (These were many 
of the same corporations that had profited from the earlier invasion and provision 
of construction and BOSS.) When the White House later decided to ramp up U.S. 
forces in Iraq, corporations swooped in and rebuilt and reconstructed the instal-
lations recently dismantled. More money, no problem. Invade, construct, BOSS, 
take down, repeat. Accounts by D.C. insiders corroborate the absurd, costly nature 
of ramping up and down the U.S. military presence overseas.97

The ruin and repair of Iraq is manifold. The Mosul Dam suffered from de-
bilitating structural problems, which were exacerbated by the 2003 U.S. invasion, 
the lengthy U.S. occupation, and subsequent battles with militants. On 29 March 
2018, AECOM was contracted to help reinforce the soil and bedrock around the 
dam. Costing millions, the contract was awarded without an open, competitive 
bidding process.98 Whose actions weakened the dam? The MIC. Who is repairing 
the dam? The U.S. war industry. AECOM’s contract to repair the Mosul Dam is a 
microcosm of the larger destruction of Iraq (1990-present). The U.S. war industry 
makes a killing destroying a nation and then makes a killing repairing its parts.

During 2011-14, the U.S. military presence in Iraq was reduced, not with-
drawn. The occupation continued. A variety of forces remained: U.S. special 
mission units; U.S. mercenaries from prominent war corporations; a militarized 
State Department, which, instead of being an advocate of diplomacy, was warlike 
in rhetoric and posture; a full complement of espionage personnel (from corpora-
tized U.S. intel agencies and war corporations), many working out of the massive 
U.S. Embassy complex in Baghdad; a small contingent of conventional troops 
performing non-combat roles, like training Iraqi forces; corporate representatives 
tending to industry products; and a robust round-the-clock presence of U.S. war-
planes (designed, sold, and maintained by U.S. war corporations) flying from U.S. 
bases (run by war corporations) in such Gulf countries as Qatar, thus accessing 
Iraqi airspace. The “withdrawal” of U.S. forces from Iraq was a ploy by D.C. 
politicians looking to varnish their legacy in office. Profiteers won in the end: U.S. 
forces never left.

In the shredded remains of Iraqi society, many gangs and factions formed 
and reformed. The most brutal gangs subscribed to the vitriolic Wahhabi ideology 
spread by Saudi Arabia, D.C.’s close ally. These gangs sometimes overlapped 
with CIA’s support for armed jihadists across the border in Syria. One particularly 
brutal gang took over some parts of Syria and Iraq. Ratings-obsessed corporate 
media (often airing ads from war corporations) hyped up this gang as the apoca-
lyptic arrival of an Islamic caliphate. The gang benefitted from the street cred, as 
this media frenzy accorded it top billing as a “threat” to the U.S. The war industry 
benefitted, as this media frenzy engendered increased weapon sales. Soon cor-
porate media, the War Department, and war industry think tanks were regularly 
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claiming the gang, known as the “Islamic State,” controlled 34,000 square miles 
(roughly 88,000 square kilometers) of territory across Iraq and Syria. In reality, 
that “control” was not full or effective, and it existed over non-contiguous territory. 

Spurred on by the U.S. war industry’s think tanks,99 the Pentagon decided 
to deploy more troops en masse to Iraq in 2014. Intervention in Iraqi and Syrian 
affairs under the guise of fighting terrorism has been a bastion of U.S. mercenary 
activity.100 Attempted destabilization of the Syrian government was in full swing, 
with the Pentagon, CIA, and war industry together arming a wide array of jihadist 
groups.101 Armaments that the War Department and CIA purchased and handed 
over to groups inside Syria included but were not limited to vehicles, anti-ar-
mor missiles, night vision devices, mines, and rifles. Many of D.C.’s Gulf allies 
supported this move, themselves funding and arming various jihadist groups, 
including more than a few, like al-Nusra, with ties to the previous enemy-of-the-
day, al-Qaeda. The MIC’s goal was twofold: (1) destroy the Syrian state through 
the promotion of sectarianism and the arming of violent proxy groups, preventing 
Shi’a powers from posing a challenge to U.S. military dominance or Israeli hege-
mony;102 and (2) establish a small military presence in northeast Syria where oil 
fields are plentiful, soil is relatively fertile, and the Euphrates River flows. From 
a bird’s-eye view (corporate board’s eye view), these goals provided a period of 
profitable conflict.

The Pentagon, the militarized State Department, and the war industry de-
monized the “Islamic State” more than any previous enemy-of-the-day. Again and 
again, ISIS was portrayed as nothing short of a whirlwind of terror. Understanding 
anything about it or the context in which it arose—or indeed, who was the source 
of its convoys of shiny new Toyotas in Syria and Libya103—would have put a 
kink in industry’s plans and profits. To regard the gang as being comprised of 
humans was anathema. Humans could be talked to, understood, and negotiated 
with. Humans could feel anguish and pain. Questions from authentic scholars 
about rampant illiteracy among ISIS members and socioeconomic motivations 
for joining (e.g. lack of jobs, population growth, changes in climate, forced con-
scription, family protection) did not pierce the Beltway propaganda. The greatest 
concession portions of the Beltway offered was reference to a “mistake”—the fact 
that shortly after the 2003 aggression, U.S.-enforced de-Baathification and demo-
bilization of the Iraqi army had thrown untold thousands out of work, including 
military leadership.

With this gang so thoroughly dehumanized, the U.S. War Department was 
able to loosen the rules of engagement beyond already slack criteria. Loose rules 
of engagement allowed indiscriminate use of a variety of ordnance when “liberat-
ing” areas under ISIS’ control. The Syrian city of ar-Raqqah, located on the north 
bank of the Euphrates River, was once one of the more prosperous cities in the 
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region. With major portions of the city under ISIS’ control, the War Department 
attacked the city, killed countless families, and displaced thousands of residents.104 
Weaponry used against ar-Raqqah was made in Hattiesburg, MS; Scranton, PA; 
Williston, VT; and Tucson, AZ, among other locales, I note. Once again, muni-
tions fabricated by war corporations left behind hazardous unexploded ordnance 
and polluting remnants. Ar-Raqqah’s cultural heritage was left in ruins, ravaged 
beyond anything ISIS could have foreseen or hoped for. A similar devastation was 
wreaked upon Mosul in Iraq.

Neither Afghanistan nor Iraq nor Syria attacked the United States on 9.11, 
yet products from the U.S. war industry, employed by U.S. military forces, have 
ravaged these nations. As of spring 2019, D.C. had over five thousand troops 
in Iraq, according to The New York Times.105 I close this section with a grim 
milestone: In Afghanistan, 2019, total deaths of Western troops climbed over 
3,541,106 and U.S.-led coalition aircraft carried out a record number of sorties,107 
as “Boeing Defense, Space & Security” broke company records, attaining $23 
billion in annual revenue.108

BOMBING

Industry successfully achieved an increase in bombing rates across 
Republican and Democrat administrations. President George W. Bush’s owner-
ship and pride in the wars in Afghanistan and Iraq is well known. President Barack 
H. Obama expanded the wars, targeting seven countries with airstrikes during 
his tenure. The number of U.S. airstrikes conducted in 2016 topped 26,000.109 
By 2018, under President Donald J. Trump, the airstrike rate had increased to 
one bomb every twelve minutes by some accounts.110 U.S. war industry bombers, 
drones, and fighter planes dropped more corporate weaponry on Afghanistan 
in 2018 than the previous three years combined.111 Lieutenant General Joseph 
Guastella, the man in charge of bombing the region (full title: “Combined Forces 
Air Component Commander”), justified these strikes as having “supported mul-
tiple ongoing campaigns, deterred aggression, maintained security, and defended 
our networks,” journalist Oriana Pawlyk quotes.112 Airstrikes receive bipartisan 
support.

Many U.S. bombers, like the Boeing B-1 and the Boeing B-52, carrying 
ordnance from Boeing, General Dynamics, and Raytheon, take off from an atoll 
in the central Indian Ocean known as Diego Garcia. The U.S. Department of War 
has regularly stolen people’s land. It stole land in Guam, compensating locals with 
a paltry sum or nothing at all. It took the Enewetak Atoll in the Marshall Islands. 
It stole Vieques, Puerto Rico. It teamed up with the Danish government to remove 
the indigenous Inughuit to make way for Thule Air Base in northwest Greenland. 
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And, the War Department teamed up with the U.K. to remove Chagossians from 
the Chagos Archipelago in the Indian Ocean in order to set up what is now called 
Naval Support Facility Diego Garcia. Throughout the late 1960s and early 1970s, 
the U.S. and U.K. expelled the native population, dumping them in the slums of 
Mauritius and the Seychelles.113 The native population has not been allowed back. 
James Schlesinger, former CIA director and former U.S. Secretary of War, said, 
“Indeed [Diego Garcia] is one of the wisest investments of government funds that 
we have seen over the last three or four decades.”114 

The Public Library of U.S. Diplomacy released via WikiLeaks disclosed how 
the U.S. State Department and the Pentagon worked hand-in-hand to prevaricate 
about the nature of U.S. military facilities on Diego Garcia.115 With diplomatic 
support from D.C., London threw money and legal expertise at lawsuits brought 
by those expelled and their families. The U.K. and U.S. governments have won 
the legal battle,116 for now, against the wishes of the world.117 Maintaining a steady 
pace in recent years, construction at Diego Garcia has included upgrading seaside 
refueling capabilities, repairing Receiver Site Building Facility 201, and building 
a solar power system.118 A lot of corporate profit—BOSS, bombs, bombers, con-
struction, fuel, maintenance, etc.—runs through Diego Garcia.

Executives adjust their industrial base in order to keep up with existing 
demand and anticipated sales. Raytheon executives ordered a new $75 million, 
6,5000 square-meter factory to be built at one of the core nodes in the U.S. war 
industry: Redstone Arsenal in Huntsville, Alabama.119 Huntsville got its start 
as the center of the Pentagon’s post-World War II rocket and ballistic missile 
programs. Every single major war corporation now has a presence at Redstone. 
The new Raytheon facility in Huntsville, inaugurated in late 2012, shows how 
lust for profit trumps the health of the working class. First, Raytheon executives 
took advantage of advancements in automation in order to minimize the num-
ber of jobs at the new facility (lowering what could have been 90-100 jobs to 
around 50). Then, executives mandated the use of cumbersome software products 
among the remaining factory workers, controlling and logging every production 
step. Workers are frustrated with this software and with micromanaging plant 
supervisors, I am told. These trends—automation and increased monitoring of 
workers—distress factory employees across the country, from Textron factories 
in Maryland to General Atomics facilities in California.

The war industry increased its production capacity throughout the first half 
of 2018.120 Increased production of offensive and defensive capacity continued 
over the summer. Relevant missile and bomb contracts during summer 2018 ex-
ceeded $3,800,393,000.121

Autumn came. Leaves changed color. Industry’s supremacy remained. In 
September, Boeing was contracted to provide satellite-guided bombs. On the same 
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day, Lockheed Martin was contracted to advance engineering and production for 
air-launched cruise missiles. September ends the fiscal year, and FY2018 was 
one of the best ever for the U.S. war industry. Already operating at full steam for 
the past seventeen years, it continued to ramp up production.122 Constantly. The 
pursuit and bombing of sundry baddies in the Middle East, which is the backbone 
of post-9.11 military action, reflects a direct exchange: money from U.S. taxpay-
ers (or from sold Treasury marketable securities) to U.S. war corporations, and 
bombs and missiles from U.S. war corporations to sovereign land in the Middle 
East. These are one-way routes, leaving wealthy executives and dead civilians at 
either end.

The destruction of Iraqi and Syrian cities is tangible evidence of this direct 
transfer. In 2016 Fortune reported, “the business of bombing the Islamic State 
continues to boom.”123 U.S.-led military operations in Syria killed more than 1,600 
civilians in ar-Raqqa during 2017, according to Amnesty International.124 2018 
was the deadliest year on record for Syrian children, according to UNICEF.125 In 
early 2019, the War Department increased its bombing rate in Iraq and Syria, and 
stopped issuing reports detailing what it was bombing.126 In May 2019, the War 
Department said it had killed 1,300 civilians in 34,502 airstrikes during operations 
in Iraq and Syria since 2014, while the U.K.-based monitoring group Airwars put 
the figure closer to 13,000 civilians.127 Lives are destroyed daily. Corporations 
profit hourly.

INDUSTRY LOCATIONS 

U.S. war corporations exist across the United States. The top four war in-
dustry nodes in the United States are Huntsville, Alabama, which you recently 
encountered; the corridor stretching from northeast Virginia, through D.C., to 
Baltimore; the Dallas-Fort Worth region of Texas; and southern California.

War corporations ring D.C. like a slo-mo siege of Leningrad. Northeast 
Virginia and southwest Maryland are where most major war corporations have 
their headquarters. Virginian towns—Chantilly, Dulles, Falls Church, Fairfax, 
Herndon, Manassas, McLean, Reston, Tysons Corner, and Vienna—are home to 
headquarters (e.g. Northrop Grumman in Falls Church, Booz Allen Hamilton in 
McLean) and facilities (e.g. Harris Corp. in Herndon). Areas like Hampton Roads, 
Newport News, Norfolk, and Virginia Beach are other popular spots for war cor-
porations, particularly those contracting heavily with the U.S. Navy. 

McLean and Fairfax exemplify industry’s infrastructural muscle. McLean is 
home to branches of Alion Science & Technology, Booz Allen Hamilton, CACI, 
DynCorp, Iridium Satellite, Northrop Grumman, SAIC, and many smaller war 
corporations.128 Journalists Dana Priest and William Arkin of the Washington 
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Post introduce Fairfax in the context of the intelligence sector of the U.S. war 
industry:

Six of the 10 richest counties in the United States, according to 
Census Bureau data, are in these clusters [in and around Washington, 
D.C.]. Loudoun County, ranked as the wealthiest county in the country, 
helps supply the workforce of the nearby National Reconnaissance 
Office headquarters, which manages spy satellites. Fairfax County, the 
second-wealthiest, is home to the NRO, the CIA and the Office of 
the Director of National Intelligence. Arlington County, ranked ninth, 
hosts the Pentagon and major intelligence agencies. Montgomery 
County, ranked 10th, is home to the National Geospatial-Intelligence 
Agency. And Howard County, ranked third, is home to 8,000 NSA 
employees.129

The list of war corporations in Fairfax is as tall as an intercontinental bal-
listic missile. General Dynamics’ massive information technology division is 
based there. ManTech, one of a handful of corporations that runs the corporatized 
intelligence workload,130 works in Fairfax on unmanned systems (for use on the 
sea’s surface and below the surface) and space products. Lockheed Martin works 
in Fairfax on submarine software and firmware, including one product called 
Integrated Submarine Imaging Systems, a.k.a. ISIS. Lockheed Martin also works 
on Aegis software there. Aegis is a convoluted web of sensors, software, and hard-
ware that tracks targets for the Navy and guides missiles to destroy them. Many 
other war corporations have facilities in Fairfax.

The greater D.C. area has the highest median income in the United States.131 
Lockheed Martin’s headquarters is in Bethesda, Maryland, immediately northwest 
of the nation’s capital. Maryland towns (e.g. Aberdeen, Annapolis, Beltsville, 
Germantown, Indian Head, Linthicum Heights, Jessup, Laurel, and Severn) are 
rife with war corporations. Most war corporations located in the Maryland towns 
of California, Hollywood, Lexington Park, Patuxent River, and St. Inigoes have 
deep relationships with Naval Air Station Patuxent River and its associated units. 
NAS Patuxent River is located on one of Maryland’s fingers jutting into the 
Chesapeake. By no means is war the lone financial stimulant in the greater D.C. 
area, but it does hog the most federal discretionary spending each year.132

Pick any state at random. Mississippi exemplifies the way war corporations 
dapple the map: In the south, Pascagoula is where Huntington Ingalls builds and 
maintains naval ships; in the center, Forest is where Raytheon builds radar; up 
north in Tupelo is where General Atomics works on a new electromagnetic sys-
tem for launching and arresting aircraft on aircraft carriers; Vertex Aerospace is 
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headquartered in Madison, an hour’s drive west; and Vicksburg, farther west, is 
home to the U.S. Army Corps of Engineers’ Engineer Research & Development 
Center, where war corporations tackle difficult engineering and “national securi-
ty” problems. Mississippi is average when it comes to war industry infrastructure.

Pick any region of the U.S. at random. New England, you say? War pro-
duction in New England is diverse: General Dynamics ships and maintenance in 
Bath, Maine; L3 night vision and range finders in Londonderry and Manchester, 
New Hampshire; United Technologies electronics and actuators in Vergennes, 
Vermont, and General Dynamics ordnance in Williston, Vermont, just east of 
Burlington. Greater Boston, Massachusetts, is home to Raytheon headquarters, 
Lincoln Lab, Boston Ship Repair LLC, propaganda firms, and private equity 
firms. Cambridge is home to the Massachusetts Institute of Technology, Draper 
Lab, and Raytheon BBN. Rhode Island houses Textron’s headquarters and plenty 
of naval technology. Connecticut is home to aircraft engine production (Hartford) 
and submarine manufacturing (Groton). These are just the main examples of in-
dustry in New England. The Midwest, you say? A sample of Midwest corporate 
topography includes the Ohio towns of Dayton, where R&D corporations sashay 
before the Air Force Research Lab; Cincinnati, where General Electric produces 
aircraft engines; and Mason, where L3 makes navigation equipment. Indiana 
has Indianapolis, a production center of land, sea, and air propulsion. A corpo-
rate-controlled arsenal known as Rock Island sits in the middle of the Mississippi 
River between Illinois and Iowa. Cedar Rapids, Iowa, is home to communications 
equipment production, and Middletown, Iowa, is home to ammunition produc-
tion. St. Louis is a site of Boeing weapon production. We now set off for the west 
coast. It’s like the Oregon Trail, except instead of getting dysentery and snakebites 
you get greed and empire.

The Dallas-Fort Worth region of Texas, a hive of war industry activity, 
demands a detour. The Hive is comprised of Greenville, Dallas, Grand Prairie, 
Fort Worth, Richardson, Garland, and McKinney. Looking at a small portion 
of The Hive’s activity educates us about some of industry’s goods and services. 
Greenville is where Boeing refurbishes VIP aircraft and L3 devises eavesdrop-
ping and targeting electronics.133 Dallas is where Lockheed Martin works on a 
variety of missile programs, and Raytheon works on many destructive products 
(including a six-barrel rotary cannon, a glide bomb, and a cruise missile). A lot 
of industry work in Grand Prairie centers around aircraft and projectiles (e.g. 
surface-to-air and air-to-surface missiles, and mobile rocket artillery systems). 
Smaller corporations manufacturing parts and repairing engines for aircraft are 
based out of Grand Prairie.

Fort Worth is home to significant bustle: Boeing electronic warfare, 
Northrop Grumman drone parts, Textron helicopters (produced under the Bell 
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brand), and PAE maintenance and intelligence products. United Technologies’ 
Rockwell Collins brand and Elbit Systems, an Apartheid Israel corporation, work 
on pilot helmets. DynCorp manages activities (e.g. aviation maintenance and 
matériel from Honduras to the Netherlands to Afghanistan). Lockheed Martin in 
Fort Worth puts together costly aircraft: F-35 and F-22 fighters. Smaller corpora-
tions that provide aircraft parts have facilities in Fort Worth.

The Texas towns of McKinney, Richardson, and Garland round out The 
Hive. Raytheon has a huge presence in McKinney, where it produces targeting 
systems, forward looking infrared, and radar. In Richardson, Boeing works on 
high-speed fiber optic networks for ships and Raytheon works on a glide bomb that 
can be dropped far from target. In Garland, General Dynamics produces bombs, 
and Raytheon works on components for its PATRIOT missile battery. Multiple 
corporations work in Garland on the U.S. Army’s Distributed Common Ground 
System, a troubled system that is supposed to aggregate and share information 
about the global battlefield. Though it isn’t home to significant war industry fa-
cilities, Southlake, Texas, can be considered part of The Hive. Southlake is where 
some of the wealthier corporate officials retreat at night. Corporations do a lot 
more in The Hive. This distillation of Hive activity introduced corporate locations 
and pursuits.

War corporations love The Hive. Representative Kay Granger of Texas’ 12th 
Federal Congressional District, which includes Fort Worth, is a good example of 
how war corporations buy elected officials via campaign finance. In 2018, the ma-
jority of Granger’s top twenty donors were war corporations or PACs with war in-
dustry ties. Corporations included Lockheed Martin, Progeny Systems, Northrop 
Grumman, Boeing, Cubic, General Atomics, General Dynamics, Honeywell, 
Leidos, Parsons, SAIC, and Textron.134

And we’re off to the West Coast!
The war industry suffocates San Diego. Corporations such as Colonna’s 

Shipyard West and Epsilon Systems Solutions operate through the Southwest 
Regional Maintenance Center, while corporations running through the veins of 
Space & Naval Warfare Systems Center Pacific (SSC Pacific) include Booz Allen 
Hamilton, Leidos, Northrop Grumman, and SAIC.135 The town of Carlsbad is 
located along the southern California coast, roughly halfway between San Diego 
and Huntington Beach. ViaSat, which makes data links so platforms can commu-
nicate, is located in Carlsbad. Other corporations such as RQ Construction and 
North Star Scientific Corp. operate there. Southeast of Carlsbad is Poway, where 
General Atomics manufactures an infamous drone, the MQ-9 Reaper. Los Angeles 
is home to Los Angeles Air Force Base, a key avenue in corporate militarization 
of space. Regions of Los Angeles with a major war industry presence—including 
El Segundo, Huntington Beach, Newport Beach, and Redondo Beach—support 
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the space sector. The San Gabriel Mountains run along the northern part of Los 
Angeles county. The town of Monrovia lies along the southern base of these 
mountains. A five-hour bike ride to the west is Simi Valley, tucked away in the 
Santa Susana Mountains. The drone-maker AeroVironment calls Monrovia and 
Simi Valley home. Up the coast, Silicon Valley vends all manner of surveillance, 
space, and IT products to the War Department. Sacramento is where Kratos churns 
out drones.

Our trail ends in Oregon, home to Vigor Marine LLC, Columbia Helicopters, 
and FLIR Surveillance, for ship maintenance, transportation, and thermal obser-
vation, respectively.

The U.S. war industry profits as well through global supply chains—wheth-
er setting up subsidiaries in allied countries or using the countries’ industrial bases 
to produce a weapons platform (like the F-35, parts of which are built in locations 
as diverse as Italy and Japan). War corporations manage global chains by organiz-
ing, coordinating, and enforcing a hierarchical command structure upon disparate 
locations worldwide. Orders flow down the chain and capital flows up, allowing 
the corporation’s executives—not workers who make the products—to harvest 
enormous amounts of wealth. This exacerbates inequality, not just in Lemont 
Furnace, Pennsylvania, and Marietta, Georgia, but also Rochester, England, and 
Aire-sur-l’Adour, France—all locations where U.S. war products are made. War 
corporations paint these actions as “building lasting capacity.”

JUSTIFICATIONS

From east coast to west, the war industry is populated by people performing 
various jobs, including acquisition specialist, administrative assistant, analyst, 
armed mercenary, astrophysicist, data officer, engineer, lawyer, lobbyist, linguist, 
mathematician, public relations specialist, technician, and tradesperson. From the 
haughtiest academic to the humblest welder, how do people justify working in the 
war industry?

Money. War is profitable to many people. A mercenary position within the 
war industry—say, project engineer at Lockheed Martin or information technolo-
gy guru at SAIC—can bring in a six-figure salary. The psychopaths in executive 
positions within the war industry can earn over $20 million per year. It’s the 
money, stupid!

Civilian use. When cornered, employees of war corporations invoke ci-
vilian applications of military technology. Corporate PR specialists point to the 
internet, the jet engine, radar, and satellite technology as coming from funding 
war.136 “Are you saying that the only way to achieve technological breakthroughs 
is through war?” the masses reply, catching PR specialists off guard. “We can 
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harness the human mind in many ways. So far, by the numbers, the U.S. govern-
ment has only spent significant money on war. Try throwing that kind of money 
at unpressured, non-militarized research and development, and see what the sci-
ences produce.” Some of today’s war corporations (perhaps Honeywell, maker of 
fire alarms and thermostats, or Boeing, which has a commercial aircraft division) 
might foreground these peripheral civilian benefits as cover for the bulk of their 
war-making investments.

Distancing. Lockheed Martin’s Director of Communications once said, 
“The missile has nothing to do with the manufacturer… Lockheed Martin was 
not the one that was there, firing the missile.”137 That distancing puts the onus on 
the military. It’s no different than the engineer at a U.S. university who justifies 
her work on nuclear weapons along the lines of, “Well it’s not me pushing the 
button. Surely, there are military professionals in charge of this.” Other cogs in 
the war industry rationalize like so: “I might disagree with the wars, but I’m not 
the one elected to make such decisions. I’m just doing my job.” That distancing 
puts the onus on policy. Those who resort to distancing focus on their own daily, 
incremental tasks, blocking out all consequence.

Traditional patriotism. Traditional patriotism rallies a person around the 
flag and shuns holding authority to account. True patriotism, however, involves 
questioning government, making government accountable, and changing govern-
ment when it is polluted and corrupt. Traditional patriotism allows the wars to 
continue. War typically involves the working class of one country being tricked 
into fighting the working class of another country, or, as in the cases of Vietnam 
and Afghanistan, the peasantry of another country.

For the troops. Some people justify working for the war industry by 
saying they do it for the troops. A Lockheed Martin technician who works on a 
product used on Boeing AH-64 “Apache” helicopters to target humans, vehicles, 
and buildings stated, “One of the things that tells me that we have an impact... is 
when [the soldiers] come back in after re-deployment [a euphemism for returning 
to the U.S.], they tell how they were so happy to see the Apache come over the 
horizon when they needed it the most. And once they see that help is on the way, 
then everything’s okay. That’s the true measure of success.”138 Journalist Jeffrey 
Stern describes how one machinist at a missile factory rationalizes his role: 

[T]he thing that he said made him most proud about working 
at Raytheon was helping to keep American servicemen and women 
safe. The company makes a point of hiring veterans with combat 
injuries, which reminds him of whom he’s working for and why. He 
feels it when he sees the gigantic photos of service members that the 
company hangs in the most prominent parts of the plant. The photos, 
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he explained, are of relatives of Raytheon workers. When he’s at work, 
the notion of helping American servicemen and women is not abstract. 
It’s almost tactile.139

Well played, Raytheon.
The phrase “support the troops” is a clever slogan through which the MIC 

throws a blanket of patriotism over the underlying issue: supporting the wars. 
“Support the troops” has been very effective in getting blue-collar workers to line 
up in favor of war.

Opportunism. Industry lobbyists exemplify this. They make a lot of mon-
ey pressuring U.S. Congress. Lobbyists repackage war and death as “defense” and 
“jobs.” Sometimes they do this by promoting the cult of “precision” and “state-
of-the-art” technology. Aware of exactly what they are promoting due to the need 
to disguise it, the war industry lobbyist is corrupt beyond rescue. Lobbyists infest 
Capitol Hill like plague-filled rodents. Congress, in turn, listens to the lobbyist 
and pushes war upon the jumbled working class that is too busy suffocating under 
the corporate boot to discern or confront the bigger exploitative picture.

Insouciance. Many smart people are blissfully comfortable with the pay-
check and creature comforts that being part of the war industry brings. Consider 
one plucked at random from the leadership of a war corporation. The man’s ré-
sumé is impressive: PhD from a prestigious university; over 2,000 flight hours on 
industry aircraft; awards from industry and the Pentagon; and not one ounce of 
moral trepidation, even though his participation in the war industry leads directly 
to the deaths of innocents abroad and perpetuates war.

Power relations. The elites in authority within military, industry, and 
Capitol Hill don’t have to think much about the consequences of their work: the 
bodies piling up in Africa and the Middle East, the troops maimed, the families 
destroyed. They don’t have to think about this because they have all the means 
of violence (police, the surveillance state, the prison system, the Armed Forces) 
and influence (the mass media, think tanks, complicit academe, money, and all the 
accolades that society confers upon titans of industry) to squash criticism of the 
pernicious effects of their actions. As Academic David Graeber has pointed out, in 
structural inequalities the people on top are not obligated to put in the mental la-
bor to try to understand the perspective of the lower classes or those they oppress. 

The above cocktail of denial ingredients allows one to justify working in 
the war industry. A small minority within the industry recognizes the gravity of 
the situation—that funneling so much money to war corporations has a negative 
effect on U.S. security because it vaccums up manpower, time, and capital, and 
forestalls social development and infrastructure maintenance—but is afraid of the 
consequences of speaking up. Violence and social isolation deter the few within 
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it who push back against the machinery of war. The leaker is fined and jailed, 
the minor whistleblower demoted, the demonstrator gassed and beaten, and the 
conscientious hacker locked up for a decade. When a few people push back, the 
D.C. regime and its industrial sponsors crush them. Violence, hierarchy, compart-
mentalization, and chain of command enforce the status quo. 

FUTURES COMMAND

U.S. war corporations work hard to guide the establishment of military loca-
tions. The establishment of Army Futures Command, for example, was a big win 
in a long string of victories for the war industry. In Futures Command, the war 
industry achieved an entire Command dedicated to producing new, unnecessary 
toys for optional wars.

The heart of Futures Command is something called a Cross Functional 
Team (CFT). CFTs are tasked with upending the ponderous weapons acquisition 
process. There are eight CFTs. Each CFT works on one of the U.S. Army’s “mod-
ernization” priorities, which reflect what is important to industry.140 These prior-
ities are air & missile defense; aircraft; armored vehicles; computer networks; 
kitting up infantry; long-range artillery; training simulation; and navigation. Ergo, 
Futures Command will work to replace perfectly capable weapons systems: AH-
64 helicopter, Bradley fighting vehicle, M1 Abrams tank, PATRIOT missiles, and 
UH-60 helicopter. But why would the war industry work to replace some of its 
most prized items? Money. Corporate executives know they will get more money 
from developing and producing new, high-tech weaponry than they would from 
sustaining the perfectly functional weaponry already in the Pentagon’s arsenal. 
Research, development, testing, evaluation, and production costs a lot of money. 
Modernization lays bare the true nature of the war industry: one corporate hand 
grabbing newly issued government debt and the other corporate hand reaching 
into the increasingly infirm guts of the public tax base and wrenching out its 
wealth.

CFTs are industry magnets, minus the heavy Pentagon bureaucracy. The 
Secretary of the Army said Futures Command will “establish unity of command 
and unity of effort by consolidating the Army’s entire modernization process un-
der one roof. It will turn ideas into action through experimenting, prototyping, 
testing.”141 CFTs have direct access to the Department of the Army leadership.142 
This includes former industry executives now working in the top rungs of the 
Pentagon. CFTs have special transactional authority to play looser and faster with 
War Department funding. 

Under Secretary of the Army Ryan McCarthy helped Secretary of the Army 
Mark Esper in the selection process that settled on Austin, Texas, as the home for 
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Futures Command. The Department of the Army cited many reasons for choosing 
Austin, among them “access to key partners,” the city’s entrepreneurial spirit, 
local quality of life, and homegrown talent.143 Only one of these is an authentic 
reason for Austin’s selection—Austin’s “access to key partners,” including war 
corporations and academia.144 Generous financial incentives given by the city to 
corporations also helped.

The U.S. war industry that functionally runs the Pentagon sees Austin as a 
potential new Silicon Valley, a region with the right blend of finance, corporate 
infrastructure, and amenities capable of creating military technologies while cush-
ioning spoiled personnel (e.g. industry engineers and mid-to-high-level suits). 
French political authors writing under the collective pen name The Invisible 
Committee provide context:

The agents of capital everywhere are getting down to the business 
of creating an ‘ecosystem’ enabling the individual with the right team 
to develop fully, to ‘maximize his talents’… According to this new 
orthodoxy… value production depends on innovation capability. But, 
as the planners themselves recognize, an environment favorable to 
creation and its sharing, a productive atmosphere, can’t be invented, it 
is ‘situated,’ it sprouts in a place where a history, an identity, can enter 
into resonance with the spirit of innovation.145

Every step in the hunt for a city in which to place Futures Command was 
rife with corporate override. McCarthy, the Army Under Secretary and former 
Lockheed Martin executive, acknowledged that the Army had worked with a cor-
poration that helps corporations develop formulae to evaluate cities and find the 
right location for a major headquarters.146 

Esper, the Raytheon executive turned Secretary of the Army, said the Army 
chose Austin, in part, due to the city’s affordable cost of living. Affordable? Austin 
has suffered widespread gentrification in recent years and is one of many increas-
ingly unaffordable cities in the U.S. One cannot expect a war executive to know 
anything about thrift or affordability.147

War industry officials know they’ve got in their hands the military’s acquisi-
tion process. Say, for example, Futures Command is developing a replacement for 
Raytheon’s PATRIOT surface-to-air missile system. That’s no problem. Actually, 
it’s a welcomed challenge. Futures Command will forward a request for proposals 
to war corporations. Raytheon will pitch a new system. Northrop Grumman might 
pitch a system. Lockheed Martin’s Grand Prairie, Texas, branch will probably get 
in on the action, too. By design, program managers within Futures Command will 
be “hard-lined” to the Army’s main acquisition headquarters.148 And, no matter 
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which corporation wins the hypothetical PATRIOT replacement, many win in the 
end; the losing corporations will likely end up as subcontractors on the project, 
perhaps designing key portions of the radar or missiles.

Metropolitan areas tied to the war industry are doing relatively well finan-
cially—corporate executives overseeing industrial activity make high salaries, 
raising the median income—while the rest of the United States is in dire straits. 
Millions are food insecure,149 poverty is rampant,150 the infant mortality rate is 
higher than in other wealthy nations,151 over 500,000 people are homeless on a 
given night, including tens of thousands of military veterans,152 opioids and other 
hard drugs beat up the populace,153 and shoddy, polluting infrastructure clogs the 
transportation landscape. Labor participation and happiness rates are extremely 
low.154 D.C.’s neoliberal economic policies have exploited and debased the work-
ing class. There is no relief in sight. The Pentagon sends U.S. troops and merce-
naries abroad to fight elective, polluting, deadly wars. The wars kill civilians. The 
wars kill U.S. troops and mercenaries. The wars pollute the soil, the water, and the 
air. The wars cost trillions and splinter families. The war industry is the monster 
propelling this institutionalized disaster.

The chiefs of the U.S. war industry and the officials and functionaries seek-
ing fiscal and professional gain across corporate strata have an inherent incentive 
to look for and promote war. In 1935, retired Marine Major General Smedley 
Butler famously asserted, “War is a racket!”155 This is still true. Corporate success 
is measured in money: In 2018, the top five war corporations made over $16 
billion.156 The costs to the planet and its humans are all too real, but the captains 
of industry and their allied politicians live insulated from these costs. There is 
plenty of money to take care of the American people. The D.C. regime chooses 
not to. Let it be known.

U.S. war corporations and their politicians are responsible for most post-
9.11 deaths: Afghan, Colombian, Iraqi, Libyan, Pakistani, Somali, Syrian, U.S., 
Yemeni. War corporations misdirect us by saying they have “delivered strong 
operating results, demonstrating the power of our business portfolio.”157 The 
profiteering behind endless war is a crime against humanity. Studying the war 
industry, its nature, and the way it operates is crucial if humanity ever wants to rid 
itself of corporate greed and achieve peace. 
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Saddam is clearly aggrieved, and most of Glaspie’s responses are attempts to mollify him. Nowhere in 
this cable is there evidence of a clear deterrent warning, or an unambiguous statement of an American 
security guarantee to Kuwait. She reminds Saddam that we have concerns about his intentions—which 
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babies out of the incubators. Took the incubators, and left the children to die on the cold floor,” the 
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3 August 2012. For an academic analysis of what has happened to Fallujah, consult Busby, Chris et 
al. 2010. “Cancer, Infant Mortality, and Birth Sex-Ratio in Fallujah, Iraq 2005-2009.” International 
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“urgent assistance,” by picking from a small group of “pre-qualified vendors.” See “Air Force Contract 
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the need for a full open solicitation.” Wimmer, Todd. The Military Engineer. Alexandria: The Society 
of American Military Engineers, 2018.
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cleansed population was deceitfully referred to as “contract laborers” who were “transferred when 
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Mauritius when they were no longer needed for defence purposes.” The FCO stated, “The joint UK-
U.S. defence facility on the British Indian Ocean Territory helps to keep people in Britain and around 
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The principle hasn’t changed much today, I note. Except for the underlying motivation: Today, too 
many dead U.S. troops would draw unwanted attention to nonstop war and potentially jeopardize the 
whole racket.

124 “Syria: Unprecedented investigation reveals U.S.-led Coalition killed more than 1,600 
civilians in Raqqa ‘death trap.’” Amnesty International. 25 April 2019. 

125 “2018 deadliest year yet for Syrian children: UN.” Al-Jazeera. 11 March 2019.
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an online platform through which war corporations, researchers, and “interested research sponsors” 
work together to “explore new scientific ideas and concepts.” PwC and KPMG, which sell accounting 
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Pacific. 17 October 2017: <www.public.navy.mil/spawar/Pacific/Documents/SSC-Pacific-FY17-
Contract-Stats.pdf>, pp. 2-3.
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140 The Department of the Army—led by a former Raytheon executive and a former 
Lockheed Martin executive, in the secretary and under secretary slots, respectively—set forth several 
“modernization priorities.” Each priority is fluid enough for war corporations to submit intricate, costly, 
and endlessly upgradable products. The War Dept. already is head and shoulder above any nation in 
each modernization category; developing more weaponry and matériel is entirely unnecessary. But 
that’s the point. CFTs are the product of and substantially comprised of corporate personnel.

141 Cox, Matthew. “It’s Official: Austin Is Home of New Army Futures Command.” Military.
com DOD Buzz. 13 July 2018.

142 Army Futures Command will be the fourth Command within Army bureaucracy. The Army 
Commands already in existence are Army Forces Command, Army Materiel Command, and Army 
Training & Doctrine Command.

143 Cox, Matthew. “It’s Official: Austin Is Home of New Army Futures Command.”
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between JLL and J&J Worldwide that sells BOSS), Ultra Electronics, BAE Systems, and other 
industry players. The university presence is integral. Futures Command set up shop in multiple 
locations in the city: a tower owned by the University of Texas, the “Capital Factory” in the Omni 
hotel, and the University of Texas’ School of Engineering. Personnel also hobnobbed in local cafés 
and entertained at the South By Southwest festival, according to Jen Judson (Defense News, 17 June 
2019). In 2016, the War Dept. established Defense Innovation Unit Experimental (DIUx) offices 
in Austin to build “bridges between our national security endeavor at the Pentagon and America’s 
wonderfully innovative and open technology community… Austin’s commitment to innovation, 
access to talent and academia, as well as the department’s longstanding ties to Texas make this an 
ideal next location for DIUx,” Secretary of War Ash Carter proclaimed (Release No. NR-321-16, 
14 September 2016). In Army-speak, Futures Command’s “group headquarters will be located near 
innovative and agile industrial and academic institutions to align with these organizations and in a 
place where the command will inculcate the culture needed to develop the innovation and synergy 
required to lead the Army’s modernization effort.” See “Army Futures Command” (Army Futures 
Command Task Force, 28 March 2018). As of autumn 2019, Texas A&M University is building a $130 
million testing hub for Futures Command.

145 The Invisible Committee. To Our Friends. Cambridge: MIT Press, 2014, pp. 176, 180, 
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‘population.’ There is the young ‘creative class’ that makes its social and relational capital bear fruit 
in the heart of the smart metropolises, and all those who have so clearly become ‘unemployable.’ 
There are lives that count and others that aren’t even factored into the accounts. There is a plurality 
of populations, some at risk and others having a substantial purchasing power.” Conveniently, one of 
the War Dept.’s favorite propaganda firms, GSD&M Idea City, is located in Austin, Texas. GSD&M is 
currently in charge of Air Force recruitment.

146 Judson, Jen. “Army Futures Command taking charge of conjuring up new capability.” 
Defense News. 26 March 2018.

147 For a careful analysis of the mentality and pathology of the U.S. oligarchy, listen to Paul 
Jay and Professor Leo Panitch on The Real News Network (“Obama Joins Club of the Super-Rich—
Defends Global Capitalism in Lecture,” 30 July 2018).

148 The ‘headquarters’ in this case is Army Acquisition Executive. Judson, Jen. “Army Futures 
Command taking charge of conjuring up new capability.” Defense News. 26 March 2018. “Army 
Futures Command.” Army Futures Command Task Force. 28 March 2018.

149 Resnikoff, Ned. “Food insecurity is at historic highs and getting worse.” MSNBC. 41 April 
2014.
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150 Pilkington, Ed. “UN condemns Trump administration for exacerbating U.S. poverty levels.” 
The Guardian. 22 June 2018. Many other studies exist on this topic. A thorough and accessible study 
on the topic is Buchheit, Paul. “The Real Numbers: Half of America Is in Poverty—and It’s Creeping 
Upward.” Alternet. 20 January 2015.

151 Johnson, David. “American Babies Are Less Likely to See Their First Year Than Babies in 
Other Countries.” Time. 9 January 2018.

152 The National Coalition for Homeless Veterans <nchv.org> cites U.S. Dept. of Housing & 
Urban Development figures: roughly 40,000 homeless veterans sleep on the streets any given night.

153 Glenza, Jessica. “Opioid crisis: overdoses increased by a third across U.S. in 14 months, 
says CDC.” The Guardian. 6 March 2018.

154 See Stephen Gandel (Fortune, 2 July 2015) and “Happy Planet Index—United States of 
America,” New Economics Foundation. Labor participation, happiness rates, and the Job Quality 
Index (JQI) are more accurate measures of economic wellbeing than the traditional measure, GDP, 
which mostly reflects the relative success of giant corporations.

155 Butler, Smedley. War Is a Racket. 1935. For a history of post-WWII war machine, see 
James Carroll’s House of War (New York: Houghton Mifflin, 2006). Carroll notes, “The Pentagon’s 
business would be the only business that would get the government’s full attention” (194).

156 War corporations in 2018 earned $16.09 billion from operations. Net sales were over $170 
billion. See <www.gd.com/Articles/2019/01/30/general-dynamics-reports-fourth-quarter-full-year-
2018-results>, <investors.boeing.com/investors/investor-news/press-release-details/2019/Boeing-
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Magnifying Influence 

Corruption is the inducement of dishonest and destructive behavior for 
professional or financial gain. When corporations target government officials, 
departments, and agencies, privatization, exploitation, and pollution ensue. No 
law or regulation can compete with the corrupting tendencies of capitalism. The 
theoretical physicist Albert Einstein expressed this problem well:

Private capital tends to become concentrated in few hands, partly 
because of competition among the capitalists, and partly because 
technological development and the increasing division of labor 
encourage the formation of larger units of production at the expense 
of the smaller ones. The result of these developments is an oligarchy 
of private capital the enormous power of which cannot be effectively 
checked even by a democratically organized political society. This is 
true since the members of legislative bodies are selected by political 
parties, largely financed or otherwise influenced by private capitalists 
who, for all practical purposes, separate the electorate from the 
legislature. The consequence is that the representatives of the people 
do not in fact sufficiently protect the interests of the underprivileged 
sections of the population. Moreover, under existing conditions, 
private capitalists inevitably control, directly or indirectly, the main 
sources of information (press, radio, education). It is thus extremely 
difficult, and indeed in most cases quite impossible, for the individual 
citizen to come to objective conclusions and to make intelligent use of 
his political rights.1

This is the environment in which the war industry operates.
Strategy involves establishing priorities, making choices, and then match-

ing available resources to goals, means to ends. The war industry has a five-step 
strategy to capture government: 
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 1. Pull retiring military officers into war corporations.
 2. Stack the deck by placing ex-industry officials in the Pentagon’s leadership.
 3. Finance congressional campaigns. 
 4. Lobby creatively. 
 5. Fund think tanks and corporate media.

Here’s how the strategy plays out.

PULLING IN MILITARY RETIREES

War corporations recruit retired high-ranking military officers. Generals and 
admirals retire from the U.S. Armed Forces and then join war corporations where 
they set to work converting their knowledge (about the acquisition process, senior 
military and civilian leaders, long-term military policy, and how the Pentagon 
works) and connections into profit. Some military retirees are sent to their old 
stomping grounds to pitch and sell goods and services. They are received defer-
entially due to their professional stature and the rank they had recently enjoyed in 
military uniform. Some retirees work as lobbyists on Capitol Hill. Others spend 
their time at corporate offices where jobs can include manager, mentor, director, 
vice president, and private consultant. Many high-ranking retirees—those who 
excel at networking, credentialism, and posturing—join a corporation’s board 
of directors. Only a small number of 3- and 4-star officers decline this systemic 
corruption and retire peacefully to pursue hobbies and spend time with family.2 
War corporations have plenty to choose from: there are many more generals and 
admirals in uniform today than there were at the end of World War II. Mere is-
suance of a bulletin announcing the hiring of a former high-ranking general or 
admiral often leads to a boost in stock price.3

The nature of U.S. military leadership increases the number of officers 
taking the military-to-corporation trajectory. U.S. officers ascend to high rank 
through a combination of factors: (1) loyalty to the existing structure, including 
the primacy of war corporations within the military-industrial-congressional tri-
angle; (2) support for nonstop, optional global war; and (3) professional deference 
to pro-war pretexts and jargon coming from industry think tanks and pressure 
groups. Men and women who make it to the highest military ranks are very good 
at conforming to the system. I am unaware of a single U.S. general or admiral who 
comprehends the battlefield, converses fluently in a foreign language with allies 
and adversaries, and possesses physical and martial dominance. The upper ranks 
of the U.S. Armed Forces are rife with a poor caliber of officers predisposed to 
seek out profit and reward upon retirement.
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Excuses echo around the Beltway. Some of the unethical retirees who move 
from the Armed Forces to industry say they’re just promoting a “strategic part-
nership’’ with a given war corporation. Others assert they’re merely matching 
“private-sector expertise” with the War Department’s mission. Still others claim 
their actions promote U.S. interests and support the nation’s defense. A former ex-
ecutive vice president of a major war corporation told the Baltimore Sun that the 
corporation hires government officials just for their expertise, not their influence 
within Pentagon circles: “We do a much better job for our customers if we have 
people in the company who really know the customers.”4 That’s only half true. 
The whole truth is that war corporations use eager retired officers to open doors, 
influence policy, and increase sales. Loopholes allow industry to dodge paltry, 
lenient laws.5

Consider a few examples of the military-to-corporation track.
General James Cartwright finished his military career as Commander of 

U.S. Strategic Command (STRATCOM) and then Vice Chairman of the Joint 
Chiefs of Staff. General Cartwright oversaw many Raytheon products while at 
STRATCOM.6 As Vice Chairman of the Joint Chiefs, Cartwright helped keep 
Raytheon’s $2.7 billion blimp known as JLENS up and running.7 Cartwright 
joined Raytheon’s board a little over five months after retiring from the mili-
tary.8 Cartwright also became the inaugural Harold Brown Chair at the think 
tank known as the Center for Strategic & International Studies (CSIS), which 
annually receives industry money (over $100K from Raytheon; Lockheed Martin 
and Boeing each donate between $200K and $499K; Northrop Grumman gives 
$500K or more). One of CSIS’ endeavors is the Missile Defense Project, which 
hypes various “threats” to the United States and promotes products from the U.S. 
war industry to meet those threats.9

Kenneth Todorov used to direct the Missile Defense Agency when he was 
a Brigadier General. Now he’s vice president of Missile Defense Solutions at 
Northrop Grumman. Lieutenant General William Phillips was the top Army of-
ficer in charge of acquiring products from the war industry. He is now a Boeing 
vice president. General Johnnie Wilson once ran U.S. Army Materiel Command, 
which keeps track of matériel and manages military installations. He then became 
a pitchman for Honeywell, peddling the corporation’s technology and logistics.10 
Major General Kevin Leonard was in charge of logistics and transportation 
during his time in the Army. In retirement he has worked on various logistics and 
warehousing projects for Amazon, Fluor, and Vectrus, the latter being his current 
employer.11 Vice Admiral Anthony Winns was the U.S. Navy’s Inspector General, 
a position dedicated to “maintaining the highest level of integrity and public con-
fidence.”12 Winns is now a vice president at Lockheed Martin.
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High-ranking intelligence officials also move from government to indus-
try. An associate deputy director at the National Security Agency (NSA) named 
Harold Smith became a managing director at Accenture, which is a big seller to 
NSA and government in general. Ira “Gus” Hunt, CIA’s former chief technolo-
gy officer, now works for Accenture, leading its cybersecurity division. General 
Keith Alexander retired from his position as director of NSA in spring 2014, and 
two months later established a cyber-security corporation.13 John Chris Inglis 
was deputy director at NSA, and now is managing director at Paladin Capital 
Group, a D.C.-based investment firm focusing on cyber and war corporations. 
There, he works with managing director (former NSA director) Kenneth Minihan. 
Stephen Kappes ended his CIA career as deputy director. In early June 2018, 
Kappes joined the board of the telecom giant Sprint, which sells a lot to the War 
Department.14 Teresa Shea moved from director of signals intelligence at NSA to 
vice president of technology at In-Q-Tel, a venture capital firm founded by U.S. 
espionage agencies. Shea is now a vice president at Raytheon. Many intel officials 
take the government-to-corporate path.

Some officials rotate through government and industry repeatedly. This in-
and-out is called the revolving door. Ryan McCarthy was a special assistant in the 
Robert Gates’ War Secretariat and worked on acquisition and supply chain matters 
in the Pentagon, expertise that later proved valuable at Lockheed Martin, where 
he worked vice president jobs specializing in sustaining and promoting the F-35 
(perhaps the most costly, error-ridden weapon in history). McCarthy is now back 
in government as Under Secretary of the Army. General Dynamics elected former 
commander of U.S. Central Command General James Mattis to their board of 
directors, effective August 2013. The CEO of General Dynamics stated, Mattis 
“is a visionary and an inspiring leader who is renowned for his wisdom, courage, 
and integrity.”15 During his time at General Dynamics, Mattis accrued roughly $1 
million in payment and stock.16 Sitting on the board of General Dynamics, Mattis 
swore before Congress that reduced military spending was a threat to U.S. nation-
al security.17 Mattis left General Dynamics to become Secretary of War in January 
2017.18 During his tenure as Secretary, Mattis oversaw global war, increases in 
the U.S. war budget, and many weapon sales to Australia, Europe, Middle East 
dictators, and others. Wherever Mattis traveled overseas, he brought the Defense 
Security Cooperation Agency director (the man in charge of weapon sales to for-
eign governments).19 Mattis finished his stint as War Secretary in January 2019 
and rejoined the board of General Dynamics in August. “We are honored to have 
him on our board,” the CEO said.20

Examples of Pentagon officials heading from the Department of War into in-
dustry are legion. War corporations’ recruitment of fresh, high-ranking officials is 
not limited to recently retired generals and admirals. The Project on Government 
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Oversight (POGO) found hundreds of instances of war corporations hiring former 
members of Congress, the civil service, legislative staff, and military personnel 
during one fiscal year.21 Pulling high-ranking government officials into corpora-
tions is one part of the war industry’s strategy. Another part is placing industry 
executives into the War Department’s leadership.

STACKING THE PENTAGON DECK

Corporate officials move smoothly from executive offices to the Pentagon. 
These men and women who run the Pentagon have been raised in an environment 
of profiteering; they are steeped in corporate thought; their allegiance is to cor-
porate success. They bring with them their industry contacts and an exploitative 
ideology. They naturally turn to corporate products when presented with a mil-
itary problem. They benefit professionally and financially. The Pentagon is rife 
with officials who came from the U.S. war industry.22

Here are a few examples: the Assistant Secretary of War for Special 
Operations & Low Intensity Conflict was previously a trader for Goldman Sachs 
focusing on oil and natural gas cases; the Administrator of the Defense Technical 
Information Center (DTIC), directing billions of dollars of investment in industry, 
held multiple war industry directorships and key managerial positions; the Deputy 
Under Secretary of War for Policy had been a vice president at CACI, one of the 
major corporations providing software and personnel to the War Department and 
sundry U.S. intelligence agencies; the Director of Operational Test & Evaluation 
came from a string of executive positions at organizations that embody the nexus 
of academia and military-industry (MITRE, SRC,23 and then Carnegie Mellon’s 
Software Engineering Institute); the Pentagon’s Chief Information Officer had 
been global chief information officer for JPMorgan Chase; the Under Secretary 
of War in charge of the Pentagon’s finances had been a partner at the accounting 
firm Kearney & Company, which has strong business with the Pentagon;24 and the 
Under Secretary of War for Policy had been a senior vice president at Lockheed 
Martin.25 Such examples of industry-to-Pentagon abound.

Power hitters from industry enter “public service” and influence programs 
and policies. This invariably boosts the profits of industry employers, who, 
thenceforth, capture and direct more of the Pentagon. You will encounter these 
types—former corporate officials in Pentagon leadership positions—throughout 
this book.

Some of the most effective highfliers touch all three sides of the military-in-
dustrial-congressional triangle during their ascent. David J. Berteau worked in 
the War Department, proceeded to the war corporation SAIC, then on to the 
industry think tank CSIS, and then back to the War Department to be Assistant 



 Magnifying Influence 51

Secretary of War. He’s now in charge of the industry pressure group known as 
the Professional Services Council, which presents itself as a trade association 
“advocating for the federal contractor” (particularly in the sectors of IT, logistics, 
and R&D). John Luddy is currently vice president of National Security Policy at 
the industry pressure group known as the Aerospace Industries Association, or 
AIA. He basically plans how AIA is going to “advocate” to (i.e. influence) the 
military and congressional sides of the MIC. Luddy worked as vice president of 
Washington Operations for a corporation that makes rocket engines, worked in 
the Pentagon as special assistant of legislative affairs, and worked in the Senate as 
a policy advisor and as an aide to the chairperson of the Senate Armed Services 
Committee (SASC). John Hamre is currently running CSIS, before which he was 
variously Deputy Secretary of War, Under Secretary of War (comptroller), and 
chairperson of the Defense Policy Board. Prior to his tenure in the Department of 
War, Hamre was an SASC staffer overseeing weapons procurement and war bud-
gets and R&D. Touching all sides of the MIC confers knowledge to achieve profit.

A glimpse at the board of directors of General Dynamics26 demonstrates 
the two phenomena we’ve studied thus far: pulling War Department officials into 
war corporations and placing corporate executives in Department leadership. 
Rudy deLeon worked for a think tank popular among liberal hawks, the Center 
for American Progress. He was also a senior vice president at Boeing (2001-6), 
Deputy Secretary of War (2000-1), and Under Secretary of War for Personnel & 
Readiness (1997-2000). Lester Lyles, director, was previously commander of Air 
Force Materiel Command and Vice Chief of Staff of the Air Force. Mark Malcolm 
was Senior Advisor to Cerberus Capital, a private equity firm that invests heav-
ily in the war industry. Cerberus owns DynCorp and other war corporations. C. 
Howard Nye, the man in charge of Martin Marietta Materials, which spun off 
from Martin Marietta during its 1996 merger with Lockheed, is another director. 
The final director, William Osborn, leads an investment bank with significant as-
sets in the war industry. He is also on the board of Caterpillar, which sells vehicles 
and equipment to Apartheid Israel and the Pentagon. The boards of other major 
war corporations are comparably sculpted. 

Marillyn Hewson is the Chief Executive Officer of Lockheed Martin. 
Fortune’s most powerful U.S. woman in business for three years in a row, she 
currently sits on many boards, DuPont and Johnson & Johnson included. Titans 
of industry cross-populate boards. For example, Wes Bush—no relation to the 
political dynasty—has been chairman of Northrop Grumman since 2011. He is 
on the boards of Cisco, General Motors, and Dow. The titans of war corporations 
schmooze, consult, and plot with the titans of U.S. industry in general. 

One study has found that at least one in five CEOs displays “clinically sig-
nificant levels of psychopathic traits.”27 I would surmise that the percentage is 
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higher among CEOs of war corporations. When trying to determine the extent of 
a CEO’s derangement, weigh their deceit, pretentious misrepresentations, manip-
ulative operations, pomposity, lies, phony charm, and inability to feel remorse.

Hewson is close to the Saudi and UAE regimes, which are major Lockheed 
Martin customers. She serves on the board of trustees for King Abdullah University 
in Saudi Arabia and the UAE’s Khalifa University for Science and Technology. 
Hewson gets along well with the Saudi despot Mohammad Bin Salman (MBS) 
and the Emirati despot Mohammad bin Zayed (MBZ). She has praised the Saudi 
regime at a time when the regime was persecuting women and leading a military 
offensive that turned Yemen into the largest man-made humanitarian disaster.28 
Amnesty International recapped the situation: “There is extensive evidence 
that irresponsible arms flows to the Saudi Arabia-led coalition have resulted 
in enormous harm to Yemeni civilians. But this has not deterred the USA, the 
UK, and other states… from continuing transfers of billions of dollars’ worth of 
such arms.”29 The Pentagon around this time equivocated to Congress.30 Save the 
Children estimated at least 85,000 Yemeni children under five years of age had 
starved to death by November 2018.31 Hewson fully supported this war on Yemen.

CEOs shirk accountability craftily. When public outrage spiked after the 
House of Saud murdered Washington Post columnist Jamal Khashoggi, Hewson 
claimed, “We do business through the U.S. government… We take their lead on 
what we sell to 70 countries… It’s a matter of following the government’s lead.”32 
The CEO of Raytheon International, John Harris, weaseled in a similar manner, 
saying, “Our role is not to make policy, our role is to comply with it.”33 Raytheon 
CEO Thomas Kennedy also said his war corporation would follow D.C.’s lead, 
affirming, “I’m pretty confident that we will weather this complexity.”34 The head 
of the industry pressure group NDIA urged Capitol Hill to not overreact.35 

Hewson has painted her corporate governance as actually serving her coun-
try.36 Hewson is proud of the weaponry she sells around the world, asserting that 
sales to foreign governments have grown from seventeen to thirty percent of over-
all sales during her tenure leading the corporation.37 Hewson’s time as Lockheed 
Martin CEO has “returned 293 percent to shareholders,” according to CNBC.38 
At the 2018 Conference of the Society of Women Engineers, Hewson used her 
platform as the keynote speaker to glaze profiteering in a protective coating of 
gender politics.39

SHATTERING THE GLASS CEILING

Joan Dempsey blazed the trail within military-industry. Dempsey now is 
senior executive advisor at Booz Allen Hamilton. The leaders of some of the na-
tion’s most powerful war corporations are now women: Kathy Warden, CEO of 
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Northrop Grumman; Nazzic Keene, CEO of SAIC; and Eren Ozmen, president 
and owner of Sierra Nevada Corporation.40

Leanne Caret is CEO of Boeing “Defense, Space & Security.” According to 
Fortune magazine, Caret’s leadership helped make Boeing “the best-performing 
stock in the Dow Jones industrial average” in 2017. Caret hit for the cycle in 
October 2018. In baseball, hitting for the cycle involves hitting a single, a double, 
a triple, and a home run—all in the same game. In war profiteering, hitting for 
the cycle involves polluting, corrupting academia, schmoozing with oppressive 
regimes, and selling weapons of war—all in twenty-four hours. In early October 
2018, Caret traveled thousands of miles to Doha, where she spoke with engineer-
ing students at Qatar University, guided the university to more pro-war posture, 
met with officials from the Qatari regime, and strengthened the Boeing-Qatari 
partnership.

Phebe Novakovic is CEO of General Dynamics. After attending Smith 
College, she became a weapons analyst for a war corporation. She spent time in 
CIA and then went to Wharton for a Master of Business Administration. Fortune 
reports, “After grad school Novakovic followed a well-trod path through govern-
ment (purchaser of defense products and services) to private industry (seller of 
those products and services).” Novakovic worked with the White House Office 
of Management and Budget overseeing intel and war budgets, and soon became 
special assistant to the Secretary of War in the Clinton administration.41 She took 
all of that knowledge, joined General Dynamics, and never looked back. In her 
extramural activities, Novakovic is chairperson of the Association of the United 
States Army, a pressure group led by industry executives that pushes the priorities 
of corporations and masks this behavior as taking care of the troops.

Women of war converse and do business with others in the larger military-in-
dustrial-congressional triangle and complementary structures.42 CIA director Gina 
Haspel and her coterie move in these circles. As of January 2019, women led three 
of the Agency’s top directorates.43

Ellen Lord was a long-time Textron executive (and vice chairperson of the 
industry pressure group NDIA) before heading to the War Department, where 
she became the first Under Secretary of War for Acquisition and Sustainment. 
She makes appearances at think tanks and industry pressure groups. According 
to Aaron Mehta of Defense News, when she took office, “she made it a priority 
to begin pushing decision authority on programs down from the [Office of the 
Secretary of War] level to the individual services, something that was expressly 
desired by key members of the Congressional defense committees.”44 Forcing this 
kind of control on individual services will lead to even less oversight, something 
corporations crave; individual branches of the Armed Forces are far easier to in-
fluence and corrupt. Facing retired 3- and 4-stars, industry wiles, and images of 
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retirement gigs in war industry paradise, the services’ officer corps buckles faster 
than one can spell M-I-C. 

Heather Wilson was recently Secretary of the Air Force. Wilson has claimed 
that being a mom helps a woman become a high-ranking war official: 

If I ask everyone in this room to think about the most protective 
person you know in your life, someone who would do anything to 
keep you safe, half the people in this room would think about their 
moms… We are the protectors; that’s what the military does. We serve 
to protect the rest of you, and that’s a very natural place for a woman 
to be.45 

What if these women of war listened to a hero like Sonia Santiago? Sonia 
informs us: 

Motherhood generates life. War is the antithesis of motherhood. 
When we have children, we create to live, not to kill. We at Mothers 
Against War in Puerto Rico have the inescapable historical commitment 
and responsibility to preserve life, not just of our children’s, but of the 
thousands of innocent victims who we do not know and are killed in 
war.46

The military-industrial-congressional triangle tunes Santiago out. U.S. cor-
porate media heap praise upon female war profiteers and criminals.47 Industry 
pressure groups get in on the fun. NDIA has an affiliate, Women in Defense, 
which works to get more women into the war industry and military leadership. 
Aside from pulling Pentagon officials into war corporations and placing officials 
from war corporations in the Pentagon’s leadership, financing political campaigns 
helps the U.S. war industry capture government.

CAMPAIGN FINANCE 

Giant corporations finance the campaigns of people running for congres-
sional office. Those people, once in office, help out the corporations. D.C. is so 
corrupt that they’ve legalized this process—effectively, they’ve legalized bribery. 

In Buckley v. Valeo of 1976, the U.S. Supreme Court ruled that limits on 
election spending are unconstitutional. In Citizens United v. Federal Election 
Commission of 2010, the Supreme Court distorted the First Amendment’s free 
speech clause, allowing corporations to spend unlimited amounts on political con-
tributions. In McCutcheon v. Federal Election Commission of 2014, the Supreme 
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Court got rid of limits on the total number of political contributions one can give 
over a two-year period. Now it is perfectly legal for a corporation to give money 
to congressional campaigns (to bribe Congress) repeatedly, without end.

The Senate Armed Services Committee (SASC) is supposed to exercise 
oversight of the War Department. It does no such thing. U.S. war corporations 
corrupt every member of SASC through campaign finance. This ensures bipar-
tisan support for endless war.48 Senator John McCain’s tenure as SASC chair-
person is illustrative. The McCain campaign took money from General Atomics, 
General Electric, Raytheon, investment banks, and private equity firms. Despite 
a struggle with brain cancer, McCain spent the second full week of September 
2017 shepherding the National Defense Authorization Act (NDAA) through the 
Senate. The NDAA establishes military budget levels and sets some war policy. 
Arguing for increased military funding, McCain blamed recent military accidents 
(including a collision involving the USS John S. McCain, his family’s namesake) 
on a “strained force with aging equipment and not enough of it.” The Senate 
version of the NDAA included $640 billion for the Pentagon’s base budget ($37 
billion more than the White House had asked for) and another $60 billion for 
Overseas Contingency Operations, a slush fund for war.49 War corporations and 
war criminals mourned McCain’s death.50 A former McCain staffer and current 
think tank president, Richard Fontaine, polished McCain’s legacy: “To have a 
meaningful national life, America had to be a force for good for its own people 
and people around the world, and that’s more or less how he organized his ap-
proach to foreign policy and national security.”51

Rhode Island’s Jack Reed, the ranking member of the SASC, has taken 
campaign money from AECOM, General Dynamics, Raytheon, Apollo Global 
Management (a private equity firm heavy into the industry), and massive invest-
ment banks, like Merrill Lynch and Citigroup. Investment banks and/or private 
equity firms finance every SASC member, so I’ve largely omitted such entities 
from the following list, unless the organization excels in war industry invest-
ments. Here are campaign donors for the remaining members of the Senate Armed 
Services Committee: 

• Angus King (I-ME)—Boeing, General Dynamics, Lockheed Martin, 
Raytheon, United Technologies 

• Ben Sasse (R-NE)—AEI, Boeing, General Electric, Honeywell, and dark 
money PACs

• Bill Nelson (D-FL)—Harris, Lockheed Martin (LM), Leonardo SpA, 
Cerberus Capital, Raytheon

• Claire McCaskill (D-MO)—Boeing, Citigroup, MacAndrews & Forbes 
(owns AM General)
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• Dan Sullivan (R-AK)—Blackstone Group, The Cohen Group, KKR, 
dark money PACs

• David Perdue (R-GA)—Blackstone Group, LM, SEI Investments, and 
dark money PACs

• Deb Fischer (R-NE)—Northrop Grumman (NG), Raytheon, and dark 
money PACs

• Gary Peters (D-MI)—Boeing, Carlyle Group, General Dynamics, 
General Electric 

• James Inhofe (R-OK)—Boeing, General Dynamics, Honeywell, 
Huntington Ingalls, Orbital ATK

• Jeanne Shaheen (D-NH)—Boeing, General Electric, Google, LM, NG, 
Raytheon

• Joe Donnelley (D-IN)—General Dynamics, GE, Honeywell, 
MacAndrews & Forbes, NG, Raytheon

• Joni Ernst (R-IA)—Boeing, Carlyle, and many, many dark money PACs 
• Lindsey Graham (R-SC)—Boeing, Cerberus, Fluor, General Electric, 

LM, Raytheon
• Martin Heinrich (D-NM)—Blackstone Group, General Atomics, Harris, 

NG, LM
• Mazie Hirono (D-HI)—AECOM, BAE Systems, General Dynamics, 

Huntington Ingalls, Parsons Corp
• Mike Rounds (R-SD)—Citigroup, Honeywell, NG, and dark money 

PACs
• Richard Blumenthal (D-CT)—General Dynamics, General Electric, 

United Technologies
• Roger Wicker (R-MS)—Boeing, General Atomics, Honeywell, Navistar, 

LM, Raytheon, dark money 
• Ted Cruz (R-TX)—Chertoff Group, Halliburton, LM, and plenty of dark 

money
• Thom Tillis (R-NC)—Honeywell, LM, NG
• Tim Kaine (D-VA)—Boeing, Cerberus Capital, LM, NG
• Tim Scott (R-SC)—Boeing, Blackstone Group, Honeywell, LM, NG, 

United Tech
• Tom Cotton (R-AR)—Blackstone Group, Carlyle Group, General 

Electric, KKR, Raytheon 

Reading this list, you saw a lot of political action committees, PACs. The 
war industry finances many of these. PACs are tax-exempt organizations that 
aggregate donations to fund political campaigns or influence federal elections. 
A congressperson’s Leadership PAC is used to raise money for other members 
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of Congress and candidates running for election.52 By funding Leadership PACs, 
war corporations fluff three clients (incumbents, incumbents who are friends with 
incumbents, and aspiring members of Congress) with one stroke. Super PACs 
(a.k.a. independent expenditure-only committees) allow unlimited contributions. 

Funding SASC officials’ campaigns pays off. In May 2018, SASC voted 
25-2 to advance the NDAA to the Senate floor. A year later, SASC advanced the 
next NDAA (which included many gifts to the war industry, like $10 billion for 
94 Lockheed Martin F-35 fighter jets, “16 more than the Pentagon asked for”53).

The above exercise can be repeated for the U.S. House Committee on Armed 
Services and any congressional appropriation or intelligence committee.

Funding congressional campaigns directly impacts the way U.S. elected 
officials vote. For example, Representatives in U.S. Congress who voted against 
reining in NSA’s unconstitutional phone-spying operations received “twice as 
much campaign financing” from war corporations compared to those who voted 
to rein in NSA’s operations.54

War corporations back any candidate, regardless of party, who promotes 
industry talking points and supports corporate designs. Look at the now-retired 
Congressman Howard “Buck” McKeon (R-CA). Chairperson of the House Armed 
Services Committee in his prime, Buck represented California’s 25th district. Buck 
was regularly a top recipient of campaign contributions from the war industry.55 
Many war corporations operated in Buck’s district. Now look at Adam Schiff (D-
CA), the current ranking member of the House Permanent Select Committee on 
Intelligence. (Reminder: the bulk of the U.S. intelligence workload is done by the 
war industry, specifically corporations marketing and selling hardware, software, 
and personnel to civilian and military agencies.) Schiff represents California’s 
28th district, home to many war corporations. Schiff receives substantial campaign 
contributions from the war industry.56 Northrop Grumman was his largest con-
tributor in 2016. Industry targets liberal heroes—people like Kirsten Gillibrand 
(D-NY) and Elizabeth Warren (D-MA)—as it targets Tom Cotton and Lindsey 
Graham.57

Texas’ 23rd Congressional District shows just how harmful Republicans 
and Democrats can be. In November 2018, voters in Texas’ 23rd Congressional 
District had to choose between two characters that define themselves by their 
“national security” credentials. The Republican incumbent was a former CIA offi-
cer—“On Capitol Hill, he likes to say, ‘I was the dude in the back alleys at four in 
the morning’”—who left CIA and then joined a cybersecurity company (headed 
by his old CIA boss) before becoming a member of Congress. The Democratic op-
ponent was a career Air Force intelligence officer, unapologetic Iraq War vet, for-
mer Booz Allen Hamilton consultant, and senior adviser for Obama’s Interagency 
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Trade Enforcement Center. She also helped set up U.S. Africa Command, abetting 
the destruction of Libya in 2011.58 These were the voters’ choices.

History molds those aspiring to authority within the MIC. The very narra-
tives of their lives are based in corporate salivation for more profit. Consider the 
Cold War, formulated and kicked off in the waning years of World War II. The 
U.S. war industry was riding high. It was the most powerful force on Earth in 
terms of mechanical and political mobilization. And it was benefitting from the 
goodwill earned through global victory. Devastated after WWII, the USSR was 
not the savage beast that U.S. propaganda and media outlets claimed. Positioning 
the USSR as an aggressive power served U.S. industry’s expansionist aims and 
D.C.’s imperial agenda. The MIC consistently hyped the USSR and downplayed 
D.C.’s mammoth arsenal, justifying increased U.S. military budgets and invest-
ment in war.59

Far from being a good versus evil battle against an implacable enemy, the 
Cold War was initiated by the captains of U.S. industry initially as a means of 
staving off what they were most terrified of—a movement within the U.S. that 
opted to put people before profit. The U.S. government in tandem with U.S. in-
dustry bushwhacked territorial expansion, all under the guise of the imminent 
arrival of dreaded communist hordes. From Greece and the Philippines in the 
1940s through Panamá in 1989, no country was off-limits. D.C. was far more 
aggressive globally during the Cold War (and today) than Moscow. A war, when 
“successful” from the CEO point of view, would open up new markets for U.S. 
industries to sell their wares or would open up new territory where U.S. industries 
could extract the resources to manufacture goods and services. Soon, war itself 
became the means of profit. Endless war for endless profit. 

Born in U.S. Empire’s smothering embrace, we, the U.S. public, feel nau-
seated when confronted with D.C.’s true nature. Accordingly, we counter that gut 
reaction with the mendacious reply, “We had to fight the scourge of communism 
wherever it was in the world. The militarization of the U.S. economy was an an-
cillary, unintended result.” We are willfully blind to the truth: In order for the war 
industry (through which Wall Street and Corporate America had become fantas-
tically rich) to survive and thrive, a decision was made to use substantial federal 
and commercial powers to hype communism as an existential threat to the United 
States, thereby justifying permanent militarization of the U.S. and expansion of 
industry. D.C. cannibalized and distorted its economy in the arms race and proxy 
wars, and forced Moscow to do the same. Moscow’s economy buckled first. The 
Cold War subsided in the early 1990s when popular will for change ascended from 
within the USSR, and the Soviet economy ran out of steam. (Mikhail Gorbachev 
had contributed by prying open portions of authority.) When the Soviet Union 
collapsed, so too did the primary excuse D.C. had used to engage in global war. 
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U.S.- and U.K.-based finance leapt into action, pillaging the economies of the for-
mer USSR, driving the 1990s Russian economy into one of the worst peacetime 
depressions on record, and reducing the Russian people’s longevity by a decade.

Conventional insight says that the end of the Cold War facilitated a lower 
war budget, forcing the U.S. war industry to consolidate. In fact, industry fought 
tooth and nail to keep the war budget above $250 billion (roughly $386 billion in 
2019 dollars). The war industry’s public relations apparatuses, think tanks, and 
media allies inflated the threat of Saddam Hussein as an excuse for the Pentagon 
to maintain a constellation of bases across the Persian Gulf. Simultaneously, in-
dustry doubled down on the corporatization of the military; jobs once carried 
out by the troops were delivered to corporate hands. Industry also pushed the 
militarized War on Drugs, devastating the Western Hemisphere from Latin 
America to Main Street, USA. War corporations merged and acquired one an-
other to maintain and expand influence. Some of the bigger moves of the 1990s 
were Boeing merging with McDonnell Douglas, Lockheed merging with Martin 
Marietta, and Raytheon gobbling up Hughes Aircraft. The Clinton White House, a 
country club of neoliberal ideology, was fully onboard with the corporatization of 
the War Department. President William J. Clinton’s major triumphs in office were 
all goals of the ruling class: expanding sanctions against Iran’s oil sector in 1995; 
the Financial Services Modernization Act of 1999, which deregulated the banks; 
increasing military spending; launching ordnance at Afghanistan, the Balkans, 
Iraq, and Sudan; and the Telecommunications Act of 1996, which deregulated the 
telecoms and allowed cross-ownership in corporate media.60 Support for neolib-
eral economic policies, including the corporatization of war, is one of many traits 
that both factions in the D.C. regime share.

When the dust settled at the end of the 1990s, three corporations held about 
two-thirds of the U.S. war industry: Boeing, Lockheed Martin, and Raytheon set 
out to please shareholders and insatiable investment firms. The Pentagon had less 
leverage over industry because, in part, these three giants were almost the only 
game in town. War corporations stepped up their game, influencing Capitol Hill 
with greater ferocity and creativity. Campaign contributions and lobbying ex-
penditures increased. And more and more titans of capital cycled from corporate 
suites through the Pentagon’s leadership ranks. Simultaneously, industry pursued 
more sales overseas, including increased sales to brutal regimes like Mubarak’s 
Egypt, the House of Saud, and Apartheid Israel. Why is this history and context so 
important? Because the 2010s saw new mergers and acquisitions: AECOM buy-
ing URS; AMEC buying Foster Wheeler; PAE acquiring A-T Solutions; Northrop 
Grumman buying Orbital ATK; General Dynamics buying the IT corporation 
CSRA; and United Technologies absorbing Rockwell Collins. Most recently, 
SAIC purchased the IT powerhouse Engility, Parsons bought the geospatial 
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corporation OGSystems, and Textron bought Howe & Howe Technologies, a 
maker of combat vehicles. Two new mergers are happening as I write: Harris 
and L3, and Raytheon and United Technologies. Together Harris and L3 sell a 
variety of goods and services, including satellite communications, radios, signals 
intelligence products, radar, submarine and drone sensors, and aircraft mainte-
nance. Together Raytheon and United Technologies sell everything from missiles, 
bombs, and radar to pilot helmets, targeting systems, and engines.

The years between the Cold War and the War on Terror saw U.S. capitalists 
obtain obscene riches. Through promotion of neoliberal economic policies and 
aggressive globalization, U.S. capital conquered more markets and gathered more 
natural resources than at any point since 1945. Corporate America as a whole was 
also corrupting hearts and minds, numbing the public with entertainment and del-
uging them with consumerism. As we, the people, largely allowed more and more 
of the globe to fall under the purview of U.S. industry and its Pentagon abettors, it 
became more and more necessary for industry to schematize U.S. society in order 
to maintain and sustain its hegemonic designs. Crises that could be handled dip-
lomatically, like Saddam Hussein’s invasion of Kuwait, are seized upon to further 
military aspirations. High-ranking U.S. military officers (eying jobs in industry) 
assess enemy capabilities based on the procurement wish list of their respective 
branch of the Armed Forces, while the war industry hypes enemies based on sales 
and marketing strategies.

Enter 9.11. Under the guise of needing to combat terrorists and “deny 
them safe haven”—an endeavor backed up with a barrage of Arab stereotypes 
and Muslim savagery on corporate media—the U.S. government and the U.S. 
war industry trod a familiar path: torrential territorial expansion, with war itself 
increasingly the means of profit. Endless war for endless profit was back in the 
saddle. The post-9.11 conflict glut removed any remaining restraints on corporate 
authority, and Corporate America put the finishing touches on the wholesale cor-
poratization of jobs once done by uniformed troops.

Many interlocking allies of the war industry inflate the threat of terrorism. 
Corporate media inflate terrorism because it raises ratings. High ratings attract 
advertising revenue. According to the logic divvied out on corporate media, the 
United States is in an existential battle against vicious, global terrorists; anyone 
who asks for nuance in discerning the grievances voiced by “terrorist” groups 
is aiding and abetting the enemy. Appeals to pride, fear, greed, and hate flood 
corporate media. Corporate media play a crucial role in propagandizing the do-
mestic U.S. audience and people abroad who defer to U.S. media. There is no 
better bad guy than the Arab, about which the U.S. public knows little. The Arab 
terrorist is a powerful, long-standing trope within U.S. corporate and Zionist-
dominated Hollywood culture. Terrorism can be a more effective boogeyman than 
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communism. A rational person can make an economic or social argument in favor 
of communism. A rational person can do no such thing for terrorism. Everyone 
is against terrorism, though people might disagree what distinguishes a terrorist 
from, say, a freedom fighter. The emergence of experts, terrorism studies, and ac-
ademic disciplines corrals the public’s understanding of terrorism.61 Now, people 
who don’t understand foreign languages, culture and history or the grievances of 
oppressed populations are able to brand themselves as counterterrorism experts.62 

The terrorism meme enhances many agendas. Zionists and neoconserva-
tives demonize Arabs and Persians, some wanting the U.S. to fight Israel’s wars. 
Christian Zionists are on board with a view to advancing the rapture. And, by de-
monizing others as terrorists, Zionists juxtapose themselves as the good guys, the 
friends, the enlightened non-terrorists, even though Zionists pioneered terrorism, 
using everything from ethnic cleansing to assassination when trying to establish 
their ethnocracy in Palestine prior to “successes” in 1948 and 1967. Make no mis-
take: There are actual terrorists out there, but to what extent does the war industry 
acknowledge or the public realize that their ranks especially include the jihadists 
used by CIA to destabilize recalcitrant governments, Mossad operatives setting 
off car bombs in Arab capitals in order to sow social strife, and U.S. military 
operations that carry out violence against civilians to achieve political goals? The 
war industry cannot embrace such a clear understanding. Doing so would alienate 
its primary customers: the U.S. government and allied regimes.

Corporations have mastered D.C.’s preferred influencer: bribery. War cor-
porations divvy out millions in campaign contributions to Congress. War cor-
porations gave around $30 million in 2012, $25.5 million in 2014, and nearly 
$30 million in 2016.63 Much of this money has gone to appropriation and armed 
services committees. This bribery has many benefits. The most obvious benefit is 
the continuation of global war, but subtler benefits exist. With Congress in their 
pocket, U.S. war corporations avoid paying costs for which they should otherwise 
be responsible: environmental cleanup; compensation to families whose loved 
ones were killed in optional wars for which the war industry lobbied; and full 
medical care and housing for all veterans who fought in these wars. 

This brings us to lobbying. 

LOBBYING

War corporations hire professional lobbying firms in order to influence fed-
eral policy. War corporations regularly spend millions on lobbying Capitol Hill.64 
This is an effective, straightforward method for corporations to get their way. 
But war corporations are more creative in their lobbying: they carefully select 
the footprint of their industrial base in order to put maximum pressure across 
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congressional districts. Politicians and their war industry bosses are proficient at 
claiming the “defense” industry creates jobs, not because of “jobs”—that’s just 
a talking point—but because it ingratiates the corporations with politicians. All 
major war corporations rig the terrain in the same fashion. Rigging the terrain 
before a single lobbyist even arrives on Capitol Hill ensures congressional com-
pliance with war industry directives. They’ve been doing it for decades,65 honing 
their skills.

The aircraft, missile, and ship sectors of the war industry demonstrate the 
strategic layout of corporate facilities. Over 1,000 suppliers produce roughly 
300,000 parts for the Lockheed Martin F-35 jet. Lockheed Martin’s supply chain 
covers most U.S. states and many countries whose capitalist governments have 
agreed to purchase the aircraft.66 Northrop Grumman spreads work on its MQ-4C 
drone across at least fourteen stateside locations.67 One contract for Boeing F/A-18 
fighter jets was spread across sixteen declared U.S. locations, Ottawa, and various 
undeclared locations outside the contiguous U.S.68 One contract for Bell-Boeing 
tiltrotor aircraft was spread over twenty declared locations, from New York to 
California.69 Raytheon spreads work on its Standard Missile-6 across more than 
thirty locations,70 and spreads work on Tomahawk missiles across 40 locations.71 
The “defense” industry supports over 2.4 million U.S. jobs, Raytheon’s CEO tells 
Capitol Hill.72 

How about boats? The LPD (landing platform, dock) is a new ship being 
built by Huntington Ingalls. As of this writing, the LPD is over budget by hun-
dreds of millions of dollars. Huntington Ingalls spreads LPD work across the U.S. 
and beyond.73 Lockheed Martin spreads work on one littoral combat ship—a sur-
face ship loaded with gizmos and designed to operate close to shore—across 45 
locations.74 The Multi Mission Surface Combatant (MMSC) is a new Lockheed 
Martin product, marketed as being able to maneuver adeptly close to shore 
as well as on open ocean. D.C. and Riyadh are purchasing MMSC. Stateside, 
Lockheed Martin divvies out MMSC work from Baltimore, Maryland, to Carson, 
California.75 Some parts are produced or assembled in Canada, Germany, Sweden, 
and the U.K., a maneuver to play the “jobs” card with European leaders and to 
further economically imbricate Europe with the United States. European elites, in 
turn, can pull the “jobs” trick on their respective populaces. “Jobs, jobs, jobs,” the 
corrupt U.S. politicians say. Meanwhile, they formulate policies and enact laws 
that gut the U.S. manufacturing base, export jobs, and automate the rest. 

Industry is positioned well. Lockheed Martin’s CEO sits on the Executive 
Branch’s American Workforce Policy Advisory Board, which establishes strate-
gies to finesse the working class into the global economy during increased auto-
mation, outsourcing, war, and austerity measures.76 On 13 February 2019, U.S. 
Commerce Secretary and former private equity magnate Wilbur Ross (net worth 



 Magnifying Influence 63

roughly $700 million) announced the Advisory Board’s members—a who’s who 
of entrenched and rising capitalists: The CEOs of Apple, Visa, Walmart, Home 
Depot, IBM, and the U.S. Chamber of Commerce; and leaders of the Kentucky 
Community & Technical College System and the American Association of 
Community Colleges who can help carve out a pliant workforce.

Lockheed Martin is a master of playing the jobs card. Recent written boasts 
include “Lockheed Martin Meets 1,800 Employee Hiring Commitment; Plans 
to Add 400 More Jobs in Fort Worth,” “F-35 Program Creates 26,000 Jobs in 
California,” and “Lockheed Martin Could Add 2,400 Jobs in Six Years.” Lockheed 
Martin regularly claims the F-35 program “supports 194,000 direct and indirect 
jobs nationwide.”77 A report from the Center for International Policy looked at 
2012-18: Lockheed Martin actually cut 15,000 jobs from its workforce while it 
was the top corporate recipient of tax dollars (a peak of $50.6 billion received in 
2017). “In short, since 2012 the number of taxpayer dollars going to Lockheed has 
expanded by billions, the value of its stock has nearly quadrupled, and its CEO’s 
salary went up 32%, even as it cut 14% of its American work force. Yet Lockheed 
continues to use job creation, as well as its employees’ present jobs to get yet more 
taxpayer money.”78

Industry tickles state officials with “jobs.” Maryland governor Larry Hogan 
spoke at the inauguration of a new cybersecurity training facility in Baltimore: 
“With our skilled workforce, world-class academic community, and proximity 
to the federal government, Maryland has truly become the cyber capital of the 
world… This state-of-art center will help ensure that even more Marylanders are 
fully trained and prepared to meet the demands of 21st century jobs.” The train-
ing facility is run by Cyberbit, a subsidiary of an Israeli war corporation, Elbit 
Systems.79 Whether headquartered in the U.S. or Apartheid Israel, corporations 
and governments play the jobs card expertly.

Take caution when a war corporation throws the word “jobs” around. Many 
of these jobs are part-time, temporary, or menial (e.g. painters, welders, roust-
about), parsed out to an increasingly desperate workforce. Some are construction 
jobs that vanish in a year or so. Blue-collar jobs in the war industry are often in 
difficult working conditions80 and typically lack such labor rights as hardy col-
lective bargaining powers and lengthy maternity / paternity leave.81 Industry jobs 
that pay very well require advanced degrees, which the majority of the population 
does not have. Some jobs within the tallies that corporations throw around are 
non-U.S. jobs (e.g. microchips manufactured overseas). Other jobs are induced, 
i.e. allegedly stimulated by the mere presence of war industry activity (e.g. the 
mom making less-than-minimum wage on a ridesharing app driving an industry 
executive from work to a pub, or the waiter at a Tucson restaurant where a missile 
engineer dines). Industry inflates job tallies. 
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In its fraudulently amplified jobs tallies, corporations might even include 
jobs that are already ongoing in production elsewhere. A war corporation might 
include in its tally people already producing, for example, a wire that happens to 
be used in a weapon of war. The wire is being produced regardless of whether or 
not a war corporation is purchasing it, yet the war corporation includes this in its 
job counts. This fudging of the numbers—counting a job that already exists and 
happens to produce something a war corporation can use—happens regularly. A 
war corporation might include in its tallies jobs that are barely tangential to the 
product at hand, such as third-party manufacturers. This is like saying, “Kevin 
Bacon worked with 94,000 people on his last project,” by including workers who 
never arrived on set: employees of the timber company from which the mov-
ie’s producers purchased wood, and employees of the cosmetics company, even 
though only two of them sold products to Hair & Makeup. So, the next time a 
major war corporation claims it is creating jobs, take the number it gives with a 
few grains of salt.

The playing field favors the war industry before any lobbying takes place on 
Capitol Hill. The terrain is fixed, rigged decisively in favor of war corporations, 
which tell Congress, “Look at all these jobs we’ve got in your district.” Congress 
buys it—hook, line, and sinker. The claim that the “defense” industry brings jobs 
is a stale public relations ploy. It hides the truth that needs to be repeated: spend-
ing on healthcare, education, or clean energy can create more jobs than spending 
on war.82 

The money that D.C. funnels to war corporations ultimately loses jobs be-
cause that money could have otherwise supported public services. The jobs lost in 
the public realm include teachers educating our youth, manual laborers improving 
public transportation, residents establishing urban permaculture, scientists tack-
ling the energy crisis, public servants re-wilding our environment, and specialists 
helping humans acquire affordable housing. Jobs are lost when federal monies 
are funneled into the commerce of nonstop war. Starved governmental services 
are sacrificed in order to support a brutal industry. Professor Seymour Melman 
pointed out a related fact: The “size of military expenditures and expenditures for 
military research are systematically, but negatively, correlated with productivity 
growth.” And, unlike other products, you can’t eat, consume, play with, learn 
from, or interact with most goods and services sold by the war industry.83 The war 
industry blatantly lies about jobs, hurts the public, and builds products that the 
public cannot use or benefit from.

The war industry can inflate job numbers because there is no accountability: 
Capitol Hill is largely content letting Corporate America police itself. You are 
likely familiar with cases where corporations get to inspect their own product 
(from the airline industry84 to the pork industry85) instead of government inspectors 



 Magnifying Influence 65

doing the job. Corporations policing corporations is rampant in the war industry, 
like when the advertising agency GSD&M measures the effectiveness of its mil-
itary recruiting efforts. Sometimes one corporation polices part of industry, like 
when Calibre Systems conducts “cost and economic analysis of major weapons 
system programs and associated acquisition/financial management policies and 
procedures.”86 Customers of the war industry police themselves. The Saudi-UAE 
coalition that is destroying Yemen with U.S. weaponry polices itself with regard to 
civilian deaths. It says it’s doing a good job.87 The Israeli military investigated the 
Israeli military’s 1 August 2014 murder of 135 Palestinians in Rafah, Gaza. The 
investigation exonerated all of the Israeli troops involved. (Since Israel’s 1967 
expansion, no Israeli military member has ever been convicted of murdering a 
Palestinian.88) CIA assesses its own murder-by-drone program,89 feeding positive 
reports to Capitol Hill. 

War corporations spread production and operation of weaponry and big-tick-
et items across congressional districts as one way of pressuring elected officials, 
then professional lobbyists take it from there. A former D.C. lobbyist explains the 
system:

Years of legalized bribery had exposed me to the worst elements 
of our country’s political workings. Not even my half-million-a-year 
salary could outweigh my conscience… Today, most lobbyists are 
engaged in a system of bribery but it’s the legal kind, the kind that 
runs rampant in the corridors of Washington…90

The U.S. war industry hires the best lobbying groups,91 many packed with 
MIC players. Retired military officers and D.C. insiders, for example, lead the 
Spectrum Group. The Spectrum Group’s five partners all have deep experience 
in, or dealings with, the war industry. It draws its members largely from Pentagon 
retirees. A former high-ranking Pentagon official now working as a lobbyist can 
shirk registering as a lobbyist by carefully documenting that they spend less than 
twenty percent of their time talking to or petitioning Congress.92 Wily staffers on 
Capitol Hill regularly become lobbyists for the war industry.93

Seemingly benign traditions must be considered forms of political persua-
sion. Tours of war corporations (e.g. Senator Gary Peters visiting BAE Systems, 
Senator Jeanne Shaheen visiting L3) happen all the time. Elected officials are 
regaled with job tallies and bold claims about economic impact. Tours of military 
installations supplement industry’s tales and lies. The military gives Congress 
technological demonstrations of industry goods, batters Congress with refined 
talking points, and touts an installation’s economic benefits and contributions to 
the wars. The economic benefits are often unsubstantiated and the contributions 
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to the wars are inflated. No stone is left unturned—whether it’s Senator Martin 
Heinrich at a drone squadron on Holloman Air Force Base in New Mexico, 
Senator Tim Kaine at naval bases in Hampton Roads, Virginia, or Senator Joni 
Ernst at an air refueling wing in Sioux City, Iowa. Members of Congress tour 
military installations overseas as well. Tingling with the thrill of being in or 
around a warzone, elected officials tour installations, Potemkin villages in terms 
of efficacy and necessity. They talk about “intelligence,” a word batted about with 
patent fraudulence and seductive glamor. All costs of war—financial, physical, 
and emotional—are tucked out of sight. (Congressional staffers, too, tour such 
installations.) Elected officials are led on tours, get fed inaccuracies and misrepre-
sentations, and then depart without imbibing accuracy or candor.

Lobbying, you see, is not confined to the formal pay-as-you-go model.

PRESSURE GROUPS

Industry operates pressure groups. Pressure groups are emphatically not 
lobbying firms, but they influence the military and Capitol Hill with consistency 
and weight. The National Defense Industrial Association (NDIA) calls itself the 
“trusted leader in defense and national security associations.” NDIA postures as a 
mere “platform through which leaders in government, industry and academia can 
collaborate and provide solutions to advance the national security and defense 
needs of the nation.”94 NDIA has roughly 1,600 individual and corporate mem-
bers. With a name like a late-nineties internet chat room, the Aerospace Industries 
Association (AIA) is “the nation’s biggest trade association, representing more 
than 340 U.S. aerospace and defense companies and suppliers,” according to 
Raytheon.95 AIA advocates effectively for “industry-developed” regulation and 
gigantic military budgets. The Association of the United States Army (AUSA) 
comes across as a benevolent organization because it gives scholarships to chil-
dren in military families, but AUSA exists to benefit industry. AUSA produces an 
Industry Guide in order to help you, the war corporation, “place your company 
in front of your customers.”96 Additionally, a corporation can sponsor AUSA in 
order to get better positioning and visibility at AUSA’s many events.97 

Pressure groups work well through regional chapters. Some pressure groups 
arrange congressional testimony. Pressure groups also put out fact sheets, policy 
packets, and educational initiatives. NDIA, AIA, and AUSA are headquartered in 
Arlington, Virginia, close to the Pentagon. Pressure groups sponsor and support 
industry displays (e.g. NDIA, Air Armaments Symposium; AIA, Dubai Air Show; 
and AUSA, Global Force Symposium & Exposition in Huntsville). Such displays 
are where corporate representatives schmooze with military honchos (officer and 
civilian), pitching goods, services, and recommendations to those directing the 
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wars. A pressure group can state it was “founded to educate its constituencies 
on all aspects of national security.” This is one way to lobby without lobbying. 
Many industry pressure groups adopt this “educating constituencies” character. 
Some pressure groups are charities or social welfare groups—501(c)3 or 501(c)4, 
respectively. Donations to such groups are not subject to campaign contribution 
limits. A 501(c)6 designation allows great leeway for influencing legislation and 
the allocation of corporate money. Retired flag officers and corporate titans lead 
pressure groups.98 The director of the Defense Security Cooperation Agency (the 
government unit in charge of abetting industry sales to allied governments) reg-
ularly talks to and collaborates with pressure groups.99 Pressure groups create 
favorable seas in the Pentagon and legislatures. Pressure groups are conduits of 
industry desires.

Industry has crafted pressure groups of all shapes, sizes, and dispositions. 
There’s BENS, Business Executives for National Security, a non-profit “com-
prised of over 450 senior business and industry executives who volunteer their 
time and expertise to address the national security community’s most pressing 
challenges.”100 BENS is “comprised of senior business and industry executives 
who apply best business practices” to advocate for pro-war, pro-corporate poli-
cies, admitting “We aim to be discreet.”101 Indeed. There’s AOC, the Association 
of Old Crows. Posturing more like a sociable brotherhood of affable electronic 
warfare veterans than an industry-dominated pressure group, AOC has a board 
of directors packed with war industry officials, including those from AECOM, 
Engility, Raytheon, and some of the Pentagon’s main fiber optics and engineering 
providers.102 There’s AIAA, the American Institute of Aeronautics & Astronautics, 
a pro-industry publisher and matchmaker, organizing conferences, catering to 
industry officials, and acting as the “voice of the aerospace profession” when it 
comes to reaching Capitol Hill on policy matters.103 The list of pressure groups is 
as long as the industry is creative.

Wherever there’s a concentration of military installations in a given area of 
the United States, there’s typically an associated pressure group. For example, 
the Tidewater Association of Service Contractors focuses on military units in and 
around Hampton Roads, Virginia, “in order to improve the productivity of con-
tracting and the quality of the end product for the mutual benefit of the Government 
and industry,” holding industry days and facilitating liaising opportunities be-
tween government and war corporations.104 The Patuxent Partnership focuses on 
military units around southern Maryland on the Chesapeake Bay. Big money is 
at stake.105 Local economic groups, such as the Arizona Commerce Authority or 
the Economic Development Corporation of Fayetteville and Cumberland County, 
North Carolina, support industry aims.
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Some industry pressure groups are organized by function. Corporations 
looking to promote drones can join the Association for Unmanned Vehicle 
Systems International. For corporations looking to promote expensive radar and 
anti-ballistic missile technology, there’s the Missile Defense Advocacy Alliance 
of Alexandria, Virginia. For corporations eying the intelligence budget, there’s 
the Intelligence & National Security Alliance. For corporations with significant 
business in mapping and geospatial technology, there’s the U.S. Geospatial 
Intelligence Foundation. Corporations specializing in electronic gizmos can or-
ganize through the Armed Forces Communications & Electronics Association. 
There are many more of these function-based pressure groups.

Government boards and committees are a way for industry to influence the 
posture and behavior of the War Department from the inside.106 The National 
Security Resources Board was convened in the early Cold War as a way to mobi-
lize industry to support (and in practice outpace) the needs of the War Department. 
Since then, all kinds of boards have infected the Pentagon. Consider the War 
Department’s Defense Policy Board. The DPB is presented as a way for the 
Pentagon to take advantage of the expertise of business professionals. In reality, 
it is a way for corporate executives to put another hand on the Pentagon’s rudder. 
Incumbent DPB members lead the way with corporate allegiances.107 Boards are 
ubiquitous in the interlaced halls of military and industry. The Defense Business 
Board complements the Defense Policy Board. DBB’s motto is “Business 
Excellence in Defense of the Nation,” though the corporate allegiance could be 
characterized as “Business Profit at the Nation’s Expense.” Industry academics, 
like those from Johns Hopkins University and MIT, regularly appear on war 
boards. Federal Advisory Committees (FACs) work in parallel to boards. FACs 
exist across the U.S. government, many focusing on foreign policy and “defense” 
in addition to specific industry sectors like “intelligence,” “space,” “homeland 
security,” and “cyber.” With over 900 active as of 2009,108 FACs are a superb way 
for war industry officials and elites with longstanding industry ties to influence 
policy and steer the ship. Boards, committees, and other assemblages influence 
government from all angles.

BANKING AND INVESTMENT FIRM STAKEHOLDERS

The big banks and investment firms are in actuality the foremost propel-
lants of the war industry’s influence. Some firms raise money, invest in a war 
corporation, and later sell the corporation or take it public. The Washington 
Post cites figures stating that private equity firms invested over $30 billion in 
358 war corporations (“aerospace and defense companies”) during 2004-13.109 
And accordingly, private equity firms have their own lobbying organizations,110 
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as they, too, expect a return on their investment. For example, the top aide of 
former speaker of the House John Boehner (R-OH) went on to become a lobbyist 
for Private Equity Growth Capital Council (PEGCC). The lobbying organization 
announced that Boehner’s former chief of staff, Mike Sommers, will be PEGCC’s 
new CEO. Sommers vowed, “Our member firms can be assured that they will 
have the support they need in Washington to create value and move our economy 
forward.” War corporations must maximize profit—by maximizing the numbers 
of weapons they sell and the wars they are involved in—under this model. 

CEOs of war corporations regularly network with investment firms. CEOs 
and CFOs from across the war industry (e.g. Leidos CFO Reagan, Raytheon CEO 
Kennedy, Parsons CEO Harrington) participated in the 2019 Morgan Stanley 
Laguna Conference, held at the Ritz-Carlton, Dana Point, CA. Lockheed Martin 
CEO Marillyn Hewson spoke 29 May 2019 at the annual Strategic Decisions 
Conference, put on by Alliance Bernstein. Huntington Ingalls, General Dynamics, 
Northrop Grumman, and other war corporations regularly attend these confer-
ences (alongside reps from the most powerful U.S. tech, entertainment, and con-
sumer-goods corporations). Executives work hard arranging, implementing, and 
utilizing all of their resources to achieve record profits. 

When war corporations are merging or acquiring other corporations, banks 
like Goldman Sachs and Morgan Stanley serve as financial advisors. The top five 
investors in shares of Lockheed Martin are giant financial firms. They call them-
selves financial services, investment advisors, or global investment firms. They 
are State Street Corp., Vanguard Group, BlackRock, Capital World Investors, and 
Wellington Management Group.111 They know war production is a reliable, steady 
investment. 

Pressure groups, financial giants, and formal lobbyists represent a powerful 
combined strike force. 

Lobbying pays off. D.C. slashed spending on social programs while applaud-
ing the John S. McCain National Defense Authorization Act of fiscal year 2019. 
At $717 billion, the FY2019 NDAA gave the Department of War an increase of 
$82 billion from the previous year.112 This increase alone was larger than Russia’s 
annual military budget, larger than the total budget of the U.S. Department of 
Education. Industry had every right to be elated. War corporations had worked 
very hard funding congressional campaigns, lobbying creatively, and sustaining 
pro-war narratives in think tanks and media. The FY2019 NDAA became Public 
Law 115-232, and the FY2019 DOD Appropriations Act became Public Law 115-
245. The resulting war budget catered to corporate wish lists: new submarines,113 
new guided missile destroyers, a new $10 billion+ aircraft carrier, development 
of the new Northrop Grumman B-21 bomber, and plenty more. (War budgets re-
flect industry wants, sometimes in opposition to what the military brass asks for.) 
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The National Defense Industrial Association applauded passage of the FY2019 
NDAA.114 Icing the cake, the Pentagon closed out FY2018 by allocating $7.54 
billion to industry in one day.115

Let’s put the $717 billion in perspective. It is estimated that less than $300 
billion could end world hunger.116 Roughly a third of the budget, or $239 billion, 
“could provide primary and early secondary education for the entire world popu-
lation,” as pointed out by a prominent working-class website.117

The war industry frames its lobbying in kindly terms: “Defense companies” 
are merely assisting policymakers in understanding a complex world; defense 
companies are making sure that government is able to hear industry’s concerns. 
You see, regulations just stifle development. We in industry are good at identifying 
emerging market opportunities. The United States shouldn’t be left behind. Our 
businesses need to be competitive on the global stage. (These machinations often 
include euphemisms like “harmonizing investor protection provisions,” “voicing 
opinions of the business community with regards to investment,” “working to 
minimize trade barriers and encourage privatization so businesses can grow,” and 
“informing government about teamwork and community.”) War corporations pull 
military retirees into their organizations, place executives within the Pentagon’s 
leadership, fund congressional campaigns, and lobby Capitol Hill. They’ve got all 
bases covered. The only move left is to control the narrative.

CORPORATE MEDIA AND THINK TANKS

John Brennan was director of CIA during 2013-17. Brennan left two big 
imprints on the Agency. He revamped its entire bureaucratic structure. (In doing 
so he created the Directorate of Digital Innovation, where U.S. war corporations 
scarfed up a lot of the workload.) Brennan’s other imprint happened with less 
fanfare: exploit ethnic diversity to achieve espionage victories. Brennan pushed 
hard to diversify the Agency’s workforce. CIA’s chief of talent acquisition con-
cedes, “As we look at diversity and inclusion, with our global mission, we need 
diversity… We need to be inclusive across the board. Because when we’re work-
ing with other cultures and engaging people of other cultures, that is a part of 
diversity.”118 Gina Haspel, who officially took charge of CIA in May 2018, also 
emphasized “efforts to recruit a more diverse workforce,” the Washington Post 
reports.119 The U.K.’s MI6 took the same steps.120 Diversity is encouraged insofar 
as it helps Langley and Vauxhall Cross achieve espionage victories, not because it 
is inherently good or valuable.

John Brennan illustrates the finessing of corporate media. In early 2018, he 
joined MSNBC as a paid contributor. Brennan is at MSNBC for a reason. Though 
MSNBC is pro-war in its content and production, progressive thought is able to 
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sneak through once in a while. Brennan’s appointment keeps such thought out of 
the center-left portion of corporate media vis-à-vis war and peace. Comparable 
career intel professionals (like former Deputy Director of CIA Mike Morrell as 
a CBS News national security contributor) handle other corporate media. Their 
carefully cultivated cachet prescribes the boundaries of acceptable thought when 
it comes to D.C.’s foreign policy. John Brennan occupies media like Paul Bremer 
occupied Iraq. (Both personify greed: Brennan as the former director of the 
Agency in charge of protecting and promoting U.S. capitalism, and Bremer as the 
corporate apotheosis—a Kissinger & Associates, Marsh & McLennan veteran—
privatizing Iraq’s public assets.121) Continuity is the name of the game.

Retired generals and admirals regularly contribute to corporate media. 
Without disclosing his existing ties to war corporations and think tanks, retired 
Air Force general T. Michael Moseley wrote in Defense News in April 2019 that 
the Air Force is woefully underequipped: “Now, nearly the entire Air Force de-
mands aircraft recapitalization, or entire missions will sunset for want of viable 
aircraft… The only way to address these concurrent shortfalls is to buy modern 
replacements in sufficient numbers as fast as possible.”122 He cited the typical 
bevy of threats—Iran, North Korea, Russia, and China. For all intents and pur-
poses, retired officers writing in corporate media without disclosing corporate ties 
continues the infamous TV analyst program in which the Pentagon hired retired 
military officers to advocate on behalf of military action in the Middle East.123

A handful of business interests owns media outlets in the United States.124 
Profit drives corporate media. U.S. corporate media (CNN, MSNBC, FoxNews, 
et al.) share the same business model: air what attracts the highest ratings in order 
to get more advertising revenue. Corporate media entertain and distract the mass-
es while reaping profit selling advertisement. Corporate media do not air news. 
They air info-tainment, designed not to inform or foster critical thinking about the 
world. Informing the public is not a priority. Maintaining the existing economic 
order is. To the extent that corporate media air any information at all, the informa-
tion reflects the opinions of the ruling class and the dogma of Corporate America. 
There is no room to firmly address domestic issues (e.g. unemployment, capitalist 
exploitation of the working class, poor public education, over-dependency on 
petroleum, the corrupt political party duopoly, government subsidies of harmful 
industries, GMOs and plastics in our food chain, war). Politically conditioning 
the U.S. public, corporate media never blame the D.C. regime for problems in 
the world. Aiming for high ratings and lucrative advertising revenue, corporate 
media self-censor and taper the spectrum of acceptable foreign policy debate. War 
corporations purchase advertisements on news shows to further confine the de-
bate. (Why do you think General Dynamics advertises on Sunday morning news 
shows? Because Joe Schmoe watching at home might purchase a Virginia-class 
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submarine, an Abrams tank, or a Stryker fighting vehicle? Or because General 
Dynamics wants corporate media to never question the root causes of nonstop 
war?125) Corporate pundits and newscasters do not speak out against advertisers. 
This business model restricts freedom of speech.126 Pro-war is as pro-war does. 
The Smith-Mundt Modernization Act of 2012 allowed even greater government 
propaganda on U.S. corporate media. In addition to promoting wars, corporate 
media help protect individuals who sell the wars.127 Drawing funding from the 
wealthy donor class and large corporate interests, National Public Radio is simi-
larly confined. NPR’s new CEO as of September 2019 is John Lansing, a political 
operator who recently led U.S. propaganda at the U.S. Agency for Global Media. 

Private equity dominates other media through which people learn about war. 
Sightline Media Group’s products include most of the major military-focused 
periodicals: Air Force Times, Army Times, C4ISRNET, Defense News, Federal 
Times, Marine Corps Times, and Navy Times. Regent Equity Partners owns 
Sightline Media Group. Private equity prioritizes profit. And when war is profit, 
earnest questions are sacrilege.

The official social media accounts of the U.S. Armed Forces market and 
promote corporate weaponry. On 24 May 2019, the U.S. Air Force tweeted in cel-
ebration of the MQ-9 drone reaching four million flying hours (with no mention 
of the manufacturer, General Atomics). On 23 May 2019, the U.S. Army tweeted 
in praise of a pint-sized drone called the Black Hornet (with no mention of the 
manufacturer, FLIR). Tweets like these happen all the time. Lauding industry 
goods and services without mentioning industry is sly at best, and devious at 
worst, especially considering how corporate personnel, not uniformed personnel, 
are reported to run the Armed Forces’ Twitter accounts for recruiting and PR pur-
poses. Sometimes tweets go too far, even by military standards. On New Year’s 
Eve 2018, U.S. Strategic Command (@USStratcom) tweeted, “#TimesSquare 
tradition rings in the #NewYear by dropping the big ball...if ever needed, we are 
#ready to drop something much, much bigger.” A video of a [Northrop Grumman] 
B-2 bomber dropping ordnance accompanied the tweet. As nuclear expert, Joe 
Cirincione, remarked, “At first, I did not believe this could be real. But it is. It 
is an industry ad doubling as a sick, bragging joke by our Strategic Command. 
Disgraceful.”128

The Pentagon runs its own media empire. The Assistant to the Secretary of 
War for Public Affairs is responsible for most Department media. The Defense 
Media Activity (DMA) produces multimedia content “to inform, educate, and en-
tertain” U.S. military audiences worldwide.129 One can claim that DMA contributes 
to the propagandizing of the troops, though in today’s interconnected world DMA 
content is available online for all to consume. The American Forces Press Service 
is a news organization operating under DMA. The Defense Video & Imagery 
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Distribution System (DVIDS) is another way DMA distributes content. DVIDS 
liaises with non-government media to show the U.S. military’s friendly face. 
Some of DVIDS’ finer pieces about the U.S. military in Africa include “Cake boss 
contributes to quality-of-life in Djibouti” and “Camp Lemonnier hosts Djiboutian 
Bazaar.”130 A subtle DVIDS outlet is the Joint Hometown News Service, based in 
Fort Meade, Maryland. It works to get pro-military stories in newspapers across 
the country.131 DMA and DVIDS are highly dependent on corporations.

Corporate media and Hollywood popularize pro-war aims. Tapping into 
today’s saturated, media-savvy consumer requires a robust, cooperative effort, 
replete with celebrity, humor, and flattery. Seth Meyers, host of NBC’s Late 
Night, was happy to produce a skit inside the Pentagon.132 Meyers sets the stage 
by framing those in uniform as “our nation’s armed forces,” when in reality they 
are the war industry’s military workers whose task is to keep the oil flowing, take 
out regional competitors of Israel, and fight for corporate interests. Members of 
the U.S. military are anything but “our” nation’s armed forces. Meyers effectively 
portrays the Secretary of War, a position occupied at the time by Ashton Carter, 
as an avuncular soul. Carter performs well. He switches fluidly between grinning 
buffoon and goodhearted protector. Carter spent most of his life in service of the 
MIC, using his formidable brainpower for military-academic research and policy 
analysis. There is no mention of corporate profiteers, let alone environmental 
destruction, dead civilians, dead U.S. troops and mercenaries, the co-opting of 
Silicon Valley, support for dictatorships, or promotion of neoliberal policy. Jokes 
abound. They’re well placed, obviating any criticism of Pentagon policy. Meyers 
turns serious topics (invading sovereign nations and weak nuclear security) into 
wisecracks. Meyers frequently reminds the viewer that the Pentagon is home to 
284 bathrooms, but omits the fact that extra bathrooms were included in the build-
ing’s original design in order to comply with racist segregation laws. 

Meyers remarks, “One of the great things about the Pentagon are all the 
interesting items they have on display.” He then shows trophy cases including 
the personal property of Saddam Hussein, whose country the Pentagon and 
war industry destroyed. Any reference to the actual realities of what took place 
“over there” is absent here: no images of the corpses of Iraqis whose deaths were 
“collateral damage”; no splintered shells of U.S. ordnance launched from drones 
against populations throughout the Middle East and Africa; no samples of the 
poisoned soil and water from towns the war industry polluted in the U.S. and 
overseas; no flag-draped coffins of U.S. troops who died overseas, images of 
which the Pentagon conceals unless families of the deceased request an exemp-
tion; no pictures of the thousands of veterans who have taken their own lives after 
being used and discarded. After the comedy sketch, Secretary Carter appears live 
on the talk show for questions and answers. He admits that he wants to appeal to 
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the 18-24 age group. He calls the U.S. military the “finest fighting force the world 
has ever known,” yet the Pentagon hasn’t won a single war in their lifetime. Hats 
off to Carter and Meyers. Their deception worked, judging by the live audience’s 
reactions and the enthusiastic comment section below the video. The Pentagon 
and industry personnel dictated the terms, and the U.S. populace largely swal-
lowed them.

Hollywood cooperates fully with the push for war. If, for example, you are a 
producer wanting to make a movie involving military or paramilitary operations, 
you’re going to want assistance from the Pentagon or CIA in acquiring matériel. 
This realism is an important part of producing a convincing film. The Pentagon 
and CIA are happy to help, but at a price: they must approve your movie’s script. 
If the script questions the accepted benevolence of U.S. foreign policy, the movie 
won’t receive support from the Pentagon or industry. It will be sunk before it starts. 
Dedicated offices in Arlington and McLean liaise with Hollywood.133 Today, this 
occurs in films ranging from the latest comic book blockbuster to the acclaimed 
1960s historical drama. In general, Hollywood has demonized, slandered, and 
stereotyped Middle Easterners for decades,134 priming the U.S. public to already 
loathe them by the time 9.11 rolled around. Even when Hollywood films don’t 
demonize enemies, the war industry can find a way to benefit. In 2017, a Boston-
area high school screened the film Hidden Figures, which chronicles pioneering 
female engineers of color. Raytheon personnel were there to guide the event and 
plant the seeds for future recruitment.135

Collectively, think tanks guide the discourse inside the Beltway. Think tanks 
promote views advantageous to their funders. They are designed with one pur-
pose: issuing information that endorses and advances the ideological viewpoints 
and profits of their benefactors. They have abandoned any pretense of objective 
scholarship and become PACs. Big Oil leads the way. Big Oil, coincidentally a 
major war industry ally, funds think tanks. We, supposedly Homo sapiens, are 
facing a do-or-die climate situation,136 yet since policymakers in D.C. rely on 
research funded by the fossil fuel industry,137 Capitol Hill does not take the nec-
essary measures.

Think tanks promote industry products. Boeing makes Joint Direct Attack 
Munitions (JDAM) kits that use GPS to guide bombs on or near a target. So 
Boeing funds a think tank, whose chief operating officer then writes a fawning 
piece in Forbes about how delightful, inexpensive, and revolutionary JDAMs 
are.138 That’s your average Wednesday.

Overall, U.S. war corporations fund major D.C. think tanks to invent, hype, 
and promote new threats and new rationalizations for why the United States must 
continue fighting war.139 D.C’s legal system doesn’t require think tanks to publicly 
disclose their donors.140 In this environment you get report after report about Iran’s 
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“malign activities,” China’s “destabilizing influence,” Russian “aggression,” and 
the Arabs’ “terrorism.” Corporate media amplify this disinformation. 

Pick three prominent think tanks. Look up their leadership and senior per-
sonnel. You’ll find war corporations all over the place, like a family of T-Rex 
stomping down K Street. Consider CSIS, the Brookings Institution, and the 
Heritage Foundation. All accept war industry funding. Leadership comes from 
big business (including Big Oil and the war industry), Wall Street, and corporate 
media. Prominent personalities on CSIS’ board include a former Boeing CEO, 
a chairperson of the Bechtel Group (which helps run the U.S. Navy’s nuclear 
propulsion program and builds war infrastructure), and a former Secretary of War. 
Prominent personalities on Brookings’ board include David Rubenstein, co-leader 
of The Carlyle Group; academics from Georgetown and Harvard; and investment 
tycoon Haim Saban (“I’m a one-issue guy, and my issue is Israel,” as stated in The 
New Yorker, 10 May 2010). The President of Brookings is John Allen, a retired 
general who led U.S. Forces in Afghanistan and never pushed back against MIC 
prescriptions of “progress” and “increasing stability” during his time in govern-
ment. Heritage is great at spreading fear. Starting off every fiscal year, Heritage 
issues its Index of U.S. Military Strength. In 2019, it warned that the U.S. military 
would struggle fighting two major conflicts at the same time. The report called for a 
400-ship Navy, a 1,200 fighter/attack aircraft Air Force, a 50-brigade combat team 
Army, and a 36 battalion Marine Corp—a lot of platforms and vessels. The report, 
which also highlighted an array of threats (Middle East Terrorism, North Korea, 
Russia, Af-Pak Terrorism, China, Iran—you know the drill) benefits industry first 
and foremost. MIC leaders point to such purportedly authoritative reports to push 
for more funding, a greater expanse of military operations, and increased use of 
the military as the preferred tool even for diplomatic or humanitarian issues.141

No need for a congressperson to check out the Congressional Budget Office 
reports when a think tank (that takes money from the same war corporations 
your campaign takes money from) will promptly provide a silky-smooth, pro-
war validation. Many think tanks even draft legislation for congresspeople who 
receive campaign funding from the war industry. Professor Rodrigue Tremblay 
educates us about an additional purpose of think tanks: they “serve as incubators 
for government departments, supplying them with already trained personnel and 
providing employment for public officials who are out of office.” The same re-
volving door that exists between the War Department and war corporations takes 
place between think tanks and federal agencies and departments.142

A Pentagon has five sides. Well, so does the war industry’s strategy to in-
fluence government. This strategy pulls military retirees into war corporations, 
places industry executives in the Pentagon, bribes officials through campaign 
finance, lobbies creatively, and manipulates the narrative. The U.S. war industry 
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exerts this influence in a society that is already molded by decades of corporate 
propaganda. We live in an era of mass consumption, and we’ve been conditioned 
to turn to corporate commodities to meet all of our needs. This suits industry ex-
ecutives, salespeople, and personnel well. The war industry’s influence kills U.S. 
democracy, and even people’s capacity for independent thought. A dumbed-down, 
compliant population is how the war industry thrives.
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CT; Minneapolis, MN; Moorpark, CA; Mosheim, TN; Ogden, UT; Pacoima, CA; Rocket Center, 
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Financials and Legalese

To win a war one must go to great lengths to analyze, crack, and understand 
enemy communications. For the American people, winning means ending the 
wars and demilitarizing the U.S. economy. Familiarizing oneself with the war 
industry’s language is a crucial first step. War corporations spew forth a hurri-
cane of verbiage and wordplay. Regardless of their capability or effectiveness, 
goods and services can be marketed by words that pack a punch: descriptors like 
“agile,” “best of breed,” and “full-spectrum.” Nouns like breadboard, ecosystem, 
and total package approach. Nouns and adjectives are hyped by turning them 
into verbs: definitize, operationalize, productionize, ruggedize. Proven execution 
and “embedded knowledge” are applied to the ho-hum. Interagency is applied to 
the parochial, kinetic applied to the stagnant. Military officers ape industry’s lan-
guage with alacrity. Everything from statements of commander intent to formal 
contracts sound more like interns jockeying for intellectual superiority around a 
water cooler than the grind of a functioning organization. We’ll term such jargon 
by a similarly kineticized label: pentagonese. Now that you’re introduced to the 
jargon, you can study the way the War Department conducts business. This busi-
ness favors industry.

CONTRACT TYPES 

Cost-plus and fixed-price are two common contract types.
Cost-plus means the U.S. government assumes the financial burden for a 

good or service; the war corporations shoulder no risk. The government pays the 
corporation for all costs incurred. Industry and Pentagon officials tend to claim 
that cost-plus contracts are awarded mostly for research and development. They 
argue that this is acceptable because it’s very difficult to estimate the total finan-
cial resources a corporation needs in order to study, design, test, and evaluate a 
product. It would be silly, officials claim, for a corporation to enter into a fixed-
price contract when developing a new product, because the corporation would 
have to pay for cost overruns. This is a moot claim, because the Pentagon issues 
cost-plus contracts for work on all manner of goods and services, not just R&D.1 
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A fixed-price contract ought to function just like it sounds: The corpora-
tion receives a fixed amount of money, regardless of how much time it spends 
or effort it exerts.2 In practice, there is much variety within fixed-price contracts. 
A fixed-price contract, which government claims is economical, can be packed 
with moneymaking incentives and stipulations. Moreover, war corporations often 
inflate their up-front fees in order to cover any unforeseen costs in a fixed-price 
contract, ensuring sizeable profit. All war corporations do this, so there is tacit, 
uniform acceptance of this practice among those in the know in the Pentagon.3 
Cost-plus and fixed-price contracts can both be noncompetitive—that is, awarded 
without open, free, and fair competition among corporations.

In an indefinite-delivery/indefinite-quantity (IDIQ) contract, a war corpora-
tion sells a lot of goods and services within a timeframe set by the Pentagon. These 
goods and services are usually issued through “task orders” during the timeframe. 
(The Pentagon sets a minimum quantity, which the war corporation fills. Then, 
within the timeframe, the Pentagon can place orders beyond the established min-
imum.) Industry officials assert IDIQ contracts benefit the Pentagon because the 
U.S. Armed Forces get the products they need (even when the Pentagon cannot 
initially determine the precise amounts required); IDIQ, officials argue, allows the 
corporation to be there when the Pentagon needs it. Various arrangements of IDIQ 
contracts occur,4 and can contain cost-plus and/or fixed-fee. Military and industry 
officials assure us that IDIQ contracts help streamline the contracting process. 
Officials claim that IDIQ contracts are efficient, yet the numbers do not support 
this. I tallied over $18 billion allocated towards IDIQ contracts during December 
2018 alone.5 Such billions contradict claims of efficiency. Officials also claim 
IDIQ contracts are mostly used for services that require on-demand (“on-call”) 
work, like random construction projects that might crop up on base. In practice, 
IDIQ contracts are issued broadly.6 IDIQ contracts, like all others, favor spending 
over fiscal responsibility, industry over discipline.

Ultimately, the type of contract is insignificant. Corporate contract negotia-
tors are typically more adept than their War Department counterparts. Moreover, 
regardless of the contract the War Department issues to a corporation, the un-
derlying profit motive inherent to the entire war industry remains footloose and 
dominant. The underlying profiteering, to which we draw attention throughout 
this book, must be addressed if any real change or progress is to be made. 

MULTIFARIOUS FUNDING / INCESSANT PURCHASING

Funds used to pay for industry goods and services are raised from U.S. 
taxpayers or from newly issued government debt. The Pentagon has dozens of 
funding buckets to use when paying for industry goods and services. These funds, 
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supported by the government’s own statutory documentation, allow incessant 
purchase from industry.

On many occasions, the funds match the type of industry project. For ex-
ample, the Department of War has used “joint improvised explosive device defeat 
funds” to purchase technology to disable improvised explosive devices (IED), 
used “air procurement funds” to acquire avionics for helicopter cockpits, and used 
“military construction funds” when renovating barracks. The remarkably named 
“warstopper funds” is more or less used for its intended purpose: to assess risks 
to the industrial base and/or invest in “critical warfighter capabilities,” which can 
include essential safety items, items with limited shelf life, and items the demand 
of which might surge in wartime.7

However, frequently the funding type does not correspond to the good or 
service being purchased. 

Overseas Contingency Operations (OCO) funds are regularly abused. 
Originally designed for emergency post-9.11 expenditures, OCO funds now serve 
as a catch-all to enable the purchase of a wide variety of war goods and services.8 
Corporate media, to the extent that they mention war, parrot the MIC claim that 
OCO funds are used for “extraordinary costs.” OCO funds have become all-pur-
pose monies, a flexible funding source satisfying corporate greed.

Operations & Maintenance (O&M) funds are also used to purchase many 
different goods and services. Sometimes the War Department uses O&M funds 
to purchase pertinent—that is, for operations or maintenance functions—goods 
and services. For example, the War Department has used O&M funds to pur-
chase water distribution and wastewater collection from a utility provider and 
to purchase BOSS.9 But O&M are also used when acquiring a variety of goods 
and services beyond operational, maintenance, or upkeep functions.10 O&M funds 
serve one overriding purpose: supporting projects that perpetuate war and military 
infrastructure (at a time when peaceful, sustainable infrastructure is in the best 
interest of humans and planet).

Different types of funds engage foreign governments in U.S. industry 
production to arm and equip allied forces. Armament cooperation project funds 
have the effect of promoting standardization of industry products between the 
War Department and allied governments, thereby ensuring that purchasing, 
maintenance and tertiary development of U.S. products is locked in. The War 
Department uses its allies to share the burden of developing the products. 
Building partnership capacity funds get industry goods and services, including 
military training, into the hands of allied or allied-for-the-moment militaries. The 
Pentagon often invokes counter narcotics or counterterrorism when soliciting for 
and using BPC funds. Afghan security forces funds technically fall within the 
overall BPC program, though Afghan security forces funds have been allocated 
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more frequently in public contracts than general BPC funds. Counterterrorism 
partnership funds, distinct from BPC, are to be used to build the capacity of a 
foreign military, national police, or border police to conduct what the Pentagon 
broadly deems “counterterrorism operations.” These funds have been used in re-
cent years to purchase surveillance aircraft (19 Sept 2014 for Kenya, Mauritania, 
and Niger; 28 Sept 2015 for Jordan; 21 Sept 2016 for Cameroon, Chad, and the 
Philippines) and boats for Naval Special Warfare (2 June 2017). National Defense 
Authorization Act Section 2282 funds have supplemented the Pentagon’s authority 
to build up foreign forces. NDAA Section 2282 funds were used on 9 May 2016 
and 21 September 2016, for example—neither contract acquired in free and open 
competition—when equipping and distributing surveillance aircraft to allied forc-
es in Africa (Chad, Cameroon, and Niger) and Asia (the Philippines). Lastly, un-
der 22 U.S. Code 2795, special defense acquisition funds (SDAFs) help purchase 
goods and services for allied governments and organizations. In recent years, 
SDAFs have been spent on kits that convert rockets to laser-guided weapons, 
kits that convert bombs to laser-guided weapons, torpedo parts, bomb fuses, and 
encrypted communications. SDAFs are supposed to focus on the War on Drugs. 
It is unclear how torpedo technology aids the War on Drugs. All of the aforemen-
tioned funds arm allied forces with goods and services from U.S. industry. Subject 
to congressional whims, these funding authorities could be shuffled or repealed.

What other types of funding exist? Below is a random selection of funds that 
the Pentagon has used recently. The most obscure funds come with an explanation.

• aircraft procurement funds
• ammunition procurement funds
• base realignment and closure funds 
• consolidated sustainment activity group funds—focus on maintaining 

and supplying spare parts
• cooperative threat reduction funds11

• defense health program funds
• defense working capital funds 
• family housing operation and maintenance funds 
• major range & test facility base funds 
• military construction funds
• National Guard and Reserve equipment appropriation funds
• non-U.S. Department of Defense participant funds—sustain foreign 

participation in the F-35 program
• Office of Secretary of Defense funds
• omnibus funds 
• other customer funds
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• other procurement funds 
• Pentagon Reservation maintenance revolving funds
• psychological health / traumatic brain injury funds 
• research, development, test and evaluation (RDT&E) funds12

• shipbuilding and conversion funds
• space procurement funds
• spectrum relocation special funds
• transportation working capital funds (TWCF)13

• weapons activities primary funds14

• wounded, Ill, & Injured funds15

The Pentagon can access funds from both the past and the future in order to 
pay for goods and services.16 

Sometimes funds expire. Sometimes they don’t.17 
Pentagon funding supports industry satisfaction. On 24 July 2014, the 

War Department used a Miscellaneous Obligation Reimbursement Document 
(MORD) in support of operations & maintenance funds. A MORD “is a temporary 
obligating document or, in rare cases, a document in lieu of an actual obligating 
document. It is used to temporarily record known obligations or reimbursements 
when the required documents to support the… transactions are not immediately 
available.”18 Don’t have your paperwork in order? No problem. Keep the money 
flowing by filling out a MORD, and you’re good to go!

In a healthy society, the Department of War would not be able to access 
funds that lie outside its purview. However, since war is profit and we live in a 
militarized society of pliable laws under the enormous sway of martial authority, 
the Department of War has access to funds of other departments and agencies. 
NASA funding, for example, can abet Pentagon procurement.19 On 6 November 
2017, the Pentagon used Department of Homeland Security civil works appropri-
ations funds to build a canine facility in Laurel, Maryland, a municipality home to 
many industry players. On 29 March 2018, the Pentagon used State Department 
economic support funds to repair a dam in Iraq. The Pentagon regularly taps into 
Federal Emergency Management Agency (FEMA) funds. On 29 March 2016, 
FEMA funds paid a corporation to furnish instructors and subject matter experts20 
and to develop courses at the Naval Postgraduate School in Monterey, California. 
No reason was given as to how this project has anything to do with FEMA’s 
mission.21 The Pentagon does not stay in its own funding lane.

The government has a long-standing policy requiring units of all sizes (e.g. 
squadron, group, wing in the Air Force) to spend their budgets by the end of the 
fiscal year. If units spend all of their money, they are typically allocated the same 
amount of money or more in the next budget appropriation. However, if they 
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economize, find savings, or do more with less, they likely get their budget cut in 
the next appropriation. Going by different nicknames over the years, this policy 
does not incentivize fiscal responsibility in the U.S. Armed Forces.

WEASLING THE CONTRACTS

Think of the Federal Acquisition Regulation (FAR) as a rulebook that sets 
out the parameters by which the U.S. government can purchase goods and ser-
vices. In practice, military and industry can use U.S. legal code and the FAR to 
keep contracts noncompetitive.

FAR subpart 6.302 codifies when the Pentagon can award a contract without 
full, open competition. FAR 6.302-1 indicates “full-and-open competition need 
not be provided for when the contractor is the sole responsible source that is 
able to satisfy agency requirements.” Exemplary is a 30 May 2018 contract with 
General Dynamics’ shipyard, issued noncompetitively in accordance with FAR 
6.302-1: The “requirements may be deemed to be available only from the original 
source in the case of follow-on contracts for the continued provision of highly 
specialized requirements when it is likely that award to any other source would 
result in unacceptable delays in fulfilling the agency’s requirement.”

By far, the most common way to weasel—to issue contracts without full, 
open competition, that is—is to cite the combination of 10 U.S. Code 2304(c)(1) 
and FAR 6.302-1. Together, these two say there is “only one responsible source” 
and “no other supplies or services will satisfy” the requirements set forth by in-
dustry and the War Department. Therefore, according to this validation, the good 
or service must be acquired without competitive bidding. 2304(c)(1) and FAR 
6.302-1 are used monthly on dozens of industry products. When contracts are 
issued without competition, this gives corporate pricing free rein, as there is no 
assurance that pricing has not been inflated.

Sometimes other excuses supplement U.S.C. 2304 and FAR 6.302-1, al-
together hiding important details from the public.22 There are times when 2304 
and FAR 6.302-1 are used in ways recognizable as situations in which “only one 
responsible source” is genuinely needed and no other supplies or services could 
get the job done. 2304 and 6.302-1 are applied to all sorts of industry products, 
which could be supplied by more than one war corporation,23 but the Pentagon 
doesn’t try earnestly to make that happen. If the Pentagon actually wanted to, 
it could open up contracts to full and fair competition, which could drive down 
prices and save money.

Other parts of FAR 6.302 incite noncompetitive contracts.
FAR 6.302-2 allows for the contracting activity to cite “unusual and compel-

ling urgency” to obtain a corporate good or service without competitive bidding. 
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The urgency and application of FAR 6.302-2 are flexible. In January 2017 a tor-
nado blew through Marine Corps Logistics Base Albany, Georgia. On 27 March 
2017, three months after the natural disaster, the War Department issued a non-
competitive contract using 6.302-2 “due to the unusual and compelling nature of 
the requirement stemming from the tornado damage MCLB Albany experienced.”

FAR 6.302-3 is nominally used to maintain or boost industrial or research 
& development services within the U.S. war industry. Uses of FAR 6.302-3 span 
the gamut of goods and services, including R&D at Johns Hopkins University and 
Virginia Tech; geospatial predictive modeling; and costly ships packed with war 
industry goods.24

FAR 6.302-4 can be used to avoid competitive bidding when selling to for-
eign governments.25 10 U.S. Code 2304(c)(4) often supports such noncompetitive 
contracting processes with foreign governments. Since the cost for same is to be 
paid by those governments rather than the U.S., why not inflate—and obviate 
any transparency as to competitive costs?26 The Department of War echoes and 
tweaks many Federal Acquisition Regulation stipulations in the Defense Federal 
Acquisition Regulation Supplement (DFARS). For example, DFARS 206.302-4 
describes the rules governing the War Department’s international agreements: 
Citing 10 U.S.C. 2304, “the justifications and approvals described in FAR 6.303 
and 6.304 are not required if the head of the contracting activity prepares a docu-
ment that describes the terms of an agreement or treaty or the written directions, 
such as a Letter of Offer and Acceptance, that have the effect of requiring the use 
of other than competitive procedures for the acquisition.” It’s that simple. Write 
it out and it be so.

FAR 6.302-5 can be seen as a catchall—a because we say so category. It 
allows for noncompetitive contracting when “a statute expressly authorizes that 
the acquisition be made from a specified source” or when the contracting activity 
needs a brand-name commercial item being resold.

The final two gems within this part of the Federal Acquisition Regulation 
are 6.302-6 and 6.302-7, which provide noncompetitive contracting when con-
tracting officials write the magic words “national security” and “public interest,” 
respectively.27

Sometimes multiple Federal Acquisition Regulations are used when justify-
ing a single contract. On 27 September 2018, Syracuse Research Corp., a major 
not-for-profit research and development corporation, sold lightweight count-
er-mortar radar (LCMR) systems worth millions of dollars to the Department 
of War and unnamed foreign governments. When running properly, LCMR can 
determine the direction of incoming enemy fire and alert U.S. ground forces so 
they can return fire. The September contract was bid on without open compe-
tition. The Department of War justified this decision by invoking FAR 6.302-1 
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(only one responsible source, and no other supplies/services will satisfy the War 
Department’s requirements), 6.302-4 (international agreement), and 6.302-6 (“na-
tional security”).

Finally, you can get noncompetitive bidding or opaque contracting process-
es as long as you have a “unique and innovative concept,”28 are working on a 
prototype,29 or are a small business working on an R&D project of some use to the 
War Department. Contract types, funding types, and legalese favor industry. With 
these assets and mighty influence in D.C. (refer back to Chapter Two), corpora-
tions are able to rule the contracting process with the War Department. 

War corporations use standard, industrywide contracting schemes. The first 
scheme is to underestimate the cost when pitching a product. Expenses accumu-
late, and the finished product costs way more than initially estimated. Corporations 
underestimate cost and overestimate performance as a matter of routine. The sec-
ond scheme involves incorporating regular upgrades of software and hardware 
into the contract. That way, the war corporation remains involved indefinitely. 
Technicians service, maintain, and upgrade the product, all at great, corporate-de-
termined expense. The third scheme is pushing for noncompetitive contracts. 
When the Pentagon solicits proposals using an open, competitive bidding process, 
corporations are competing to deliver decent services at the cheapest price. Many 
major contracts that are awarded through nominally open and free competition are 
not actually open or free; only a handful of corporations have the technology and 
the financial clout to place an honest bid. The fourth scheme is piling additional 
modifications onto a supposedly straightforward contract. Years into a contract 
with a war corporation, a lone Pentagon official might step back and marvel at 
how the provision of a simple good has metastasized into a ballooning multiyear 
project that incorporates disparate services and a variety of funding sources. The 
fifth and final scheme is the sale of consumables. Many products produced by 
war corporations ought to be repaired but are pushed as consumables instead. 
In other words: use it, discard it, and then buy a new product, instead of using 
the product and repairing it. In parallel, corporations require many goods sold 
as reparables to be returned to the corporation within a finite time for scheduled 
repair, regardless of whether the good actually needs to be repaired at that point. 
These collective schemes produce contract after contract caring for industry, not 
necessarily meeting military needs.

INCULPATING SMALL BUSINESS

Federal departments are encouraged to allocate nearly one quarter of their 
procurement funds to small businesses. The War Department dishes out more 
money to small businesses than any other government department or agency.30 
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The Department and corporations cite 10 U.S.C. 2304(c)(5), 15 U.S.C. 638, and 
FAR 6.302-5 in noncompetitive small business contracting. All sides of the MIC 
are bound symbiotically in the small business game: The Pentagon fast-tracks 
contracts and militarizes greater portions of the economy, industry gets noncom-
petitive contracts, and Congress spouts “jobs” rhetoric.

But small businesses are often not small. Small businesses can be quite big, 
including corporations with over $100 million in War Department deals or cor-
porations with hundreds of employees.31 Corporations have been known to hold 
on to Small Business classification even after they became larger than “small.” 
Furthermore, a large corporation can use a smaller subsidiary to enable contract-
ing as a small business, even though the parent company is a behemoth.32 There 
are many categories of small businesses.33

The War Department and industry have called contracts “competitive” even 
though the contracts are small business set-asides—not fully open and fair compe-
tition. For example, a contract can be “competitively procured using full and open 
competition, after exclusion of sources in accordance with 10 U.S. Code 2304(b)
(2). Set-asides for Small Business Concerns (FAR 6.203).” In other words, it is 
competitive within noncompetitive environs.

The War Department helps to grow small businesses of war. Large corpo-
rations can sign up for the Pentagon’s Mentor Protégé Program through which 
they help small businesses financially and technically meet War Department 
goals. The small business gains valued guidance and experience, and the large 
corporation gains a partner for future teamwork and potential merger or acquisi-
tion. The Pentagon’s Small Business Technology Transfer Program is the same, 
except it sees small businesses team up with universities, colleges, and research 
institutes to pursue military goals. The end result is more technology in the War 
Department’s hands, or, in industry terms, “moving research to the marketplace.”

Many categories of small business that facilitate noncompetitive bidding 
seem to exist for altruistic purposes as a means of affording government support—
but inescapably their provisioning through the war industry leads to their possible 
cooptation and to expansion of the war industry’s domestic footprint. One such 
category is the “disabled, veteran-owned small business.” This category allows 
small businesses to get noncompetitive contracts on the merits that the owner 
of the business is a veteran and disabled. Veteran is anyone who has, for one 
reason or another—mostly economic or nationalist—“served” in uniform. Some 
veterans now bask in the glory that veteran-worship provides. Other veterans are 
appalled by war and the militarization of society. Disabled can be misleading. I 
injured my back working out in college. I re-injured it twice more when working 
out in the military. It was not disabling. It caused me a lot of pain, and then, with 
stretching and heat, the pain would gradually subside. When I was processing out 
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of the military (“out-processing”), I was encouraged to apply for disability due 
to this injury. I was informed that it is customary to apply for disability benefits 
higher than what you think you deserve; it’s up to the government bureaucracy to 
give you what it thinks you deserve. So, for example, if you believe you’re only 
30% disabled, you’re encouraged to apply for higher—say, 60% disabled. Then, 
the military bureaucracy might give you 30%, 40%, or even more in disability 
compensation, benefitting you but screwing the taxpayer. I was appalled. “I’m not 
disabled,” I said as the military official encouraged me to take twenty to fifty per-
cent disabled. I did not apply for disability, though many others in the room did, 
after which they played a competitive game of basketball. I’ve talked with people 
who have out-processed different branches of the U.S. Armed Forces, and as far 
as we can tell the practice is rife across the military. Given the pliable misuse of 
the disabled designation, it is certain that some of the hundreds and hundreds of 
small businesses, which have received military funding, are abusing their status 
as “disabled, veteran-owned.” 

Both the War Department and war corporations boast of helping small busi-
nesses. All branches of the U.S. Armed Forces actively court small businesses. 
Each branch runs an Office of Small Business Programs. Smaller units of organi-
zation within the military have similar offices. Space & Naval Warfare Systems 
Center Pacific, for example, has an Office of Small Business Programs. For a 
taste of industry courtship of small business, look no further than A, B, C, and D: 
AAR, Boeing, CACI, and DynCorp. AAR worked with the Salem Baptist Church 
to fund minority-owned small businesses. Boeing received War Department hon-
ors for mentoring small businesses to join the ranks of the war industry. CACI 
established a Small Business Advocacy Office to achieve the same ends. And the 
State Department gave DynCorp an award for doing a good job signing up small 
businesses as subcontractors.34 

Awarding numerous contracts annually to small businesses further militariz-
es the economy while shunning competitive bidding, trapping the country in the 
costly spiral of endless preparation and prosecution of war.

SEDUCING NATIVE AMERICANS

Military force was one of the tools D.C. and colonists used to rid North 
America of Natives. The military uses Native American tribal names when 
nicknaming its weaponry.35 The U.S. Army does obtain permission from tribal 
authorities. Some of these authorities have thrown in the towel and embraced 
capitalism. The Pentagon targets Native American communities with recruiters; 
Native Americans enlist in the U.S. military at very high rates36 due to a com-
bination of factors—lack of job prospects, mass unemployment, and systemic 
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marginalization of youth. U.S. federal intelligence agencies and corporations 
have violently, systematically stifled and dismantled Native-led protests against 
fossil fuel infrastructure being built on Native American land.37 The war machine 
continues to harm Natives.

567 federally recognized tribes exist in what is now known as the United 
States. They follow diverse practices and economic projects. Many tribes have be-
come part of the U.S. war industry. Willing capitalists within Native communities 
contract with the War Department. One should not shame tribes for acceding to 
the War Department’s might; Native Americans have been brutalized and margin-
alized for centuries, and now suffer this fully compounded history in addition to 
living under the capitalist boot. Native corporations sell a variety of goods and 
services to the War Department, including aircraft and land vehicle maintenance, 
research and development assistance, contracting support, information technol-
ogy, medical services, role players for military training, construction, pollution 
cleanup, supply chain support, and warehousing and distribution.38

Native corporations that are Section 8(a)—small businesses—can contract 
with the U.S. government without limit on the dollar amount of a sole-source 
contract (noncompetitive bidding). Tribal Governments, Native Hawaiian 
Organizations, and Alaskan Native Corporations39 use profits from Section 8(a) 
contracting with the federal government to care for their respective communi-
ties.40 Tikigaq, Chenega, and Chugach are the Pentagon’s go-to Alaskan Native 
Corporations, while Cherokee is a favorite within the lower 48.

8(a) small businesses are supposed to have a relatively nominal net worth, 
but that stipulation is not strictly enforced; some 8(a) Native corporations have 
high net worth. Native corporations contracting with the Pentagon receive good 
profit margins because of the noncompetitive bidding process and because they 
can subcontract to other firms on the cheap, as is customary in capitalist circles. 
The tribes receive funding from the profits generated by selling services to the 
U.S. Armed Forces but don’t have to be the ones actually providing the services, 
especially in specialized fields. Some 8(a) Native corporations hire a plurality 
or majority of non-Native employees for a given job. For example, on 25 July 
2018, Chenega’s offices in Lorton, Virginia, sold English instruction services to 
the Saudi military. Those who carried out the actual English language training 
to military forces in Dhahran, Saudi Arabia, were regular contractors looking to 
make a pretty penny, not specifically Natives, according to someone familiar with 
the program.

This has been a brief summary of the Native American contribution to the 
war industry. Why dive into this uncomfortable subject? It not only shines light 
on some of the Pentagon’s operations, but it also shows how all sections of the 
U.S. population can be coerced or dragged into cooperation with D.C.’s policy of 
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nonstop war, even those who’ve historically been the victims of such violence. 
The fact that today some Native tribal structures are part of the MIC is a wake-up 
call. Oppose war now, or you too will be working for imperial aims sooner or 
later.

THE (FAILED) AUDIT

The Defense Finance & Accounting Service is the Department of War’s 
primary financial management arm. DFAS’ operations show us how little the 
Pentagon cares for financial responsibility and transparency.

A 2013 Reuters investigation concluded that DFAS implements monthly 
“unsubstantiated change actions”—illegal, inaccurate “plugs”—that forcibly 
make War’s books match Treasury’s books: 

Fudging the accounts with false entries is standard operating 
procedure… Reuters has found that the Pentagon is largely incapable 
of keeping track of its vast stores of weapons, ammunition and other 
supplies; thus it continues to spend money on new supplies it doesn’t 
need and on storing others long out of date. It has amassed a backlog 
of more than half a trillion dollars… [H]ow much of that money paid 
for actual goods and services delivered isn’t known.41

DFAS cooks the books. The Pentagon’s high-ranking officers and civilian 
leaders are complicit.42 

This unconstitutional con has an added bonus: Because the public has no 
true idea of how much money the Pentagon is wasting, the Pentagon is able to 
ask Congress every year for more and more money, in brutal contempt of military 
efficiency and necessity.

Do not expect the Treasury Department to take the War Department to task.43 
(Likewise, do not expect the Labor Department to exert any morality on matters 
of war and peace.44)

U.S. Congress passed the Chief Financial Officers Act in 1990. This Act 
directed all federal departments and agencies to submit to annual audits. The 
Pentagon has ignored this law year after year. Under Secretary Leon Panetta, a 
politician with outstanding public relations skills, the War Department agreed to 
undergo an audit. The audit was designed from the start so the Pentagon could 
pretend to get its great financial con in order.

The audit itself cost a lot. Why so costly? Corporate America saw the 
audit as yet another opportunity to sell goods and services. Billions had been 
spent on financial services before the audit even got up and running.45 Corporate 
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accounting firms then conducted the audit, with some guidance from officialdom, 
particularly DFAS. Financial firms—primarily the Big Four auditors (Deloitte & 
Touche, Ernst & Young, KPMG, PwC)—ruled the fiscal landscape from 2015 
through fiscal year 2018. 

Deloitte & Touche LLP regularly sold reconciliation and financial support 
services to DFAS.46 Even just days before the audit was due, Deloitte sold audit 
services for the Defense Security Cooperation Agency (DSCA) and other War 
agencies. DSCA helps sell industry products to foreign governments and sponsors 
U.S. military relationships with foreign militaries. A nod to the incestuous nature 
of the war industry, Deloitte & Touche has also audited such war corporations as 
General Dynamics and Vectrus.

Ernst & Young LLP regularly sold to the War Department.47 Ernst & Young 
is also a lobbying firm for the U.S. war industry, including titans like AT&T. In 
general, Ernst & Young lobbies for industries it audits,48 and bestows awards upon 
corporations profiting from war.49 Such gluttonous, fevered conflicts of interest 
inherent to the Pentagon’s audit are vast.

KPMG LLP sold audit and financial management services across the War 
Department.50 KPMG also provides audit services to war corporations such as 
General Dynamics.51 KPMG officials (e.g. Michael Wood, a KPMG official who 
became a Raytheon executive) have moved on to war corporations. KPMG is also 
a major campaign contributor to the Democrats and Republicans. And the profits 
of war circle round. For what it’s worth, the Financial Reporting Council, a U.K. 
government watchdog, considers KPMG’s work to be poor.52

PricewaterhouseCoopers, known as PwC, sold audit services across the 
board—from U.S. War Department units still occupying Japan and South Korea, 
to the Defense Health Agency, to the Pentagon comptroller.53 PwC also lobbies 
for industry.54 As PwC was auditing the Pentagon, the war industry powerhouse 
Veritas Capital acquired PwC’s U.S. public sector business for an undisclosed 
price.55 Congress and the Pentagon didn’t even blink. Over the years, Veritas has 
acquired and dealt war corporations. For example, in the summer before the 9.11 
attacks, Veritas purchased pieces of Raytheon and another war corporation (and 
soon blended the two into a corporation that it turned around and sold to L356). 
Alion Science & Technology and Vencore are two current Veritas assets that regu-
larly sell goods and services to the War Department.57 A testament to the military 
focus of its investments, Veritas recently hired the former chief financial officer of 
Constellis,58 which is famous for its armed mercenary activities.

The Big Four auditors—Deloitte & Touche, Ernst & Young, KPMG, PwC—
operate out of offices in northeast Virginia and D.C. That is war industry territory.

Sometimes corporations were hired in groups to work on the audit.59

A wide variety of corporate interests dove into the audit.60
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Overall, roughly 1,200 auditors visited over 900 sites at 600 distinct loca-
tions, and covered about “$2.7 trillion in assets and $2.6 trillion in liabilities for 
fiscal year 2018.”61 Those figures give some understanding about the size of the 
beast, especially when one considers the fact that the auditors skipped most of the 
Department of War’s property. Pentagon comptroller David Norquist, who an-
nounced the results of the audit on 14 November 2018, claimed the audit covered 
all assets (tanks, aircraft, vehicles, ships, computers, bases, depots, etc.) that the 
Department of War owned. This was misleading. Far fewer than a million pieces 
of physical military inventory were actually counted. And instead of performing 
an independent, unbiased accounting, corporate auditors mostly set forth to con-
firm the Pentagon’s existing tallies and appraisals. 

This is worth repeating: Auditors didn’t review every asset. They didn’t 
even come close. They reviewed what they deemed were “statistically significant 
samples” in order to present decision-makers with a polished, generalized idea 
of the Pentagon’s possessions. And some of these samples were not statistically 
significant in the traditional, mathematical sense of the phrase. Most acreage was 
not covered. Many sites were not visited. Most matériel was not enumerated. 
Moreover, the audit did not tackle many funding types that pay for wars and 
corporate goods and services. It mostly tackled broad or generic funding sources, 
such as working capital funds and the U.S. Air Force general fund.

The Pentagon did not pass its audit.62 Five units got a clean slate, the equiv-
alent of a passing grade. All the rest failed.63 Failures included Grant Thornton’s 
audit of Special Operations Command’s ledgers.64 Some Pentagon officials tried 
to spin the audit by saying that the Pentagon had learned from the proceedings 
and was already taking steps to address the situation. According to one Pentagon 
scribe, “Auditors did not find any evidence of fraud, nor did they report any prob-
lems for civilian or military pay. And all of the services were able to account 
for the existence and completeness of all major military equipment.”65 Auditors 
didn’t find any evidence of fraud in a system inherently fraudulent, wasteful, and 
abusive? Such a conclusion speaks to the collaborative nature of the military-in-
dustrial sides of the military-industrial-congressional triangle.

Investigative journalist Dave Lindorff described this miserable situation 
well: The accounting firms eventually concluded that the War Department’s 
“financial records were riddled with so many bookkeeping deficiencies, irregular-
ities, and errors that a reliable audit was simply impossible.”66 You might say the 
War Department cheated and still didn’t pass. Others might argue it never even 
tried to pass because its bureaucrats knew there was no accountability coming 
from the Beltway. (Deputy Secretary of War Patrick Shanahan famously said, 
“We failed the audit, but we never expected to pass it.”67) It gets worse.
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Shortly after the end of fiscal year 2018, the U.S. government made it le-
gal to cook the books.68 Around the same time, David Norquist—the man who 
as the Pentagon’s comptroller oversaw the entire audit process—got promoted 
to Deputy Secretary of War.69 Norquist is a former partner of Kearney & Co., 
one of the firms that conducted the audit. After the audit’s dust had settled, the 
Department of War continued purchasing accounting services from big business.70 
All was normal in profit and war.

OFFICES AND ADMINISTRATION

Bureaucratic nooks and crannies provide opportunities for corporate profit. 
And corporations jostling for elbowroom create more nooks and crannies within 
which to extract profit. Corporations staff the offices of every large military unit. 
Systems commands are the primary large bureaucratic divisions in the U.S. Navy. 
Corporations have had great success assuming dominion across large swaths of 
systems commands.71 Unified combatant commands are broad units of control 
organized based on function (e.g. Special Operations Command, Transportation 
Command) or geographical jurisdiction (e.g. Africa Command, Southern 
Command). Corporations work on program management, business processes, 
planning and analysis, policy recommendations, and acquisition in these com-
mands. Instead of military officers and senior enlisted staff running the show, a 
corporation is tasked with carrying out basic functions. If high-ranking officials 
cannot handle paperwork or manage programs, what good are they? That issue 
does not concern the corporation, which profits from the neoliberal push for pri-
vatization and incompetent or apathetic military leadership.

The Pentagon has undergone remarkable corporate growth within its bu-
reaucracy since 2001. Sundry undersecretaries and assistant secretaries residing 
within the Pentagon, from the Under Secretary of War for Personnel & Readiness 
to the Under Secretary of War for Policy, exemplify this phenomenon.72 The case 
of PE Systems (Fairfax, VA) shows how corporations gobble up minutiae. On 
24 November 2015, PE Systems was allocated millions to provide units within 
the Secretary of the Air Force with expertise, information, and advice, IT tools, 
training, services, and analyses and evaluations. PE Systems was tasked to focus 
on many areas that should be taken care of by uniformed troops, including paper-
work, looking after workforce numbers, and supervising the acquisition process. 
Other fields that PE Systems was tasked with, such as “legislative analysis” and 
“export compliance support,” are ripe for graft and conflicts of interest. In a 
world without corporate greed, the Armed Forces’ Secretaries would do their own 
paperwork.
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Understanding how the military and industry operate, exploit and wrangle 
the legal code, and dance around genuine accountability is crucial to creating 
an educated population capable of upending the paradigm of endless war. But 
beware. Manipulating the U.S. legal code is an advantage the MIC will not relin-
quish willingly.

ENSURING LEGAL IMPUNITY

U.S. law is written for and manipulated by those in authority. Far from con-
straining war corporations, legal code abets profiteering and military action. And 
when the law happens to get in the way, the MIC ignores it.73 

Despite overwhelming evidence that justice does not reach the super-rich 
and those in authority,74 war corporations assure us they are scrupulous in follow-
ing the law. One executive claimed, “Just one or two violations could cause us 
to be suspended from government contracts. That would destroy our company.”75 
Yet the track record of corporations’ misdeeds is lengthy. Regular transgressions 
include overcharging for goods and services and billing the Pentagon for hours 
not worked. Fines usually amount to a fraction of the overall possible graft. 
Millions in fines are paid yearly. The fines levied76 are not prohibitively expensive 
for multi-billion-dollar corporations. The cases of Lockheed Martin and Raytheon 
are illustrative. A Lockheed Martin subsidiary, the Sandia Corporation, operated 
Sandia National Laboratory (SNL) in Albuquerque, New Mexico. SNL develops 
parts for nuclear weapons. Sandia Corp. settled with the U.S. government (for 
$4.79 million) over allegations “that it illegally used taxpayer money to lobby 
for an extension of its management contract,” according to the Center for Public 
Integrity.77 Sandia Corp. wanted to pay the settlement and legal costs from its direct 
federal contract revenues. The Justice Department cautioned Sandia against using 
such revenues to pay for the settlement and legal costs. Shrugging off the Justice 
Department,78 the corporation paid its nominal fine using overpriced performance 
bonuses that it arguably shouldn’t have received in the first place. Accused of 
numerous violations of U.S. export control laws, Raytheon settled with the U.S. 
government and admitted no wrongdoing.79 Half of Raytheon’s measly $8 million 
fine was “suspended,” i.e. not enforced, on the condition that Raytheon would 
“use the money for government-approved remedial compliance measures, in-
cluding increased training and oversight,” according to Reuters.80 Industry giants 
accept a routine slap on the wrist and continue on their way. Paying fines keeps 
the game going.81

Lawyers adept at climbing the D.C. ladder craft the legalese supporting 
nonstop war. Nathan A. Sales helped draft the USA PATRIOT Act, which took 
away privacy and civil liberties from the U.S. public. Sales later led the State 
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Department’s Bureau of Counterterrorism. William Wechsler helped craft le-
galese in the Treasury Department facilitating today’s sanctions against anyone 
who pushes back against the D.C. regime or Israeli hegemony. David Barron and 
Martin Lederman issued the legal opinion used to justify the murder by corporate 
missile of Anwar al-Awlaqi, a U.S. citizen and Muslim preacher whom the MIC 
hyped as an “al-Qaeda leader.” Russell Travers, a lawyer with no hands-on coun-
terterrorism experience whatsoever, has guided the National Counterterrorism 
Center as deputy director. Brian Hook is the career lawyer who currently holds 
the title U.S. Special Representative for Iran. With no formal training in Iranian 
history or the Farsi language, he’s in charge of crafting the legal justifications that 
cripple Iran.

Legalese of all shapes and sizes aids military-industry priorities. On the 
government side, raise the dollar amount where a contract is automatically audit-
ed—from $15 million to $250 million—because you’re struggling with a back-
log.82 Legal. Shuffle papers and get a few signatures to use the military’s special 
operations forces on a CIA assassination mission.83 Legal. Characterize a failed 
ballistic missile test as a “success.”84 Legal. Invoke sovereign immunity in order 
to dodge lawsuits85 after industry ordnance poisoned Puerto Rico. Legal. Utilize 
sundry tactics, techniques, and procedures to enshrine wastefulness and financial 
fraud.86 Legal. On the corporate side, transfer sensitive military technology to the 
despotic House of Saud—technology that can help boost manufacture of advanced 
ordnance.87 Legal. Sell products that perform poorly but get plenty of money. 
Legal. Buy up pristine wilderness, raze the trees, build on the land, pave the rest, 
sell the whole tract for money. Legal. Rape Colombian girls and women while 
you get paid a ton to help implement the devastating Plan Colombia. No problem. 
You’re protected under diplomatic immunity.88 From relatively straightforward 
contracting trickery to matters of rape and death, the legal system effectively pro-
tects and cushions government and industry.

Other actors within or adjacent to the MIC manipulate, massage, and exploit 
the legal code. If you are a corrupt foreign regime, it is perfectly legal for you to 
bribe U.S. Congress.89 The law helps think tanks mask their donors, including war 
corporations and foreign regimes,90 tilting Beltway discourse in a more pro-war 
direction. (Speaking of the Saudi regime and legalese, in July 2018, the Saudi 
King issued a degree lifting “all military and disciplinary penalties” for Saudi 
troops and mercenaries fighting in Yemen, in what The New York Times called 
“an apparent amnesty for possible war crimes.91) If you are a lobbying firm like 
The Cohen Group working for the war industry, you too work the legal system to 
your advantage, often by lobbying War leadership.92 If you are a public relations 
official and you write an industry report on a corporation’s website, you just cite 
the Safe Harbor Statement Under the Private Securities Litigation Reform Act 
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of 1995 to cover your behind.93 If you are a think tank that takes lots of money 
from the U.S. war industry, you slip a little disclaimer into your publications in 
order to protect yourself.94 D.C.’s legalese has fabricated a bizarro world where 
up is down. Torture is not torture. It’s enhanced interrogation. War is not war. 
It’s hostilities. Justice is not served, and peace is nowhere to be seen. Legalese 
sustains and perpetuates the war on terror—“the vague war on a moving target 
that has resulted in the ruin of entire countries and the loss of millions of innocent 
lives since 2001.”95

Directives, legal opinions, and classified memoranda establish and guide 
D.C.’s prosecution of nonstop war. The White House Office of Legal Counsel, 
the Justice Department’s Office of Legal Counsel, and CIA’s Office of General 
Counsel are the primary craft breweries of such immoral legal manipulation. An 
interlocking blend of D.C. officials, war industry personnel, and espionage agen-
cies uses legalese to draw up kill lists for murdering people around the world.96 
Journalists worry they’ve been put on these kill lists that target accused terrorists 
using drone strikes.97 The courts aid and abet, rejecting lawsuits in recent years 
brought on behalf of Abdulrahman al-Awlaqi and his father Anwar,98 both of 
whom were killed by U.S. industry ordnance overseas. CIA legal teams use the 
law to shield the Agency from legal redress.99 Lawyers working with the Bush, 
Obama, and Trump administrations crafted Presidential Policy Guidance gov-
erning the use of force and declare entire regions “areas of active hostilities” in 
order to legitimize the use of weapons of war, particularly General Atomics MQ-9 
drones and Boeing/Lockheed Martin missiles, to kill people. The Presidential 
Policy Guidance permits murder when military forces are unable to capture 
the suspected enemy—but U.S. military and paramilitary forces make no effort 
to try to capture suspects. Cleverly, the term “area of active hostilities” has no 
foundation in domestic or international law. U.S. lawyers just made it up. And 
when U.S. lawyers don’t have the time or inclination to use the “area of active 
hostilities” excuse, they just issue classified directives100 or fall back on the 2001 
Authorization for Use of Military Force (AUMF), which was for use against 
al-Qaeda. In 2017, Acting Assistant Secretary of State Charles Faulkner, formerly 
a Raytheon lobbyist and one-time employee of a firm registered as an agent of 
the Saudi government, helped the White House broadly cite the 2001 AUMF as a 
legal authority to engage in war (not formally declared) across the Middle East, 
including military intervention in Syria.101 D.C. lawyers are modern-day alche-
mists, turning countries into battlegrounds.

Intelligence personnel from U.S. government and war corporations hide 
beneath the “sources and methods” shell. If, for example, you pick fruit with your 
family in Somalia, Joint Special Operations Command (JSOC) or CIA can kill 
you from above, just by claiming that you are part of a “terrorist” group called 
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al-Shabaab. If you harvest pine nuts with your friends in Afghanistan, JSOC or 
CIA can kill you from above, claiming you are part of a “terrorist” group called 
the Taliban. Government officials will tell journalists, “There are robust proce-
dures in place to avoid civilian casualties.” (These robust procedures involve 
flying aircraft over the scene of the airstrike.) That’s all they’ll say. Why? U.S. 
intelligence personnel cowardly hide behind what they claim to be “sources and 
methods,” instead of admitting they have killed innocents: “We do not comment 
on intelligence, surveillance, or reconnaissance sources and methods.” Remember 
this. Whenever armed U.S. bureaucracies are in a bind, they fall back on “sources 
and methods.”

The war corporations that pressure Capitol Hill and sell the weaponry caus-
ing the death and bloodshed are never held accountable.

D.C. uses legalese to sell more weapons. By law, the U.S. government is not 
allowed to sell weapons to regimes that come to power through coups d’état. So, 
in 2013 when General Abdel Fattah as-Sisi took control of the Egyptian govern-
ment in a coup, D.C. simply didn’t recognize it as a coup. Problem solved. War 
industry lawyers have been known to craft the fine print on weapons contracts so 
that the U.S. government is contractually obligated to sell to recipient nations, 
regardless of circumstances. In 2018, legal advisers added the word “intention-
al” to a clause in the existing Conventional Arms Transfer policy,102 deliberately 
loosening already slack rules regarding weapon sales. D.C. could block weapon 
sales if nations that purchase weaponry from the U.S. war industry do not follow 
the laws of armed conflict. D.C. just ignores this stipulation. No law, writ, or 
paper obstacle gets in the way. Selling weaponry to the UAE, Apartheid Israel, 
Saudi Arabia, and other regimes committing war crimes and human rights abuses 
has been as easy as pie. Similarly, spending billions to “upgrade” U.S. nuclear 
weapons and deploying such weapons to NATO countries (all signatories of the 
Nuclear Non-Proliferation Treaty) is a violation of international law. But law 
doesn’t constrain D.C. When all else fails, U.S. academics and think tanks cite 
the laws of war jus ad bellum and jus in bello to provide a licit patina—another 
way for those with the time, money, and inclination to fudge the record in favor 
of the conqueror.

Perhaps no entity manipulates legalese with greater efficiency and proficien-
cy than the corporatized agency that penetrates and spies on electronic commu-
nications: the National Security Agency. Government lawyers write the United 
States Signals Intelligence Directives (USSID), which provide the legal foun-
dation for NSA’s operations. NSA cites Section 702 of the Foreign Intelligence 
Surveillance Act (FISA) to support invasive espionage against the U.S. public.103 
NSA’s Office of General Counsel reinterprets existing rules in order to spy on U.S. 
phone numbers.104 NSA invokes the “state secrets privilege” to hide information 
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from the courts.105 An NSA spokesperson insists that NSA “conducts its foreign 
signals intelligence mission under the legal authorities established by Congress 
and is bound by both policy and law to protect U.S. persons’ privacy and civil lib-
erties.”106 This legal maneuvering is persistent and formidable. An NSA spokes-
person said NSA could “neither confirm nor deny its role in alleged classified 
intelligence activities.”107 Legalized silence.

Terminology is important. Careful manipulation of legal terms benefits 
military and civilian intelligence agencies. For example, NSA legal teams have 
assigned very specific definitions to the following terms: acquire, citizen, collect, 
foreign, known, monitor, obtain, person, retrieve, search, and target. When a 
member of Congress asks questions to the director of NSA during a committee 
meeting or hearing, the director will utilize precise terminology to respond eva-
sively while the import of his answer seems to comply with civil liberties. This 
way the director is not lying or committing perjury. Do you target American com-
munications, sir? No, Senator, NSA does not target American communications. 
It’s that simple. The director of NSA does not volunteer information that NSA 
collects the communications of U.S. citizens and residents. The director does not 
volunteer other information that the public should know, particularly how NSA 
personnel (including corporate contractors) can focus in on a U.S. person’s com-
munications based on reasonable suspicion instead of the more stringent probable 
cause, or how NSA has a “two-hop” arrangement for surveilling certain persons, 
citizens, and residents of interest—basically allowing the concordant monitoring 
of people in two degrees of separation from the person targeted.108 On the rare 
occasions that a member of Congress asks a pointed question, a director just lies. 
In March 2013, Director of National Intelligence James Clapper infamously per-
jured himself during a congressional committee meeting,109 but has yet to face any 
repercussions. Certain individuals of high enough rank within the D.C. regime 
are, for the time being, immune from prosecution.110

NSA comforts the masses by saying it is not allowed to collect the U.S. 
public’s communications beyond aggregating metadata. The FBI, however, is 
allowed to do so. But the FBI doesn’t have the communications infrastructure to 
target the masses. So how does the FBI pull it off? NSA monitors U.S. citizens 
and residents on behalf of the FBI. The U.S. government just asserts, on paper, 
that the FBI is the lead agency, et voilà, the might of NSA is directed inward.111 
NSA public relations assure us: “[O]ne of the biggest misconceptions about NSA 
is that we are unlawfully listening in on, or reading emails of, U.S. citizens. This 
is simply not the case.”112 Correct. For the most part, NSA’s activities are lawful. 
Immoral, egregious, invasive—and lawful.

The waiver is the consummate legal maneuver. It is the ace up the sleeve and 
the sword of Attila, all in one.
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Say the Pentagon wants to set up a base in the Persian Gulf. The undem-
ocratic regime ruling an Arab country is happy to host U.S. forces, but it wants 
written assurances that the Pentagon will not use its vast technological superiority 
to spy on the country. The two parties formally agree, and the War Department 
establishes its base in the Gulf country. Billions of dollars of industry goods are 
set up in the country, and billions more flow through the base. Here’s the catch: 
U.S. military-intelligence spies on everyone. How does the Pentagon bypass its 
formal written agreements with the Gulf country? It just gives itself a waiver, I 
learned while in uniform. No kidding. In legalese, the Pentagon says it can spy 
electronically on the Gulf country.

The waiver system also harms the U.S. military. Understanding languages 
should be essential to the prosecution of global war, yet the vast majority of U.S. 
personnel who work in military-intelligence don’t grasp a second language—
close to ninety-nine percent according to figures I saw when in uniform. (Most 
U.S. personnel who work in military-intelligence work in areas such as IT or anal-
ysis. Even CIA case officers, the top of civilian intelligence, are often so feeble 
in foreign languages that they require a Language Officer to accompany them.) 
The majority of military linguists who studied a Category Four language have no 
mastery of their language.113 So what does the military-intelligence bureaucracy 
do? It issues waivers for these linguists and uses them anyway. It’s no wonder that 
U.S. signals intelligence leads to so many civilian deaths across D.C.’s warzones.

Trying to stop D.C.’s manipulation of the U.S. legal code is like trying to 
stop professional all-stars from playing basketball by challenging them to a game 
of basketball. You’re playing on their court, by their terms, and are up against 
their very best. If you use religion or conscience as your guide and engage in 
direct action against weapons of war, the judge will not allow you to explain 
your actions fully in court.114 If you speak to the press about the atrocities abroad 
that CIA and the War Department carry out in the name of the United States, 
the D.C. regime will use the Espionage Act of 1917 (which was designed to 
punish dissidents during World War I) against you.115 If you publish information 
damaging to the U.S. oligarchy, including evidence of war crimes and bipartisan 
corruption, D.C. will use its legal apparatus to get you,116 while those who ordered 
and committed the crimes remain free. Journalist Barrett Brown describes the 
D.C. regime’s motivations: “They want an expanded legal toolkit… They un-
derstand now that this is a fast-evolving discipline… this sort of unconventional 
publishing, unconventional journalism, aggressive investigation. [The expanded 
legal toolkit] is absolutely something they need to have, from their standpoint.”117 
D.C.’s legalese will not save you. The U.S. legal code is not there to help you, and 
it will not protect you in instances where justice and morality are on your side but 
the U.S. government is not. The 2001 USA PATRIOT Act is the standard bearer.118
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Remember, war profiteering is legal in the United States. Corporations work 
with the best lawyers on planet Earth in order to craft and influence the legal 
system in favor of war and profiteering.

Legalese is the ultimate weapon.

PROPAGANDIZING RECRUITMENT

It is perfectly legal for the war industry to propagandize the U.S. public, 
convincing them to join and stay in the Armed Forces. The War Department itself 
does not create such propaganda (e.g. TV ads, social media campaigns, recruit-
ment strategies). The War Department hires Corporate America to do so. This 
costs a lot.119 The essence of recruitment and retention is this: corporations receive 
government money (U.S. tax dollars + money raised from Treasury issuing debt) 
to persuade and condition the public to venerate or join the military.

The New York City corporation Omnicom Group owns GSD&M (Austin, 
TX). Many hipsters and liberals work at GSD&M in Austin. It’s a strange place. 
And not the good kind of strange (like “keep Austin weird”). We’re talking the bad 
kind of strange (like “buy into corporate culture and brainwash the masses while 
sipping a perfectly-poured IPA”). In recent years GSD&M has produced military 
advertising for national television and social media, online banner ads, and public 
events.120 Most of GSD&M’s work is for the U.S. Air Force,121 but other military 
branches are featured in the ads. Goods and services from war corporations are 
also found in live-action ads: from Lockheed Martin F-22 jets to Raytheon mis-
siles, from Rockwell Collins headgear to military uniforms produced in Puerto 
Rican factories, from Boeing bombs to General Atomics drones. It’s all there.

Corporations work hard to produce forceful recruitment tools, like thir-
ty-second commercials airing during popular sporting events, attracting a demo-
graphic already ripe from years of consumerism, corporate media, and Hollywood 
bombardment. Consider a commercial released in 2017:122 Fresh U.S. Air Force 
basic training graduates march across a field, eyes right. “Every one of us starts 
out as a wide-eyed recruit, myself included,” a strong, reassuring voice tells us 
as we look at a framed picture of a proud young man. A fighter jet piloted by a 
wingman banks left, away from our cockpit. A commando parachutes, freefall, 
from the back of a cargo aircraft, as the voice informs us, “If I could go back, I’d 
tell that kid, ‘Get ready.’” Soldiers and airmen train in urban terrain. A female 
airman sprints towards a fire truck. In full gear, fire protection troops put out a 
ferocious blaze. “You’re gonna serve alongside some amazing people.” Airmen 
play basketball together near the flight line. They congratulate one another after 
a long game. In a dark room, a female sergeant assists a male officer, together 
analyzing information. “They’re going to become like family to you.” A Northrop 
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Grumman B-2 bomber cuts through the sky over inhospitable terrain. A pilot in a 
pressurized suit checks the displays. “And together, you’ll see and do things that 
will help change the world.” A proud smile gains traction on the face of a female 
military training instructor as her trainees march in the haze. “That’ll change you.” 
Amid smoke and chaos, a calm airman in combat gear looks up into his partner’s 
eyes. A pilot walks down the flight line, a successful sortie behind him. “One day, 
you’re gonna look up and be a better you.” The pristine U.S. flag flaps against 
blue skies. A pilot wearing a sleek visor speeds along the desert floor. Combat 
aircraft perform intricate aerial maneuvers. “And this nation will be better for it, 
too.” A 4-star general looks up, framed by brilliant Old Glory in the rafters. Rows 
of diverse airmen stand before a state-of-the-art aircraft. The general introduces 
himself. “Come join us.” Security personnel patrol the hangar. “Your nation is 
waiting.” AIM HIGH, bold letters instruct us. In thirty seconds, an advertising 
firm packed alluring imagery, notes of prestige, pokes at your insecurities and the 
drudgery of daily life, while hinting at possible material wealth, and affirming 
allusions of belonging.123

MullenLowe, based in Boston, Massachusetts, is honest about the extent to 
which it targets human emotion.124 The firm has worked with Joint Advertising 
Market Research & Studies (JAMRS), a program running a database containing 
detailed information about youth and potential recruits living in the U.S. so the 
Pentagon can augment recruiting efforts. Fors Marsh Group conducts surveys 
and market research, leveraging the results to sway the U.S. public toward en-
listment.125 The idea that a community might control its own destiny, let alone 
its data, is considered heretical within the Pentagon’s corporate walls, since the 
word “freedom” exists only within the confines of advertising, marketing, and 
military operation—realms that continually relegate most people to consumption, 
passivity, and spectatorship. This deliberation and confinement takes place in 
reinforcing and overlapping contexts of economic and social inequality, in which 
surveillance capital (largely Silicon Valley firms, operating in coordination with 
the Pentagon—a circular support group of sorts) collects your data in order to 
know almost everything about you.126

The remaining corporate division of labor among the military branches is 
clear.127 One firm, DDB Chicago Inc. (Chicago, IL), boasts, “Our ideas are big and 
powerful enough to create consumer enthusiasm about the brand and ultimately 
build our clients’ business.”128 Yes. That’s why you were hired. Altogether these 
corporations sustain war by enticing youth to enlist.129 Most recruits don’t become 
cannon fodder, but they do become vessels for corporate goods and services.

Multiple corporations often work together on a single contract. On 23 
February 2017, for example, the U.S. Navy contracted five firms: three war cor-
porations (Alion, Booz Allen Hamilton, and CSRA, which is now part of General 
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Dynamics), in addition to the PR firm kglobal and the media production firm, 
Media Fusion. These five got to work on such fields as communication, infor-
mation, environment management and training; communication integration and 
strategy; community outreach, media relations, public affairs, professional and 
community development; public information materials development and pro-
duction; and visual information systems and imagery marketing.130 On 3 August 
2018, the Navy gave another five corporations duties loaded with conflicts of 
interest, such as assessing & supervising manpower levels; managing financial 
programs; forecasting & assessing performance; leading strategic assessments & 
plans; and evaluating & managing policies and programs pertaining to personnel, 
training, and education. In other words, profit-driven corporations help determine 
the direction, strategy, and outward appearance of an entity the ultimate concern 
of which is preparing for and prosecuting (profitable) war. Notably, each corpora-
tion in the second set of five has sold goods and services in other sectors of war. 

Corporate interests go anywhere, covering most angles.131 
Recruiting requires substantial physical infrastructure: construction at re-

cruiting depots in Illinois, South Carolina, and California; bullet-resisting panel-
ing for recruiting stations on the mainland and overseas colonies; and furniture 
for recruiting offices, for example.132 Construction on Guard and Reserve units in 
recent years has spanned the country.133 This is part of the overall process (mili-
tary recruitment run by industry) that ensures enough bodies are available to fill 
out MIC objectives. Corporations building this Guard and Reserve infrastructure 
are located across the country, from Massachusetts to California. In addition to 
recruiting men and women to put on the military uniform, Corporate America is in 
charge of refining methods of selection and training: Aptima Inc. (Arlington, VA) 
measures trainee performance for the Army and Navy, while KBRWyle (Houston, 
TX) tries to improve selection, training, and retention of enlisted airmen. General 
Electric researches technologies to track biological processes (genetic, metabolo-
mic) that influence cognitive, physical, and behavioral qualities, with the aim of 
improving the troops’ performance during training through deployment.134 Across 
the board, Corporate America is in charge, providing no incentive to arrest or 
conclude the wars.

This brief summary reflects just what has been made available publicly in 
daily contract announcements. It does not reflect off-the-books or covert propa-
ganda campaigns against the global public. Investigative journalism has brought a 
few propaganda operations to light. Psychological operations (PSYOPS) is a pro-
paganda subdiscipline. In recent years, parts of the War Department had PSYOPS 
units intern at CNN and NPR,135 paid professional sports teams to display tradi-
tionally patriotic ceremonies,136 and targeted U.S. officials to sway their opinions 
on matters of war and peace.137 These operations could not have occurred without 
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the tangential, infrastructural, or direct support of war corporations. In Iraq alone, 
the U.S. military and a corporation wrote news articles and placed them in Iraqi 
media as the objective accounts of journalists, and British firms received hundreds 
of millions of dollars to produce dark content.138 The important takeaway is this: 
Corporations run much of today’s war propaganda. Activities include manipulat-
ing media (print, online, and TV), bolstering the credibility of local allies, and 
working to spread narratives that dissuade armed resistance. Corporations are 
often allowed to grade their own performance, relying heavily on volume, not 
effectiveness. Billions of U.S. dollars have been sacrificed in recent years. The 
Pentagon has dramatically increased its spending on influencing public opinion.139

“This is nothing new,” you say. “Capitalists spread advertisements in order 
to get more people to buy their product. Nothing new.” Dig deeper. Industrial 
capitalism, avaricious as it is, requires modern advertising in order to sustain its 
needs;140 military recruitment and advertising are a direct response to the needs 
of the MIC. Capitalist propaganda in the form of advertisements metastasizes. 
Remember the boards around a professional ice hockey rink in the 1980s? Clean. 
Now look at them. Packed with corporate logos and slogans. War corporations (e.g. 
Boeing, Leidos, Red River) even grace the boards at Washington Capitals’ home 
games. Remember when a corporation didn’t sponsor every pause, intermission, 
break, goal camera, and television segment? Remember when professional sports 
teams didn’t sell advertising space on players’ jerseys (e.g. Chevy on Manchester 
United)? Remember when your go-to video-sharing website didn’t cram an ad-
vertisement (sometimes two) at the beginning and end of every clip? Remember 
when a TV show didn’t have corporate logos and advertisements squirming in the 
corners? Remember when corporations (selling cars, insurance, soft drinks, beer, 
etc.) didn’t exploit the U.S. Armed Forces in order to sell a product? Remember 
when billboards didn’t climb the sides of buildings? By design, the trend grows. 
Now take a moment to stand up and stretch, sponsored by your friendly neigh-
borhood war corporation. War corporations colonize every possible space with 
advertisements and product placement.

The War Department relies on a strong stable of corporations to adver-
tise, propagandize, explain, recruit, and retain. Given the corporatization of the 
Pentagon and its subsidiary organizations and agencies, U.S. corporations are 
now performing multiple roles: (1) promoting themselves as corporations; (2) 
pursuing the Pentagon’s designs inside the United States and in warzones abroad; 
(3) informing the public about curated perspective through a variety of media; 
and (4) ensuring that plenty of people continue to enlist in the U.S. Armed Forces 
to become vessels for corporate goods and services. These lines blur and fade 
over time until the corporatized Pentagon exists simply to exist, in the process 
destroying country after country, no end in sight. All abetted by U.S. law. 
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ENDNOTES

1 One need only examine the first 5 duty days of Dec 2018 to see the diversity of cost-plus 
projects on which corporations work. These established projects do not reach the threshold of risk 
that would justify cost-plus contracts, yet they receive cost-plus funding. They include maintenance 
of submarines and surface ships; fighter jet parts and engineering; ship weapon systems; parts for the 
Aegis weapon system; simulation for Army and Marine training; and nuclear propulsion for navy 
boats. Some contracts issued the first week of Dec 2018, such as academic institutions demonstrating 
small satellite engineering and DARPA missile studies, are indeed R&D deals reaching the acceptable 
level of risk for cost-plus funding.

2 A spokesperson for the Defense Contract Audit Agency says large firm-fixed price contracts 
are most prone to “excess profits” wherein corporations are jacking up prices, reported Tony Capaccio 
(Bloomberg, 14 September 2019).

3 It is even common to see a contract or contract modification issued as firm-fixed-price and 
cost-plus-fixed-fee, negating some potential savings while allowing government officials to pass tales 
of thrift up the chain of command.

4 Arrangements include but are not limited to single award, IDIQ contract; IDIQ cost-plus-fixed-
fee contract; IDIQ cost-plus-fixed-fee, multiple-award contract; IDIQ contract with firm-fixed-price, 
cost-plus-fixed-fee, and cost provisions; IDIQ contract with firm-fixed-price, time-and-materials, cost-
plus-fixed-fee, and cost reimbursable line items; multiple award IDIQ contract (MAIDIQ); single-
award IDIQ, firm-fixed–price, and cost reimbursable contract.

5 The 67 transactions logged during Dec 2018 pertaining to IDIQ contracts totaled over 
$18,379,900,000. This is a conservative estimate. Transactions covered fruit, clothing, petrol-based 
lubricants, targeting pods for aircraft, GPS satellite sustainment, privatized real estate services, special 
operation helicopter upgrades, signals intelligence training, and Silicon Valley R&D. Some of these 
goods and services were sales to foreign governments.

6 In my analysis spanning 2014-18, IDIQ contracts were issued for diverse projects: BOSS 
in the U.S. and in Singapore; IT communications support; Defense Security Service administrative 
& business support; document destruction & menial labor; hardware & software development; 
environmental services at U.S. bases in Europe; financial management; hand-held radios; oversight of 
military exchange students; mobile stations that integrate different streaming video & data; R&D on 
thermal power; satellite hosting services; ship maintenance; aircraft radar; supply chain management 
& equipment services; support of an anti-ballistic missile system; transducers; and worldwide work 
on counter-WMD activities.

7 Warstopper funds were only used for fuel and medical supplies in the 2.5 years I sampled. 
I included aviation fuel and transportation of fuel. Medical supplies included pharmaceuticals and 
medical equipment. Relevant contracts issued 4 May 2015, 11 June 2015, 2 Sept 2015, 17 Dec 2015, 1 
July 2016, 12 Dec 2016, 26 June 2017, 31 Aug 2017, 22 Sept 2017, 28 Sept 2017, 29 Sept 2017, 3 Nov 
2017, 17 Jan 2018. I saw no clear evidence in these contracts of studying risks to the industrial base.

8 On 7 February 2017, the Congressional Research Service (“Overseas Contingency Operations 
Funding: Background and Status”) explained that procedural limits on discretionary spending in 
congressional budget resolutions do not apply to OCO funds. Definitions of what constitutes OCO 
shift and are flexible, so the Pentagon is able to spend OCO funds on anything, ranging from big 
corporate undertakings, like Northrop Grumman airborne countermeasures (29 June 2017) and aircraft 
that relay communications (22 May 2017), to smaller services, like dental care (28 Sept 2017) and 
audiovisual equipment (29 Sept 2017). Other uses of OCO funding in recent years include nursing (1 
May & 14 June 2018), moving cargo in Iraq (1 Aug 2017), and KBR prepositioning matériel (5 April 
2018).
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9 Relevant contracts issued 6 June 2018 and 17 May 2018.
10 O&M were allocated during 2018 to the following corporate goods and services: IT software 

for the Defense Health Agency (1 June), IT and cyber support (26 June), financial assistance for the 
Dept.’s chief financial officer (25 May), ship repair (10 May), ship engine repair (23 May), aircraft 
helping the Navy practice engaging enemy planes (17 May), basically running the National Space 
Defense Center at Schriever AFB in Colorado Springs (28 June), production and upkeep of ballistic 
missiles (16 May) that threaten life on Earth, upgrading aircraft countermeasures (8 June), educational 
services for kids of Dept. personnel (29 June), satellite communications infrastructure (17 May). 
Hundreds of other allocations of O&M funding occurred.

11 Per 50 U.S.C. 48, cooperative threat reduction funds are supposed to be used for counter-
proliferation, particularly in the former Soviet Union and China. The interpretation of what constitutes 
“threat reduction” is strictly military and adversarial. These funds are explicitly not to be used for 
peacekeeping, elimination of conventional weaponry, or conversion of war industry to peaceful 
industry.

12 Some funds—like O&M and RDT&E funds—can be “defense-wide”: many contracting 
activities across the four branches of the Armed Forces can tap into the funds to pay for industry 
products. For example, construction contracts issued on 13 Sept 2018 used defense-wide military 
construction funds for construction (Naval Special Warfare facilities in Coronado, CA, and building a 
small arms testing & evaluation center at Joint Expeditionary Base Little Creek-Fort Story, VA). Some 
RDT&E funds are specified further as hailing from certain offices. For example, on 17 Dec 2018, 
ongoing development of a Raytheon glide bomb, capable of striking a target from great distances, was 
paid for using RDT&E (Strategic Capabilities Office) funds.

13 Funds are often bundled together in order to pay for a specific good or service. An example 
of this is from 30 Sept 2016, when the following funds were used to pay for transportation services: 
Groups Operational Passenger System TWCF operations; operations and maintenance; TWCF capital; 
TWCF information technology operations; and RDT&E.

14 Issued 24 April 2018, for building a National Nuclear Security Administration Complex in 
Albuquerque, NM. The project broke ground that July. U.S. senators and representatives attended the 
ceremony. NNSA chief Lisa Gordon-Hagerty said the Complex would “modernize” Cold War-era 
infrastructure. 

15 From summer 2014 to summer 2018, WII funds were allocated only on medical-related 
projects. I have seen no indication that these funds were misallocated during this timeframe.

16 On 10 Dec 2018 the Army bought modulating valves from Honeywell using working capital 
funds that date to the year 2023. On 1 March 2019 the Defense Logistics Agency allocated O&M 
funds that date to the year 2069 for electricity at Keesler AFB, MS. This is not time travel. It’s just 
the War Dept. banking on having access to future funding. Similarly, a contracting activity in the War 
Dept. can use old funding. This was seen on 15 March 2019 when the U.S. Army Corps of Engineers 
used military construction funds from 2016 to pay for construction in Kuwait that is to take place 
during 2019-21.

17 The Financial Management Regulation known as DOD 70000.14-R, lays out how to use 
expired funds for “antecedent liabilities or liabilities that arise under the terms of the original contract.” 
It helps if the original contract cited FAR 52.216-16, which allows the price revision at a later date, as 
long as the cumulative final contract price does not exceed the contract ceiling price. Got that? 

18 “The MORD should be reversed when the actual document becomes available,“ per “Air 
Force Materiel Command Instruction 20-102,” <static.e-publishing.af.mil/production/1/afmc/
publication/afmci20-102/afmci20-102.pdf>.
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19 The Pentagon regularly uses the National Aeronautics & Space Administration (NASA) 
“Solutions Enterprise Wide Procurement” website to acquire industry goods and services. Examples 
from 2017 include 18 Sept, 29 Sept, 25 Oct, and 11 Dec. Goods and services acquired included servers, 
Oracle licensing, and laptops that use Microsoft Windows.

20 Industry provision of subject matter experts (SME) is profitable and problematic: There is no 
commonly accepted standard within the U.S. war industry for awarding the title subject matter expert 
to personnel. For example, I’ve come across an Air Force technical sergeant who is a subject matter 
expert on an area of the world he’s never set foot in, an area whose population speaks a dialect he does 
not understand. Expertise, as found in so-called subject matter experts, can include rookie naïveté, 
cultural illiteracy, and self-assured ignorance. Subject matter experts can be in any field. Popular fields 
where SME frolic are maintenance, IT, and transportation. SME are often administrative in nature 
(e.g. SME for a financial management system or for the Office of the Under Secretary of War for 
Policy to help set up an oversight body). Sometimes SME are relatively harmless (e.g. aiding Military 
Sealift Command logistics or U.S. Army Corps of Engineers energy projects). SME can be more 
aggressive: SME for cyberspace operations and network systems; military training; support of Special 
Operations Command; communications and network infrastructure, including within overseas bases 
and warzones; missile systems in the UAE; and testing how to shoot down ballistic missiles. Whether 
indirectly or directly belligerent, corporate SME lack uniform, concrete standards of quality. Relevant 
SME contracts issued 23 Sept 2014, 2015 (31 July, 8 Sept, 18 Sept, 29 Sept, 13 Oct), 2016 (8 March, 
22 March, 29 March, 28 June, 29 June, 9 Aug, 15 Aug, 25 Aug), 2017 (28 Feb, 15 March, 27 April, 5 
May, 18 Sept, 29 Sept, 1 Nov), 2018 (26 April, 2 July, 17 July, 14 Sept, 21 Sept).

21 The FEMA funds were allocated under the Stafford Act, a federal law whose stated intent is 
to help people recover from natural disasters. FEMA’s mission statement, per <fema.gov>, is “Helping 
people before, during, and after disasters.”

22 For example, on 24 June 2016 Boeing’s subsidiary, Insitu, was allocated millions in O&M 
funds to provide drone services to Special Operations Command. “Justification and approval (J&A) 
number 16-842 was signed on March 16, 2016. The redacted J&A will be posted to Federal Business 
Opportunities in accordance with FAR 6.305.” Gratuitous redactions cloud democracy, one might say. 
J&A is the primary document the Pentagon uses when excusing noncompetitive contracts. It helps 
to have someone in authority sign off on your noncompetitive bidding while citing opaque J&A. A 
research & analyses contract on 21 March 2016, for example, was not procured with fair and open 
bidding. The Office of Naval Research cited J&A numbers 14-15, “approved by Assistant Secretary 
of the Navy (Research Development & Acquisition) on Aug. 26, 2015,” under request for proposal. 
That Assistant Secretary of the Navy was Sean Stackley, a man who has touched all three sides of the 
MIC: A former Navy officer who worked his way up through the Senate Armed Services Committee, 
Stackley worked as an Assistant Secretary of the Navy before joining L3 as a senior vice president.

23 Examples of relevant industry products—just from August 2018—that could be supplied 
by more than one corporation include air conditioners for certain landing craft; display units, electric 
components, and windows for military vehicles; engine parts; heat exchangers for aircraft; night vision 
technology; processors used on transport aircraft; parts for and repair of tiltrotor aircraft; binocular 
displays; research & data collection on ways to measure student performance for the Naval Surface 
Warfare Center; rocket propelled grenade netting kits for armored vehicles; software for Marine Corps 
System Command; spare parts for Boeing F/A-18 and P-8A aircraft; and helicopter yoke assemblies 
and rotary wing blades.

24 Costly ships include littoral combat ships and Arleigh Burke-class destroyers. Relevant 
contracts: 15 Feb 2013, 26 Aug 2013, 14 June 2016, 18 Sept 2018, 27 Sept 2018.
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25 6.302-4 invokes the terms of an international agreement or treaty between the U.S. and an 
allied government or invokes the “written directions of a foreign government reimbursing the agency” 
for the good or service. Examples of 6.302-4 being used to avoid competitive bidding on international 
deals include maintenance and repair of Australia’s Lockheed Martin MH-60R helicopters (12 Dec 
2012, 15 Sept 2016); maintenance and repair of Iraqi ships (24 April 2017); maintenance on Kuwait’s 
Boeing F/A-18 aircraft (30 May 2017) and instructing Kuwait how to operate KC-130J aircraft and 
simulators (19 March 2014); and Raytheon’s Seasparrow missile (developed with nine NATO nations, 
including the Netherlands and Germany) used on Navy ships (24 Aug 2018). FAR 5.202 (a)(3) can have 
a similar effect. A 20 May 2016 contract wherein Northrop Grumman helped arm the Saudi regime 
was not competitively procured, citing FAR 5.202 (a)(3), used when foreign government is going to 
reimburse the U.S. contracting agency for the cost of the product or an international agreement / treaty 
between D.C. and a foreign government “has the effect of requiring that the acquisition shall be from 
specified sources.” In other words, if you’re dealing with a foreign government, and you feel like it, 
feel free to make it a noncompetitive contract.

26 An example of 10 U.S.C. 2304(c)(4) is a 29 June 2018 contract, which disclosed that 
Northrop Grumman was working on parts of the Lockheed Martin Trident II submarine-launched 
ballistic missile. The contract modification was justified, in part, using (c)(4) and citing an international 
agreement: the 1963 Polaris Sales Agreement between the U.K. and U.S. London and D.C. had 
amended this agreement in the 1980s in order to justify sales of the Trident II missile to London. 
BAE Systems makes the U.K. submarines (the Vanguard class from the 1990s and the upcoming 
Dreadnought class) that hold the Trident II. As of spring 2016, an upgrade to the Trident in the U.K. 
was expected to cost £205 billion, according to the anti-war coalition Stop the War (Kate Hudson, 12 
May 2016).

27 Written out in its entirety: -6) Full and open competition need not be provided for when 
the disclosure of the agency’s needs would compromise the national security unless the agency is 
permitted to limit the number of sources from which it solicits bids or proposals. -7) Full and open 
competition need not be provided for when the agency head determines that it is not in the public 
interest in the particular acquisition concerned.

28 In accordance with FAR 6.302-1(a) (2)(i)(A) and DFARS 206.302-1. A corporation is exempt 
from full & open competition when the “source has demonstrated a unique and innovative concept.” 

29 10 U.S. Code §2371b is used to justify noncompetitive contracts when developing a 
prototype.

30 In 1982 U.S. Congress passed the Small Business Innovation Development Act. The 
Pentagon has cited U.S. Public Law 106-554, which the 106th Congress enacted in the year 2000 
reauthorizing and revamping the 1982 Act. The Small Business Innovation Research (SBIR) program 
arose as a result of the 1982 Act. Under SBIR, the federal government issues grants and loans to small 
businesses.

31 See Larry Makinson’s reporting (“Outsourcing the Pentagon.” Center for Public Integrity. 29 
September 2004). Makinson sampled FY1998-2003.

32 Giant war corporations have claimed their smaller divisions or subsidiaries are stand-alone 
small businesses. For example, on 14 June 2018, numerous small businesses were awarded their 
share of an ultimately $7.5 billion contract to supply the Defense Information Systems Agency with 
systems engineering and technology. Among the corporations awarded were BAE Systems, Booz 
Allen Hamilton, Leidos, Northrop Grumman, and Parsons. These are not small businesses.

33 You’ve got small business, woman-owned small business, small disadvantaged business, 
disadvantaged woman-owned small business, and disadvantaged woman-owned small business 
in a historically underutilized business zone. Likewise, you’ve got veteran-owned small business, 



 Financials and Legalese 121

disadvantaged veteran-owned small business, service-disabled veteran-owned small business, and 
service-disabled veteran-owned woman-owned small business operating in a historically underutilized 
business zone.

34 “Aerospace CEO Creates $500,000 Venture Capital Fund for Minority Small Businesses.” 
AAR. 21 November 2013. “Boeing Recognized for Successful Small Business Mentorship.” Boeing. 
16 March 2015. “CACI Small Business Advocacy Office.” CACI. Accessed 20 March 2019. 
“DynCorp International Wins Department of State Prime Contractor Subcontract Award.” DynCorp 
International. Last updated 9 April 2013.

35 War products included Boeing Apache helicopter; Boeing Chinook helicopter; Boeing-
Sikorsky Comanche helicopter (which cost around $7 billion in R&D before being cancelled); 
Lockheed Martin (Sikorsky) Black Hawk helicopter; MD Helicopter Cayuse (and its Ute variant) 
helicopter; Raytheon Tomahawk cruise missile; Sikorsky Choctaw helicopter; Textron (Beechcraft) 
Huron surveillance airplane; Textron (Bell) Iroquois “Huey” helicopter; and Textron (Bell) Kiowa 
helicopter. One ought to consider all the military unit patches featuring problematic or even racist 
imagery.

36 Sebastian Junger’s Tribe explains, “American Indians, proportionally, provide more soldiers 
to America’s wars than any other demographic in the country” (p. 118). See also “American Indian 
and Alaska Native Servicemembers and Veterans.” Department of Veterans Affairs. September 2012: 
<www.va.gov/TRIBALGOVERNMENT/docs/AIAN_Report_FINAL_v2_7.pdf>.

37 Brown, Alleen, Will Parrish, and Alice Speri. “Leaked documents reveal counterterrorism 
tactics used at standing rock to ‘defeat pipeline insurgencies.’” The Intercept. 27 November 2017. 
“Mercenary firm providing security at DAPL Protest did covert ops for Blackwater.” Telesur. 
31 October 2016. “TigerSwan Security, Linked to Blackwater, Now Coordinates Intel for Dakota 
Access.” DemocracyNow. 21 November 2016.

38 Relevant Native contracts: 2014 (29 Aug, 26 Sept), 2015 (1 April, 14 May, 24 June, 22 July, 
25 Sept, 28 Oct), 2016 (29 Jan, 10 Feb, 30 June, 19 Aug, 6 Sept, 7 Oct, 1 Dec, 22 Dec), 2017 (10 Feb, 
15 May, 7 Sept, 27 Sept, 28 Sept, 29 Sept, 3 Oct), 2018 (20 Feb, 6 April, 17 April, 1 May, 5 June, 2 
July).

39 Tribal leaders signed the Alaska Native Claims Settlement Act of 1971. The Alaskan Native 
people as a whole did not vote on the Act or the previsions contained within. D.C. conceded titles to 
millions of acres of land, some monetary compensation, and acknowledgement of Alaskan Natives’ 
aboriginal ancestry. Native leaders agreed not to pursue reparations and/or any unresolved territorial 
claims. The Act created corporations to manage Alaskan Native operations, effectively shoehorning 
Alaskan Native wellbeing into the corporate realm while binding Native prosperity to D.C.’s needs.

40 Some differences: Tribal Governments can provide governmental services (e.g. public works, 
some law enforcement, some healthcare and education allotment) to the respective community, but 
ANCs must instead divvy out contracting profits to ANC stakeholders (typically via supplementary 
income, land stewardship, academic scholarships, and donations to local non-profits). In any case, 
Natives’ prosperity is bound to D.C.’s contracting largess.

41 Paltrow, Scot J. “The Pentagon’s doctored ledgers conceal epic waste.” Reuters. 18 
November 2013. Plugs are illegal per the Antideficiency Act. “Former military service officials say 
record-keeping at the operational level throughout the services is rife with made-up numbers to cover 
lost or missing information.”

42 Dave Lindorff (“Exclusive: The Pentagon’s Massive Accounting Fraud Exposed.” The Nation. 
27 November 2018) noted that though the Pentagon inspector general knew and acknowledged DFAS 
was falsifying financial statements on a grand scale, the inspector general did not push for punishment 
of DFAS personnel. This could only happen with the top tier of military leadership approving tacitly or 
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formally of the financial fraud and the IG’s neglect. Scot Paltrow (Reuters, 18 November 2013) came 
to a similar conclusion: “The secretary of defense’s office and the heads of the military and DFAS have 
for years knowingly signed off on false entries…” It is my experience that high-ranking officers and 
civilians—under the assumption that their vast coteries and support staff have covered all the bases—
perfunctorily sign off on items that cross their desks.

43 The War Dept. “is continuing to take steps to strengthen its financial reporting. ... We’re 
supportive of those efforts and will continue to work with DOD as they make additional progress,” a 
Treasury spokesperson said, quoted Reuters (Paltrow, 18 November 2013). Treasury also aids MIC and 
Zionist maneuvers by sanctioning and separating from their funds people who chart their own strong, 
independent foreign policy (e.g. Iran) or defy Zionist rule of the eastern Mediterranean (Hezbollah).

44 The U.S. Department of Labor has aided, for example, Lockheed Martin’s exploitation 
and propagandization of the working classes, approving the war corporation’s National Standards of 
Apprenticeship, thereby “establishing a common framework for the company to develop and expand 
registered apprenticeship programs across its U.S. facilities.” “U.S. Department Of Labor Approves 
Lockheed Martin National Standards Of Apprenticeship.” Lockheed Martin. 13 November 2018. The 
Department of Labor has also granted Raytheon’s operations at White Sands Missile Range, NM, 
the highest level of achievement in employee health and safety (the pollution and toxins that come 
from missile production and testing were not factored in Labor’s assessment). “U.S. Department of 
Labor’s OSHA recognizes Raytheon Mission Capability and Verification Center for safety and health 
achievement.” U.S. Department of Labor. Release No. OSHA-09-1110-DAL. 2 December 2009.

45 Before the audit kicked off, the Pentagon “spent tens of billions of dollars to upgrade to new, 
more efficient technology in order to become audit-ready. But many of these new systems have failed, 
either unable to perform all the jobs they were meant to do or scrapped altogether—only adding to the 
waste they were meant to stop,” according to Reuters (Paltrow, 18 November 2013). No matter which 
way you turned, industry was there. When think tanks and industry analysts circulated news that the 
audit would fail because the War Department was using a snarl of mismatched, disparate, and outdated 
accounting systems, the war industry said, Great! We have a solution for that. And the war industry 
went on to market more business management systems and personnel.

46 Deloitte & Touche is a U.K. firm, but the offices handling the Pentagon are based in Virginia. 
Relevant contracts: 29 Sept 2016, 15 Sept 2017, 17 April 2018, 25 May 2018, 27 Sept 2018. The 17 
April 2018 contract was worth $800 million.

47 2017 and 2018 were big years for the firm. It made millions auditing the Army, Navy, and 
Air Force, and Defense Logistics Agency. Relevant contracts: 2017 (11 July, 7 Sept, 25 Oct, 27 Dec, 
28 Dec), 21 Sept 2018. Audit work on U.S. Army and the Pentagon’s Office of Inspector General were 
issued, for example, 4 Nov 2015, 2016 (27 Jan, 23 Dec, 13 May, 23 Dec).

48 Aubin, Dena, et al. “Exclusive: Ernst & Young tightropes between audit, advocacy.” Reuters. 
9 March 2012.

49 Ernst & Young gave its 2012 “Entrepreneur of the Year” award to AAR’s chairman of the 
board, David Storch. In a particularly crude example, Ernst & Young bestowed a “corporate social 
responsibility” award upon Green Beans Coffee (the corporation that employs third-country nationals 
when selling expensive coffee and pastries to U.S. troops and mercenaries on military bases in the 
Persian Gulf, Djibouti, Afghanistan, and Iraq). Green Beans Coffee is owned by Elevate Gourmet 
Brands (San Rafael, CA) as of this writing. Since Sept 2001, Green Beans Coffee’s “growth rate has 
exceeded an astonishing 1,400 percent,” National Public Radio reported (Raz, Guy. “U.S. Contractors 
in Iraq Rely on Third-World Labor.” 10 October 2007).
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50 The beginning of FY2015 was a strong quarter for KPMG sales to the War Dept. They sold 
audit services on 29 Oct, 31 Oct, 1 Dec, 4 Dec 2014. Other contracts issued 18 Nov 2015, 27 Jan 2016, 
15 Dec 2016, 22 Aug 2017, 29 Dec 2017, 9 Feb 2018.

51 “Management’s Report on Internal Control Over Financial Reporting.” General Dynamics 
Annual Report 2017, p. 81.

52 “KPMG’s audit work unacceptable, says watchdog.” BBC News. 18 June 2018.
53 Relevant contracts: 12 May 2016, 26 May 2017, 29 March 2018, 16 May 2018, 28 July 2015, 

31 July 2015, 18 Dec 2015.
54 “PwC collected $1.8 million from 11 lobbying clients in 2011. Most of them were trade 

associations and industry coalitions.” Aubin, Dena, et al. “Exclusive: Ernst & Young tightropes 
between audit, advocacy.” Reuters. 9 March 2012.

55 Wilkers, Ross. “Veritas closes deal for PwC U.S. public sector arm.” Washington Technology. 
1 May 2018. Veritas already had a stable of war corporations (assets under management), including 
Peraton (from Harris’ IT division) and DXC Technology.

56 “L-3 To Buy Vertex for $650 Million.” Bloomberg. 23 October 2003.
57 Alion has sold unmanned underwater vehicle technology, business support, engineering, 

R&D, and C4ISR support services. Vencore has sold IT products, many different cyber programs, 
data collection services, R&D of defenses against distributed denial of service attacks, and machine-
learning R&D on the energy-grid. Vencore works regularly for DARPA and AFRL.

58 The CFO, Deborah Ricci, had also worked for A-T Solutions (now owned by PAE) and 
Centerra. Around the same time, Tim Reardon became the new Constellis CEO. He had been a high-
ranking official at Lockheed Martin and then a president at Leidos.

59 4 corporations sold “audit finding remediation support” on 22 Aug 2017: RMA Associates 
led Ernst & Young, Kearney & Co., and KPMG. Later, Deloitte and KPMG sold—up to $980 million 
on 21 Dec 2017—financial improvement and audit readiness.

60 Such war corporations as Accenture and Booz Allen Hamilton sold to the Navy. Kforce 
Government Solutions sold to the Defense Threat Reduction Agency, an agency in charge of monitoring 
and countering chemical, biological, radiological, nuclear, and high explosive weaponry. (In addition 
to financial services, KGS has sold a variety of products to the U.S. government in recent years, 
including hospital equipment, C4ISR engineering support, and medical training devices.) Seneca 
Solutions, a Native small business, sold financial & accounting services. Cotton & Co., Kearney & 
Co., and Grant Thornton helped audit the War Dept. Small tech firms sold business activity monitoring 
services and cost assessment. All of these corporations contracted through their offices in northeast 
Virginia. Relevant contracts: 9 Sept 2014, 3 Dec 2014, 30 March 2015, 30 April 2015, 20 April 2015, 
29 Feb 2016, 29 April 2016, 23 Sept 2016, 26 Sept 2016, 6 Feb 2017, 30 May 2017, 6 July 2017, 22 
Aug 2017, 15 Dec 2017, 19 Dec 2017, 8 May 2018, 16 Aug 2018, 21 Aug 2018, 17 Sept 2018, 18 
Oct 2018.

61 Vergun, David. “The Biggest Audit in Human History … Really?” U.S. Department of 
Defense. 16 November 2018.

62 Cancian, Mark. “The DOD Audit: No Pot Of Gold At The End Of That Rainbow.” Forbes. 
19 November 2018.

63 The few that received a passing grade, an “unmodified opinion” in pentagonese, were the 
Defense Contract Audit Agency; the Defense Finance & Accounting Services, Working Capital Funds; 
the Defense Health Agency, Contract Resource Management; the Military Retirement Fund; and the 
U.S. Army Corps of Engineers, Civil Works.

64 Grant Thornton couldn’t issue an audit opinion because “USSOCOM management was unable 
to provide sufficient appropriate audit evidence to conclude that the financial statements taken as a 
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whole are free of material misstatements.” Full criticism available at “FY 2018 USSOCOM Financial 
Statement Reporting Package.” U.S. Special Operations Command. 30 Sept 2018: <www.socom.
mil/Documents/FY2018_USSOCOM_Financial_Statement_Reporting_Package_UNCLASSIFIED.
pdf>, p. 47.

65 Vergun, David. “The Biggest Audit in Human History … Really?” U.S. Department of 
Defense.

66 Lindorff, Dave. “Exclusive: The Pentagon’s Massive Accounting Fraud Exposed.”
67 Lindorff, Dave. “Exclusive: The Pentagon’s Massive Accounting Fraud Exposed.”
68 Journalist Matt Taibbi (Rolling Stone, 16 January 2019) explains how the Federal Accounting 

Standards Advisory Board (FASAB) legalized classified war and military intelligence spending: “The 
new guidance, ‘SFFAS 56—CLASSIFIED ACTIVITIES’ permits government agencies to ‘modify’ 
public financial statements and move expenditures from one line item to another. It also expressly 
allows federal agencies to refrain from telling taxpayers if and when public financial statements have 
been altered.” Dave Lindorff contextualizes the new guideline in The Nation on 27 November 2018.

69 Mehta, Aaron. “Pentagon comptroller to serve as acting deputy defense secretary.” Defense 
News. 2 January 2019.

70 Issued 6 Nov 2018, 30 Nov 2018, 13 Dec 2018, 19 Dec 2018, 30 Dec 2018, 21 Dec 2018, 
29 Jan 2018. Corporations included CACI, KPMG, Kearney & Co., Ernst & Young, and Diligent 
Consulting (San Antonio, TX). The pentagonese in the latter’s contract is stunning: Diligent 
Consulting will work to “better align capabilities with user needs by realigning the fielding strategy 
to match the needs of individual units through the use of agile methods, and incorporate two financial 
processes necessary to be compliant with Financial Improvement and Audit Readiness and the Federal 
Information System Controls Audit Manual.”

71 Consider a few corporations in Naval Air Systems Command: StraCon Services Group (Fort 
Worth, TX) leads strategic planning and evaluation of administrative systems and military activities 
for Program Executive Offices, Total Logistics (Manassas, VA) helps manage Industrial & Logistics 
Management Planning / Sustainment Department, and Integri (Tampa, FL) has supported the corporate 
business office.

72 Examples include but certainly are not limited to Concurrent Technologies Corp. (Johnstown, 
PA) running and managing portions of the Under Secretary of War for Personnel & Readiness; Strategic 
Analysis Inc. (Arlington, VA) guiding research and engineering objectives within sundry offices under 
the Assistant Secretaries of War; and E3 Federal Solutions (McLean, VA) covering over three dozen 
“separate offices headed by senior level individuals” within the Office of the Under Secretary of War 
for Policy. E3 has also sold analytical and administrative services for the Office of the Under Secretary 
of War for Acquisition, Technology, and Logistics. Pertinent contracts: 19 July 2018, 26 July 2018, 
13 Sept 2018, 26 March 2018, 6 Feb 2018, 25 April 2018, 23 May 2018, 11 Aug 2016, 21 July 2017, 
19 July 2018, 5 Sept 2017. On 30 April 2019, the Institute for Defense Analysis (Alexandria, VA) 
was contracted to support the Office of the Secretary of War Joint Staff, combatant commands, and 
agencies. Support included research, analyses, technical evaluation, and test & evaluation involving 
“comprehensive evaluation of national security issues, including systems and technologies at all stages 
of development, deployment, and use.” Such contracts are common occurrences. Corporations have 
also overrun Washington Headquarters Services, the Pentagon’s primary stand-alone unit focused on 
administrative activities.

73 Examples of ignored laws include the Kellogg-Briand Pact of 27 August 1928, an 
international agreement which barred armed conflict as a way of settling disputes, and the War Powers 
Act of 1973, which stipulates that U.S. troops can only be deployed into combat when U.S. Congress 
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declares war. U.S. Congress has willingly ignored its obligation under the War Powers Act during 
ever-expanding post-9.11 global war.

74 White-collar criminologist Bill Black has noted that today’s widespread corporate criminality 
stems from (1) egregious executive compensation packages, (2) limited liability companies permitting 
great flexibility and corporate authority, and (3) a lack of willingness in D.C. to prosecute white-collar 
crime. White-collar criminal behavior is not punished with any consistency, substance, or sting. Not 
one Wall Street official went to jail for crashing the global economy in 2008-9. The only person who 
went to jail was Bernie Madoff, because he stole from the super-wealthy. Wall Street firms received 
windfalls in 2009, per “Wall Street Doled $20B in Bonuses in 2009” [CBS News, 23 February 2010]. 
Journalist Matt Taibbi has noted that the sub-prime mortgage plot was an effort to pull the remaining 
savings out of the U.S. working class. The most war corporations will ever see are fines and lenient, 
soft penalties levied. War criminality and profiteering are not touched.

75 Gorman, Siobhan. “Little-known contractor has close ties with staff of NSA.” Baltimore 
Sun. 29 January 2006. The executive was talking about hiring individuals who recently worked in 
government.

76 E.g. penalties & fines: “Key Trends in POGO’s Revamped Contractor Misconduct 
Database.” Project on Government Oversight. 12 November 2015; Fang, Lee. “Contractors that 
defraud the government the most also spent the most on lobbying.” The Intercept. 13 November 
2015; Hartung, William “Tools of Influence: The Arms Lobby and the Super Committee.” Center 
for International Policy. 31 October 2011; Esterbrook, John. “Halliburton To Pay Pentagon $6.3M.” 
CBS News. 23 January 2004; Mehta, Aaron. “Department of Justice forces $30M from Northrop for 
fraudulent costs.” Defense News. 3 November 2018; “Defense Contractor Agrees to Pay $4.63 Million 
to Settle Overcharging Allegations.” U.S. Department of Justice. 28 September 2015; Vine, David. 
“Contractors Raked in $385 Billion on Overseas Bases.” Mother Jones. 14 May 2013.

77 Malone, Patrick. “Lockheed Martin Nuclear Subsidiary Fined for Paying Lobbyists with 
Federal Funds.” Center for Public Integrity. 24 August 2015: <time.com/4007950/nuclear-weapon-
sandia-lockheed/>.

78 “The amount represents 8 percent of the bonus payments Sandia Corporation received 
while the lobbying effort was under way, according to federal contract records,” the Center for Public 
Integrity reports (Malone, 24 August 2015).

79 Shalal-Esa, Andrea. “Raytheon to pay fine for U.S. export control violations.” Reuters. 30 
April 2013.

80 Raytheon PR officials said the corporation would continue to work with the U.S. State 
Department “to achieve its goal of full compliance and industry-leading practices.” Some of 
Raytheon’s violations were related to mishandling or improper oversight of classified material. 
Reuters concludes: “Last year, United Technologies Corp, another large U.S. exporter, agreed to pay 
$75 million in fines for export violations, including the sale of software later used by China to develop 
its first modern military attack helicopter.” Shalal-Esa, Andrea. “Raytheon to pay fine for U.S. export 
control violations.” 30 April 2013.

81 But, one might argue, the very act of fining war corporations is proof that the U.S. government 
is in charge and taking action. Right? No. At the end of the day, the U.S. war industry gets what it 
wants: war. With the deck stacked in its favor, the war industry writes some legislation pertaining to 
“defense” and “national security.” Lobbyists, armed with drafts of legislation written by corporate 
legal teams, meet with congressional aides and hash out the finer points of whatever bill is in question. 
The larger legal code is ultimately crafted or approved by the very politicians the war industry owns. 
The executives running war corporations are happy to keep paying relatively nominal fines as long as 
the racket of war continues.
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82 The Defense Contract Audit Agency “raised to $250 million from $15 million the threshold 
value at which a contract is automatically audited.” DCAA justified this by saying it’s now mostly 
concentrating on the bigger contracts where serious money can be recouped. “Still, hundreds of 
thousands of contracts that would eventually have been audited now won’t be,” reported Scot J. 
Paltrow (Reuters, 18 November 2013).

83 D.C. wanted to conduct combat operations inside Pakistan. Pakistani President Pervez 
Musharraf opposed this. CIA proposed a legal solution: “In order to get special-operations troops 
inside Pakistan, they would simply be turned over to the CIA and operate under Title 50 covert-action 
authority. Special-operations troops would be ‘sheep-dipped’—the SEALs would become spies.” 
Special operations forces were then legally able to operate in Pakistan, and D.C. wouldn’t have to tell 
Musharraf. The same legal trick was used in the raid on OBL’s compound in Abbottabad. Mazzetti, 
Mark. The Way of the Knife (New York: Penguin Press, 2013, pp. 133, 287).

84 Willman, David. “A flawed missile defense system generates $2 billion in bonuses for 
Boeing.” LA Times. 2 September 2016. In another instance, MDA apparently altered very the criteria 
needed to pass a missile test. An MDA spokesperson prevaricated: “In recent contract terms, the words 
‘hit-to-kill’ have been changed to support the more detailed documented objectives of each respective 
flight test. For intercept flight tests conducted under the current design and sustainment contract, a 
successful intercept remains a key performance objective.” An MDA spokesperson defended paying 
Boeing billions for the shoddy Ground-based Midcourse Defense system: Boeing had “earned” such 
payment “based on the criteria specified in the contract.” And MDA was merely complying “with all 
appropriate acquisition regulations.” A Boeing spokesperson said the corporation “has met contractual 
requirements and a variety of incentives across a wide range of program objectives.”

85 Natasha Bannan, associate counsel at LatinoJustice PRLDEF, notes that the U.S. military 
often operates under the notion of sovereign immunity, a legal doctrine that protects the U.S. federal 
government from lawsuits or other legal challenges. “This was why a district court and then the U.S. 
Court of Appeals for the First Circuit dismissed Sanchez et al. v. United States, a case filed against 
the U.S. in 2007 by more than 7,000 Vieques residents. The Supreme Court declined to hear the case 
in 2013,” reported Valeria Pelet (“Puerto Rico’s Invisible Health Crisis.” The Atlantic. 3 September 
2016).

86 Courtesy of journalists Matt Taibbi (Rolling Stone, 16 January 2019) and Dave Lindorff 
(The Nation, 27 November 2018), we know that the U.S. government has made it legal to cook the 
books. This legalization just enshrined what U.S. intelligence agencies and the Pentagon have been 
doing for decades: manipulating financial ledgers in order to obtain funding for classified projects, 
some of which are the work of Lockheed Martin’s Skunk Works or Boeing’s Phantom Works. CIA, 
for its part, has had no obligation to be honest about its finances. It relies on 50 U.S. Code § 3510: 
“The sums made available to the Agency may be expended without regard to the provisions of law 
and regulations relating to the expenditure of Government funds;  and for objects of a confidential, 
extraordinary, or emergency nature, such expenditures to be accounted for solely on the certificate 
of the Director and every such certificate shall be deemed a sufficient voucher for the amount therein 
certified.” Additionally, CIA generally reserves the right to determine whether its own activities are 
criminal or not and whether to report them.

87 When transferring sensitive military technology to the Saudi regime to boost weapon 
production, a Raytheon spokesperson leaned on legalese: “Industrial participation by local partners 
has been an element of international sales of military equipment for decades… These activities and 
related technologies are governed by the Arms Export Control Act, controlled by the International 
Traffic in Arms Regulations, and conform to all licensing rules and restrictions of the United States 
government.” Quoted in LaForgia and Bogdanich (The New York Times, 7 June 2019).
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88 The Nation explains: “Under a series of treaties dating back to 1962, members of the U.S. 
military stationed in Colombia are immune from prosecution. That immunity has since been extended 
to private security firms, which have been implicated in a series of crimes in Colombia related to 
drug-running, money laundering and rape.” Grandin, Greg. “U.S. Soldiers and Contractors Sexually 
Abused at Least 54 Children in Colombia Between 2003 and 2007.” The Nation. 7 April 2015. Status 
of Forces Agreements, negotiated by D.C.’s lawyers, protect U.S. troops and mercenaries around the 
world. 

89 “While it’s true that foreign nationals and foreign governments are prohibited from making 
contributions to political campaigns, there’s a simple work-around for that, one the Saudis obviously 
made use of big time. Any foreign power hoping to line the pockets of American politicians just has 
to hire a local lobbyist to do it for them.” Freeman, Ben. “How Much It Costs to Buy U.S. Foreign 
Policy.” The Nation. 4 October 2018.

90 Federal law does not mandate public disclosure of think tank benefactors. Donations above 
$5,000 are reported to the IRS. One must comb tax documents to figure out what corporations and 
governments are spending on think tanks. See Rick Carp (“Who Pays for Think Tanks?” Fairness & 
Accuracy In Reporting. July 2013).

91 Walsh and Schmitt. “Arms Sales to Saudis Leave American Fingerprints on Yemen’s 
Carnage.” The New York Times. 25 December 2018. Pre-amnesty is a theme among the brutal. Acting 
President of Bolivia, Jeanine Áñez, pre-exonerated the federal police forces (through a decree, DS-
4078) after she came to power in a D.C.-backed coup in autumn 2019.

92 Hilzenrath, David. “From Public Life to Private Business: Former Pentagon Chief Cohen’s 
Firm Serves Defense Contractors.” Washington Post. 28 May 2006.

93 A typical Safe Harbor disclaimer: “Except for historical information contained herein, the 
matters set forth in this news release are forward-looking statements. Statements that are predictive 
in nature, that depend upon or refer to events or conditions or that include words such as ‘expects,’ 
‘anticipates,’ ‘intends,’ ‘plans,’ ‘believes,’ ‘estimates,’ ‘will,’ ‘could’ and similar expressions are 
forward-looking statements. The forward-looking statements set forth above involve a number of 
risks and uncertainties that could cause actual results to differ materially from any such statement, 
including the risks and uncertainties discussed in the company’s Safe Harbor Compliance Statement 
for Forward-Looking Statements included in the company’s recent filings, including Forms 10-K and 
10-Q, with the Securities and Exchange Commission. The forward-looking statements speak only 
as of the date made, and the company undertakes no obligation to update these forward-looking 
statements.”

94 A typical think tank disclaimer: “This report is written and published in accordance with 
[think tank name] policy on intellectual independence. The author is solely responsible for its analysis 
and recommendations. The [think tank] and its donors do not determine, nor do they necessarily 
endorse or advocate for, any of this report’s conclusions.”

95 Quote by Cindy Sheehan, “SJR 54 will not end the war in Yemen (Statement from March on 
the Pentagon)” (PopularResistance.org, 5 December 2018).

96 Cobain, Ian. “Obama’s secret kill list—the disposition matrix.” The Guardian. 14 July 2013. 
Becker, Jo and Scott Shane. “Secret ‘Kill List’ Proves a Test of Obama’s Principles and Will.” The 
New York Times. 29 May 2012. Saletan, William. “Beyond the Kill List.” Slate. 30 May 2012. Broze, 
Derrick. “Obama Administration Forced to Release Drone Kill List ‘Playbook.’” MintPress News. 11 
August 2016.

97 Gerstein, Josh. “Judge green-lights ‘kill list’ lawsuit.” Politico. 13 June 2018.
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98 The judge rejecting the Al-Awlaqi suit wrote that the people alleged to have exercised this 
legal authority “are alleged to have followed a known procedure that occurred in Washington or its 
environs.” See Josh Gerstein (Politico, 13 June 2018).

99 “A lawyer representing the CIA refused to acknowledge that the CIA had anything to do 
with drones, even under cross-examination from skeptical judges who questioned him about public 
statements by former CIA director Leon Panetta,” journalist Mark Mazzetti explains (The Way of the 
Knife, p. 313).

100 Both Secretary of War and Combatant Commander have signed off on such directives. War 
Secretary Donald Rumsfeld issued a classified directive in 2004 expanding the reach of U.S. special 
operations forces to capture, kill, and spy in over a dozen countries (e.g. Pakistan, Philippines, Somalia, 
Syria). David Petraeus, CENTCOM commander (Oct 2008–June 2010), signed a directive expanding 
U.S. military activity in the greater Middle East. These activities “prepare the environment,” allowing 
military units and mercenaries to “develop clandestine operational infrastructure that can be tasked to 
locate, identify, isolate, disrupt/destroy” bad guy networks and individual leaders of “terrorist groups” 
(Mazzetti, The Way of the Knife. pp. 128-9, 206-7). Both Rumsfeld and Petraeus have had intricate 
ties to Wall Street and Corporate America. Petraeus is now a partner at the New York investment firm 
KKR.

101 A letter Faulkner sent to U.S. Senators “argued that military action in Syria is ‘consistent with 
the inherent right of individual and collective self-defense.’” Fang and Emmons. “State Department 
team led by former Raytheon lobbyist pushed Mike Pompeo to support Yemen war because of arms 
sales.” The Intercept. 21 September 2018.

102 Alex Emmons of The Intercept (20 July 2018) explains: “While the previous policy 
prohibited arms transfers to countries that perpetrate ‘attacks directed against civilian objects or 
civilians,’” the new policy “bars such transfers to countries that commit ‘attacks intentionally directed 
against civilian objects or civilians.’”

103 FISA Section 702 allows NSA to surveil without a warrant U.S. persons who communicate 
with people overseas. Toomey and Peracha. “The NSA Is Using Secrecy to Avoid a Courtroom 
Reckoning on Its Global Surveillance Dragnet.” ACLU National Security Project. 29 June 2018. Note: 
There is no adversarial legal process in FISA courts.

104 NSA has changed its legal interpretation of inconvenient laws. Online phone call services 
allow users “to dodge long-distance calling fees and to take their number with them anywhere around 
the world.” In NSA’s view, such online calling “might allow targets to acquire phone numbers with 
U.S. area codes and thus become off-limits to the agency, which is not supposed to conduct domestic 
spying,” The Intercept explains. NSA once interpreted USSID 18 “as barring the targeting of U.S. 
numbers, and built safeguards into various online systems, causing U.S. numbers to be ‘minimized upon 
presentation’” and restricted from a process in which NSA maps people’s networks and associations. 
“NSA developed techniques ‘for identifying the foreign status’ of phone numbers,” and NSA’s Office 
of General Counsel “ruled that U.S. phone numbers affiliated with online calling services” could be 
deemed as foreign and surveilled “if the number was ‘identified on foreign links’ and was associated 
with an online calling service such as Vonage.” Margot Williams, et al. The Intercept. 15 August 2018.

105 Toomey and Peracha. “The NSA Is Using Secrecy to Avoid a Courtroom Reckoning on Its 
Global Surveillance Dragnet.”

106 Gallagher and Moltke. “The Wiretap Rooms: NSA’s Hidden Spy Hubs in 8 U.S. Cities.” 
The Intercept. 25 June 2018.

107 Gallagher and Moltke. “The Wiretap Rooms: NSA’s Hidden Spy Hubs in 8 U.S. Cities.”
108 In order to easily surveil anyone in contact with the target, NSA lawyers craft legalese, 

classifying major telecom corporations as a “person,” thereby opening up NSA surveillance over any 
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and all Joes and Janes. NSA can say, for example, alright, we’re targeting Bob. And one of Bob’s 
contacts—under the two-hop rule and the associated NSA legalese—is the telecom provider that Bob 
uses. Hence, NSA can monitor any communication going through the telecom in order to surveil the 
population and any of Bob’s associates. NSA whistleblower William Binney explained this in detail on 
the 1 April 2019 episode of Empire Files (“NSA Whistleblower: Government Collecting Everything 
You Do,” <www.youtube.com/watch?v=SjHs-E2e2V4>) and “NSA Whistleblower Tells How NSA 
Tracks You” (The Jimmy Dore Show, 14 December 2017).

109 Clapper should face “charges for an admittedly false statement to Congress in March 2013, 
when he responded, ‘No, sir’ and ‘not wittingly’ to a question about whether the National Security 
Agency was collecting ‘any type of data at all’ on millions of Americans.” Nelson, Steven. “Lock Him 
Up? Lawmakers Renew Calls for James Clapper Perjury Charges.” U.S. News & World Report. 17 
November 2016. For more information, see <www.hasjamesclapperbeenindictedyet.com>.

110 Clapper is an industry man. He led the National Geospatial-Intelligence Agency 
(NGA), which works to map the earth for military purposes, during the early war on terror. NGA 
corporatization accelerated under Clapper’s leadership. Clapper retired from the Air Force in 2006 
as a Lieutenant General. He immediately went to work for war corporations. The great investigative 
journalist, Tim Shorrock, reported in The Nation on 8 Sept 2016 that one of these jobs was director 
of intelligence programs for SRA International (which sells such goods and services as intelligence 
collection technology, IT services, and biomedical research). Clapper soon returned to government as 
Under Secretary of War for Intelligence and then ascended to Director of National Intelligence. After 
leaving government in 2017 Clapper wrote a book, joined a think tank that receives much funding 
from the U.S. war industry, and joined CNN as a national security analyst.

111 For a recent instance of FBI utilizing NSA databases, see Aaronson, Trevor. “A declassified 
court ruling shows how the FBI abused NSA mass surveillance data.” The Intercept. 10 October 2019. 
Ongoing analysis at <icontherecord.tumbler.com>.

112 “U.S. agency denies data center to monitor citizens’ emails.” Reuters. 15 April 2013.
113 Category 4 languages (e.g. Arabic, Mandarin, Pashto) are the hardest for an English 

speaker to learn. A 3/3 on the Interagency Language Roundtable scale indicates professional working 
proficiency in reading & listening. A 4/4 indicates full professional proficiency (i.e. rarely taken for 
a native speaker but can respond appropriately even in unfamiliar situations; makes rare and minor 
errors of grammar and pronunciation). 3/3 is rare among Cat 4 military linguists. 4/4 is exceptionally 
rare. DLI aims to get students around 2/2, according to pressure group AUSA <ausa.org/articles/dlis-
language-guidelines>.

114 James Carroll (House of War. New York: Houghton Mifflin, 2006, pp. 418-9) details 
peaceful action well: Acting on their morals and the message of Jesus, Philip Berrigan and five others 
snuck aboard USS The Sullivans in February 1997, damaged some of its weaponry, and poured blood. 
They also “damaged the casement for the nuclear-capable cruise missiles,” Carroll noted. The U.S. 
has a deep tradition of religious pacifism, anti-war activism, and active Christian resistance to nuclear 
weaponry. The judge did not let them fully argue the religious or moral necessity of their actions. 
In July 2012, religiously motivated humans broke in to the Y-12 nuclear complex in Tennessee. 
Again, a judge did not allow the defendants to argue the moral or religious necessity of their actions 
in court. In April 2018, seven Catholic activists broke in to Naval Submarine Base Kings Bay, 
Georgia, and protested peacefully. In court in October 2019, the judge would not permit the seven 
to cite the Religious Freedom Restoration Act as part of their defense. For more information, go to 
<kingsbayplowshares7.org>. Similarly, those charged under the Espionage Act of 1917 (e.g. Edward 
Snowden, Julian Assange) are not allowed to argue a moral defense to the jury in the court of law, 
while the state is allowed to use classified evidence and witnesses against the defendant.
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115 “[W]ith this indictment, [Assange] has become the target for a case that could open the 
door to criminalizing activities that are crucial to American investigative journalists who write about 
national security matters,” The New York Times’ Charlie Savage wrote (“Assange Indicted Under 
Espionage Act, Raising First Amendment Issues,” 23 May 2019).

116 D.C. used a classified grand jury to go after Julian Assange. When Assange was dragged out 
of the Ecuadorian Embassy in London, the legal proceedings against him were unsealed. And where 
were the proceedings to take place? In the heart of the war industry: the eastern district of Virginia, 
where war corporations are the watershed.

117 “The war on Wikileaks, Assange and other outlets exposing the inner workings of power.” 
On Contact with Chris Hedges. 4 August 2018: <www.youtube.com/watch?v=4EVPBwrj3RI>.

118 Do not confuse the USA PATRIOT Act (Uniting and Strengthening America by Providing 
Appropriate Tools Required to Intercept and Obstruct Terrorism) with a Raytheon missile system 
(Phased Array Tracking Radar to Intercept On Target). The USA PATRIOT Act allowed the U.S. 
government to get away with otherwise unjust and anti-democratic behavior, namely shredding the 
4th Amendment and entrenching the surveillance state. The USA PATRIOT Act is not an anomaly. It 
is part of a broader legal tyranny designed to sustain war and suppress dissent.

119 Nationwide, in 2007, the Pentagon spent about $12,000 on advertising and other recruitment 
efforts per enlistee, according to Bill Carr, Deputy Under Secretary of War for Military Personnel 
Policy, as cited by the AP (30 September 2007). The War Dept. spent $2 billion spent on advertising 
during fiscal years 1998-2003. Makinson, Larry. “Outsourcing the Pentagon.” Center for Public 
Integrity. 29 September 2004. Updated 19 May 2014.

120 Relevant contracts issued 28 Sept 2016, 30 Sept 2016, 24 July 2017, 27 July 2017, 18 Sept 
2017, 12 March 2018, 4 April 2018, 18 July 2018, 2 Oct 2018. USAF contracts point to GSD&M 
selling “full-service advertising” with “all necessary management, supervision, labor, material, and 
equipment” required to “plan, create, design, produce, place, evaluate, and measure the effectiveness 
of advertising & special events” across national, regional, and local markets.

121 The 12 March 2018 contract with GSD&M cost $741 million for 9.5 years of advertising 
and event marketing.

122 “U.S. Air Force: Letter :30 Commercial.” U.S. Air Force Recruiting. 13 June 2017: <www.
youtube.com/watch?v=OAINshm-vHg>.

123 Peddling “great power competition” during his time in uniform, Gen. David Goldfein 
(featured in the ad) pushed to expand the Air Force by 74 squadrons. He also advocated increasing the 
network connectedness of Air Force units, pleasing industry.

124 The firm states, “U.S. Department of Defense tasked MullenLowe with creating a campaign 
specifically for young adults who have a passion they want to turn into a profession. Our platform—
‘You have a calling. We have an answer.’—speaks directly to those youth who know what they want 
out of life. It presents the U.S. Military as a transformative option, offering the most direct path to 
a fulfilled future. These spots exceeded expectations…” See “Calling/Answer.” MullenLowe U.S. 
Accessed 8 March 2019: <us.mullenlowe.com/work/jamrs-calling-answer/?t=0>. The firm boasts, 
“With many long arms, each able to deliver a powerful blow, several hearts that beat in unison and 
one sharp mind that shares a bold vision, MullenLowe is really unlike any other agency out there… 
MullenLowe U.S.’s culture is entirely about limitless possibilities and a relentless belief in a future 
that is bigger than the past,” per <https://us.mullenlowe.com/about/>.

125 Relevant contracts 22 Nov 2016, 6 Dec 2017. FMG’s work sometimes involves tapping 
into Defense Human Resources Activity (DHRA) and JAMRS, exploiting databases for what can only 
be described as propaganda purposes. The missions of DHRA and JAMRS are broad, flexible, and 
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overlapping. FMG has a vice president of “military personnel analytics,” per <www.forsmarshgroup.
com/about/leadership/katherine-ely/>, accessed 1 May 2019.

126 I applied Stuart Ewen’s words (Captains of Consciousness, pp. 211-3) to the war industry. His 
wisdom was: “to assert the idea that a community might control its own destiny was ‘communistic’”; 
and freedom is “the version of freedom that continually relegates people to consumption, passivity, 
and spectatorship.” The note about economic and social inequality was derived from the pioneering 
work of Prof. Shoshana Zuboff (The Age of Surveillance Capitalism. New York: PublicAffairs, 2019).

127 Recruitment and retention sales flow along the following tracks: Blaine Warren Advertising 
(Las Vegas, NV) to Air Force Reserve Command; Laughlin, Marinaccio & Owens (Arlington, VA) 
to Air National Guard; Jacob’s Eye (Atlanta, GA) and Lempugh Inc. (Laurel, MD) to Army National 
Guard; Buchanan & Edwards (Arlington, VA) and Wunderman Thompson (Atlanta, GA) to the U.S. 
Marine Corps; and Young & Rubicam (New York, NY) to the Navy. Y&R recently worked on a new 
motto for the Navy, surveying veterans, enlisted sailors, and “influencers” during testing. It focused 
on ages 17-21. The campaign debuted at the end of 2017. See Seck, Hope. “‘Forged By the Sea’: New 
Service Slogan to Debut at Army-Navy Game.” Military.com. 5 December 2017. Viewsport (Penfield, 
NY) has produced promotional gear for Marine recruiters. Industries for the Blind (Milwaukee, WI) 
customized Air Force promotional items. WPP plc (London) owns Wunderman Thompson and Y&R.

128 Available at <www.ddb.com/offices/north-america/usa/ddb-chicago/>.
129 Relevant contracts issued 6 April 2017, 21 Feb 2018, 20 May 2016, 6 April 2015, 6 Nov 

2015, 28 Aug 2017, 25 Sept 2017, 3 Oct 2018, 1 June 2018, 14 June 2017, 10 June 2016. B&E designs, 
develops, manages Marine Corps Recruiting Information Support System (MCRISS) offline capability 
for recruiters. MCRISS tries to “digitize the entire enlistment and officer accessions processes.” It is 
billed as a time saver that leads to “automating data entries” and “electronically scheduling applicants” 
for steps throughout the recruitment process. Accessed 8 March 2019: <www.candp.marines.mil/
Programs/Focus-Area-1-People/Marine-Corps-Recruiting-Information-Support-System-MCRISS>. 
A 10-year deal to DBB Chicago worth $4 billion was issued 20 Nov 2018. McCann World Group 
(New York, NY) had previously run Army Marketing & Advertising Program.

130 Issued 23 Feb 2017. This is nothing new for Booz Allen Hamilton, which is regularly 
contracted to work on media relations with the public.

131 The IT firm MicroTech has helped run the Pentagon’s Public Affairs Information Resource 
Management Office. General Dynamics has produced public affairs equipment and “visual information 
systems support.” CACI, the corporation that sells IT and intel services across the War Dept., 
also works marketing and advertising for the National Guard. Issued 18 July 2016, 11 May 2017, 
18 May 2016, 16 Feb 2018. Note the unquenchable nature of a 16 Feb 2018 contract for “strength 
maintenance program resource development and delivery of Army National Guard specific messaging 
for appropriate calls-to-action across key markets to generate leads required to achieve Army National 
Guard end strength.”

132 Contracts: 2016 (10 June, 22 Nov), 11 Sept 2017, 2018 (30, 31 July; 7, 25, 27 Sept; 3 Oct), 
2019 (31 Jan, 12 Feb, 10 July).

133 Construction on Guard & Reserve units has stretched from South Burlington, VT, to 
Kingsley AB in southern OR. Issued 24 Oct 2016, 2017 (28 Apr, 7 July, 24 Aug, 1 Sept, 7 Sept, 20 
Sept, 21 Sept, 25 Sept, 27 Sept, 28 Sept) 2018 (11 & 24 Sept).

134 Issued 2018 (8 June, 13 July, 22 Aug). GE issued 25 Sept 2019. Full description at 
<darpa.mil/program/measuring-biological-aptitude>. The Institute for Human & Machine Cognition 
(Pensacola, FL) works on similar efforts. 
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135 “The placements at CNN were reported in the European press in February of this year and 
the program was terminated,” National Public Radio (“Army Media Intern Flap,” 10 April 2000) 
reports.

136 The War Dept. paid professional U.S. sports teams to engage in traditionally patriotic 
ceremonies, like singing hymns (“God Bless America”), spreading massive U.S. flags across the 
field, and recognizing troops as “heroes.” The independent news organization TruthDig cites ESPN’s 
Stephen A. Smith for context: “Until 2009, no NFL [National Football League] player stood for the 
national anthem because players actually stayed in the locker room as the anthem played… The players 
were moved to the field during the national anthem because it was seen as a marketing strategy to 
make the athletes look more patriotic.” The War Dept. spent roughly $12.1 million during 2011-15 on 
these ceremonies, all “part of military-recruitment budget line items.” See Peralta, Eyder. “Pentagon 
Paid Sports Teams Millions for ‘Paid Patriotism’ Events.” NPR. 5 November 2015; and Niles, Emma. 
“How the Pentagon Paid for NFL Displays of Patriotism.” TruthDig. 26 September 2017.

137 Hastings, Michael. “Another Runaway General: Army Deploys Psy-Ops on U.S. Senators.” 
Rolling Stone. 24 February 2011.

138 Mazzetti and Daragahi. “U.S. Military Covertly Pays to Run Stories in Iraqi Press.” LA 
Times. 30 November 2005; Cloud, David S. “Quick Rise for Purveyors of Propaganda in Iraq.” The 
New York Times. 15 February 2006. The Bureau of Investigative Journalism (Black, et al. “Lord Bell 
ran $540m covert PR ops in Iraq for Pentagon.” The Sunday Times. 2 October 2016) reported that the 
Pentagon paid a U.K. firm, Bell Pottinger, roughly $540 million USD (during 2007-11) to produce 
al-Qaeda-like videos (to see who watched them) and write fake news made to look like the work of 
Arab media. The firm worked out of Camp Victory, Baghdad, as part of U.S. task force. Gen. David 
Petraeus reportedly approved many of the videos personally.

139 Tomlinson, Chris. “Pentagon ups public relations spending.” AP. 5 February 2009. Total 
Pentagon media expenditures were cited at $4.7 billion/year. Funding amounts included $1.6 billion for 
recruitment & advertising, $547 million for public affairs, and $489 million for PSYOPS (the fastest-
growing part of War Dept. media). Costs cited in the AP report didn’t include classified budgets or off-
the-books operations. By 2013, annual Pentagon PR had increased to approx. $626 million. The War 
Dept. used roughly 63% of the U.S. government’s overall PR spending and 40% of overall federal PR 
staff during 2006-15. See “Public Relations Spending: Reported Data on Related Federal Activities.” 
Government Accountability Office. 30 September 2016: <www.gao.gov/assets/690/680183.pdf>.

140 Ewen, Stuart. Captains of Consciousness. p. 31.
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The Tricks of the Trade

COOPERATION

Intra-industry cooperation demonstrates how the unifying profit motive of 
war corporations ultimately trumps competition among them. While corporations 
unite to wield influence and legalese for profitable advantage, they also cooper-
ate by working together on the same military contract. For example, Constellis’ 
Academi division (formerly known as Blackwater), Boeing, PAE, and Textron 
have worked together on a single worldwide drone contract. AECOM, Jacobs, and 
other engineering firms have worked together on a worldwide construction con-
tract.1 Elsewhere and ominously, industry giants have come together as a “single 
extended entity” to develop and manage standards for open computer architecture 
“via pre-planned product improvement initiatives.”2 One contract alone can facil-
itate industry cooperation.

War corporations also cooperate through providing goods and services 
for one another’s products. For example, Textron’s Bell brand makes a popu-
lar attack helicopter, the AH-1Z. General Electric makes the aircraft’s engines. 
General Dynamics makes the rockets. Lockheed Martin makes the targeting 
system. Northrop Grumman makes the mission computers. Raytheon makes the 
missiles. Aircraft are platforms for a variety of corporate goods and services.

Joint ventures are another way war corporations cooperate. A joint venture 
(JV) is a partnership between corporations allowing them to share expertise and/
or pool resources. Prominent JVs in the U.S. war industry include:

• United Launch Services (a.k.a. United Launch Alliance): Lockheed 
Martin and Boeing selling satellite launch services

• Javelin: Raytheon and Lockheed Martin selling portable anti-tank 
missiles

• Longbow: Northrop Grumman and Lockheed Martin selling fire control 
radar and missiles (to be used on Boeing’s AH-64 attack helicopter)

Boeing and General Motors team up as HRL Laboratories, researching ev-
erything from microelectronics to large sensors. General Dynamics and Raytheon 
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form Range Generation Next, or RGNext, to operate sites where war corporations 
launch vehicles into space for the government. Joint ventures keep U.S. military 
facilities up and running around the world.3 Governments allied to the U.S. war 
industry get into the mix. Boeing and the Swedish corporation Saab develop a 
training jet, the T-X. Rockwell Collins and the U.K.’s BAE Systems operate Data 
Link Solutions, which makes communications equipment. 

Working on the same contract, producing goods and services for one an-
other’s platforms, and joint ventures are some ways in which war corporations 
cooperate. They’re all in the racket of war together.

MEMES

In order to keep the military budget elevated, sustain industry, and con-
fine D.C. to a violent foreign policy, the public must be fed a constant stream of 
fear-inducing pretexts. Such pretexts, which must be carefully crafted and pro-
moted, effectively serve as advertising to sell the public on the need for war-relat-
ed production. The U.S. war industry, its think tanks, its politicians, and its media 
affiliates hyped the Soviet menace during the Cold War while simultaneously 
the U.S. war industry sold weaponry to all manner of allies, including despots 
and dictatorships. Today, after pumping the War on Terror for trillions in military 
spending, the war industry is returning to targeting Russia and China through 
“great power competition.”

Facing off against Russia and China is more comfortable territory for war 
corporations insofar as, in the calculus of industry boardrooms, the big-ticket 
items inherent to competition with another major industrial nation are where the 
real money can be made. A war on terror was lucrative for a decade or two, and it 
will continue, but the enemies in such a war are not sufficient in composition and 
operations to justify excessive spending on cyber, submarines, satellites, ballistic 
missiles, nuclear weaponry, and aircraft carriers.

So now we return again to great power competition, the new Cold War—but 
containment is out the window this time around. Energy expert Professor Michael 
Klare explains, the U.S. view of great power competition demands that it 

retain military and technological superiority over Russia and China 
(and all other potential challengers) for as far into the future as we can 
see. In this vision, America sits alone at the top of the global hierarchy; 
there can be no partnership among the major powers.4

Moreover, competition against Moscow and Beijing continues the mili-
tarization of U.S. society, channeling anger (which might otherwise manifest 
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itself as class awareness and/or physical protest against D.C.’s corruption) into 
outrage against a stereotypical enemy that resides overseas—just as the War on 
Terror did.

The U.S. war industry tells us that Russia and China are the great powers 
competing against the United States. Ellen Lord, the former Textron executive 
who is now the Pentagon official in charge of acquiring goods and services from 
the war industry, promotes fear of a narrowing capabilities gap between the U.S. 
military and the militaries of Russia and China. Arguing that D.C.’s technological 
superiority “has been diminishing over the past few years, because we have not 
embraced new technologies” in sufficient pace “to develop applications and field 
systems,” Lord says that the Department of War needs “a whole new level of 
capability, so you will see an energized focus on hypersonics… You will see an 
enormous amount of effort on artificial intelligence and utilizing that. You will 
see hardened electronics being looked at. Command and communications to make 
sure that we are truly interoperable… A lot of cybersecurity focus as well… A lot 
more focus on space.”5 That’s a heck of a shopping list. And it overlaps with the 
list of Mark Esper, former Raytheon vice president and current Army Secretary.6 
In this, the war industry is the greatest volleyball player ever: setting up the fear, 
then spiking it into monetary rewards. All military production-related options 
are on the table; none for the pursuit of peace, deconfliction, and conversion to 
civilian, peaceful industry.

The war industry has a variety of new, costly goods and services in mind for 
great power competition: artificial intelligence, autonomous weapons, drones in 
the sky and underwater, hypersonic propulsion, Navy ships (such as littoral com-
bat ship and Zumwalt-class destroyers), nuclear weaponry, signals intelligence 
hardware and software, Silicon Valley tech, and other weapons. A U.S. Army 
colonel unwitting echoed more of industry’s wish list of products: “exquisite sit-
uational awareness,” i.e. integration of satellite maps, on-the-ground sensors, and 
other costly gizmos (understanding of local culture and historical grievances not 
included); “organic capability” across more than ninety countries, i.e. more hard 
facilities and infrastructure, and the legal authorities backing up the deployment 
of forces and industry products; “hyper-enabled operators,” grunts loaded with 
all the gear they could handle, supported with costly information technology and 
satellite infrastructure; and assured communications, i.e. dominating the electro-
magnetic spectrum.7 Transitioning special operations forces—whose training, 
equipment, and weaponry comprise a growing sector of industry—to great power 
competition,8 war corporations have even pushed ground robots.9 Great power 
competition is marvelous from a corporate perspective, because it directly targets 
multiple enemies, in this case Russia and China, while actively turning all aspects 
of life (economy and trade, energy and resources, science and technology, internet 



136 Understanding the War Industry

and communications) into battlefields and then selling goods and services to dom-
inate those battlefields.

The War Department eagerly adjusts to more expensive war. In early October 
2018, the Pentagon issued its regular assessment of the U.S. war industry base. 
The report made clear that the U.S. war industry and the Pentagon are shifting to 
great power competition.10 The industrial base, the report makes clear, includes 
everything: public and private academia, research and development organizations, 
Corporate America. Everything. The report bemoans the decades of “erosion of 
American manufacturing,” but ignores how corporate leaders caused this erosion 
by pushing manufacturing jobs overseas where labor is relatively cheaper. Of 
course, the report frames this erosion as a threat, one that could “undermine the 
ability of U.S. manufacturers to meet national security requirements.” The report 
doesn’t mention (perhaps its scribes are unaware) that corporate authority is the 
one that largely determines what national security requirements are. Though the 
report talks about labor, it doesn’t mention any working-class perspective.11 A 
former Boeing executive named Pat Shanahan delivered the report in his capacity 
as Deputy Secretary of War. By January 2019, Shanahan was acting Secretary of 
War and pushing China as the main enemy.12 (Shanahan is alleged to have helped 
out Boeing from his new position,13 though an internal review cleared his name. 
Former U.S. Ambassador to the United Nations Nikki Haley was soon nominated 
to Boeing’s board of directors.14) The Pentagon’s 2020 budget looks to be taking 
“significant steps” toward a “focus on great power conflicts,” the industry-friend-
ly bulletin Breaking Defense noted.15

Think tanks across the board hyped great power competition throughout 
2018.16 A senior research fellow at Heritage reminds us that the biggest change to 
the operating environment is a positive one: that U.S. allies have in the last year 
truly “awakened to the fact that everybody is back in big power competition.”17 
Federal allies are onboard, too. The director of CIA (the organization whose es-
sential purpose is the protection and promotion of capitalism) asserts, “We are 
sharpening our focus on nation-state rivals.”18

Great power competition is already playing out in profitable ways. The 
Center for Strategic & Budgetary Assessments (CSBA) think tank issued a study 
stating that great power competition obligates the U.S. Air Force to dramatically 
expand its number of aircraft squadrons. CSBA also found severe shortfalls in 
a variety of weapon categories, including aircraft (bombers, tankers, fighters, 
drones) and space assets.19 CSBA is funded by the war industry and appendages of 
the U.S. Department of War.20 It was established in the 1980s as an alternative to 
the Congressional Budget Office, which is less influenced by corporations. CSBA, 
on the other hand, reliably produces reports favorable to industry’s bottom line. 
U.S. Air Force civilian leaders, who recently worked in industry, are responding 
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auspiciously. Industry goods and services had already encircled the bogeymen 
(Russia and China) prior to the launch of great power competition. 

The great power competition pretext has given the Pentagon an excuse to 
deploy more corporatized troops, mercenaries, and goods and services right up to 
Russia’s borders,21 while Pentagon leadership has stylized such a permanent war 
footing as conducive to peace.22 More frequent deployments and the conducting 
of war games with a greater intensity of corporate products ensue. The deploy-
ment of U.S. and North Atlantic Treaty Organization (NATO) troops to Russia’s 
borders entails provision of AM General and General Dynamics vehicles, Boeing 
jets, Harris radios, Raytheon radar, Lockheed Martin/Raytheon anti-tank missiles, 
and AeroVironment drones. The U.S. Air Force regularly sends bombers to bases 
in Europe—Boeing B-52s and Northrop Grumman B-2s in spring and summer, 
2019, for example. The U.S. Navy stood up a new Fleet and sent it to Russia’s 
coastal waters.23 Mainstream media organizations do their part by uncritical-
ly portraying Moscow as racing for global dominance while underplaying the 
Pentagon’s colossal overseas reach.24 In fiscal year 2020, the U.S. Air Force will 
spend $278 million to position more equipment “throughout Europe and $241 
million on construction efforts to support expeditionary basing.”25 Meanwhile, 
weapon sales to China’s neighbors are flourishing,26 and the U.S. Armed Forces 
are conducting regular unilateral exercises near China and drills with Southeast 
Asian militaries. A variety of products are involved in such efforts, including 
Lockheed Martin cargo aircraft and jets, Boeing ordnance, General Dynamics 
submarines, Raytheon electro-optical/infrared sensors, and littoral combat ships 
packed with industry products. Some U.S. exercises have focused on seizing ter-
ritory and setting up airstrips, a process known as Expeditionary Advance Base 
Operations (EABO). War corporations held an EABO “industry day” in 2018 in 
concert with the Armed Forces to present and promote relevant industry goods 
and services.

Industry’s activity requires physical infrastructure. With an eye on Moscow, 
such infrastructure is expanding across Europe, including in the Czech Republic, 
Germany, Iceland, Poland, and Romania.27 The U.S. Army Corps of Engineers 
in Wiesbaden, Germany, administers many construction projects. U.S. corpora-
tions profit from upgrading U.S. military bases under the European Reassurance 
Initiative. A construction firm from Colorado Springs, Colorado, building infra-
structure at Mihail Kogalniceanu Air Base, Romania, is a good example of this.28 
The War Department is also upgrading military infrastructure in the Far East,29 in 
Beijing’s face. Meanwhile, Beijing’s construction is framed as a threat. “I mean, 
this is insane. Look at all that crazy construction,” remarked a U.S. Navy officer 
as she observed Chinese military construction projects in the South China Sea.30 
Though a useful bogeyman, Chinese military construction in the South China Sea 
does not hold a candle to what U.S. construction firms have built up overseas.
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High-ranking military officials are on board with great power competition, 
prioritizing careers and corporate largess. Some officials justify their participation 
in this pretext by claiming that all branches of the U.S. Armed Forces are “deplet-
ed” after decades of fighting. Basically, so their argument goes, recent wars have 
left the troops with degraded equipment, substandard weaponry, and not enough 
supplies. (Keep in mind, these officials do not propose to end the needless wars. 
They propose to spend more resources on these wars and preparation for new 
great power wars.) Ergo, Pentagon officials justify the pursuit of great power com-
petition (and sky-high military budgets and nonstop purchasing of costly goods 
and services) by claiming the U.S. military is “under-resourced.”31 Great power 
competition is now fully entrenched in the Pentagon. The 2018 National Defense 
Strategy, developed in 2017, emphasized, “inter-state strategic competition, 
not terrorism, is now the primary concern in U.S. national security.”32 Etching 
the National Defense Strategy into stone, Chairman of the Joint Chiefs of Staff 
Joseph Dunford officially declared that great power competition was here to stay, 
demanding a shift in Pentagon funding priorities and weapons development.33 
Dunford was speaking at a forum sponsored by war corporations Boeing, CAE, 
and United Technologies, and NATO, among other powerful groups, including 
energy firms and IT corporations.34 The National Defense Industrial Association 
later presented General Dunford with its most prestigious award.35 Dunford soon 
retired and joined the board of Lockheed Martin.

The great power competition dogma’s near-term implications for the state 
of the nation are scary: further starvation of the diplomatic corps, diminishing its 
talent and effectiveness; increased militarization of an already militarized U.S. 
economy and public life; and greater likelihood of wars big and small. Great 
power competition also has major implications for humanity, other animals, and 
Earth itself: more pollution (notably toxic particulates, carbon emissions, and ra-
diological contamination) in an era of climate catastrophe and mass extinction;36 

nuclear weapons on a hair trigger; and relentless corporatization of the Pentagon, 
the world’s mightiest organization. The pretext known as great power competition 
is off to a great start, financially, bureaucratically, and industrially.

THREAT FABRICATION

When war is your business, peace is your enemy. The MIC incessantly fab-
ricates threats. Threats—both specific and vague—sustain the racket.

The world is filled with all kinds of threats, including advanced persistent 
threats, affiliates, black identity extremists, dark networks, destabilizing regimes, 
great powers, guerrillas, hackers, insurgents, malicious actors, non-compliant 
governments, non-state actors, a non-state hostile intelligence service, people 
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who don’t accept state violence or intimidation, rogue states, special interest 
aliens, terrorists, unaccompanied immigrant children, and unprivileged enemy 
belligerents. Some of these threats are real. Some are not. All are hyped. All serve 
a common purpose: sustain and increase industry profit while glazing the public 
with layers of fear. 

Military officials, industry officials, and congresspeople are indistinguish-
able in their hype of armed threats. The Pentagon says, an increased budget allows 
effective “adapt[ation] to an array of changing global threats.”37 A war corporation 
chimes in: “To address evolving threats with more confidence and greater effi-
ciency, customers need ‘next-generation’ systems that connect across domains.”38 
The late U.S. Senator John McCain notes that provisions in a bill will help address 
“a growing array of threats.”39 Each side of the military-industrial-congressional 
triangle plays from the same sheet of music.

The U.S. Armed Forces bureaucracy has fully internalized the “threat”-filled 
world, to a large degree swallowing its own propaganda and that of the war in-
dustry. Accordingly, various organizations operating within the War Department 
have christened themselves in opposition to open-ended threats: the Defense 
Threat Reduction Agency is concerned with nuclear proliferation; the Defense 
Insider Threat Management & Analysis Center shares information across the 
Department vis-à-vis potential insider threats; and the Airborne Threat Simulation 
Organization within Naval Air Systems Command imitates enemy electronic war-
fare devices and radar systems for training. And all require industry products.

The war industry is so creatively dominant in its relationship with the 
Pentagon that its own unproven corporate claims about threats and product per-
formance have appeared in public contracts. Booz Allen Hamilton sells the U.S. 
Armed Forces “reliable and secure” IT operations for “anywhere in the world,” 
so the Department of War regurgitates the corporation’s unproven claims about 
“threats” when stating that Booz Allen Hamilton “enables rapid aggregation, fu-
sion, and dissemination of operational information, intelligence, and technology 
to respond to emerging threats.”40 The corporate website advertising a Lockheed 
Martin fire control system positioned on the nose of a Textron attack helicopter 
boasts that such a system will “provide pilots with enhanced capabilities… signifi-
cantly enhancing platform survivability and lethality.” Although the system has 
been accused of being involved in civilian deaths in the Middle East and received 
mixed feedback regarding user friendliness, the Department of War’s contracting 
site echoes corporate claims, alleging the system “provides the capability to iden-
tify and laser-designate targets at maximum weapon range, significantly enhanc-
ing platform survivability and lethality.” Contracts for expensive Multi-Mission 
Surface Combatant ships claim the product is “a lethal and highly maneuverable 
surface combatant capable of littoral and open-ocean operation,” though testing 
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and trials have indicated that the ship can be error prone and is hardly as agile 
as advertised.41 It is unacceptable that Pentagon contracting officials uncritically 
regurgitate the claims of war corporations.

War corporations get away with having their “threats” and fearmongering 
echoed in War Department contracts for several reasons: (1) Anyone who speaks 
up about the problem risks their career. (2) Many U.S. military officers are unable 
or unwilling to distinguish between the production bias of a war corporation and 
the actual needs of a professional uniformed military. These U.S. military officers 
don’t see war corporations as pursuing a self-interested agenda; rather, they see a 
total force effort in which military and industry work together to fight the enemy. 
(3) The tight nature of coordination and cooperation within the MIC leads to an 
overlap and imbrication of actors, roles, and duties. (4) There is a lack of moral 
courage in the War Department.

Many will undoubtedly argue that the U.S. war industry is merely respond-
ing to a threat that has arisen, after the Pentagon has turned to industry to help 
confront it. This is incorrect for several reasons. The war industry—through 
means of influence noted in Chapter Two—is able to continually promote war 
and bellicose policies prior to any possible foreign military aggression or any 
other pretext to be exploited. In other words, the cart comes before the horse (or 
the missile system comes before the conflict). Goods and services of the U.S. 
war industry are created and marketed prior to the missions in which industry 
and Pentagon officials then praise said goods and services. Look at the Mine 
Resistant Ambush Protected vehicle, or MRAP (say it: em-rap). Oshkosh Defense 
and Navistar Defense are primary manufacturers of MRAP vehicles. SAIC has 
worked on logistics programs for MRAP vehicles.42 Kongsberg Defence & 
Aerospace of Norway makes the Common Remotely Operated Weapon Station 
(CROWS), a joystick-operated weapon system often mounted on MRAP. The 
list goes on. Corporations selling MRAP and associated products bend Congress 
prior to hostilities abroad.43 Applauding the MRAP for its role supporting recent 
Western military operations inside Syrian territory or Libyan territory—not to 
mention Hometown, USA, where police departments from California to South 
Carolina have acquired such vehicles from the Pentagon—ignores the fact that 
MRAP had been in development and production long before initiation of hostili-
ties in those areas.44

Threats can sell any good or service imaginable. Cruising around in a 
military vehicle? Raytheon’s Active Protection System can “engage threats fired 
from any angle or elevation, providing all weather, full 360-degree hemispherical 
vehicle and crew protection with each countermeasure.”45 On a ship? “Every day 
ships across the world are facing a variety of evolving threats,” says a program 
director at Lockheed Martin. The corporation’s electronic warfare system “will 
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help create a coordinated attack against these threats, to keep our warfighters safe 
by controlling the electromagnetic spectrum and disrupting adversaries.”46 Trying 
to hide? Concealment systems are “important, particularly now, because the threat 
on the battlefield has increased.”47 Just going about your day in the U.S. (“the 
Homeland”)? Raytheon’s “partnership with the U.S. Air Force ensures air, missile 
and space threats are identified and understood for NORAD action.”48

War corporations put the word “threat” into product names to sell more 
units. “Threat” goods and services include advanced and tactical threat displays, 
advanced threat warning sensors, airborne threat simulators, counter-threat tech-
nologies, cyber infrastructure threat assessments, real-time cyber threat detection, 
global threats operations and logistics support, joint threat emitter, opposing force 
threat simulation, next-generation threat systems, threat analysis services, threat 
management services, threat radar emitter simulations, threat adaptive counter-
measure dispensing systems, threat warning technology, and the unmanned threat 
emitter.49 The unfortunately named Isis Defense (Alexandria, VA) has worked on 
a research project for DARPA called the “Threat Intelligence Platform.”

The word “threat” dazzles corporate names.50

Providing “threat warning” alone is a lucrative gig.51 
Industry frames development of any major weapon system as a response to 

the activities of a dreadful enemy. Pentagon officials including Secretary of the 
Navy Richard V. Spencer—a former Wall Street executive and long-time member 
of the Defense Business Board, the group that basically advises the Pentagon on 
how to best help the war industry and vice versa—even promote the Arctic as 
a threat.52 At the Sea Air Space Forum of 2019 (sponsored by CACI, Lockheed 
Martin, Northrop Grumman, and shipbuilder Huntington Ingalls, among others) 
war officials cited great power competitors as expanding military power into the 
Arctic. They ignored the real threat: the U.S. Armed Forces’ rampant carbon-based 
military activity contributes to anthropogenic climate change, which melts Arctic 
ice, which opens up northern sea lanes, into which the Pentagon projects its pol-
luting arsenal, which puts more carbon in the atmosphere.

Whole military units—themselves requiring industry goods and services—
have been created in this profitable climate of fear. The National Space Defense 
Center, which is effectively run by Harris Corp. as of this writing, “was created 
out of increasing fear that America’s enemies would make satellites a wartime 
target,”53 a fear hyped by the U.S. war industry and its think tank and media 
affiliates. Other units created in this climate include the Defense Threat Reduction 
Agency, the Defense Insider Threat Management & Analysis Center within the 
Defense Security Service, and the Missile Defense Agency (est. 2002, blaming 
Moscow). And why does the University of Maryland’s Center for Advanced Study 
of Language exist? September 11, 2001.54 The U.S. Armed Forces’ bureaucracy 
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operates in opposition to the “threat”-filled world, which was largely created by 
the U.S. war industry.

War corporations have landed many contracts in recent years to work on 
combatting “insider threats”—people who might intentionally or unintentionally 
disclose information or tell the public details about military excesses or abuses. 
Many corporations sell goods and services addressing insider threats.55 Relatedly, 
the Department of War is now purchasing goods and services to continuously 
monitor the eligibility of cleared personnel to maintain a security clearance.56 
Raytheon offers products to counter “the threat within.” Leidos sells “insider 
threat solutions.” A Lockheed Martin vice president assures us, insider threats 
“pose one of the highest risks to an organization.”57 So, buy Lockheed Martin 
Insider Threat Identification.

It should be clear by now that threats don’t just appear. They get hyped. The 
Secretary of War reminds us, “Threats today in the world know no boundaries,” 
and “Threats today in the world are not indigenous to countries or borders or 
regions.”58 In other words, this isn’t your grandfather’s threat. This is abundant, 
different, modern, new—the methods more dangerous and sophisticated, the en-
suing fear more overwhelming. “Our enemies’ ability to transition is outpacing 
us,” claims the acquisitions chief of Special Operations Command.59 En garde! 
The threat is always “changing in its diversity.”60 It’s never-ending, by design. 
So, naturally, “it’s going to take a different approach” from the U.S. war industry. 
Hint, hint: costly. The current official in charge of U.S. military acquisition (a 
former Textron honcho herself) and the chiefs of the premier industry pressure 
groups (such as NDIA and AIA) insist more must be done to help the industrial 
base.61 The war industry wins no matter whom they hype—“rogue nations” such 
as Iran and North Korea, “great power competition” with China and Russia. Hype 
the threat, pitch your product. Threats everywhere!

Likely threats are numbered, but the range of conceivable threats, imagin-
able threats, things that just might happen if you brainstormed the possibilities, 
are innumerable. You, the U.S. government or an allied regime, need a solution 
(a good or a service) for each threat. War corporations market their goods and 
services as “solutions.” An industry executive explains, engaging “with senior 
members of government” is just “providing solutions to our customers,” pro-
viding “integrated solutions to meet our customers’ needs,” and even “figuring 
out how we can solve our customers’ problems using a dispassionate system 
approach.”62 This is problem solving, not selling products. The “solutions” trick 
works well when selling to the Pentagon. Booz Allen Hamilton offers digital 
solutions, CACI offers information solutions, Leidos offers innovative solutions, 
and Raytheon offers cyber solutions.63 Industry “solutions” show up in Pentagon 
contracts as well.64 Capitalists mimic one another, inserting “solutions” into the 
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very names of their corporations65 or divisions within their corporations.66 U.S. 
military bureaucracy has taken the cue, using the term “solutions” for various 
offices and divisions, including the Solutions Delivery Division of the Defense 
Health Agency’s Health IT Directorate and the Special Communications Mission 
Solutions Division of the Naval Air Warfare Center Aircraft Division. Through 
the harmful, anti-democratic activities covered in Chapter Two, the war industry 
creates the miserable conditions for which it then offers “solutions,” of course 
without ever taking responsibility for the dismal state of affairs (i.e. nonstop war) 
that it helped create. “Providing solutions” sounds prettier and more generous 
than “making money selling death and destruction.” Corporations big and small 
perform this trickery.67

RUSES

Great powers and threats galore line up against the United States. Providing 
solutions to these problems requires a palatable presentation, so the U.S. War 
Department (and willing collaborators) conceals the government’s imperialism, 
weapon sales, and war-first foreign policy by means of ruses. Ruses are banana 
peels that corporations throw onto the military-industrial-congressional circuit to 
neutralize potential criticism and garner fanfare.

Robert Gates, Secretary of War from 2006 to 2011, promoted a bloated war 
budget by claiming it was the “best we could do to protect our men and women 
in uniform, to give them the tools they need to deter our enemies, and to win our 
wars today and tomorrow.”68 Testifying before Congress, Gates’ successor, Leon 
Panetta, claimed that the development of military and intelligence capabilities had 
“provided the key tools that we need” for battlefield success.69 Panetta’s successor, 
Chuck Hagel, averred, the money saved when limiting pay-raises and increasing 
retirees’ medical co-pays “will go toward ensuring that our troops have the train-
ing and the tools they need to accomplish their missions.”70 Hagel’s successor, 
Ash Carter, initiated reforms to the military promotion process and strengthened 
ties to Silicon Valley “to ensure our services have the tools they need to always 
ensure we’re promoting, retaining, and bringing in the best possible officers to 
lead our all-volunteer force.”71 President Donald J. Trump sang a similar, though 
garbled, tune: “To keep Americans safe, we must provide the men and women of 
the U.S. military with the tools they need to prevent war and, if they must they 
have to fight and they only have to win.”72

MIC elites use this ruse for diverse objectives, belligerent and profitable 
alike. When awarding Boeing a massive contract to produce aircraft that refuel 
other aircraft midflight, Secretary of the Air Force Michael Donley was “confident 
that when our young pilots, boom operators and maintainers receive this aircraft, 
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they will have the tools they need to be successful at what we ask them to do.”73 In 
his position as Deputy Secretary of War, former Boeing executive Pat Shanahan 
pushed the need to work with industry in order to address cyber necessities: “We 
must keep pace with the threat, get our warfighters the tools they need, and stay 
closely coordinated.”74 Keep your eyes and ears peeled for a similar phrase that 
industry executives use all the time: “We’ve listened to the warfighter.” In this 
way, war industry spokespeople position themselves as compassionate relatives 
rather than the profiteers that they are. 

The “tools they need” has been applied to all manner of issues, including 
military recruitment and retention;75 the militarization of Puerto Rico;76 and even 
educating youth in the official history of the United States.77 U.S. military offi-
cers utilize “the tools they need” to justify ongoing occupation of foreign lands. 
Speaking from the comfort of an air-conditioned conference room and claiming 
that U.S. military forces were still needed in Iraq, the commander of Task Force 
Lion asserted in 2018, “We are at a critical juncture right now where if we don’t 
continue our work and support for the [Iraqi Security Forces], if we don’t continue 
our work to professionalize them as a military, to give them the tools they need 
and set the conditions for security and stability in this country then we risk a 
return to the conditions like they were in 2014.”78 Regarding the training of U.S. 
National Guard troops for deployment to Kosovo, the U.S. European Command 
liaison officer for nonlethal weapons affirmed, “When you are doing pre-deploy-
ment training, you go that extra mile to ensure they have the tools they need to 
accomplish their mission.”79 When discussing the arming of Ukrainian soldiers 
and mercenaries, U.S. Air Force General Paul Selva stated, “This will be a policy 
choice on whether or not we’re going to give the Ukrainian government the tools 
they need to defend themselves against what we believe to be a Russian-supported 
insurgency movement in the Donbass.”80 War goods and services are not weapons 
of death, in this view. They’re solutions or tools, which the Pentagon’s master 
gladly sells.

While government officials typically cite “tools they need,” war corpo-
rations invoke “our troops.” Navistar Defense, a major corporation producing 
military vehicles, introduces us to this ruse. Navistar asserts that it “builds the 
world’s best military vehicles because we care most for the people who drive 
them… No matter where our vehicles serve, our troops will never ride alone.”81 
Other vehicle manufacturers play the same ruse.82 Vectrus—motto: “True to Your 
Mission”—sells base operations support services, IT expertise, and supervision 
of pre-positioned matériel. The history is rich. Halliburton’s slogan was “Proud 
to Serve Our Troops”83 while the corporation profited in the invasion and occupa-
tion of Iraq. A Raytheon slogan in 2012 was “Customer Success Is Our Mission” 
while the corporation increased the amount it pays stockholders for the eighth 
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consecutive year.84 A regular Lockheed Martin motto is “We Never Forget Who 
We’re Working For.” War industry personnel, from salespeople to chief execu-
tives, refer to “our men and women in uniform” in their spiels, even though the 
U.S. war industry sells weapons of war to governments around the world.

Industry spouts effective hogwash. Corporate executives and political 
operatives usually invoke the safety of the troops to sell weaponry or expand 
operations.85 But sometimes D.C. elites invoke the safety of the troops in order 
to protect themselves. For example, when Secretary of State Mike Pompeo re-
voked the entry visa of Fatou Bensouda, the Chief Prosecutor of the International 
Criminal Court (ICC) in March 2019 who had requested ICC judges to make 
an investigation into alleged war crimes in Afghanistan by, among others, U.S. 
troops, Pompeo said he was doing so to protect U.S. troops in Afghanistan from 
ICC prosecution. But the ICC doesn’t target low-level troops. It focuses on pol-
iticians and high-ranking officers who order war crimes. Pompeo was using the 
troops’ wellbeing to cover the hindquarters of the D.C. regime.

Exploitation of the purported interests of the troops is often flagrant. Even 
non-martial corporations are on the record exploiting the troops,86 but war corpo-
rations take it to another level. Northrop Grumman markets products under the 
headline, “Protecting SOCOM’s Most Important Asset—Its People. The Value of 
PROTECTING OUR GREATEST ASSET”87 (emphasis theirs). SAP NS2, a cor-
poration that sells expertise and technology to military-intelligence, flashes im-
agery of a soldier saluting sharply in front of the U.S. flag when pitching services 
that help “solve mission owner challenges, and produce meaningful intelligence 
for decision makers.”88 A product made by Data Link Solutions “saves lives.”89 
Another corporation, Peraton, claims to “protect and promote freedom around 
the world.”90 These corporations flagrantly position themselves as benevolent or 
altruistic. If war corporations truly cared about the troops, they wouldn’t lobby 
and push for policies that end up killing/maiming the troops.

Leanne Caret is CEO of Boeing Defense, Space & Security. She also sits 
on the board of the United Service Organizations. The USO entertains the troops, 
providing moments of amusement for the soldiers, sailors, airmen, and Marines 
stationed around the world. Boeing is a major sponsor of the USO. Thus, Boeing 
finances congressional campaigns and lobbies for war while working through the 
USO to soothe the troops whose deployments underpin the very profits that allow 
Boeing executives to live in luxury.91

Another example: Leanne Caret’s boss, the head of Boeing Corporation, 
was Dennis Muilenburg. He grieved publicly after the corporation’s relentless 
drive for profit maximization led to two crashes of 737 MAX civilian aircraft in 
2018 and 2019. “Frankly, these last few weeks have been the most heart-wrench-
ing of my career,” Muilenburg told a crowd at the George W. Bush Presidential 
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Center in Dallas, Texas.92 (Boeing made billions from George W. Bush’s launch of 
global war in 2001 and from the invasion and occupation of Iraq in 2003.) To my 
knowledge, however, Muilenburg has never grieved publicly for the victims of 
Boeing’s ordnance or aircraft. Nor, to my knowledge, has he ever grieved publicly 
for the men and women of the U.S. Armed Forces who died overseas in elective 
wars. He made $23 million in 2018 and, after being unable to get the Max aircraft 
flying again, walked away from Boeing with $62.2 million in compensation.

BUILT-IN OBSOLESCENCE

Now that great power competition has arrived, and threats are everywhere, 
war corporations are happily engaged in selling solutions and tools for “our 
troops.” There’s just one catch: Corporations in all industries deliberately design 
products to function as expected for a specific duration, after which they pitch 
upgrades, additional goods and services, or an entirely new product. This is called 
planned obsolescence. Planned obsolescence is everywhere in the civilian world. 
The charger for your old smartphone is not compatible with the new smartphone 
that you purchased from the same corporation. Your laptop is not designed to be 
upgradable with more memory. Printer cartridges don’t work in other printers 
made by the same company.

The U.S. war industry is no different. It too plans obsolescence into prod-
ucts to get the customer to purchase goods and services again and again. “Of 
course we do it,” said one midlevel engineer I spoke with who worked for one of 
the major war corporations doing substantial business with Naval Sea Systems 
Command. The war industry has so thoroughly imbued its products with planned 
obsolescence that it has opened yet another business opportunity: obsolescence 
monitoring. You’re in luck! the war corporation pitches. We provide obsolescence 
monitoring—for a price.93 

Historically, missiles were one of the first products for which the industry 
introduced planned obsolescence, blaming the shelf life of certain missile com-
ponents in order to regularly or prematurely take them back to perform upgrades. 
Industry charges for obsolescence on a variety of different missiles and “missile 
defense.”94

Industry sells new aircraft. Bell-Boeing debuted the V-22 tiltrotor aircraft 
roughly four years into the 2003 occupation of Iraq. The V-22 takes off like a 
helicopter, rotates its engines during flight to a horizontal position, and flies long 
distances as a conventional fixed-wing prop plane. The aircraft’s development 
was fraught with engineering challenges, and several people died in its testing 
and early introduction. Safety remains a worry within certain military circles, 
though the industry downplays these concerns. The Pentagon has certified the 
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V-22 as operational, and the aircraft now flies regularly, yet Bell-Boeing still sells 
engineering to address V-22 obsolescence. This is a new aircraft—if it’s already 
having obsolescence problems to such an extent, then one might wonder whether 
obsolescence upgrades serve as a means of addressing design flaws in the original 
or whether obsolescence was planned from day one.95 Bell-Boeing did not reply 
to my inquiries.

The U.S. Navy purchases and operates a large Northrop Grumman drone, 
the MQ-4C, to be used in conjunction with Boeing’s P-8A aircraft to surveil large 
swaths of ocean. The MQ-4C took its maiden flight in the spring of 2013. Yet, 
by 17 February 2016, Northrop Grumman had sold services to address obsoles-
cence on MQ-4C production. Roughly a year and a half later, on 1 August 2017, 
Northrop Grumman sold the U.S. Navy more efforts aimed at solving “near-term 
emerging obsolescence issues” on the MQ-4C. This pattern points to planned 
obsolescence. On 18 July 2018, Northrop Grumman sold the Pentagon upgrades 
of MQ-4C software to “integrated function capability (IFC) 4.0.” While not ex-
plicitly pertaining to obsolescence, the deal on 18 July demonstrates how industry 
markets and sells upgrades to the Pentagon, no different from how an electronics 
firm suggests you upgrade your smartphone or a computer software giant suggests 
you upgrade your computer operating system. Northrop Grumman did not reply 
to my inquiries.

A state-of-the-art product, the aforementioned Boeing P-8A aircraft was 
introduced into the U.S. Navy fleet toward the end of 2013. Remarkably, Boeing 
sold obsolescence work, including obsolescence monitoring, to the U.S. Navy less 
than two years later.96 After another five months Boeing sold $2.47 billion worth 
of P-8A aircraft to the U.S. Navy and Australia—with obsolescence monitoring 
included in the deal.97 In 2017, Boeing sold more obsolescence work on four 
separate occasions.98 This evidence points to obsolescence as part of corporate 
business plans. Boeing sold more obsolescence monitoring on P-8A aircraft as I 
was editing this paragraph.99 Boeing declined to comment.

Similar patterns occur in ships. The brand-new littoral combat ships (LCS) 
are marketed as “stealthy” and able to operate close to shore. With standards 
straight out of a Michael Bay blockbuster, the LCS variants are named Freedom 
and Independence. Lockheed Martin led the design and construction process for 
the Freedom, General Dynamics for the Independence. Like most modern, pricey 
weapons platforms, LCS have underperformed in early tests and trials. The ships 
are over budget and have been prone to major failures. These facts don’t matter, 
as LCS manufacturers—Austal, General Dynamics, and Lockheed Martin, pri-
marily—continue to receive deal after deal. LCS contracts flourished in 2017, for 
example,100 though the Pentagon is expected to purchase fewer LCS than initially 
scheduled. On 8 August 2018, General Dynamics was allocated $33.5 million 
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to work on LCS. This work included “engineering, planning, ship configuration, 
material and logistics support to maintain and modernize” the LCS variants. 
Impressive: General Dynamics got funding to “modernize” a ship that was just 
released into the fleet. Throwing salt in fiscal wounds, the war industry keeps on 
producing the LCS, and the U.S. Navy keeps on purchasing them at great cost.

The same pattern appears again and again in the war industry’s design, de-
velopment, and marketing of goods and services, drumming home the notion that 
the Pentagon can only compete on the battlefield by purchasing the latest goods 
and services (whatever we, industry, define as the state-of-the-art or smart choice). 
A corporation will bill the Pentagon for obsolescence monitoring during the life 
of the product. There is no authority within the U.S. Armed Forces pushing back 
firmly against the obsolescence business model. War officials position goods and 
services as tools the troops need, while corporations invoke the best interests of 
“our troops” (all while planning obsolescence to sell products). 

EUPHEMISMS

A euphemism is a kinder, gentler term used in place of a direct, often more 
accurate one. The MIC loves euphemisms. PR gurus know the English language 
very well. Recall George Orwell’s 1946 essay Politics and the English Language: 
“In our time, political speech and writing are largely the defence of the inde-
fensible… Thus political language has to consist largely of euphemism, ques-
tion-begging and sheer cloudy vagueness.”101 With the care of a sommelier, MIC 
propagandists select the perfect euphemisms to mask their activities and present 
death and destruction in comfortable terms. The public’s use of these euphemisms 
aids and abets endless war. The list below will help readers begin to recognize 
euphemisms, expose their use, and get going on a path toward peace. By decoding 
and debunking the MIC’s lingo we can demilitarize language and take a necessary 
step toward truth in all matters concerning war.

Euphemism is intricately linked to exploitation and crafting of the legal 
code and underpins nonstop war. Senator Hiram Johnson warned in 1917, “The 
first casualty when war comes is truth.” We—people living inside the U.S. war 
industry and people overseas living under industry’s ordnance and aircraft—de-
serve a language that accurately depicts the MIC. Getting rid of euphemisms, 
pursuing an honest language, is one step toward achieving a system that benefits 
people and planet. In doing so, we shed the harmful assumption the Department of 
War is here to protect us. Truth shows that the Department of War responds to the 
U.S. war industry’s priorities, imposes an injurious global order, fights brown and 
black people,102 bombs recalcitrant states’ populations, supports Apartheid Israel, 
sells to despotic regimes, and loathes democracy.103 
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Euphemism

acquire the full range of counterspace capabilities 
 

additional contract requirement 
 

administrative detention 

advisor 

anticipatory self-defense 
 

arms trade 

armed combatant 
 

“at the request of the [allied govt.], the United 
States is conducting unarmed reconnaissance flights 
accompanied by armed escorts who have the right to 
return fire if fired upon” 

outpost, facility, station, forward operating location, 
defense staging post, contingency operating site 

building partner capacity  

collateral damage 

communistically inclined 
 

counterinsurgency 
 

counterterrorism pursuit teams 
 

courageous restraint 

data collection 

defensive actions of the free world 

degrade 

designated defense marksman 

detainee 

developing nations 

disinformation website 

dual-use target 
 

Reality

develop weaponry to blow up other countries’ 
satellites  

exorbitant public treasure spent on mediocre 
weapons platform  

solitary confinement  

CIA officers / special operations personnel  

Bush Doctrine of pre-emptive strike, regardless of 
validity of threat 

selling weapons of death 

civilian or resistance fighter, armed or unarmed 
 

“we bomb civilians” to assure the survival of client 
governments 
 
 

base 
 

selling arms and training to foreign military forces  

civilian deaths 

progressive, independent, promoting domestic 
interests over U.S. government’s  

military occupation, quelling popular resistance for 
client governments 

hit squads funded by CIA and armed and trained 
by U.S. war corporations 

resisting the urge to shoot civilians  

mass surveillance  

protection and advancing of U.S. hegemony 

we can’t defeat [group X], so we won’t use ‘defeat’ 

sniper  

prisoner 

exploited peoples 

(accredited Russian) or alternative news site 

bombable civilian infrastructure
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Euphemism

economy-of-force initiative 
 
 

eco-terrorist 

enduring camp 

“enhance security in the region” 

enhanced interrogation 

entry operation conducted under the auspices of a 
competent authority  

erroneous deprivation of life 
 

executive action 

expedition targeting force 

extraordinary rendition 

federal solutions 

fiscal consolidation 

foreign investment 
 

forward defense 

forward deployed 

freedom, American values  
 

free fire zone 

free trade 
 
 
 

general 

habitability set 

highly reliable informant 

identity management solutions  

information from a confidential informant 

information warfare, strategic communications 

Reality

using different resources and more tax dollars 
in creative ways to sustain U.S. military 
interventionism  

land protector  

U.S.-only enclave 

“sell devastating weaponry to despotic regimes” 

abuse, torture  

black bag job / illegal breaking & entering  
 

murder via corporate missile, launched from 
corporate drone 

political murder (usually on U.S. soil)  

JSOC raid team, death squad  

kidnapping 

war profiteering 

austerity 

corporate takeover of land and resources; 
privatization of the commons 

aggressive offense  

in someone else’s territory  

neoliberalism; opening of markets to U.S. corporate 
plunder 

area where you kill anything that moves  

governments captured by corporate interests 
allow corporations to do business across borders 
regardless of the cost to the environment or the 
workers 

warlord  

tent 

microphone or eavesdropping device 

massive databases containing biometrics of people 

dirt, illegally obtained  

misinformation, disinformation, propaganda, lies, 
false flags 
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Euphemism

insurgents, militants 

intervention 

intimidation 

joint priority effects list 

legacy aircraft 
 

lethal defensive aid 
 

logistics civil augmentation program (LOGCAP)  
 
 

manage dollars wisely 
 
 

message force multipliers 
 

military information support operations 

military operations 

modernization 

national interest 

national security 
 

naval cordon 

negative treatment 

online persona management service 

operational mishaps 
 

operational pause; indications of a “desperate 
enemy”  

outsourcing 

protective reaction 
 

rebels 

refocus of client procurement 

Reality

resistance, freedom fighters  

military attack 

violent political suppression  

capture / kill list (mostly kill) 

old aircraft, obsolete in many ways but still 
profitable to sell  

weaponry used by mercenaries to destabilize 
regions or topple governments 

War Dept. outsourcing its logistics responsibilities 
within its flailing empire by throwing money at 
corporations 

Impose austerity; gut social programs, 
environmental protections, the State Department 
budget 

retired military personnel who propagandize via 
corporate media 

PSYOPS 

ambushes, acts of war  

updating nuclear weapons; more arms spending 

oligarchical interest (Wall Street profits) 

actions that keep war profiteers plump and the 
people fearful 

blockade—an act of war 

cold-blooded assassination  

sock puppets to spread D.C.’s propaganda 

e.g. murder of Gazans who protest during Great 
March of Return 

setback; route  
 

suppressing labor 

pretending radar activity looks provocative so you 
can bomb infrastructure and other targets 

armed jihadists 

war industry lobbying  
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Euphemism

regime 

reinventing government 

residual training force 

retrograde operation, redeployment, reposturing 

reverse geometry 
 

sanctions 
 

self-radicalize 
 

security initiative 

sensitive investigative techniques  

settlement 

shock & awe 

sleep management 

special expeditionary targeting force 
 

strongman 

support free trade  

surrogates 

targeted killings 

targeted preventive acts 

tender age shelter 

theater 

threat finance 
 

tribe 

unsubstantiated change actions 

un-vouchered funds 

village stability operations

Reality

a government resisting U.S. hegemony 

privatizing everything under the sun  

continuing military occupation  

withdrawal  

entering Palestinian homes through their walls, 
rather than their doors 

blockade causing high civilian suffering to induce 
popular uprisings  

via alternative information sources discover and 
reject U.S. gov criminality  

monitoring and attacking 

break-ins 

Israeli colony on Palestinian land 

blitzkrieg, 21st century version 

depriving prisoners of sleep, a form of torture 

a (200+ SOF/intel) deployment to Iraq, December 
2015 

U.S.-allied dictator  

support corporate rule 

see: message force multipliers 

extrajudicial assassination  

assassination 

prison for babies 

warzone 

the budget of any group that opposes D.C.’s 
dictates 

faction 

cooking the books 

off-the-books cash bribes  

night raids
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Foreign Military Sales

RATIONALIZATIONS

Through foreign military sales (FMS), the U.S. government procures and 
transfers industry goods and services to allied governments and international 
organizations. The most belligerent regimes on Earth are frequent customers, 
including London, Riyadh, Abu Dhabi, and Tel Aviv. The Leahy Law, which is 
intended to prevent U.S. military assistance from reaching militaries that have 
committed serious human rights violations, is not enforced when it comes to FMS.

FMS exists to profit the U.S. war industry. Publicly, U.S. military officers 
repeat the industry assertion that FMS reduces the cost of military systems to the 
U.S. Armed Forces. Privately, U.S. military officers support FMS because foreign 
militaries dependent on U.S. equipment, knowhow, training, parts, and software 
are more likely to listen to the Pentagon on military matters, the direction to take 
in regional conflicts, and international policy—and indeed, be effectively locked 
long term into the U.S. orbit. The director of the Defense Security Cooperation 
Agency (DSCA)—the agency in charge of administering FMS and military edu-
cation exchange programs—touches upon these core reasons, explaining, DSCA 
programs are 

a foundation for human relationships. The strength of our programs 
is that we don’t leave our partners behind at the point of sale. We 
are with them for the long run. When we use the same equipment, 
we speak the same language, use the same doctrine, and attend the 
same schools. We break bread together. This is the foundation of the 
long-term relationships between our leaders, our warriors, and our 
respected military professionals…1

Let me clarify. In actuality, this purported foundation for human relation-
ships primarily serves as a conduit to guarantee future sales from U.S. war corpo-
rations to foreign governments. When the DSCA director says programs “don’t 
leave their partners behind at the point of sale,” the subtext is that corporations 
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work hard to sell upgrades, maintenance, equipment, technical support, logistics, 
and other goods and services for as long as possible; DSCA’s job is to facilitate 
these initial and follow-on sales. “We are with them for the long run.” Common 
terminology, doctrine, and formal military education unite U.S. military-industry 
and foreign militaries.

FMS is framed as altruistically helping a country defend itself. The DSCA 
director says FMS is just the U.S. government providing “capability to address 
common challenges,” helping allies’ “ability to defend themselves,” and “build-
ing partner capacity.”2 Defensive justifications play out in a variety of locations. 
Raytheon is building a sizeable radar system for the Qatari regime. According to 
the country director for Bahrain and Qatar (a position within the U.S. Secretary 
of the Air Force for International Affairs), the Raytheon radar “will better protect 
Qatar’s people, culture and infrastructure against current and future medium- and 
long-range ballistic missile threats.”3 When selling the F-35 fighter jet to Japan, 
Lockheed Martin’s CEO says, “The security alliance between Japan and the 
United States has been a cornerstone of peace and prosperity in the Asia-Pacific 
region for generations.”4 DSCA claims a potential sale of United Technologies 
engines, General Electric rotary cannons, Lockheed Martin jets, and other weap-
ons to Slovakia would help “improve the security of a NATO partner that is an 
important force for ensuring peace and stability in Europe.”5 Stability, peace, 
defense—worldwide, wherever U.S. weaponry goes. “Solutions.”6 On any given 
day, DSCA is managing “14,000 open foreign military sales cases with 185 coun-
tries,” the director explains.7

THE MQ-4C TRITON

Northrop Grumman’s MQ-4C “Triton” is a large, expensive, unarmed 
drone that operates at high altitudes. Northrop Grumman spreads work on the 
MQ-4C across the U.S.8 In June 2018, the Australian Prime Minister disclosed 
that the Australian military would purchase six of these drones. (Australia uses 
the General Atomics MQ-9 as its armed drone.) Corporations from Nevada to 
Pennsylvania view the MQ-4C as a platform for their products.9 The total cost of 
these drones must take into account new infrastructure needed. Reuters calculates 
this as roughly $6.9 billion AUD to be paid by Australian taxpayers.10 

These Northrop Grumman drones are designed to operate with Boeing P-8A 
maritime patrol aircraft. Boeing regularly sells additional P-8A-related goods and 
services.11 Australia has already purchased a few of these aircraft and is in line to 
purchase more. War corporations view the P-8A as a platform for a range of their 
products.12 In order to achieve initial operational capability, Australia must have in 
place the requisite infrastructure, including new facilities, logistics, management, 
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supplies, support, and training areas. Corporations, including many from the U.S., 
sell this.13

Enter the Kiwis. In July 2018, Australia’s neighbor, New Zealand, inked a 
deal to purchase four P-8A aircraft at a price of $2.2 billion (NZ$2.34 billion). 
Neighbors bound by industry’s chains operate together. The deal was market-
ed as a “Pacific reset,” “promoting regional stability,” and countering “the rise 
of China”—part of the terminological cluster surrounding the new great power 
competition pretext. The hundredth P-8A aircraft was produced in October 2018. 
Australia, India, Norway, and the U.K. operate the aircraft. South Korea might 
purchase it. Boeing is looking to increase international sales.14

Corporations consider a country like Australia to be a wealthy shopper. FMS 
to Australia has spanned radios, targeting systems, missile launchers, and more. 
More means everything from aircraft countermeasures and avionics to kits that 
turn artillery shells into “smart” weapons. Boom goes the explosive (and the wire 
transfer). 

Industry often crafts FMS contracts with stipulations requiring the purchase 
of a variety of goods and services in the future, including computer program 
development, data, documentation, equipment, engineering, engineering change 
proposals, incidental materials, in-country support, logistics, maintenance, mis-
sion support, parts, performance-based logistics, program management, refresh, 
spares, staging, sustainment, technical manuals, and training. 

FMS to Australia from the beginning of July 2014 through the end of the 
2015 calendar year amounted to 110 distinct transactions worth approximately 
$2,219,764,000, I tallied. FMS to just one country can be a bonanza for the U.S. 
war industry. You have to ask: is this “building partner capacity”—or tribute from 
a vassal state?

A SINGLE MONTH’S SALES

You’ve witnessed how one sale of one product easily snowballs into many 
additional, tangential, or complementary purchases from the U.S. war industry. 
And you’ve gaped at how much one government among many can purchase from 
the U.S. war industry. But what happens in just one month? A mere month of 
FMS—June 2018, selected at random—is detailed below. One month teaches 
us about the priorities of authority, conflict zones, unnamed customers, contract 
bundling, and Europe’s war industry.

Textron sold T-6 aircraft to Argentina. The T-6 is a single-engine prop plane 
often used to train pilots. There was an uptick in FMS to Argentina after President 
Mauricio Macri took power at the end of 2015. Macri spends millions on foreign 
weapons15 while enforcing austerity measures against the Argentinian people.16 
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In 2018, Macri’s government took out the largest ever loan from the International 
Monetary Fund, $57 billion, requiring cuts in social spending. Governments that 
purchase weaponry from U.S. industry often claim there isn’t enough money for 
domestic social programs, as if the left hand doesn’t know what the right hand is 
doing. 

The U.S. war industry profits from high tensions: Japan v. China, South v. 
North Korea, and Taiwan v. China. Without tensions, military provocations, and 
ongoing war (in the case of Korea, as the July 1953 armistice ended hostilities, not 
the state of war), the U.S. war industry would lose billions in annual sales. Industry 
goods and services sold in June 2018 to allies in East Asia covered frequency 
converters, mission computers, early warning aircraft, tiltrotor aircraft, ship net-
working systems, and the Aegis missile defense system.17 Increasingly, sales to 
Pacific nations are being painted as necessary under great power competition.

The military and industry can avoid disclosing the recipient of U.S. weap-
onry by classifying an FMS transaction or by simply not stating the recipient’s 
name in the contract announcement. Unnamed FMS announced during the month 
in question, June 2018, included Boeing goods and services for its jets; Harris 
Corp. electronic warfare equipment production; and Lockheed Martin Autonomic 
Logistics Information System software and installations. ALIS is the error-ridden, 
IT-heavy maintenance “mission support” product for Lockheed Martin’s costly 
F-35 fighter jet. (ALIS is such a poor product that U.S. Air Force pilots and stu-
dents have stopped using it, Defense News has reported.18) Unnamed FMS has 
increased in recent years in public contracts. Reasons could include a desire to 
hide sales to non-state actors, as well as recipient countries wishing to conceal 
their business ties to the U.S. war industry for domestic political purposes.

Governments are often bundled together in FMS, as sales in June 2018 
demonstrate.19 Bundling customers guarantees reliable, regular, uniform, world-
wide bulk sales, and, the war corporations emphasize, economies of scale.

Europe has a war industry of its own. London has BAE Systems, Paris has 
Thales and Safran, Rome has Leonardo DRS, Brussels has Fabrique National 
(owned by the Herstal Group), and Stockholm has Saab—to name a few. But 
European governments also purchase from the U.S. war industry. In June 2018, 
DynCorp sold aircraft maintenance to Croatia, Lockheed Martin sold missile 
services for Romania’s arsenal, a U.S.-German team sold equipment for naval 
surface-to-air missiles to Germany, and Raytheon sold communication security 
units for NATO allies. Oh, and SAIC sold torpedo components to Turkey. It was 
an average month.

FMS customers within greater Middle East are the big prizes. All Gulf 
Cooperation Council (GCC) countries—Bahrain, Kuwait, Oman, Qatar, Saudi 
Arabia, and the UAE—host U.S. military forces and bases. Oman keeps the 
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lowest profile of all. No GCC country is democratic. The Pentagon and U.S. war 
corporations like it this way; if the people of the Gulf had their say, the War 
Department likely wouldn’t be allowed in. Absolutist Gulf regimes purchased 
billions from the U.S. war industry in June 2018.20 

Even as the civilians of Afghanistan and Pakistan suffered under D.C.’s lon-
gest war, their governments purchased from the U.S. war industry: MD Helicopter 
maintenance for Afghanistan, and L3 upgrades on Lockheed Martin F-16 training 
devices for Pakistan in June 2018. MD Helicopter’s June 20th sale included en-
gineering support, failure reporting, maintenance support, management, repair, 
spares procurement, support system readiness, and total asset visibility. My, how 
many categories! U.S. war corporations don’t just provide maintenance. They 
craft additional, profitable categories of service.

Lebanon pops up once or twice a year in FMS. Boeing’s Insitu unit sold 
unarmed ScanEagle drones—wingspan about three meters—to Lebanon in June 
2018. Medico Industries sold 120mm explosives, practice charges, and fuse parts 
to Lebanon. Lockheed Martin sold logistics and technical assistance to Iraq re-
garding ground equipment, spares, repairs, and training on cargo aircraft. Iraqi 
government officials can’t keep the power on,21 but somehow find enough money 
to purchase weaponry regularly from U.S. industry. Neither D.C. nor Baghdad has 
demonstrated genuine, sustained concern for the people.

The FMS contracts listed in the above eight paragraphs were issued in 
June 2018. That month was relatively mild: by my count, U.S. industry sold 
$5,408,112,575 of FMS goods and services. The industry leitmotifs you saw crop 
up in June 2018 included governments bundled together in one contract, regional 
tensions being good for business, governments purchasing weaponry while ne-
glecting their citizens, and the Middle East being a great market. Only concerted 
education and action, inducing, among other results, a forced withdrawal of U.S. 
military and industry from the region, will change this miserable status quo.

ZIONISM, AN INDUSTRY PERSPECTIVE

Zionism is the ideology that justifies the occupation and colonization of 
Palestine, and the maintenance and expansion of the occupation, using various 
forms of violence. Zionists had weighed colonizing other locations, but much of 
the ideological rationale demands locating in historic Palestine. Zionists estab-
lished Israel in Palestine in May 1948, ethnically cleansing hundreds of thousands 
of Arabs from the land. U.S. President Harry S. Truman immediately recognized 
Israel’s independence. (Formal, de jure recognition from D.C. was finalized in 
January 1949.) Many of Truman’s top military and diplomatic advisors were 
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astonished at his decision. General George C. Marshall was vehemently opposed 
to recognizing the nascent Israel. 

Heartbreak defines the ensuing U.S.-Israel relationship. A small faction 
within the War Department reportedly colluded to cover up Israel’s 8 June 1967 
attack on the USS Liberty.22 By the October 1973 war, the Pentagon’s leadership 
had committed fully to arming the Israeli military: In Operation Nickel Grass, the 
Pentagon and the U.S. war industry worked together to restock Israel’s arsenal. 
Since the 1980s, Israel War Ministers and their coteries have been routinely flying 
to D.C., where they’re feted like kings. In 1999, the Israeli Ministry of War and 
U.S. Department of War established the Defense Policy Advisory Group through 
which both countries review “global and regional security challenges and set pri-
orities” for the “partnership over the coming year.”23 The War Department across 
Republican and Democratic administrations has worked hand-in-hand with Israel 
to attack Iran and Hezbollah,24 a social welfare provider in Lebanon capable of 
deterring Israeli aggression. 

A notable major resupply of Israel’s massive arsenal came in the last week 
of July 2014. Israel was engaged in murdering 2,200 civilians in Gaza, so when 
Israeli officials asked for access to U.S. war matériel, including high explosives, 
that had been prepositioned within the apartheid state, the Pentagon complied 
immediately. Israel didn’t miss a beat in its onslaught against Palestinians, includ-
ing multiple attacks against schools belonging to the United Nations Relief and 
Works Agency in Gaza’s Jabaliya refugee camp. Today, every new U.S. Secretary 
of War affirms that the U.S.-Israel relationship has never been stronger. The 
501(c)3 Zionist think tank known as Jewish Institute for National Security Affairs 
(JINSA) has been indispensable in cultivating political support among active and 
retired U.S. military officers.

The U.S. war industry typically sells to Israel through U.S. Army Contracting 
Command’s Europe District. This makes sense, since many of the Zionists that 
colonized Palestine hailed from European countries, Israel plays basketball in the 
European league, and Israel competes in the Eurovision song competition. These 
facts align well with what the Israeli founding father, David Ben Gurion, said—to 
paraphrase: Israel is part of the Middle East in geography only, and never intended 
to be a part of the region.

The U.S. war industry leadership loves Apartheid Israel. Foreign military fi-
nancing is money, usually loans or grants, which D.C. sends to other governments 
so they can buy from U.S. industry. Each year, D.C. gives roughly $3.8 billion 
to Israel. (The number can increase with congressional supplements.) Israel is 
supposed to use all of the money to purchase U.S. weaponry, according to the 
most recent agreement signed with D.C. in September 2016. In addition to the 
billions of dollars routed through Israel to the U.S. war industry, U.S. corporate 
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leaders love Israel because of teamwork: Both groups lobby Capitol Hill together. 
It is hard for Capitol Hill to say no when two of the most powerful lobbies are 
advocating for military conflicts. The final major reason the U.S. war industry 
loves Israel is because the occupation of Palestine and Zionist aggression against 
neighboring countries ensures ongoing conflict, providing the U.S. war industry 
with a valuable slice of its portfolio: an outsourced proving ground to test, eval-
uate, and improve weaponry. U.S. war corporations do not care about innocents 
dying. Palestinian lives, Syrian lives, Lebanese lives, Egyptian lives, and Arab life 
in general—the U.S. war industry couldn’t care less. When war is profit, death en-
sures a healthy bottom line. The aggressive military posture inherent in Zionism 
is a commercial asset. 

Human rights groups pinpoint Boeing, Caterpillar, General Electric, 
Lockheed Martin, Motorola, Northrop Grumman, and Raytheon as contributing 
to Israel’s systematic abuse of Palestinians. Products include Boeing missiles and 
attack helicopters; Lockheed Martin fighter jets, cargo aircraft, and mobile rock-
et launchers; and Raytheon PATRIOT missile systems and air-to-air missiles.25 
But they are not the only U.S. war corporations that sell to the Zionist regime. 
Israel’s recent purchases span the gamut: FLIR Systems weapon sights, Nammo 
Talley light assault weapons, National Test Pilot School (Mojave, CA) training, 
and ViaSat communications systems.26 U.S. corporations help keep the Israeli 
military mobile.27 Sales, you see, go beyond such typical offenders as Boeing 
and Raytheon, and attest to the deep relationship between the U.S. war industry 
and Israel. Israeli officials across government and industry are quick to note the 
benefits that Israel brings to the U.S. war industry’s table: Israel was the first 
country to use Lockheed Martin’s F-35 jet in combat;28 Israel has used Raytheon’s 
PATRIOT missile system against drones;29 and, in general, Israel has killed Arabs 
quite effectively with a variety of aircraft and weaponry purchased from U.S. cor-
porations. The U.S. State Department turns a blind eye.30 Israel regularly claims 
self-defense when using U.S. and Israeli weaponry to kill Arabs.

The Egyptian regime must be mentioned within the context of U.S. support 
for the Zionist regime. D.C. supports the Egyptian regime for two main reasons: 
U.S. industry says so, and the Zionist lobby says so. U.S. industry wants to sell 
weapons, and the Zionist lobby wants D.C. to continue giving Egypt diplomatic 
support and the $1.4 billion annuity in foreign military financing—an amount 
large enough to keep the Egyptian military compliant and locked in. The U.S. war 
industry reequipped a pacified Egyptian military after the October War, 1973, en 
route to the 1978 Camp David Accords and the 1979 Egypt-Israel peace treaty. 
And it hasn’t stopped arming Egypt ever since.31 In recent years, the Egyptian 
dictator, General Abdel Fattah as-Sisi, jailed thousands, executed dissidents, tor-
tured opponents, and disappeared citizens. D.C. likes as-Sisi because he enforces 
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the peace with Apartheid Israel, purchases weaponry from U.S. corporations, and 
opens up Egypt to foreign corporations.

Many Israeli war corporations have set up shop inside the U.S. The Israeli 
corporation Elbit Systems has a strong presence in Fort Worth, Texas. The 
Pentagon purchases aircraft technology, communications systems, surveillance 
products, and other goods from Elbit. Elta North America, a subsidiary of Israeli 
Aerospace Industries, is headquartered in Annapolis Junction, Maryland, just 
west of Fort Meade (home to NSA). Elta sells radar, communications, and sur-
veillance products. Israeli technology has been purchased and deployed to the 
U.S.-Mexico border. The presence of Israeli war corporations inside the U.S., 
including in Silicon Valley, profits Apartheid Israel and encourages combined 
U.S.-Israeli military proficiency and ferocity.32

The U.S. and Israeli war industries collaborate.33 One of the most produc-
tive alliances between the two is Rockwell Collins and Elbit Systems, together 
known as Vision Systems International. VSI produces a helmet display system 
that pilots wear to see the battlefield and track humans and vehicles. Work takes 
place across the U.S. (including Merrimack, NH, down to Atlanta, GA, west to 
Wilsonville, OR) and Israel. VSI sells to at least thirteen foreign militaries, by 
my count, including Australia, Belgium, Canada, Chile, Finland, Iraq, Pakistan, 
Portugal, Switzerland, and Thailand. In April 2019, the U.S. industry pressure 
group NDIA signed an agreement with the Manufacturers Association of Israel, 
bringing the latter into the former’s International Division.34 CEOs of U.S. war 
corporations travel to Israel regularly. U.S. war corporations have offices there to 
benefit from collaboration and the foreign military financing that flows through 
the apartheid state.35

U.S. construction firms aid and abet the occupation of Palestine. Israel is 
not the only country that uses U.S. construction firms, but it is by far the most 
egregious. Contracts are often noncompetitive. U.S. construction firms that have 
worked regularly for Israel include AECOM, Conti, and KBR. (Nibor, also pop-
ular with Israel, is a U.S.-Israeli firm.) Notable construction projects include an 
Israeli military recruitment center and ammunition storage facilities, issued 8 July 
2014 and 5 April 2019 respectively. Most projects involving U.S. construction 
firms in the apartheid state lack details. Such secrecy is how D.C. operates in 
general: Deny the public the necessary information to make decisions regarding 
the fate of the nation—information which if disclosed would cause outrage re-
garding the MIC’s posture. Conti Federal of Edison, NJ, has been Israel’s favorite 
U.S. construction firm.36 On 31 July 2015, Conti received a contract to build a 
photovoltaic power plant at an Israeli military base. The Israeli military bombed 
Gaza’s electrical infrastructure in their 2008-9 assault and again on 29 July 2014. 
Electricity for Zionist colonists, good. Electricity for Palestinians, bad. 
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Heavy Israeli espionage and lobbying ensure the D.C. regime does not stray 
from unconditional support of Israel. Israel has worked hard to establish espionage 
cells, lobbies, and think tanks within the Beltway. That much is fairly well known. 
(While Israeli law equates NGO receipt of foreign funding with disloyalty, the 
U.S. fails to regard Zionist lobbies operating in D.C. as disloyal to the U.S. and 
require their registration under the U.S. Foreign Agents Registration Act.) New 
members of U.S. Congress submit to AIPAC in exchange for political backing and 
helpful funding. Some U.S. Senators take this allegiance to the extreme. Mossad 
case officers (katsa, in the singular) and personnel from Israeli military intelli-
gence are dug into the Baltimore-D.C. corridor like ticks. Sometimes brazen, 
sometimes difficult to uncover, Israeli recruitment of U.S. officials spans military, 
politics, industry, and intelligence. Israel’s operations are conducted with an eye 
on long-term development. Israel has unfiltered signals intelligence on U.S. per-
sons,37 thanks to NSA’s leadership. This intel can easily be used to support Israeli 
operations in the U.S. (And when the Israelis dislike an intel sharing agreement, 
they work hard to get one that is better—for them.38) Israel takes full advantage 
of FMS.39

Israel cares about Israel. Full stop. Look at the track record. A decent chunk 
of what Israeli spy Jonathan Pollard stole from U.S. intelligence agencies went 
to the Soviet Union. Israel reportedly traded the information to Moscow in ex-
change for supporting Zionist immigration to Israel.40 Israel lobbied hard and 
secured Pollard’s released in 2015. Israel stole nuclear triggers and uranium from 
the United States.41 “Intelligence” the Israelis give to the U.S. is usually politi-
cized—designed to steer U.S. foreign policy in a direction favorable to Mossad’s 
long-term strategic goals.42 And Israel always gets more than it gives: Want this? 
How about giving us access to those satellites of yours? The U.S. government 
says, “Okay.”

Terrorism is politically-motivated violence. It occurs when a state, a group, 
or an individual uses violence against ordinary people with the aim of coercing 
them, intimidating them, or instilling fear in them. Zionist terrorism was instru-
mental in bringing about the creation of Israel, ethnically cleansing Palestine and 
murdering British officials.43 Even the Associated Press couldn’t turn a blind eye 
to Zionist terrorism. Reporting in 2016 on the contents of declassified British 
documents in the U.K. National Archives, which included hundreds of creative 
Zionist plots against the British, the AP revealed Zionist forces’ attempted assas-
sination of Evelyn Barker, commander of British forces in Palestine during the 
British Mandate.44 “Railways, bridges, government facilities and officers clubs 
were all targeted.”45 Assassinating a U.S. Ambassador was also not out of the 
question.46
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For decades now, U.S. and Israeli goods and services have helped Israel 
violate Palestinian human rights. In the West Bank, Israel monitors and raids 
Palestinian communities regularly, killing Palestinians and subjecting them to 
indefinite detention, interrogation, and torture. Israeli military courts boast a near 
100% conviction rate against Palestinians from the West Bank. But what about 
Gaza? The Israelis dismantled their colonies in Gaza in 2005, a strategic maneuver 
designed to double down on colonization of the West Bank.47 The Israeli military 
regularly massacres Gazans (e.g. winter 2008-9, November 2012, summer 2014, 
and ongoing bombing and sniping). In its day-to-day oppression of Palestinians, 
Israel has developed a wide variety of invasive espionage technology. A size-
able portion of the Israeli war industry is now focused on population control and 
counterinsurgency technologies: surveillance equipment, drones, border sensors, 
“homeland security” products, and oppressive know-how.48 Brutal regimes use 
Israeli technology.49 Israeli sales to the likes of Saudi Arabia and the UAE bring 
many benefits: increased normalization between Arab regimes and Apartheid 
Israel; lots of money; and an alliance of the worst human rights abusers against a 
common enemy, Iran. 

Israel is more than just an apartheid state that purchases heavily from U.S. 
industry. It is a location of warfare production, testing, terror, and collaboration.

A TALE OF TWO REGIMES: D.C. AND THE  
HOUSE OF SAUD

The U.S. war industry’s relationship with the House of Saud encapsulates 
D.C.’s approach to foreign policy: corporate and immoral. U.S. weaponry is the 
backbone of the Saudi military, including its National Guard, which leads the 
way in quashing the Saudi citizenry whenever deprived groups rise up in demand 
of basic human rights (notably the Shi‘a in early winter of 1979 in al-Hasa’, 
and in 2011-2 in al-Hufuf, al-Awamiya, and other towns). DynCorp, Northrop 
Grumman, Rockwell Collins, and other U.S. war corporations have been instru-
mental in training and sustaining the Saudi National Guard.

Saudi Arabia purchases a lot of weaponry from U.S. industry. The New York 
Times cited the Stockholm International Peace Research Institute regarding U.S. 
products going to the Saudi regime during 2010-17: thirty Boeing F-15 aircraft, 
84 combat helicopters, 110 air-to-surface missiles, and roughly 20,000 guided 
bombs.50 The D.C. regime did not object when in 2015 the Saudi regime turned 
U.S. weaponry on Yemen, murdering innocents.51

News of Yemen’s destruction was hard to ignore. The Pentagon implement-
ed stricter safeguards in summer 2017, including expanding a no-strike list to 
more than 33,000 targets, which the U.S. Secretary of State, a former oil tycoon, 
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then used to gain elites’ support “for the sale of more than $510 million in pre-
cision-guided munitions to the kingdom.”52 The Saudis simply disregarded these 
“safeguards.” As did their arms suppliers. The Saudi coalition reportedly killed 
at least 370 children in Yemen during 2017. On 9 August 2018, the coalition at-
tacked a school bus carrying Yemeni children. A Mark 82 bomb was one type of 
ordnance used to attack the school bus. General Dynamics (Garland, TX) has been 
a main producer of the Mark 82, which it has sold to the three main aggressors 
in Yemen: D.C., Riyadh, and Abu Dhabi. Other buyers have included Canada, 
France, Iraq, Oman, Taiwan, and Turkey. Seven transactions involving Mark 82 
sales have netted General Dynamics nearly a billion dollars ($970,580,786) in 
recent years. CNN reported that Lockheed Martin had manufactured the particular 
Mark 82 dropped on the school bus on 9 August 2018. It is quite possible that 
General Dynamics manufactured the bomb, while Lockheed Martin manufactured 
the bomb’s guidance kit. The Saudi-led coalition later investigated themselves 
regarding the school bus attack. The head of the investigation insisted the strike 
had hit a “legitimate” military target, according to the BBC. As of mid-September 
2018, Save the Children reported that 5.2 million Yemeni children faced famine. 
The New York Times reported 18,000 coalition airstrikes struck Yemen from 2015 
to autumn 2018. By the end of 2018, coalition airstrikes had killed at least 4,600 
civilians, a low estimate from The New York Times. Bombing runs continue from 
King Khalid Air Base and other Saudi bases where U.S. war corporations sustain 
activities. The death toll rises. On the fourth anniversary of the start of aggression 
against Yemen, the Saudi coalition bombed a hospital.53 

The U.S. military provided aerial refueling to the Saudi coalition until the 
end of 2018. The U.S. military still provides “intelligence” to the Saudi coalition. 
Yemenis suffer from raging famine, disease outbreaks, and crippled infrastructure. 
Civilians are hit (school field trips, funeral processions, weddings, markets, etc.) 
and humanitarian aid is prevented from entering. In autumn 2018, the head of the 
State Department’s legislative affairs team (a former Raytheon lobbyist) certified 
that Saudi Arabia and the UAE were taking steps to reduce civilian deaths in 
Yemen.54 The overall death toll in Yemen passed 100,000 in autumn 2019, accord-
ing to Armed Conflict Location & Event Data.55

Lockheed Martin’s business is one of the major links between the D.C. and 
Saudi regimes. The corporation’s sales to the Saudi regime center around seven 
products.56 Joe Rank recently finished up a career in the U.S. Army that spanned 
three decades. His final job in Army uniform was helping guide Middle East 
policy for the U.S. Secretary of War. Now he is in charge of Lockheed Martin’s 
business with Saudi Arabia.

Vision 2030 is the Saudi regime’s campaign to diversify its economy. U.S. 
public relations and consulting firms, corporations, and media outlets play a large 
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role. As it stands, the Saudi regime is highly dependent upon the fossil fuel corpo-
ration, Saudi Aramco.57 On the ground, Vision 2030 provides suave cover for the 
House of Saud to shore up power during a time of instability. In parallel to Vision 
2030, U.S. war corporations have been expanding facilities in Saudi Arabia. 
Subsidiaries like Boeing Saudi Arabia, General Dynamics Arabia, and Raytheon 
Saudi Arabia are growing. Gentle terminology—“indigenous development,” 
“strengthening partnerships,” “being a meaningful part of the Kingdom,” “diver-
sification”—cushions such expansion. Raytheon’s executive in charge of inter-
national sales adds a teaspoon of honey: Indigenous development is about giving 
partners an opportunity to make investments in their capability, with Raytheon as 
the “trusted advisor” and the “go-to resource.”58 Other U.S. war corporations are 
involved in the Vision 2030 effort. For example, Kratos sells planning, technical 
& instructional services, and logistics for the naval portion.59 

Saudi corporations move to operate in greater concert with U.S. weaponry. 
Established in 1988, Advanced Electronics Co. works with major war corpora-
tions like United Technologies and Lockheed Martin. It has netted worthwhile 
contracts for work complementing U.S. goods and services. Other Saudi corpo-
rations like Al-Raha Group for Technical Services (RGTS) and Al-Salam Aircraft 
Company (AAC) work with U.S. war corporations and provide integral support 
to the U.S.-manufactured Saudi arsenal. U.S. war corporations often have large 
financial stakes in these Saudi corporations. These Saudi corporations are work-
ing to bring the professionalization and standardization of U.S. war corporations 
to Saudi Arabia—such “Saudization” helps the House of Saud play extra innings 
(crushing internal dissent while prolonging Saudi participation in the MIC).

At the same time, Saudi lobbyists go to extreme lengths to purchase sup-
port and stay in favor within D.C. The public relations and lobbying firm Qorvis/
MSLGroup has long been a Saudi regime favorite. Firms cultivate MIC officials, 
promote pseudo-scholarship, network with think tanks, sponsor corporate media 
campaigns, and entice the pro-war political class in D.C. Sometimes the lobbying 
and public relations firms on Saudi payroll also work for U.S. war corporations 
(from which the Saudis purchase war goods and services). Firms working for the 
Saudi regime even reportedly purchased rooms at D.C. hotels for U.S. military 
veterans, who were then sent to Capitol Hill to lobby for the Saudi regime.60

The congressional side of the military-industrial-congressional triangle has 
done its job. One faction of Congress resorted to procedural ploy in the U.S. 
House of Representatives—attaching a one-line rule change to a resolution 
about wolves61 in order to avoid a vote about the U.S.-backed, Saudi-led war 
against Yemen. The matter eventually came up for a vote. Neither a Senate vote 
in December 2018 nor one in March 2019 banned the U.S. military or mercenar-
ies from operating in the Arabian Peninsula, though both votes were praised as 
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“ending U.S. military support for Saudis in Yemen.” Political operatives from the 
U.S. war industry crafted language—including a deliberately vague part about 
“associated forces”—and watered down the text in these bills, creating loopholes 
to facilitate ongoing military operations. Neither vote touched ongoing sales 
from U.S. war corporations to the Saudi regime. Neither vote touched U.S. drone 
operations in the skies over Yemen. The bills explicitly allowed U.S. troops to 
operate in “hostilities” in Yemen against what commanders or officials deem to be 
al-Qaeda. D.C.’s forces only need to claim that al-Qaeda has a presence in a given 
region, and then the Pentagon and/or intelligence agencies are free to operate and 
kill in and around that area. Notably, both the December and March votes took 
care of Zionist priorities.62 Both votes can be understood as political rebukes to 
the Trump White House, not to the destruction of Yemen. The congressional side 
of the MIC will not harm the pillars of the D.C.-Saudi relationship. The MIC 
wants to keep a friendly, compliant Saudi regime in power for as long as possible. 
It’s good for business.

SELLING TO COUNTRIES WITHIN CENTRAL COMMAND

The Pentagon has divided the world into geographical areas of responsibil-
ity so it can better manage the imperium. U.S. Central Command (CENTCOM) 
is the geographic combatant command in charge of the greater Middle East. 
CENTCOM stretches from Kazakhstan in the north, Afghanistan and Pakistan 
in the east, westward across the Arabian Peninsula, ending in Egypt. U.S. Africa 
Command (AFRICOM) is in charge of the African continent, minus Egypt. An 
added bonus of these administrative divisions is greater ease in partnering with 
anti-democratic regimes and selling them U.S. industry products. In less than one 
year—from May 2015 through March 2016—U.S. war corporations sold over 
$30 billion of goods and services to anti-democratic Gulf allies.63 

Selling weaponry takes a little work. Navy Vice Admiral Barry McCullough 
retired as Commander of U.S. Fleet Cyber Command and then got a job with 
Lockheed Martin. In no time he was vice president of business strategy. In March 
2018, Vago Muradian of the Defense & Aerospace Report joked that Barry was 
“ready to become a Saudi citizen” because Barry was “spending so much time over 
there” in Saudi Arabia.64 Hard work pays off. In May 2018, Barry was promoted to 
vice president of strategy & business development in Lockheed Martin’s Rotary 
and Mission Systems division.65 FMS represents a sizable chunk of Lockheed 
Martin’s overall sales,66 and countries within CENTCOM are the corporation’s 
favorite customers. Goods and services Lockheed Martin sold to governments 
in CENTCOM during 2016-17 involved missiles, cargo aircraft, helicopters, and 
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aircraft sensors.67 And that’s just one corporation. Ask yourself “Why sow conflict 
in the Middle East?” as you familiarize yourself with foreign military sales.

Weapons sales to CENTCOM regimes are broad, as Raytheon’s 2016-17 
transactions demonstrate. Sales were missile-heavy (air-to-air, rocket motors for 
air-to-air, HAWK, anti-tank, surface-to-air), but spanned the region (from thermal 
weapon sites for Pakistan to running Qatar’s air & missile defense operations 
center). Given its long sales history to regimes like Bahrain, Saudi Arabia, and 
the UAE, Raytheon stands firmly on the side of profit, and firmly against democ-
racy. Or, as the corporation puts it: “With more than 50 years in the Middle East, 
Raytheon’s steadfast commitment and uninterrupted presence in the region is a 
testament to the tremendous value we place on being there for our customers.”68 
And where war corporations go, construction and logistics follow.69

SELLING TO THE U.S. FOR OPERATIONS WITHIN  
CENTRAL COMMAND

The end of World War II saw the British Empire fading fast. The U.S. 
Empire was the superpower. The U.S. War Department already had thousands of 
military installations worldwide in 1945, including many in the Middle East. The 
1945 Quincy Pact between U.S. President Franklin D. Roosevelt and King Abdul 
Aziz al-Saud sealed the deal: D.C. would entrench regional bases and protect the 
House of Saud, while the latter would keep the oil flowing and give preferential 
treatment to U.S. corporate interests. The Saudi regime would later agree to use 
the dollar in international oil trading. The U.S. War Department refined its Middle 
East basing over the years. The 1980 Carter Doctrine accelerated this process.

Units of the U.S. Armed Forces now deploy regularly to Middle Eastern 
countries—countries where it fights (e.g. Afghanistan, Iraq) and countries where 
it launches aircraft, conducts information gathering, stores matériel, and stations 
troops (e.g. Bahrain, Kuwait, Qatar, Saudi Arabia, Jordan, and the UAE). You 
know by now that the U.S. war industry makes a lot of money selling goods and 
services to Middle East governments. But you might not be familiar with how the 
U.S. war industry sells goods and services to the U.S. War Department for U.S. 
military units that are deployed or stationed within Middle East countries. Gulf 
countries house some of the War Department’s biggest and most active overseas 
installations. U.S. military units use war industry goods and services on deploy-
ment (and are often outnumbered in their deployment location by mercenaries, 
a.k.a. contractors).

Before a unit can deploy to the Middle East, it needs to be trained. All 
branches of the U.S. Armed Forces are heavily dependent on corporations to train. 
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The Marines are arguably the least corporatized when it comes to train-
ing, yet they too suffer. At great expense, corporations provide role players for 
semi-realism; run “immersive training range support”; train Marines on corporate 
counter-IED curricula; teach how to best command a military convoy and respond 
to an ambush; help run and synchronize command and control training; practically 
run the Marines’ Training & Education Command at Quantico, Virginia; develop 
Marine training plans and doctrine; provide physical instruction and lectures; help 
run Marine Corps Installations Command HQ; run the Multi-Mission Parachute 
Course; provide distance education for Training Command; manage security and 
support training at installations; and work on injury prevention. For Pete’s sake, 
what’s left for the Marines? Training requires substantial physical infrastructure. 
Recent construction on military training facilities spans east coast to west.70 Once 
built, training facilities require the Pentagon to purchase more and more goods 
and services (e.g. instructors, simulators, dummy and live ordnance, maintenance, 
technical expertise) in order to process more troops to fill out the billets prosecut-
ing nonstop war.

Just getting to a single warzone can be incredibly costly.71 U.S. Transportation 
Command (TRANSCOM) is the military unit in charge of global transportation. 
TRANSCOM and the Pentagon have corporatized most international movement 
of personnel and cargo. Troops often fly to and from U.S. bases in Europe and 
Asia on massive aircraft (e.g. DC-10) run by companies, not by the military. 
Cargo aircraft like the Boeing C-17 and the Lockheed Martin C-5, some of the 
greatest single burners of fossil fuel in the U.S. arsenal, fly in cargo and some 
troops. Corporations such as American Airlines, FedEx, and UPS72—without 
which the war machine would grind to a halt—handle a lot of the cargo load. 
Such corporations are members of the Civil Reserve Air Fleet (CRAF) program. 
CRAF was established in 1950 as part of the Defense Production Act, leading 
D.C.’s war mobilization sending goods and services to the fight in Korea (where 
D.C.’s forces committed war crimes73). The Defense Production Act has been in 
effect ever since. It’s yet another way that politicians encourage corporations to 
get aboard the war train. Contracted air services (CAS), a distinct category of ser-
vice, involves corporations flying all sorts of aircraft within the U.S. and abroad 
in support of training and aerial refueling. 

Certain aircraft corporations, such as AAR Airlift Group (Palm Bay, FL), 
Berry Aviation (San Marcos, TX), and Phoenix Air Group (Cartersville, GA), 
spend a fair amount of time in D.C.’s warzones. AAR’s helicopters operate in 
U.S. Indo-Pacific Command and U.S. Central Command, particularly the U.S. 
Fifth Fleet, based out of the kingdom of Bahrain, where the unelected regime has 
violently repressed and tortured its citizens who are protesting for democratic 
rights.74 AAR has been very active in Afghanistan, providing aircraft, personnel, 
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and maintenance to transport passengers, cargo, and human remains in, around, 
and out of the country. Notably, AAR’s board of directors is stacked with bankers, 
Wall Street pros, and war industry executives, including those with great expe-
rience moving troops and matériel around the Middle East, such as former com-
mander of U.S. Transportation Command retired General Duncan McNabb and 
former Chairman of the Joint Chiefs of Staff retired General Peter Pace. Columbia 
Helicopters (Aurora, OR) provides services similar to AAR. Berry Aviation 
moves passengers, casualties, and cargo throughout the Middle East and North 
Africa, often supporting special operations. Phoenix Air Group has provided air 
transportation across Europe and Africa.

U.S. corporations are in charge of a lot of seaborne transportation. In gen-
eral, seaborne transportation involves moving cargo and fuel to and from mili-
tary installations worldwide. Cargo destinations include such outposts as Diego 
Garcia in the Indian Ocean and Naval Station Guantánamo Bay on the eastern end 
of Cuba, and installations in the Middle East, the Korean peninsula, and on the 
U.S. coastline. Seafaring corporations transport and deliver war matériel, troops, 
and mercenaries (though the latter two take air travel, too); manage and repair 
transportation equipment; repair the Navy’s lighterage system, which helps get 
matériel, food, and industry products ashore; and operate tugboats and blocking 
vessels that help cargo ships maneuver. Other corporations operate and maintain 
Expeditionary Transfer Dock ships, getting equipment and supplies to and from 
ships, troops, and mercenaries around the world. Yet other corporations charter 
ships positioning war matériel at sea. Seaborne transportation is in corporate 
hands.

Foreign maritime companies have sold to the War Department.75

Many corporations sell software helping TRANSCOM keep track of assets, 
personnel, and industry products it has deployed around the world. 

The Middle East—where despotic regimes, U.S. military infrastructure, 
and fierce fossil fuel corporations often overlap—is the arena for which U.S. 
industry designs land vehicles. Perhaps the single most productive manufacturing 
hub for U.S. military vehicles is greater Detroit, particularly Sterling Heights 
and Warren. U.S. military contracts involving vehicles are issued regularly 
through Army Contracting Command’s Warren office. Civilian automobile man-
ufacturers like Chevy may have closed up shop in parts of Motor City, but the 
war industry remains. The major U.S. war corporations that manufacture land 
vehicles are AM General, General Dynamics, Navistar Defense, and Oshkosh 
Defense. Respectively, they operate out of South Bend, Indiana; Sterling Heights, 
Michigan; Lisle, Illinois; and Oshkosh, Wisconsin. AM General makes the 
famed High Mobility Multipurpose Wheeled Vehicle commonly known as the 
“Hummer,” and sells widely, including to two countries that D.C. destabilized: 



180 Understanding the War Industry

Iraq and Afghanistan. General Dynamics makes an eight-wheeled fighting vehicle 
known as Stryker, a mine resistant ambush protected (MRAP) vehicle, and the 
M1 Abrams tank. It has sold vehicles to Australia, Egypt, Iraq, and Gulf regimes 
in recent years. Navistar’s best-selling line of vehicles is the MaxxPro MRAP, 
which has been sold to Afghanistan, Iraq, Pakistan, and the UAE. Oshkosh makes 
a variety of heavy and light vehicles, including MRAP. Oshkosh’s recent cus-
tomers stretch from Cameroon to Somalia to Oman. Again: corporations don’t 
just sell vehicles. Following the greed inherent to all corporate entities, they sell 
upgrades, enhancements, components, repairs, maintenance, recapitalization, life 
cycle support, displays, tech support, containers, parts, and storage to the U.S. 
War Department and allied governments.76 Solutions galore!77 Over a hundred 
U.S. companies have sold goods and services (not including fuel) for military land 
vehicles in recent years. 

You dismount a corporate ride and stroll around a U.S. military instal-
lation—say, Camp Arifjan in Kuwait. You run into a variety of corporations 
carrying out different governmental tasks. Mission 1st Group manages network 
and communications infrastructure. Your peer stateside receives you on his new 
audiovisual equipment, maybe purchased from Wildflower International. Perhaps 
he works for Serco, Inc., which manages programs, runs intelligence logistics 
and air operations centers, and plans operations for CENTCOM. Your stomach 
growls, so you end the call and exit the building, which was built by CH2M Hill 
(now Jacobs). You pass a group of AECOM personnel rigging up infrastructure 
to support U.S. Navy surveillance operations. CGI Federal maintains nearby 
software. On your way to the chow hall, which is run by Vectrus, you pass a 
warehouse in which AECOM personnel using General Dynamics software sort 
and track matériel. Leidos expertise helps account for munitions. You glance to 
your right at the distant gate, where SAIC personnel are arranging the latest entry 
control systems. Triple Canopy personnel guard the gate. Vectrus personnel are 
fueling the military police vehicles. Members of the 595th Transportation Brigade 
are driving cargo (unloaded at the ports by Cargo Transport System) onto the 
base. New construction is taking place across the installation. KBR runs morale, 
welfare, and recreation, including the gym you hit every morning. The chow hall 
isn’t open yet, so you duck into a safety briefing, featuring materials from Kaiyuh 
Services. 

U.S. firms have been hard at work constructing a variety of military facilities 
around the Middle East. At a U.S. military installation in Azraq, Jordan, they’re 
building roads and routing utilities to the flight line. In Bahrain, they’re replacing 
a pier in the southeast of the capital city, al-Manama. Some structure is always 
being built or renovated at the major U.S. air base in Qatar, named al-‘Udeid. The 
Department of War hired construction firms to build a medical administration 
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building and a squadron operations facility at al-‘Udeid, in autumn 2015 and 
2019, respectively, though most construction activity on base is not announced 
publicly. From central Jordan to the Persian Gulf, U.S. construction firms build 
the infrastructure through which U.S. war corporations then route profit. Firms 
sell services to the U.S. Army Corps of Engineers Transatlantic Middle East 
District (USACE TAM).78 USACE TAM works on helping allies with construc-
tion needs,79 benefiting the local, undemocratic ruling regimes, oil corporations, 
and U.S. industry. And who is monitoring the U.S. Army Corps of Engineers? 
Corporate America: On 4 September 2018, The Solution Foundry (Woodstock, 
GA) was contracted for environmental management system consulting services, 
training, planning requirements, budgeting, and implementation, operation, and 
management review for the U.S. Army Corps of Engineers.

War matériel and weaponry made by U.S. industry sit at strategic locations 
around the world. These matériel and weaponry are known as prepositioned 
stock. Big business is made from servicing Army Prepositioned Stock (arranging, 
cataloguing, logistics, maintenance, supply, transportation, guarding). APS is di-
vided numerically by region, with APS 2 covering Europe, APS 3 based in South 
Carolina, APS 4 focusing on South Korea and Japan, and APS 5 for Southwest 
Asia. Camp as-Sayliyah in Qatar holds APS and features prominently in provoc-
ative U.S. military exercises, such as Eagle Resolve. Camps Doha and ‘Arifjan in 
Kuwait hold APS and are major staging points for U.S. military forces en route 
to occupying Afghanistan and Iraq. Many corporations service APS.80 Locating 
products overseas is part and parcel of industry’s profit-making arrangement.

OUTPOSTS, DEATH, AND AIRWARS

CIA had Somali warlords on its payroll shortly after the 9.11 attacks. By 
2006 the bond had evolved into a broader, formal arrangement wherein the 
warlords functioned as a coalition known as the Alliance for the Restoration of 
Peace & Counter-Terrorism. Operating out of Nairobi, CIA funneled weaponry 
and funding to the coalition. A zealous White House and many at CIA saw the 
coalition as a way to face off against the Islamic Courts Union (ICU), which 
brought strict sharia law and a degree of order to the country. Al-Shabaab were a 
faction operating under the ICU. Al-Shabaab were quite distinct from al-Qaeda, 
but they accommodated one another to a degree. Many Somalis saw the ICU as 
an option through which to rid the country of the CIA-backed coalition of cor-
rupt gangsters. The ICU soon drove the coalition from Mogadishu. Al-Shabaab 
fighters gained more authority within the ICU. D.C. then backed an Ethiopian 
invasion of Somalia. Ethiopia invaded to dislodge the Islamists over the border. 
D.C. supported the invasion in part because it provided cover for U.S. special 
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operations missions into Somalia. Somalis understandably loathed the Ethiopian 
military occupation, which committed such war crimes as gang rape and indis-
criminate targeting of civilians. Al-Shabaab’s ranks grew in size.81 Some Islamists 
were kicked out of Mogadishu. Many returned. It’s ongoing.

U.S. Africa Command (AFRICOM) got up and running during the Ethiopia-
Somalia conflict, though U.S. military operations out of Camp Lemonnier in 
Djibouti predate AFRICOM’s activation. AFRICOM enjoys plenty of funding. 
Nick Turse, the preeminent U.S. journalist covering AFRICOM, gives us a lesson: 
U.S. military installations of impressive size and scope span Africa, including an 
outpost in Mali, a drone base in Niger, and NSA facilities in Ethiopia. U.S. special 
operations on the continent are extensive and broad; U.S. allies, like Cameroon 
military forces, torture enemies; and the U.S. drone program now covers the skies 
over countries as vast as Libya and Somalia.82 AFRICOM churns through billions 
each year in budget and war industry goods and services. But that doesn’t satisfy. 

Funding for operations is very opaque. Franklin “Chuck” Spinney, 
a former War Department employee who tried in the 1980s to draw attention 
to the Department’s fraud and waste, explains pertinent accounting tricks: the 
Department “routinely over-estimated inflation rates for weapons systems… 
When actual inflation turned out to be lower than the estimates, they did not return 
the excess funds to the Treasury, as required by law, but slipped them into some-
thing called a ‘Merged Surplus Account.’ In that way, the Pentagon was able to 
build up a slush fund of almost $50 billion,” which is roughly $120 billion in 2018 
dollars. Spinney believes the Pentagon is using tricks like this to fund classified 
operations,83 like special operations activity in Africa. Other funds, like overseas 
contingency operations funds discussed in Chapter Three, are available for use. 

U.S. law provides additional funding for special operations on the conti-
nent. 10 U.S. Code Section 127e is used to aid such operations. Section 127e 
funds U.S. special operations forces’ effective control of foreign military units 
(“surrogate forces”), guiding these units to assume the burden of fighting D.C.’s 
list of enemies. In the industry-led shift to “great power competition,” Section 
127e is exceptionally helpful because in exploiting foreign troops it frees up more 
U.S. special operations forces to operate around the borders of China and Russia. 
According to Politico, Section 127e funding has quadrupled to $100 million. 
The quadruple increase in Section 127e funding took place “in part thanks to the 
glowing testimony generals and admirals have given to Congress. Congress has 
reauthorized the temporary [funding] authority every year until last year, when 
lawmakers made it permanent.”84

Military leaders sitting in the Pentagon support Section 127e and a high 
operations tempo across Africa and the Middle East. And why shouldn’t they? 
There is no downside for high-ranking officers who support nonstop war. They’ll 
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retire soon with full benefits, and likely go work for a war corporation. They 
know, at least intuitively, that D.C. doesn’t hold high-ranking military officers ac-
countable. U.S. generals and admirals regularly describe SOCOM and AFRICOM 
operations with the following misrepresentations: fraction of the cost of other 
commands, low-cost, progress, removing senior terrorists from the battlefield, 
small footprint, and successful. Put these phrases on a bingo card and then listen 
to a U.S. 3- or 4-star officer testify about AFRICOM. You’ll have bingo before 
your Irish coffee is cold.

A Reuters news article about the death of a U.S. soldier in Somalia unin-
tentionally highlights an important piece of the profitable AFRICOM puzzle. The 
soldier had been on a mission to clear al-Shabaab from areas under al-Shabaab 
control, and establish a permanent combat outpost, according to AFRICOM.85 
Let’s take these objectives one at a time. First of all, the U.S. military trying 
to clear al-Shabaab from urban areas and villages in Somalia is like a lifeguard 
trying to clear chlorine from the community pool using a teabag: flawed mission, 
deficient knowhow, and unsuitable means. Secondly, “clear, hold, and build” 
has been thoroughly debunked; it was a fantasy in Vietnam, it was a fantasy in 
General Petraeus’ Iraq, and it’s still a fantasy in Somalia.

Look at the establishment of a combat outpost from industry eyes. What 
construction conglomerates would build the perimeter and permanent structures 
within? What goods and services would the outpost consume? What weaponry 
might it need? What transportation firms would ferry troops and mercenaries in 
and out? Could Somalia ever purchase significant quantities of product from the 
U.S. war industry? No matter: U.S. military forces and corporate personnel have 
already helped build outposts across Somalia.86 AFRICOM’s director of opera-
tions told The New York Times that al-Shabaab dislikes these outposts and attacks 
them.87 Refusing to concede that al-Shabaab can be viewed as “a local resistance 
movement against foreign intervention,”88 the U.S. military launches airstrikes.

CIA is operating drones in Africa’s sky.89 In 2017, the White House aided 
the overall air war (drone strikes + helicopter strikes + fixed-wing aircraft strikes) 
by declaring large portions of Somalia an “area of active hostilities”90—legalese 
that relaxes rules of engagement and allows the U.S. government greater leeway 
in conducting operations. Even prior to that 2017 declaration, U.S. aircraft could 
kill over a hundred people at a time.91 Understandably, U.S. bombing of Somalia 
causes the local people to get angry.92 In 2019, the White House rescinded an 
Obama-era rule that had required the head of CIA to publish annual tallies of how 
many people die in its drone strikes,93 while continuing Obama policies regarding 
drone strikes and global war.94

Profit is the common denominator of U.S. military and paramilitary opera-
tions in Somalia. Airstrikes are composed entirely of industry products—aircraft, 
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bombs, missiles, maintenance, avionics, satellite guidance, training for pilots 
and maintainers, etc. Profitable ground activities include U.S. troops training the 
Somali National Army using all sorts of industry goods and services, corporate 
helicopter services aiding U.S. Naval Special Warfare, U.S. mercenaries report-
edly working for Bancroft Global Development training Somali commandos, and 
AECOM construction at Camp Baledogle.95 Meanwhile, civilians die.96 Though 
airstrikes have no overall effect against the local militants’ presence or capa-
bilities,97 the Pentagon and CIA have been launching more and more strikes on 
Somalia lately.98 The air strategy does not change. It does not change because the 
only “success” that is unmistakable is the success of profiteers.

Once the corporatized U.S. Armed Forces are allowed in a space, the 
self-fellating operation—or self-flagellating operation, depending on your view 
of the war industry—takes on a circular, relentless life of its own. For example, 
U.S. forces in Somalia employ corporate matériel in coordination with private 
mercenaries. This involves, in part, corporatized intelligence operations, includ-
ing but not limited to invasive ground and airborne signals intelligence (SIGINT) 
hardware and software. Taking their cue from SIGINT, U.S. special operations 
forces go on house raids. After U.S. and Somali forces raid a building, they col-
lect cellphones, thumb drives, documents, pictures, even laptops from the scene. 
Corporatized shops within U.S. government and U.S. corporate facilities (in 
Maryland or Virginia, typically) then get to work arranging information from the 
material gathered, generating more “leads” that U.S. forces use as justification to 
attack other Somalis, by ground or by air. And the cycle repeats itself, spinning 
off new, identical series. (Afghans, too, loathe house raids,99 as would anyone on 
the receiving end of one. Industry mercenaries are deeply involved in the parallel 
running of CIA’s counterterrorism pursuit teams, a.k.a. death squads.100) Any 
given series becomes supercharged whenever locals take the initiative to attack 
the outpost of a foreign military. Despite all signs to the contrary, the U.S. military 
leadership indicates progress is being made in the country.101

U.S. troops are not playing a support role in Africa; they’re in the lead. 
They’re in the lead in conventional military operations. They’re in the lead in 
special operations. And they’re in the lead in Section 127e special operations. 
Officials from the U.S. government and the U.S. war industry regularly frame 
operations on the continent as supporting local forces: The locals are “in the lead.” 
This is a familiar lie.102 U.S. Armed Forces and mercenaries engage in combat 
across Africa. They target homes, compounds, trade routes, villages, civilian vehi-
cle convoys, and celebratory events, like graduations and weddings. Their enemy 
is “suspected terrorists.” (They lump in the “suspected terrorist” group anyone 
who picks up arms against the foreign military, in this case against Western 
troops.) Classification, well-funded public relations, and compartmentalization 
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keep programs away from the critical eyes and ears of global citizenry. Corporate 
media ask softball questions. Violence skyrockets.103

U.S. military and mercenary deployments often coincide with FMS.104 
After establishing U.S. Africa Command (for which the war industry lob-

bied), the U.S. military showed up in Niger and Nigeria105 to fight “extremists” 
and “terrorists” (who posed no threat, existential or otherwise, to the United 
States). Foreign military sales followed. A notable sale was the 28 November 
2018 deal involving A-29 aircraft to the government of Nigeria.106 Niger is rich 
in uranium—the French first discovered uranium deposits in 1958 in a region 
called Agadez107—and the French corporation Orano controls most of the uranium 
extraction business there. U.S. war corporations recently built an expensive drone 
base in Agadez.108 The French-led Operation Barkhane pursues a variety of groups 
across G-5 Sahel countries (Burkina Faso, Chad, Mali, Mauritania, Niger). The 
Sahel is a geographic band south of the Sahara Desert, the governments within 
which U.S. industry has been cultivating for weapon sales, marketing such sales 
as “solutions” to armed violence. Western militaries portray Operation Barkhane 
as aiming to “stop a region on Europe’s doorstep [from] becoming a launchpad 
for attacks at home,”109 a well-worn excuse that has been used to extend military 
occupations of Afghanistan, Iraq, and Palestine. Operation Barkhane is based in 
N’Djamena, Chad, but many French General Atomics MQ-9 drone operations are 
run out of Naimey, Niger. U.S. MQ-9 drones also roam the skies over Niger—
same drone brand, different droned country. “But these drones are unarmed,” you 
protest. “They’re just for monitoring the situation.” The first U.S. and French 
MQ-9 drones deployed to Niger were unarmed. Now they’re armed.110 The 
French and U.S. intervene against many different groups with distinct grievances, 
rooted in a variety of problems, including lack of economic opportunity, climate 
crises, globalization, inequality, governance, neocolonialism, religion, seces-
sionist movements, and the European conquest of Africa (1880–1914). The West 
uses military force—often indiscriminate and bumbling—against these groups 
while Western corporations go after the natural resources, including minerals. The 
French war industry profits. The U.S. war industry profits. Western media and 
legislatures frame armed violence and/or resistance to Western military-corporate 
presence as “terror” attacks and “terrorist” activity.

The Pentagon has put forth no coherent strategy for U.S. military operations 
in Africa, and top members of U.S. Congress have been ignorant of such opera-
tions.111 The war industry, on the other hand, has a strategy: lobby, cajole, bribe, 
and push for more funding, wider deployments, and more weapon acquisitions. 
The Pentagon and Congress accede. Neither the effectiveness nor the need for 
U.S. operations in AFRICOM is weighed. (By any objective measure that doesn’t 
have to do with profit, AFRICOM has been a disaster: Since its full inception in 
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2007, AFRICOM has witnessed money squandered, U.S. lives lost, dead civil-
ians, and people taking up arms against a foreign army. No war has been “won.” 
That is the definition of failure.) Some military officers in the Pentagon confuse 
a transient aim (e.g. “degrade” the “terrorists”) with strategy. Others, typically 
those who have profited professionally from post-9.11 global war or those looking 
to profit financially from an imminent position in industry, pay neither strategy 
nor a peaceful endgame any attention. The drive and momentum of the war in-
dustry guides U.S. military operations. As it stands, U.S. Armed Forces using 
corporate weaponry and products roam Africa with little oversight—exactly the 
type of situation for which the U.S. war industry worked so hard.

GOTTA GET THAT CASH

The Executive Branch functions as an international arms dealer. Presidents 
from both D.C. factions participate: Carter, Reagan, Bush Sr., Clinton, Bush Jr., 
Obama, Trump—all. Recipients over the years have included the Shah of Iran, 
Gulf Arab monarchies, European governments, military dictatorships in South 
America, Apartheid Israel, “contras” in Central America, and jihadis in 1980s’ 
Afghanistan. With panache, President Barack H. Obama sold to Saudi Arabia, 
Qatar, and other Gulf regimes. Obama’s hard work putting a palatable shine on 
weapons of death didn’t last long. President Donald J. Trump’s braggadocio 
dulled the shine, though the policy remained. The White House in 2018 was blunt 
about its intentions, promising to “advocate strongly on behalf of United States 
companies.”112 The State Department said it would energize a “whole-of-govern-
ment effort to expedite transfers that support” D.C.’s “essential foreign policy and 
national security objectives.”113 The State Department later erroneously claimed 
that this added “thousands of jobs to the U.S. economy” and sustained “many 
thousands more.”114 The U.S. government, captured by corporate interest, couches 
these steps as “reform,” “modernization of the arms transfer process,” and “re-
moving outdated regulations.” War goods and services advocacy is a bipartisan 
affair.

Senior war leaders are candid about their roles as arms merchants. As 
Deputy Secretary of War, former Boeing executive Patrick Shanahan affirmed, 
“To strengthen our relationships, Secretary [of War] Mattis, our combatant 
commanders, and other senior leaders have traveled extensively, demonstrating 
our commitment to allies and partners.” FMS “grew 62% over three years and 
exercises grew 17%, enhancing interoperability.”115 Secretary of the Air Force 
(former industry executive) Deborah Lee James noted, “We’re in the business of 
killing terrorists, and business is good.”116 Mid-ranking officers get the picture, 
having internalized the lessons of upper leadership: An Army colonel named Jim 
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Brashear in an obscure office conceded that part of his job is to help the war 
industry: “All of our business is foreign military sales.”117

Coordination is emphasized within DSCA’s corporate-first environment. 
One of the first actions Lieutenant General Charles Hooper took upon becoming 
director of DSCA, he says, was instructing security cooperation officers to work 
even closer with industry. (DSCA itself is increasingly corporatized. Corporations 
are in charge of security cooperation programs within DSCA, including manage-
ment, budgeting, evaluation, and institution building.) Under Secretary of War 
(former Textron executive) Ellen Lord convenes monthly meetings with State and 
War personnel in which she prioritizes FMS paperwork by region, and works 
“with everyone in the room to highlight any issues so that we can simultaneously, 
quickly work through the issues.”118 

Pressure from the U.S. war industry is one of the reasons why the U.S.-
Pakistan relationship of two-faced cordiality slugs on. Selling weapons to Pakistan 
is big business.119 And Pakistan is a relatively minor customer of the U.S. war 
industry. U.S. Congress appropriated roughly $3.6 billion in foreign military fi-
nancing to Pakistan from 2001 through mid-2015, according to the Congressional 
Research Service,120 as cited favorably by the Lexington Institute, a think tank.121

When bragging about selling weapons internationally, a Raytheon executive 
provides us context: 

It really is about focus. Of putting to bear the right resources with 
the right capability and authority to partner with our allied nations—
with the U.S. government’s allied nations—and provide meaningful 
bespoke capability to them. When we’ve done that and look at a 
country as a market with multiple customers, we’ve now seen the 
opportunity to deliver more capability even in those nations where 
we’ve been there for some long time.122

Weapon sales drive policy. 

THE KEY TO MILITARY POLICY

Without looking at military adventurism through the lens of the war corpo-
ration, analysts are bound to produce error-filled studies. For example, after three 
U.S. troops died from a roadside bomb in Afghanistan in November 2018, The 
New York Times cited the Taliban’s territorial expansion, al-Qaeda’s presence, 
relatively low U.S. troop levels (using mostly air power and Afghan military and 
police forces), and insider attacks as the reasons that U.S. troops still fight and 
die there.123 The war industry did not feature in the Times’ calculus. The Times 
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article appeared online on a Tuesday. That Wednesday, U.S. airstrikes killed at 
least thirty civilians.124

Academics also can miss industry’s role. Rami Khouri, a brilliant aca-
demic whom I respect greatly, contends, “Military force is almost never going 
to achieve your political aims. The Americans learned this in Vietnam. They’re 
learning it in Afghanistan. They’re learning it in Syria… So Obama supporting 
the Saudis/Emiratis in Yemen is a sign really of incoherence on the part of the 
United States.”125 Far from incoherence, the behavior is quite rational. A portfo-
lio of conflicts, disparate and seemingly futile, is precisely the aim. Permanent 
warfare—producing untold mountains of profit for war corporations—is the goal. 

Similarly, some journalists believe the U.S. war industry is pushing for the 
war between South and North Korea to turn hot again. But war corporations do 
not always want all-out war. Rather, U.S. war executives want to maintain the 
profitable status quo on the Korean peninsula: An endless cold war, engender-
ing ongoing sales to the South Korean government and to the U.S. government 
(maintaining the massive U.S. military presence south of the 38th parallel—28,500 
troops as of autumn 2019—imagine the goods and services cash gusher, there).

U.S. policy doesn’t have to make sense beyond the logic of profit. Look at 
Syria. As of late 2018, U.S. military forces were

• fighting the “Islamic State” (IS), which was fighting President Bashar 
al-Assad;

• allied with many Kurdish groups, which had alliances with President 
al-Assad;

• selling weaponry to Turkey, which considers most Kurdish groups to be 
terrorists;

• providing air support for al-Qaeda-linked groups like al-Nusra and Ahrar 
ash-Sham, which were fighting President al-Assad;126 

• based in eastern Syria as a bulwark against the ebb and flow of Iranian 
forces, which were allied with President al-Assad against the jihadists; 

• and allied with Israel, which aided Sunni jihadists (e.g. giving medical 
aid to them in the Golan Heights) and bombed Lebanese Shi‘a fighters 
and Syrian troops.

Israel has worked hard to Balkanize Syria, so Syria would no longer be a 
strong Arab nation. This aligns with the war industry’s Syria policy, which is to 
arm divergent factions inside the country; let the conflict boil, and then sell to a 
U.S.-allied regime if it crops up down the road.

The nature of these allies is irrelevant. In Yemen, the Saudi-UAE-U.S. co-
alition has paid al-Qaeda to do its bidding,127 overlapping with the UAE’s work 
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buying and transferring U.S. weaponry to jihadists, including al-Qaeda-linked 
groups,128 and the UAE hiring of U.S. mercenaries (working for U.S.-based Spear 
Operations Group) to carry out political assassinations.129 UAE also hired U.S. 
desk mercenaries to target the Emirati regime’s foes, including political dissidents 
seeking democracy and human rights groups.130 Meanwhile, the U.S. military 
helped the UAE interrogate (read: torture) prisoners in Yemen,131 rescued UAE 
troops in Yemen,132 and trained members of the Saudi-led coalition to fight in 
Yemen,133 all while telling Congress that there was no “evidence of detainee abuse 
by U.S. allies in Yemen.”134 

The war industry pursues a portfolio of conflicts just as any powerful indus-
try views the global marketplace, parses demographics, shapes consumer tastes, 
and pursues profit maximization at all costs. The portfolio approach took off after 
the attacks of 11 September 2001, which shed any remaining constraints on the 
war industry. Observe the breakdown of the war industry’s portfolio of conflicts, 
as appraised during summer 2018:

• Afghanistan—old faithful 
• Colombia—the mountainous test bed
• Iraq—the consummation
• Iran—the future 
• Korea—the long-term callous 
• Libya—the down-low
• Mexico—the collaboration
• Palestine—the outsourced proving ground
• The Philippines—the simmer 
• Somalia—the big easy 
• Syria—the jumble 
• The Sahel—the stadium 
• Ukraine—the cold brew 
• Yemen—the jamboree

Each conflict has advantages and disadvantages, unique terrain and unique 
obstacles. Testing, evaluating, using, repairing, and maintaining weaponry varies 
across population centers. Products monitor, control, or destroy populations. The 
weaponry selected is not the point here. The point is: from the eyes of the corpo-
rate boardroom, conflict must endure.135 Peace is not profitable. A strong portfolio 
of conflicts, which vary in intensity and scope, is what industry has accrued.

By design, the military-industrial-congressional triangle is completely insu-
lated from the reactions of the U.S. public, and particularly from those aware of 
the class struggle and the profitable nature of war. The tiny sliver within the MIC 
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that still possesses a shred of empathy is co-opted and coerced over time to judge 
the wars in terms of numbers (dollars spent, weapons purchased, bases active, 
troops deployed) instead of clear soldierly goals and the true national security 
interests of the American people.

Global capitalism demands infinite growth. War corporations’ portfolio ap-
proach demands endless, dispersed armed conflicts of varying intensity but short 
of a world war—though the threat of that is immensely rewarding. Robust FMS is 
integral to the racket of war. Weapon sales drive government policy. Most of the 
time, U.S. flag officers who worked on FMS then doff the uniform and go profit 
from their knowledge: “The last seven generals and admirals who worked as 
Department of Defense gatekeepers for international arms sales are now helping 
military contractors sell weapons and defense technology overseas,” the Boston 
Globe has reported.136 Across the board—from millionaire CEOs to members of 
U.S. Congress who accept corporate influence, to think tanks that advocate for 
weapon sales and alliances with brutal regimes, to foreign elites who ink deals 
with U.S. corporations—profit is the tie that binds.
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Intelligence to obtain an exemption. The director granted it, reported The Intercept (Hussain Murtaza, 
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I note.

39 For example, say a U.S. corporation in Greenville, TX, produces an encrypted communica-
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sionals work hard to know everything about its technology. Israel military-intelligence is outstanding 
at obtaining U.S. weapons (legally and illegally), breaking the protections, and studying the com-
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40 See Sy Hersh’s Reporter (New York: Knopf, 2018, pp. 293-294).
41 Grant Smith of the Institute for Research: Middle Eastern Policy is one of the more dogged 

researchers regarding these cases and Israeli espionage in the U.S. in general.
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information on Zionist operations, see The CIA Insider’s Guide to the Iran Crisis, by John Kiriakou 
and Gareth Porter (New York: Skyhorse, 2020).

43 Early Zionist terrorism, as chronicled in Ronen Bergman’s Rise and Kill First, includes 
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the angry Arab. Nonetheless, his book is a carefully curated chronicle of Israeli state terror, although 
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(Mondoweiss, 22 August 2018).
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600,000 colonists occupy Palestinian land in the West Bank and East Jerusalem, per “Settlements.” 
The Israeli Information Center for Human Rights in the Occupied Territories. Accessed 15 August 
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about $150 to $360.” Booz Allen Hamilton sustained the Saudi armor corp., which consists of a lot of 
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many areas.” The U.S. Navy shares information with the Saudi Navy and “has bombed Houthi radar 
stations.” The Saudis use U.S. helicopters, and Saudi “officers have been trained by a Virginia-based 
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fire control system for helicopters. It sells other products to the regime, but the aforementioned 7 bring 
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“kingdom’s dependence on the company to finance social and military spending, as well as the lavish 
lifestyles of hundreds of princes, places a heavy burden on Aramco’s cash flow.” Aramco pays 50% of 
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67 The bulk of these sales involved C-130 cargo aircraft spares & work to Saudi Arabia; F-16 
engineering & technical services to Bahrain, Egypt, Iraq, Jordan, Oman, Pakistan, and Turkey; Hellfire 
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a support facility, Fort Sill, OK.

71 Paying Pakistan to use Pakistani airspace to move matériel, troops, and goods and services 
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that “directly respond to the needs of those who serve.” See <www.amgeneral.com/news-events/
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mil>. Projects over the years run by USACE TAM and its predecessor organizations include work in 
Afghanistan (highway system), Bahrain (Sheik Issa AB; Naval Support Activity Bahrain), Iraq, pre-
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The Academy

Institutions of higher education provide the intellectual foundations of soci-
ety. They teach students, preserve history, develop new theories, make discoveries, 
and expand our understanding of the world around us. Colleges and universities 
are supposed to be open environments where students can grow, play, and learn. 
Unfortunately, the war industry is embedded in U.S. academia. The Department 
of War pays colleges and universities to enhance military and intelligence tech-
nological capabilities. American academia’s support for the War Department is 
too vast to catalogue, so the focus here is primarily on illustrative patterns and the 
greatest academic offenders, among them, MIT and Johns Hopkins.1 Along the 
way we learn about languages, various forms of militarized research, and how the 
war industry is preparing for the future.

BEANTOWN AND BEYOND

We lead off with Boston area institutions. Boston College helps the Air Force 
Research Lab develop military technology. The University of Massachusetts-
Lowell helps the U.S. Army develop nanotechnology.2 Tufts University works 
with the U.S. Army to improve soldiers’ cognitive and physical performance on 
the battlefield.3 Complementing this activity, industry executives sit on the Boards 
of New England universities.4

The Massachusetts Institute of Technology (MIT) is a twenty-minute bike 
ride south-southeast of Tufts. Professors Ruth Perry and Yarden Katz explain 
MIT’s history: When Perry first arrived at MIT, the Pentagon largely subsidized 
the university’s budget. Many faculty and students “objected to the way this fund-
ing by the war machine changed research priorities and slanted educational ob-
jectives.” This pushback caused MIT to diversify its funding. Corporate America 
stepped in, effectively corrupting the academic process even further.5 MIT now 
gets money from the Pentagon and war corporations—a harder arrangement for 
conscientious students, faculty, and staff to stop.

Partnering with corporations, Perry and Katz explain, results in “an as-
sociation whose precise terms are hidden, but whose public aspect is neutral, 
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professional, and sanitized. MIT’s partnerships are generally negotiated confi-
dentially, without input from the greater campus community. These partnerships 
have become more normalized over time, and more explicit…” For example, 
IBM sponsoring a research lab at MIT gives IBM access to students, university 
resources, and faculty. “Yet such alliances are presented as if there’s no tension 
between the corporate agenda and MIT’s professed educational and research 
mission.”6 

Corporate ties to MIT are antithetical to an educational mission, but the 
money and prestige entice university administrators. Examples abound. The uni-
versity organizes MIT Seminars, forums wherein MIC elites working on behalf of 
militant aims, departments, or organizations, study, network, and exchange ideas.7 
MIT administrators named the university’s College of Computing after Stephen 
A. Schwarzman, the CEO of Blackstone Group (the largest private equity firm 
in the U.S.), which invests heavily in the war industry (and allocated millions 
to crush an affordable housing ballot measure in California8). Schwarzman had 
personally donated $350 million to MIT.9 The university’s Provost defended the 
College’s naming, the Boston Globe reported.10 The Schwarzman College of 
Computing soon teamed up with the U.S. Air Force to launch an artificial intelli-
gence accelerator.11

MIT has deep, opaque history with the centers of D.C. power. Some of the 
shadiest characters in D.C.’s history have operated at MIT and the MIT Media 
Lab.12 Today, MIT’s Media Lab is stronger than ever. U.S. war corporations and 
martial organizations sponsor the Lab,13 which aims to create “disruptive tech-
nologies that happen at the edges, pioneering such areas as wearable computing, 
tangible interfaces, and affective computing.”14 No wonder military and industry 
are interested in such technologies. The applications to warfare are almost end-
less. MIT has its hands in many war pots. Though nominally independent from 
MIT, Charles Stark Draper Laboratory (“Draper,” from here on out) draws heavily 
from the MIT faculty, staff, and student body. Draper develops technology for the 
military’s Global Positioning Systems operations at Los Angeles Air Force Base 
and tweaks guidance systems for the Trident II (D5) submarine-launched ballistic 
missile, a nuclear weapon. The Trident II costs the U.S. and U.K. taxpayer bil-
lions. The Department of War has roughly 220 of these missiles deployed at any 
given time, according to the U.S. State Department’s Bureau of Arms Control, 
Verification, and Compliance. Draper and Lockheed Martin spread work on the 
Trident II across dozens of locations.15 

Draper and MIT personnel venture beyond campus. Draper helps the Naval 
Undersea Warfare Center in Newport, Rhode Island, develop underwater drones.16 
MIT personnel work at the university’s Lincoln Lab, which is located at the eastern 
end of Hanscom Air Force Base, a one-hour bike ride northwest of Cambridge. 
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Hanscom is one of the hottest nodes for technology development within the war 
industry. MIT has juggled many projects at Lincoln Lab, one of which was voice 
matching and analysis technology used by the National Security Agency.17 Back 
on the university’s campus in Cambridge, researchers develop software that 
monitors computer systems in order to distinguish between harmless users and 
Advanced Persistent Threats (APT).18 MIT receives millions annually in exchange 
for supporting the Pentagon’s research priorities. MIT is a war corporation.

The nation’s most reputable academic institution, Harvard University, is a 
stone’s throw from MIT. Harvard faculty have long prioritized war. Harvard’s 
James D. Watson, a Nobel Prize winning academic who helped discover the 
double helix DNA structure, served on a classified Pentagon advisory panel for 
chemical and biological weaponry.19 James B. Conant, a man who served on many 
War Department boards, commissions, and committees, was Harvard’s president 
(1933-53). Harvard academics invented Napalm during World War II. They hav-
en’t looked back since.

Harvard is a full partner with military and industry. Though it works on 
goods and services for the Pentagon, Harvard University does not appear in the 
Pentagon’s daily contract listings. This is likely due to strict nondisclosure agree-
ments signed between the two parties and due to careful parsing of funding allo-
cations, keeping tranches below the $7 million level at which public disclosure 
is required. Nonetheless, Harvard’s broad public relations apparatus has touted 
substantial projects with the Defense Advanced Research Projects Agency.20

Harvard hosts many military programs, including the Pentagon’s Leadership 
Decision Making Program at the John F. Kennedy School of Government. Having 
gobbled up the blue pills (war funding and D.C. edicts), Harvard’s senior admin-
istrators offer many “national security” courses as well as a National Security 
Fellows Program. The National Security Fellows Program “is a closed-enrollment, 
ten-month postgraduate research fellowship for U.S. military officers who are el-
igible for senior development education and equivalent civilian officials from the 
broader Intelligence Community. Selection for this program is handled internally 
by the respective military services and federal government agencies” (emphasis 
mine).21 The Saudi regime has endowed many professorships at Harvard. Money 
talks.

Harvard considers where you stand on matters of war and peace. The war 
industry, the War Department, CIA, and other corporatized U.S. intelligence agen-
cies recruit heavily at Harvard. (Like most youth, Harvard students are suscepti-
ble to CIA’s highly polished prestige and allure.) Harvard revoked the fellowship 
of whistleblower Chelsea Manning.22 The D.C. regime later jailed Manning for 
refusing to again testify regarding WikiLeaks.23 The Harvard administrator who 
informed Manning of the snub, Doug Elmendorf, did not reply when I asked 
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him about Manning’s imprisonment. Less than a year after rebuffing Manning, 
Harvard honored Hillary Clinton with the Radcliffe Medal for her “transforma-
tive impact on society.”24 As Senator and Secretary of State, Clinton regularly 
advocated for the use of military force and was a primary driver behind the 2011 
destruction of Libya. Harvard’s behavior reflects the way the D.C. regime oper-
ates: jail whistleblowers, extol war criminals.

Harvard’s Belfer Center for Science and International Affairs is ground zero 
for MIC elites. Ash Carter (former Secretary of War) is now in charge of the 
Belfer Center. Others finding a home at Harvard include Belfer’s director of global 
communications and strategy, Josh Burek, who used to head marketing and com-
munications at a think tank, the American Enterprise Institute; Eric Rosenbach, a 
loyal Ash Carter aide and leader of the “Defending Digital Democracy” project at 
Harvard; and Michael Sulmeyer, the former head of cyber policy at the Pentagon 
and current leader of the Cyber Security Project at Belfer. The steering group of 
the Cyber Security Project features current Harvard fellows: James Cartwright 
(industry think tanker, member of Raytheon’s board, retired 4-star general), David 
Petraeus (former general, former CIA director, and he-who-gave-highly-classi-
fied-material-to-his-mistress), James N. Miller (industry think tanker, former 
senior Pentagon official and House Armed Services Committee senior staffer), 
and James A. Winnefeld (current member of Raytheon’s board and former Vice 
Chairman of the Joint Chiefs of Staff, where his dominion covered “investment, 
personnel, intelligence, and strategy, policy, and operations”25). Principled cour-
age is hard to find. The Center’s namesake, Bob Belfer, who made his fortune 
in fossil fuel and private equity, is a strong member of the war industry pressure 
group known as Business Executives for National Security and the Zionist pres-
sure group known deceptively as the American Jewish Committee. Rounding out 
our brief dive into Harvard’s war elite is Michael Blake Greenwald, a man who at 
the U.S. Treasury Department helped freeze the monies of anyone who opposed 
D.C. dictates or wars and/or Israeli regional hegemony. He joined Belfer in 2018. 
Speaking on behalf of the Center, Ash Carter said, “We are honored to have him 
join our community of researchers committed to a more secure, peaceful world.”26 
Members of the Center push great power competition27—good men to have on 
your war team.

All Ivy League universities are complicit in the expansion of military 
technology and research that builds a more effective warfighter. For example, 
Brown and Columbia have worked on DARPA’s Neural Engineering System 
Design program, which aims to turn brain signals into machine readable data and 
readable data into chemical and electrical signals. Yale has worked with DARPA 
on restoring vision in the blind. Princeton has worked on developing hardware 
for design and verification of open-sourced integrated circuits. Cornell chemists 
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have attempted to design two-dimensional polymers. DARPA has sponsored con-
ferences about machine learning at Dartmouth. The University of Pennsylvania 
has worked on artificial intelligence and computational linguistics to understand 
diverse languages. Do these universities believe their contributions to the military 
will be confined to the realms of altruism and benevolence? 

Universities across the country are scrambling to get War Department 
money. The University of Arizona (UA) is one example. “Developing new, syn-
ergistic strategies for partnerships that help drive innovation are central to the 
UA strategic plan,” says the vice president of UA’s Tech Launch Arizona. Tech 
Launch Arizona is the university’s overall plan to become “a recognized national 
resource” for “commercializing UA-created knowledge.” Commercializing ex-
actly what knowledge? Might the fact that Arizona has the “fifth largest aero-
space and defense economy in the nation” be a factor? Luke Air Force Base is 
near Phoenix. Raytheon has a massive missile factory in Tucson. Boeing has a 
helicopter factory in Mesa, east of Phoenix. Davis-Monthan Air Force Base is 
in southeast Tucson. The Army’s Fort Huachuca is farther southeast of Tucson. 
Accordingly, UA recently established the Defense & Security Research Institute 
(DSRI). This institute is “expected to make the University an even more attractive 
partner” to the war industry. The university’s leadership pushes hard in favor of 
militarizing university academics and luring military-industry funding. DSRI’s 
partners include the Air Force Research Lab, the Army Research Lab, the Navy 
Research Lab, the Department of Homeland Security, and DARPA. A former 
Deputy Assistant Secretary of War leads DSRI. Second in command at DSRI is 
a former Raytheon official who “works to support faculty across all colleges” 
and help them “engage with external defense and intelligence communities.” The 
Institute hopes to double university “research expenditures from $600 million to 
$1.2 billion by 2023.” Money and corporate authority are at home there.28

DARPA is a magnet for academics with wobbly morals and a love of money. 
DARPA contracts were integral in the creation of computer science departments 
in universities across the country, and tied universities closely, “through fund-
ing and personnel,” to the War Department.29 DARPA money feeds engineering 
and physics departments, too. A two-hour bus ride northeast of DSRI, Arizona 
State University is working with DARPA on cyber warfare.30 The University of 
Southern California helps DARPA speed up circuit design and production,31 and 
helps the Air Force Research Lab (AFRL) develop three-dimensional imaging 
of integrated circuits and design a search program to sift through data and ex-
tract important information. The University of Delaware helps DARPA develop 
composite materials and reconfigurable technologies to improve and even sim-
plify the war industry’s manufacturing processes. Six universities (Minnesota, 
UCLA, Notre Dame, Michigan, Illinois, and UC-Berkeley) work on DARPA’s 
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Focus Center Research Program Semiconductor Technology Advanced Research 
Network (STARnet). This program aims to keep the U.S. war industry leagues 
ahead of Moscow and Beijing in the fields of microelectronics and integrated cir-
cuits. Others, too, examine the itty-bitty. For DARPA, MIT tries to synthetically 
manufacture high-value molecules,32 and the University of Wisconsin at Madison 
studies neural networks and learning patterns of mice and pigs. The knowledge 
gained will eventually be used to produce a deadlier warfighter.33 Through fund-
ing and bestowing fellowships and Young Faculty awards, DARPA works to bring 
pre-tenure academics into the fold of war research academia.

Without modern medical advancements and just-in-time logistics, the U.S. 
death toll from D.C.’s post-9.11 global wars might just pass the U.S. death toll 
from D.C.’s war against Southeast Asia (1955-75). The Pentagon and academia 
collaborate to advance medical research that mollifies our perceptions of the 
physical and mental effects of war while propitiating the poor and marginalized 
communities that fight and are maimed in war. Contributing to such medical 
innovation, Case Western Reserve University in Cleveland, Ohio, works with 
DARPA to restore feeling and motor function to surgically reattached limbs. 
Johns Hopkins University Applied Physics Lab works to create prosthetic arms 
that the human brain can control. The University of Pittsburgh helps improve 
trauma and emergency services to save U.S. infantry. DARPA works overtime 
with academia in order to address traumatic brain injury,34 which is one of the 
great cripplers of U.S. troops. Many universities work in the medical field for the 
War Department. The University of Minnesota crafts modular manikins for med-
ical research. At the University of Central Florida (Orlando), Army medical units 
from Fort Detrick work on psychotherapies for treating post-traumatic stress. 
The University of Alabama at Birmingham supports clinical research of blood 
infusion therapies. (Lockheed Martin’s CEO has given the University of Alabama 
a lot of money, helping the university achieve record fundraising in FY2018.35) 
Georgia Tech provides IT security to Army Medical Command. A healthy fighting 
force is a deployable, operational fighting force. By mollifying our perceptions of 
the effects of war and propitiating the poor and marginalized communities that 
are harmed in war, the Pentagon and academia effectively postpone the period of 
political and educational reconciliation necessary to end the wars.

STANFORD UNIVERSITY

Two of the biggest players in militarized academia are MIT on the east 
coast and Stanford University on the west coast. Stanford and the surrounding 
area comprise the west coast core of U.S. microprocessor and computer research 
and development. Though Stanford has a deep relationship with the military and 
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industry, the university’s name is hardly mentioned in the Pentagon’s daily con-
tract announcements. In this sense, Stanford University is a subtler operator than 
its peers in academia. 

The Stanford Research Institute (SRI) of Menlo Park, California, is anoth-
er story. Founded by Stanford immediately after World War II, SRI became an 
independent organization in the 1970s. Headquartered in Silicon Valley, SRI is 
now known as SRI International. Like Draper Lab, SRI International is nominally 
independent from its respective university. Both Draper and SRI International 
vacuum up academic talent and prioritize the development of war technology.

SRI International has a long history of work within the war machine. SRI 
was a major ARPA contractor, the early name of DARPA. Its work spanned 
counterinsurgency technology and early internet development. SRI helped 
ARPA refine and implement chemical warfare in Vietnam.36 In recent years, SRI 
International has become a practical west coast extension of DARPA. The head of 
SRI International, William Jeffrey, is a former high-ranking DARPA official. SRI 
International’s military contracts teach us about the MIC’s goals and its domestic 
and foreign posture.

When U.S. grunts were perishing daily as a result of improvised explosive 
devices (IED) in Iraq and Afghanistan, the U.S. war industry jumped in and pitched 
technology to recognize, avoid, and neutralize the devices. Industry produced a 
reconnaissance aircraft packed with sensors designed to discern the distinctive 
characteristics of the ground below to see if any IEDs have been planted. SRI 
International works on this program, known as Desert Owl.37 Desert Owl is a good 
example of the corporatization of war: Textron and L3 have owned and operated 
the platform. Leidos works on a complementary program known as Night Eagle 
in Princeton, New Jersey, where SRI International has offices and recruits talent. 
Corporate work honing Desert Owl and improving its sensors advances U.S. mil-
itary occupation of lands from the Mediterranean Sea to the Hindu Kush.

The actions of SRI International unveil the overall hypocrisy of the war 
machine. SRI International and Northrop Grumman have worked on microcircuit 
technology and a DARPA program known as Supply Chain Hardware Integrity 
for Electronics Defense (SHIELD), which tries to come up with a way to authenti-
cate components anywhere in the war industry’s supply chains to assure that parts 
are not counterfeit.38 At the same time, U.S. and Israeli intelligence agencies slip 
faulty parts into the supply chain of Iran’s space program.39 

SRI International has worked on DARPA’s World Modelers Program. By 
inputting historical data, news figures, and multiple online sources, the World 
Modelers Program aims to furnish the U.S. military with qualitative and quantita-
tive analyses and forecasts of complex global and regional issues.40 The Pentagon 
could apply this technology, for example, to analyze the effects of engineering 
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austerity measures in Athens, food shortages in Caracas, or the expansion of petro-
leum infrastructure in the Niger delta. If successful, the World Modelers Program 
will enable Pentagon bureaucrats, and, ultimately, their betters in Corporate 
America, to scrutinize the implementation of and reaction to capitalist policies in 
a thorough, user-friendly manner. Corporate America benefits in another way: If 
the World Modelers Program is effective, the Pentagon might forego long-term 
development of good human analysts,41 making the government even more reliant 
on corporate gizmos.

You’ve heard of the Internet of Things—extensive integration and overlap of 
devices (e.g. laptop, tablet, household appliances, vehicle, medical devices, smart-
phone, wearable technology) connected to the internet. Well, SRI International 
is developing the Internet of Battlefield Things.42 This contract points to a nev-
er-ending feature of the war industry: war corporations push for a more intercon-
nected, IT-driven military; the Pentagon accedes; war corporations say, “But your 
systems are unprotected!”; and the Pentagon solicits more corporate devices and 
personnel to shore up the Pentagon’s increasingly interconnected, “vulnerable” 
systems. The only winners here are the war corporations.

COMPUTING, COLONIZATION, AND LANGUAGE CAPACITY 

The Department of War operates five High Performance Computing Centers. 
Industry giants and academic institutions support this. Hewlett Packard (HP) and 
its subsidiary Cray maintain and modernize high performance computers. SAIC, 
a corporation with deep ties to NSA, upgrades the computing capabilities. The 
High Performance Computing Centers are located at the Army Research Lab 
at Aberdeen Proving Ground on the Maryland coast; the Engineer Research & 
Development Center in Vicksburg, Mississippi; the John C. Stennis Space Center 
in southwest Mississippi; Wright-Patterson Air Force Base, Ohio; and a research 
lab in Hawai‘i.

A brief history of Hawai‘i illustrates the crushing nature of U.S. militarism. 
The U.S. Department of War invaded the islands of Hawai‘i in the late nineteenth 
century. It overthrew the Native’s constitutional monarchy and colonized the is-
lands.43 The U.S. military establishment “arrived en masse” after the 7 December 
1941 attack on Pearl Harbor.44 Outsiders (“haole”) wrapped up a major phase of 
the colonization of Hawai‘i in the 1950s. After admitting Hawai‘i into the union 
on 21 August 1959, D.C. turned the Hawaiian island of Kaho‘olawe into a firing 
and bombing range. (Kaho‘olawe is still polluted and rife with unexploded ord-
nance, though, after popular protest, the War Department no longer uses it for 
bombing and live fire. The War Department did spend $400 million on a some-
what ineffective cleanup effort there.) Like all areas of intense military-industry 
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activity, the island chain suffers from pollution. Native Hawaiians continue to 
protest militarization on their land.

What does military-industrial infrastructure on Hawai‘i tell us about the 
state of the nation? During the 2020 run for Presidency of the United States, Rep. 
Tulsi Gabbard (D-HI) spoke out against “regime-change wars”—U.S. military 
interventions in such sovereign nations as Iraq, Syria, and Libya. Let’s assume 
for a moment that Gabbard is genuinely a peace candidate, despite a few blots 
on her record spouting MIC pabulum (e.g. troops fight for freedom, and military 
deployments serve the country) and voting for bloated military budgets. What are 
Gabbard and her supporters up against? U.S. military installations and land com-
prise roughly 25% of Hawai‘i—a larger percentage of territory than the Pentagon 
has in any other state.45 Major military facilities include Camp H.M. Smith, 
Marine Corps Base Hawai‘i, and Joint Base Pearl Harbor-Hickam on O‘ahu; 
the Pacific Missile Range Facility on Kauai; the Pōhakuloa Training Area on the 
island of Hawai‘i; and the High Performance Computing Center located at the 
Maui Research & Technology Park.46 Substantial military-intelligence facilities 
pockmark the colony, including NSA’s cryptologic center on the island of O‘ahu. 
The military’s presence in Hawai‘i is expanding: Military construction is ongoing 
at all of the aforementioned sites. Notable projects include a communications 
facility at Marine Corps Base Hawai‘i, an electrical distribution facility at the 
Pacific Missile Range Facility, telecommunications infrastructure at Pōhakuloa 
Training Area, and warehouses at Joint Base Pearl Harbor-Hickam. Industry is 
also entrenched in Gabbard’s home state. War corporations pulsating in the Aloha 
State have included AECOM contractors, Boeing cargo aircraft, CACI signals 
intelligence software, DynCorp technicians, ECS information technology, Fluor 
supervisors, General Dynamics submarines, Huntington Ingalls aircraft carriers, 
and InDyne launch control. Expansive military-industry infrastructure forestalls 
any chance of peace. 

In order to conquer, expand, and subdue, an empire must grasp the languages 
spoken within its existing and anticipated imperium. Columbia University helps 
the Air Force Research Lab (AFRL) develop machines that perform automatic 
speech recognition and language translation. The ultimate aim is to integrate these 
technologies into compact, user-friendly systems, which the U.S. Armed Forces 
can use to better control local populations. The University of Pennsylvania helps 
AFRL sift through multiple streams of media in real-time in order to reconcile 
conflicting pieces of information, making it easier to wage agile, comprehensive 
warfare. Draper tries to extract specific portions of language from cluttered me-
dia. The University of Pennsylvania supports a program that aims to develop a 
way to translate rare or “low-resource” languages (good for whenever the War 
Department is looking to co-opt, coerce, or harm a new country). The University 
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of Southern California helps the War Department research quantum computing, 
speech recognition, and machine translation. On a parallel track, Johns Hopkins 
University helps AFRL develop software that translates and interprets any lan-
guage into English.

Why is the War Department turning to academia and industry to fulfill its 
language needs? 

The answer is twofold. 
Firstly, the War Department’s linguists are not up to the task.
The Defense Language Institute (DLI) in Monterey, California, is the 

War Department’s premier foreign language training facility. The examination 
the Department uses to gauge language proficiency is the Defense Language 
Proficiency Test (DLPT). When I arrived at DLI, students were passing the 
fourth version of the Arabic DLPT, the DLPT 4, with flying colors. But mili-
tary-intelligence units were not happy because the students passing the DLPT 
4 didn’t know Arabic well. The DLPT 4 was not accurately assessing students’ 
knowledge, allowing subpar linguists to matriculate. So, the military brass in the 
Pentagon commissioned an expensive study and paid a third party handsomely 
to come up with the next version of the proficiency test, the DLPT 5. The DLPT 
5 was a challenging upgrade that tested a student’s language skills. Passing rates 
dropped overnight. Only students who really knew the Arabic language passed. 
Military-intelligence units were finally getting competent Arabic linguists. But 
the high rate of failure was not good news to the military brass. Now we don’t 
have enough linguists going into military-intelligence units! What do we do?! 
The bureaucracy was panicking. Did they revamp the training procedures? No. 
Did they recycle or wash out more of the slackers? No. Did they raise the scores 
required on the DLAB (the language aptitude test given to aspiring linguists)? 
No. Instead, the War Department ordered the Arabic DLPT 5 test results to be 
scaled. So now, once again, most students were passing and graduating, including 
the sub-par students. Lazy, undedicated students were graduating and going on 
to positions within U.S. military-intelligence. The Pentagon was back where it 
started: shitty Arabic linguists. Tales like this serve as important context for why 
the War Department is turning to academia and the war industry in general to 
devise language translation and interpretation tools.

Hardworking teachers in the public-school system are forced to emphasize 
standardized testing and deemphasize creativity, curiosity, and innovative study 
skills. Largely abandoned by Capitol Hill, the public-school system does not raise 
many people who are intellectually curious, let alone many who value studying. 
The War Department relies on the lower and middle classes in the U.S. to carry out 
the nonstop wars abroad. These enlisted ranks are the ones who, by the numbers, 
receive most foreign language training. These men and women, graduates of the 
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neglected public-school system, do not learn Category Four languages satisfac-
torily. (Category Four languages, including Mandarin and Arabic, are the hardest 
for a native English speaker to learn.) Additionally, instructors at DLI are working 
with batches of students that have grown up in an age of technological plushness. 
Enlisted troops are used to finding answers quickly on search engines and relying 
on smartphones and apps to solve problems. Many refrain from the hard work 
of sitting down, hashing out an issue over conversation, or dedicating months to 
achieving intellectual understanding. This ties into a larger facet of U.S. Empire: 
the mercenaries and enlisted men and women comprising the linguist core of 
military-intelligence (not to mention the grunts fighting D.C.’s wars) typically 
do not have the will to understand the cultures of the people they are fighting or 
snooping on in Asia and Africa, cultures deemed implicitly inferior to American 
exceptionalism. The result is an intelligence backbone largely clueless about 
any motivations (e.g. historical, cultural, religious, nationalist, socio-economic, 
anti-imperial) circulating among the enemy-of-the-day. The officials supervising 
this activity are too busy (getting rich off war, climbing the career ladder, and 
rotating between government and industry) to change the system. Battling for 
“hearts and minds” notwithstanding, if we see those we fight as inferior and sim-
ply to be defeated, why should we care what they think?

The second reason the War Department is turning to the academy and indus-
try to fulfill its language needs is that, with installations and operations stretching 
around the globe, the Department, including NSA, is simply overwhelmed with 
spoken and written communications. The War Department is eavesdropping on 
and interfering in47 so many countries that it’s difficult to keep pace with the flood 
of information coming in.

This is really the paradox confronting the NSA et al.’s extensive informa-
tion retrieval system. The war industry knows that the War Department is over-
whelmed and unable make effective use of all that data it has collected. It is, of 
course, ready to step up to the plate.

Selling language instruction and skills to the U.S. War Department and al-
lied militaries is big business. Corporations sell their services to keep the Defense 
Language Institute up and running in Monterey, D.C., and Lackland Air Force 
Base, Texas. Corporate personnel who passably speak or mumble a foreign lan-
guage “enhance realism” in military training across the country. Construction 
companies build language training facilities, like a multi-million-dollar facility 
for special operations forces in Fort Carson, Colorado. U.S. corporations sell 
English language instruction to foreign militaries, especially militaries of the Gulf 
Cooperation Council. Providing interpreters, translators, and linguists for war-
zones and “intelligence” matters is another profitable slice. (After their military 
enlistments are up, linguists move like ants on a trail into war corporations, where 
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they do the same desk job for thrice the pay. NSA is a major customer, purchasing 
corporate linguists, desk mercenaries, of varied motivations and skills.) No single 
War Department entity enforces contracting or strict supervision of these dispa-
rate language programs.

Where there’s language, there’s industry. MIT professors with ties to the war 
industry established Bolt, Beranek, and Newman (BBN) shortly after World War 
II, a time when the titans of capital were working hard to solidify and entrench the 
MIC. BBN worked with parts of the War Department, including NSA, to develop 
and upgrade early versions of the internet.48 Raytheon purchased BBN in autumn 
2009. Raytheon BBN works on the hardest war projects, including targeted elec-
tronic warfare attack, dispersed computing capabilities for forces deployed in 
areas of limited connectivity, and drone technology. Raytheon BBN also tackles 
the same language R&D projects on which the University of Southern California 
and Columbia University have worked: cross-language information retrieval, 
machine translation, and automatic speech recognition.

Well at least the Pentagon, not the profit-motivated U.S. war industry, is 
in charge of administering portions of the U.S. government’s language assets, 
you say. Unfortunately, this is not the case. Booz Allen Hamilton administers the 
National Language Service Corps (NLSC), an organization established post-9.11 
to gather people with language skills that the U.S. government can use during ex-
tended emergencies. NLSC resides bureaucratically under the National Security 
Education Program, the governing organization that develops language initiatives 
for U.S. espionage purposes, including encouraging partnerships with allied mil-
itaries.49 In an administrative capacity, Booz Allen Hamilton helps recruit U.S. 
citizens to join NLSC, collects and retains their information, provides this “in-
formation to government organizations that are NLSC partners or are interested 
in becoming partners,” and helps activate and certify members while “ensuring 
compliance with privacy act regulations.”50 War corporations benefit from and are 
in charge of government language capabilities.

JOHNS HOPKINS, THE STAR

Maryland colleges and universities provide stomping grounds of the War 
Department and the war industry. For example, the Naval Air Warfare Center 
Aircraft Division has ties to the University of Maryland, the Southern Maryland 
Higher Education Center, the College of Southern Maryland, and Morgan State 
University.51 One university stands out in Maryland: Johns Hopkins University, an 
icon of the war industry. Johns Hopkins University’s Applied Physics Laboratory, 
or JHU APL, is close to D.C.—geographically and financially—and it has no 
qualms accepting War Department funding. The lab is located in Laurel, Maryland, 
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equidistant between Baltimore and D.C. The Baltimore-D.C. corridor is home to 
many war corporations and government facilities. Many senior fellows at JHU 
APL are prominent MIC individuals.52 JHU APL is comparable to Harvard’s 
Belfer Center in the sense that it hosts a familial chamber where MIC elites dwell 
before rotating back into government or industry.

Other academic institutions are repositories of U.S. war elite. The Texas 
A&M board of regents is a longtime proponent of bellicose foreign policy and 
state violence, judging by its appointments. Robert Gates spent roughly twen-
ty-seven years at CIA, including a stint as director. Gates went on to become dean 
of Texas A&M’s George H.W. Bush School of Government & Public Service. 
(George H.W. Bush was director of CIA, briefly, and an implementer of state 
terror—that is, the deliberate use of state violence as foreign policy tool intended 
to coerce, kill, or intimidate—throughout his time in government.) Gates was then 
appointed President of Texas A&M. After a stint as Secretary of War (2006-11), 
Gates returned to private life and soon became the Chancellor of the College of 
William & Mary in Williamsburg, Virginia. Former CIA counterintelligence chief 
James Olson is a professor at the Bush School of Government & Public Service. 
Retired General Mark Welsh, former Chief of Staff of the U.S. Air Force and 
proponent of the most expensive weapons platform in the history of warfare,53 is 
the current dean of the Bush School. Many within the university’s student body 
join the U.S. Armed Forces.54 Retired Air Force General T. Michael Moseley sits 
on the board of directors of the university’s Former Students’ Association. The 
University of Texas isn’t much better. Among other War duties, the University of 
Texas helps the U.S. Navy engineer acoustics, navigation, command & control, 
and weapons systems. The University of Texas at San Antonio is a major hub for 
research about military cyber technologies. William McRaven, a retired admiral 
and career officer in Naval Special Warfare, was chancellor of the entire University 
of Texas system during 2015-18. Political operator Karl Rove is on the University 
of Texas Chancellor’s Council Executive Committee. Former Secretary of the Air 
Force Heather Wilson became president of the University of Texas at El Paso.55 
The war elite find shelter and an opportunity to influence in academia from Texas 
to Maryland and beyond.

What do scientists and engineers at Johns Hopkins University Applied 
Research Lab do?

Johns Hopkins gets millions from the War Department for the following work: 

assessments and alternatives of offensive capabilities within the 
domains of air, land, sea, space & cyberspace, missions & warfare 
areas that asymmetrically mitigate threat effectiveness, impose cost, 
and/or create ambiguity in adversary decision-making.56
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What does it mean to advise the U.S. Department of War in asymmetrically 
mitigating threat effectiveness, imposing cost, and creating ambiguity in adver-
sary decision-making? It means that Johns Hopkins is helping the Department 
develop technologies that put the official enemies of the D.C. regime at a disad-
vantage. This disadvantage can occur across different battlefields, both declared 
and undeclared, as the contract phrasing implies.

The official enemies list of the D.C. regime is quite lengthy. It ranges from 
sub-state and non-state groups like the FARC [Fuerzas Armadas Revolucionarias 
de Colombia] and the Afghan Taliban, to state and social welfare providers like 
Hezbollah in Lebanon, to great powers like Moscow and Beijing. It is safe to 
presume that Johns Hopkins is helping to develop technology to harm such of-
ficial enemies. Surely Johns Hopkins students hail from Afghanistan, Colombia, 
the People’s Republic of China, Lebanon, or Russia. (I sought confirmation. No 
response.) Johns Hopkins’ mission statement says it aims to “bring the benefits 
of discovery to the world” —contrary to its activities helping the War Department 
harm or prepare to harm the nations and peoples of the world.

JHU APL also conducts experiments and studies to boost U.S. Special 
Operations Command’s scientific and military knowledge. MIC elites have abused 
U.S. Special Operations Command, sending SEALs, Army Special Forces, Air 
Force pararescue, Marine Raiders, and others across the globe on all sorts of 
imperial errands. Such heavy-duty troops have committed numerous atrocities in 
Iraq, Afghanistan, and elsewhere. This is a tragedy, a tragedy supported by JHU 
APL.

In line with demonization of Moscow and Beijing, JHU APL is hard at work 
researching and developing weapons of war and advanced military technology. 
JHU APL is a leader in research about hypersonics, air vehicles and missiles that 
fly over five times the speed of sound. JHU APL also designs tactical devices 
that perform three-dimensional laser scanning; helps the Air Force engineer nu-
clear weapons and develop nuclear planning and strategy; and helps the Defense 
Intelligence Agency engineer and test new sensors. Industry is pushing these 
technologies, a slice of JHU APL research, via great power competition.57

Johns Hopkins University is working on a program called Machine 
Translation for English Retrieval in Any Language, or MATERIAL. MATERIAL 
got its start in the Pentagon’s Intelligence Advanced Research Projects Agency. 
The Pentagon established the Intelligence Advanced Research Projects Agency 
in 2006, as if DARPA and the numerous other military research labs were not 
enough. Johns Hopkins’ work on MATERIAL involves honing machine learning 
and software to better translate writing and interpret speech. Since MATERIAL 
has direct applications to signals intelligence, you can bet the program will be 
used against allied governments as well as official enemies. Understanding the 
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world’s languages expands warzones and improves the ability of signals intelli-
gence organizations, like NSA, to monitor people around the world.

Johns Hopkins fashions itself a cosmopolitan academic institution dedicat-
ed to human progress and the advancement of the global good. But its intricate 
ties to the War Department show the university’s true colors: caring more about 
government funding than the fate of mankind or the nobility of academia. It is no 
different than MIT, Harvard, or Georgia Tech in this regard. Georgia Tech, a reg-
ular recipient of War Department funding, focuses on everything from espionage 
to missile technology.58 

In 2019, students at Johns Hopkins launched an occupation of the campus 
administration building in protest of the university’s contracts with the Department 
of Homeland Security’s Immigrations & Customs Enforcement. They were also 
protesting the university’s plans for an armed campus police force and dissenting 
in favor of union rights. With no sense of irony, JHU administrators called in 
the Baltimore Police Department, an organization with a horrid track record of 
corruption and brutality, in order to evict protestors. 

HIGHER EDUCATION

Aside from paying academia directly, the War Department sets up events 
that cultivate an academic interest in working for the war industry. One popular 
initiative is Hacking for Defense (H4D)59 in which university students are given 
complex problems to brainstorm and tackle. Many universities have teamed up 
with H4D.60

H4D tangibly abets D.C.’s aggression, the website explains: 

The Hacking for Defense program combines rapid problem 
sourcing processes developed in Afghanistan with innovative Silicon 
Valley business models… Corporate Sponsors support and mentor 
students during this process and develop close bonds with their teams.61

Help corporations and the Pentagon in exchange for kudos, job prospects, 
and a potentially cushier lifestyle for you and yours. But—buyer beware. What 
goes around could surely come right back around.

The war industry wins in other ways via H4D. It gets to spot talent, cultivate 
favorable press, and expand its pool of eligible thinkers, programmers, engineers, 
and scientists. The founder of the war corporation Arête (Northridge, CA) is cur-
rently the managing director of H4D’s superordinate National Security Technology 
Accelerator program (MD5). MD5 aims to develop “human capital,” a.k.a. people 
with the technical skills the war industry wants, or people developing products 
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the war industry could use. Arête has sold the Pentagon a variety of goods and 
services in recent years.62 And just when MD5 couldn’t get any more corporate, 
the Pentagon paid millions on 25 September 2018 to Eccalon (Hanover, MD) 
to help administer the Office of Manufacturing & Industrial Base Policy within 
MD5. MD5, like the military as a whole, is run for corporations by corporations.

While academia creates military goods and services as part of the war 
industry, the War Department is hard at work educating personnel within the 
Department itself. The Department has its own institutions of higher learning, 
which include Air University, Army Command & General Staff College, Army 
War College, Defense Acquisition University, Marine Corps University, National 
Defense University, Naval War College, and Naval Postgraduate School.63 These 
institutions sequester the soldier, sailor, airman, or Marine from possible exposure 
to countervailing views, leading to a degree of indoctrination that hampers their 
clear understanding of what the U.S. war project is. Civilian universities like 
Salve Regina of Newport, Rhode Island, supplement these efforts by educating 
many rising officers in international relations and political science.

Civilian colleges and universities educate U.S. troops overseas. The 
University of Maryland provides graduate programs for U.S. troops deployed to 
Africa and Southwest Asia. This includes educating U.S. troops who are stationed 
in the Sinai. Central Texas College provides technical and vocational programs 
to deployed U.S. troops. (The U.S. military and the Israelis are key players in 
the Sinai, along with the military of Egyptian dictator Abdel Fattah as-Sisi.64 The 
Egyptian military’s brutality in the Sinai is now coming to light in Western me-
dia.65) Neither the University of Maryland nor Central Texas College responded 
to my inquiries asking if they research where the Pentagon deploys troops before 
they sign such educational deals.

Organizations that seem peaceful on the surface can actually abet the War 
Department. The National Academy of Sciences in D.C. assembles a board that 
will advise the U.S. Army on scientific and technical topics to give the military a 
distinct war-fighting advantage. The National Academy of Sciences has also es-
tablished a post-doctoral research position in alliance with the Air Force Research 
Lab. This program cultivates the next generation of pro-war scientists (whose 
research will ultimately contribute to the military’s ability to kill and destroy). By 
accepting War Department funding, the National Academy of Sciences puts itself 
at odds with the International Council for Science (ICSU), of which it is a mem-
ber. The ICSU prioritizes the ethnical responsibility of scientists.66 The U.S. War 
Department, on the other hand, demonizes and attacks certain groups of people. I 
called the accounts department of the ICSU in 2018. They were unaware of any fi-
nancial transactions between the National Academy of Sciences and the Pentagon. 
The ICSU staffers with whom I spoke declined to comment further on the matter, 
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and I was told that senior ICSU officials who might have been able to speak 
authoritatively about the National Academy of Sciences were traveling abroad 
at the time of contact. I followed up with no success. The National Academy of 
Sciences’ work with the U.S. military is part of a wider pattern wherein profes-
sional groups and associations aid the War Department, only to regret it later. The 
American Psychological Association (APA) aided CIA and the War Department 
in approving torture and inhumane treatment. Other medical professionals have 
helped torture of prisoners in U.S. custody worldwide.67 

A policy of permanent warfare entails the coopting of apolitical scientific 
endeavors by creative means.

LABS AND CENTERS

The U.S. government runs many research labs pursuing military and intel-
ligence R&D.68

U.S. academics work at these labs. For example, the Air Force Research Lab 
attracts a wide variety of academic minds. The University of Dayton Research 
Institute is a short drive from Wright-Patterson Air Force Base. In recent years 
it has worked on improving materials and designs of military aircraft, advancing 
engine combustion, researching reusable hypersonic vehicles, analyzing thermal 
technologies, and developing small drones. Utah State University develops sen-
sors to help AFRL identify and track hazards in space. Utah State also works 
on navigation and boosts AFRL’s capacity to process imagery and analyze data. 
Some of this work overlaps with Utah State’s commitment to the Missile Defense 
Agency. The University of New Mexico works on developing semiconductors and 
electronic components for AFRL, while New Mexico State University (NMSU) 
teams up with the Army Research Lab to assess vulnerabilities and lethality of 
industry products. NMSU is a thirty-minute drive to White Sands, where the 
U.S. government tests propulsion, aerospace materials, and explosives. (TRAX 
International, Las Vegas, runs mission support at White Sands. A joint venture 
called Southwest Range Services runs test operations.) The academic-corporate 
presence at military labs is typically much larger than the military presence.

Funding research centers is another effective way to monopolize academia. 
Research Triangle Park is one of the biggest research facilities in the U.S. The 
Park’s campus draws academic talent from nearby institutions, such as Duke, the 
University of North Carolina, and NC State University. Industry projects involv-
ing Research Triangle Park and paid for by the War Department have focused a lot 
in recent years on developing technology for crushing insurgencies and rebellions 
of all sizes. This technology includes digital low light imaging; capabilities to 
“decisively establish the identity of adversaries and effectively link that identity 
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to other information”; counteracting “asymmetrical threats”; detecting explo-
sives at checkpoints; finding improvised explosive devices based on telltale and 
subtle signatures; human identification from a variety of distances; maximizing 
infantry performance using drones and secure communications; radar for special 
operations; “red team” operations run out of the Pentagon; three-dimensional 
laser mapping; and DARPA counterinsurgency projects, the nature of which is 
undisclosed. Funding research centers outsources the development of counterin-
surgency technologies.

University-Affiliated Research Centers (UARCs) are War Department 
research units that operate with and are often embedded in a university. JHU 
APL is one. UARCs respond to the Pentagon’s research priorities, as seen in 
the University of Alaska Fairbanks Geophysical Institute teaming with the War 
Department to run a UARC focused on detection of nuclear proliferation. Third 
parties regularly get involved, like Stevens Institute of Technology (Hoboken, 
NJ) selling R&D services to assist the Systems Engineering Research Center, a 
UARC affiliated with the University of Southern California. Federally Funded 
Research & Development Centers (FFRDC) are public-private partnerships. They 
research mostly war-related topics for the Departments of War and Energy, the 
latter of which administers nuclear weapons research. FFRDC pose as “inde-
pendent, not-for-profit” organizations, explicitly without “commercial conflicts 
of interest”69—but they largely cater to the MIC. MITRE is a good example of 
an FFRDC. MIT established MITRE as a non-profit in part to avoid scrutiny of 
a dismal, failing radar program, according to a former employee.70 MITRE has 
evolved into a not-for-profit engineering and technology corporation. Its board 
of directors is packed with war titans.71 MITRE currently runs a few FFRDC, 
including the War Department’s National Security Engineering Center, the DHS 
Homeland Security Systems Engineering & Development Institute (est. 2009), 
and a cybersecurity FFRDC (est. 2014) within the Commerce Department.72 The 
Aerospace Corporation runs the FFRDC at the Space & Missile Systems Center, 
Los Angeles Air Force Base, the center of space militarization. The Aerospace 
Corporation even has its own educational endowment fund and scholarship 
programs.73 

MILITARIZING EDUCATION

Education in the United States exists within narrow confines. People edu-
cated in elementary and secondary schools are not given the opportunity to learn 
about the horrific nature and devastating effects of the U.S. war industry. They are 
not taught about how the interests of elites (the Pentagon’s leadership, industry 
executives, the Wall Street managerial class, and Congress) clash head-on with 
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the interests of ordinary Americans. An uneducated population will not mobilize 
against its oppressors—or if it does, its analysis is faulty and easily deflected. 
This atmosphere of ignorance greatly benefits the MIC. By attracting students into 
science, technology, engineering, and math (STEM) careers, the war industry and 
the War Department prepare and safeguard their profitable future.

The saga of NSA wooing children introduces us to militarized educational 
initiatives. The chief of external recruiting and hiring at NSA says that the agency 
succeeds by “recruiting directly to middle school and high school kids, planting 
the seeds of a desire to serve upon graduation,” according to the Army News 
Service.74 It is no accident that in Howard County, Maryland—one of six counties 
that Fort Meade (NSA’s home) encompasses or encroaches upon—residents enjoy 
superb schools.75 The Washington Post reports, the “schools, indeed, are among 
the best, and some are adopting a curriculum this fall that will teach students as 
young as 10 what kind of lifestyle it takes to get a security clearance and what 
kind of behavior would disqualify them.”76 NSA’s role in education illustrates 
a circle of corporate entanglement: War corporations take over most of NSA’s 
workload, and the agency woos youth, sucking them into the military-industry 
pipeline and providing the agency with a future workforce, all while perverting 
the very meaning of education and erudition.

The Pentagon throws money and resources at elementary and secondary 
school education within the United States. The National Defense Education 
Program is the primary vehicle through which the War Department militarizes 
education, funding STEM programs and offering scholarships.77 Even seemingly 
random units within the War Department push STEM campaigns. For example, 
Naval Surface Warfare Center Dahlgren Division sponsors STEM events at mu-
seums, and Naval Air Warfare Center Aircraft Division hosts STEM students for 
“National Week at the Labs.”78 The War Department promotes STEM in order 
to foster a technologically literate workforce and future generations of enlisted 
troops who are smart enough to operate the war industry’s products.

Every major war corporation promotes STEM. Boeing is committed “to de-
veloping the future workforce.” Lockheed Martin identifies STEM education as 
a “critical focus.” Raytheon calls it a “key strategic business concern.” Northrop 
Grumman calls it “critical for our business and for U.S. competitiveness, so we’ve 
embraced programs that we think will help build a diverse employee pipeline.” 
CACI supports STEM education “both nationally and locally.” Harris Corp. helps 
“foster the next generation of space innovators.”79 The industry pressure group 
NDIA has STEM initiatives in its many chapters to “compete as an innovative 
country.”80 Indeed, many different industry pressure groups promote STEM.81 
Industry promotion of STEM lays the groundwork for future design, engineering, 
and production capacity. 
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STEM efforts are comprehensive. Grants and scholarships for educators 
who teach STEM in K-12 proliferate. Unique programs include Raytheon spon-
soring an MIT summer camp where youth learn STEM and design drones, and 
giving millions of dollars to help the Boys & Girls Clubs of America establish 
Centers of Innovation, spanning such industry hotspots as Huntsville in Alabama 
and Aberdeen Proving Ground in Maryland; and Lockheed Martin funding the 
largest STEM event in the States,82 and partnering with the Ministry of Education 
in Apartheid Israel to educate children, including kids as young as five.83 Get ‘em 
early, while their guard is down, and you own them for life.

Locations are selected carefully. For example, Lockheed Martin has given a 
$2 million STEM grant to Orange County, Florida,84 a major war industry node.85 
By giving Orange County money for STEM education, the war corporation is 
aiming to cultivate future employees in an area rife with corporate interests and 
production facilities. The goal is to put programs in place to inspire students 
already well located to pursue technical careers with Lockheed Martin, the corpo-
ration’s executive vice president for Mission Systems & Training makes clear.86 
This is the same Mission Systems & Training, mind you, that has produced deadly 
weaponry like MH-60 helicopters and boondoggles like the Aegis combat system.

Major war corporations allocate resources to strengthen female interest in 
science and technology. Northrop Grumman sponsored a panel—“The Science of 
Confidence: How Women and Girls can Master the Tech Revolution”—on 8 April 
2017 in Baltimore, Maryland. The CEO of Sierra Nevada Corp. (a company that 
sells logistics for strike packages for AC-130 gunships, which have killed civil-
ians, including women) has sponsored the Ozmen Center for Entrepreneurship 
and the Center’s Women’s Entrepreneurship Symposium at the University of 
Nevada-Reno. Women in Defense, affiliated with NDIA, funds STEM. Lockheed 
Martin’s Girls, Inc. targets ages 9-12.

STEM endeavors are consistent with corporations’ leveraging of empathy 
and progressive ideals to promote profitable war. Lockheed Martin’s use of 
Langston Hughes’ poem, A Dream Deferred, when promoting STEM education 
among female students87 is particularly nauseating. Langston Hughes was a 
groundbreaking African American poet acutely aware of the lack of racial justice 
in the United States. It is tragic to see a corporation, whose weaponry regularly 
kills black and brown people worldwide, exploit Hughes’ poetry. 

But then, war corporations are adept at exploiting whatever way the wind 
blows. Consider the case of Dr. Martin Luther King Jr., a man steadfast in his 
commitment to nonviolence and his rejection of war. Dr. King famously asserted, 
“Our only hope today lies in our ability to recapture the revolutionary spirit and go 
out into a sometimes hostile world declaring eternal hostility to poverty, racism, 
and militarism.”88 AAR named one of its job fairs the MLK Day of Service Job 
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Fair. The press release stated, “On a history-making day—and a day off for many 
Americans—AAR will honor Dr. Martin Luther King’s legacy with an economic 
opportunity: access to 70 open positions at its aircraft repair station near the air-
port.”89 AAR, a corporation that specializes in transporting U.S. troops and cargo 
around warzones, also has robust STEM operations. In 2019, war corporations 
honored the memory of Dr. King and Black History Month. Lockheed Martin 
even re-tweeted the War Department (@DeptofDefense), which had brazenly 
quoted MLK: “The time is always right to do what is right.”

War corporations have no problem exploiting anyone’s memory in their 
pursuit of profit. The war industry regularly remembers the 9.11 attacks.90 War 
corporations issued press releases or commentary on Memorial Day, 2019, pay-
ing tribute to those “who sacrificed for our freedom” (Raytheon’s tweet, General 
Dynamics’ tweet) and “those who’ve made the ultimate sacrifice in the name of 
freedom” (Lockheed Martin’s tweet). This is an average, mild day in industry 
communications.91

STEM enablement and promotion is part of corporations’ overall insistence 
that they’re doing good deeds. The philanthropy of war corporations is most-
ly dispensed in academic scholarships and charitable giving. Raytheon’s 2017 
corporate responsibility report—war corporations assure us they are leaders in 
“corporate responsibility,” an oxymoron—emphasizes sustainability, environ-
mentalism, renewable energy, support for veterans and military families, support 
for small businesses, promotion of STEM, and LGBTQ rights. An interesting 
note occurred on page 70 of 82 of the report: “In 2017, our GLBTA employee 
resource group promoted awareness and support by circulating an ally wall for 
Raytheon leaders and employees to sign. This was an important opportunity to 
express our shared values by supporting a vulnerable GLBTA community that 
faces unfavorable policy changes in some states where we operate.” I assume 
Raytheon was referring to U.S. states. There was no mention of the Saudi regime, 
a major Raytheon customer, which beheads men and women for offenses like 
witchcraft and homosexuality. General Dynamics’ corporate sustainability report 
of the same year was equally remarkable. There, General Dynamics made clear 
that its “ethos” is its “distinguishing moral nature.” Its “ethos is rooted in four 
values: Transparency. Trust. Alignment. Honesty.” The war corporation goes on 
to affirm its support of human rights, small businesses, ethical leadership, busi-
ness ethics, environmental responsibility, diversity, and youth education.92 These 
corporate responsibility reports seek to whitewash the crimes, carnage, and death 
that sustain their business model.

Early recruitment into STEM is also a marketing opportunity. Corporations 
just lean on the advertising skills they have perfected over decades of capitalist ex-
ploitation. Corporate advertisers have mastered the art of targeting youth, getting 
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them to consume more and more goods and services at younger and younger ages. 
Youth are now the most powerful demographic among consumers. Correcting 
the acceptance of the war industry, or pro-war ideologies, or military culture, 
ingrained since childhood, is difficult to reverse. Industry’s work is effective and 
devastating—like when a nine-year-old boy drew a futuristic bomber aircraft for 
the Deputy Secretary of War,93 or when a PhD student fondly recalled Raytheon’s 
impact on her life.94 All U.S. war corporations of significant weight have edu-
cational and/or STEM initiatives in the works. From a boardroom perspective, 
such machinations are a smart investment. From a community, environmental, 
or loving perspective, such machinations are disastrous and go far to explain the 
general bellicosity of the American public.

Major foreign procurers of U.S. war industry goods and services contribute 
to the degradation of U.S. academia. According to the Project on Government 
Oversight, Gulf countries like Bahrain, Kuwait, Qatar, Saudi Arabia, and the 
UAE have invested billions in U.S. colleges and universities in recent years. 
MIT, Harvard, and others feted the Saudi regime’s leading despot, Mohammed 
bin Salman, on his first official U.S. tour. Other U.S. universities with strong ties 
to the Saudi regime include the University of New Haven and Yale University. 
NATO, a major purchaser of products from the U.S. war industry, received a 
student delegation from Emmanuel College of Boston at a firing range in the 
Mediterranean. When “universities decide to sell themselves to the highest bid-
der, they become deaf to the interests of their students and the wider societies 
in which they operate,” Grif Peterson and Yarden Katz teach us. “Subservience 
to war criminals and corporate overlords tends to follow,”95 hence the Lockheed 
Martin Leadership Institute at the University of Miami.

The sequence of corruption and neglect of the common good is sickening. 
The U.S. government spends most of its discretionary spending on war, weapons 
of war, and preparing for war. It then claims there is no money for programs that 
take care of people: the social safety net, infrastructure, education, or universal 
healthcare. Government imposes austerity measures on the masses and privatiza-
tion of public schools. Schools are strapped for cash, so war corporations—the 
very war corporations benefiting from this dreadful status quo—step in and fund 
the science and math programs! 

BRAIN DRAIN 

“Brain drain” happens when industry herds intelligent people toward 
purposes of war, like when a graduate of engineering school goes to work for a 
war corporation instead of a municipality. Humanity loses the efforts of skilled 
human beings which might otherwise benefit the common good. Brain drain is 
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a great tragedy, and the war industry’s biggest success. In Boston, the U.S. Air 
Force alone funds ninety different research projects, according to the Air Force 
Secretary.96 That’s just the publicly declared actions of one branch of the military 
in one city. Likewise, the Space and Naval Warfare Systems Center Pacific in San 
Diego, California, employs thousands, cornering numerous ideas (“intellectual 
property”) in the process.97 The “largest number of mathematicians in the world” 
works for NSA.98 Lockheed Martin alone employs nearly 50,000 scientists and 
engineers.99 Imagine the possibilities if these minds were working on problems 
and projects for the betterment of humanity and the planet, instead of devising 
more ingenious ways to surveil or murder. 

The war industry and the Pentagon have established many more programs 
to exploit U.S. academia. Covering a fraction of publicly available contracts, 
this chapter has demonstrated the problems associated with academia’s role in 
the war industry. Many contracts between U.S. academia and the Pentagon are 
not even disclosed; the public will never know the true extent of the collabo-
ration. Universities have transformed themselves into war corporations because 
it’s financially and professionally profitable. But there is an added bonus for the 
Pentagon: Dominating academia with war funding crowds out those who wish to 
use academia for non-military scholarship. Effective science is based on free, open 
discussion. Pentagon funding and stipulations (compartmentalization, shoehorned 
focus, classification, near-term deadlines, stovepiped fields) oppose free, open 
discussion. Science at the service of war-related innovation is suffocated at best, 
stagnant and deviant at worst. Breakthroughs require the open, secure inquiry and 
inquisitive self-determination of an unrestrained academia. Major breakthroughs 
do not happen regularly when academics are tied to military-industry funding 
priorities, schedules, and narrow mental confines. The military and industry shun 
and condemn the polymath, the free thinker, and the uninhibited tinkerer, instead 
embracing and funding the careerist, the complicit academic, the rigid function-
ary, the greedy corporatist, and the aspiring bureaucrat. These people may possess 
strong minds, but theirs are minds that will never be directed toward the kind of 
scientific breakthroughs society needs. The corruption of colleges and universities 
inhibits genuine academic growth. The fields of science and mathematics, integral 
to the war industry, are particularly corrupted. 

Universities are swiftly becoming corporations in outlook, soul, and deed—
full members of the war industry.
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and also at Menlo Park and San Diego, CA, and Portland, OR. Nimbis Services (Oro Valley, AZ) has 
worked for AFRL to design & implement a program to verify the life cycle of microelectronics and 
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62 Arête has worked with the Navy to develop sensors for ships to detect hazards in the water. 
Arête has worked with the Office of Naval Research to develop ways to link to underwater mines 
while operating in enemy or unfriendly waters. The corporation’s Tucson branch has helped engineer 
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Information Technology 

INFORMATION TAKEOVER

Networking equipment, servers, hardware, and software that process, re-
lay, and distribute data are known as information technology (IT). Information 
technology is one of the most lucrative sectors of the U.S. war industry. By my 
count, IT-related contracts are more common than those in any other sector (e.g. 
aircraft, land vehicles, nuclear weaponry). In the glut of the last twenty years, 
the U.S. government has funneled money to high-tech hardware, software, and 
major IT acquisitions (arguably at the expense of refining the caliber of in-house 
uniformed military personnel or prioritizing pound-for-pound human intelli-
gence). In such an environment, which the war industry fostered, corporations 
are allowed to market and sell endless IT services to fill military or intelligence 
deficiencies, whether simply perceived or authentic. Worth mentioning off the bat, 
some of the major U.S. corporations selling IT-related goods and services to the 
War Department include Booz Allen Hamilton, CACI, Dell, General Dynamics, 
Harris, HP, Oracle, SAIC, and Vectrus. 

Waste is the defining characteristic of the war industry’s IT sector. And 
no single organization consumes more IT goods and services than the National 
Security Agency. The job of NSA (along with its Fort Meade partner, Central 
Security Service) is to aggregate money and resources to find ways into, around, 
and through electronic devices, to eavesdrop on those devices, and to ensure 
devices used by U.S. forces are cryptographically protected. War corporations, 
primarily SAIC, pitched a program known as Trailblazer to NSA shortly after 
11 September 2001. Trailblazer was designed to help NSA track electronic com-
munications. War corporations pitched it as “modernization,” a “much needed” 
upgrade to NSA’s lagging capabilities. Trailblazer cost billions of dollars.1 While 
some former officials placed the figure at around $1.2 billion,2 NSA whistleblower 
William Binney clarifies its actual cost:

See, the Trailblazer program actually produced nothing. It was a 
total failure by 2005. And it wasted over four billion dollars. It was 
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continued as a funding mechanism for some time, for about another 
three or four billion [dollars].3

Trailblazer was a failure in many respects, but not for corporations.
Trailblazer. It is an appropriate name for a program that blazed a corrupt 

trail, lined with U.S. tax dollars and government-issued debt. The corruption was 
vast: former director of NSA Bobby Ray Inman and other former NSA honchos 
worked for SAIC at the time of Trailblazer, and the NSA official initially in 
charge of Trailblazer (William Black) used to work for SAIC as an assistant vice 
president. Pertinent war corporations followed the classic contracting schemes of 
underestimating the cost, overhyping what a product can allegedly do, and adding 
additional contract modifications and upgrades.

Thomas Drake, a courageous individual who complained about Trailblazer 
to the Pentagon’s Inspector General, was pursued and punished.4 The Inspector 
General’s full report was classified, thereby avoiding public discussion, debate, 
and scrutiny. (It’s a regular Department of War practice to classify damaging 
information, preventing the public from understanding and acting against en-
trenched, costly militarism.) None of the corporations that worked on Trailblazer 
received any notable punishment. In fact, they all continued on their merry way, 
selling goods and services to NSA. The CEOs and high-ranking officials received 
bonuses like any other year. No harm (to war industry bosses), no foul.

Trailblazer is not an anomaly. It is a salient example of the U.S. war indus-
try’s standard operating procedures. 

There are ostensible, token measures within U.S. government through which 
employees can report instances of fraud, waste, or abuse. But these measures 
don’t make a dent, because the War Department as a whole is fraudulent, wasteful, 
abusive—and huge. No measure or internal mechanism can address it. Corporate 
executives know—intuitively or consciously—that the War Department is a slush 
fund for corporate greed. They also know they run the show.

War corporations choke the landscape around Fort Meade. These corpo-
rations specialize in IT, cyber, and signals intelligence products and personnel, 
which they pitch to NSA with unrivaled zeal. NSA has increasingly come to rely 
on war corporations to carry out its activities. The war corporations running NSA 
monopolize most of the agency’s budget, which hovers around $11-12 billion 
annually, fluctuating according to supplementary funding.5 Near NSA looms 
National Business Park (NBP), perhaps the most ostentatious display of corporate 
greed in the Baltimore-D.C. corridor. NBP is home to offices of war corporations 
eying the NSA budget spigot. Dana Priest and William Arkin of the Washington 
Post: “More than 250 companies—13 percent of all the firms in Top Secret 
America—have a presence in the Fort Meade cluster. Some have multiple offices, 
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such as Northrop Grumman, which has 19, and SAIC, which has 11. In all, there 
are 681 locations in the Fort Meade cluster where businesses conduct top-secret 
work.”6

NSA’s implicit mission (and that of NSA’s superior, the Under Secretary 
of War for Intelligence) is to “collect it all.” This mission generates too much 
information, flooding the system and overwhelming the analysts, linguists, and 
technicians on the receiving end in Fort Meade, Fort Gordon, Lackland Air Force 
Base, Hawai‘i Cryptologic Center, and facilities around the world. The “collect 
it all” approach is ineffective—it doesn’t even stop the handful of people who 
rarely attempt to attack U.S. civilians.7 “Collect it all” is nonetheless promot-
ed for two main reasons: (1) The flood of information allows the war industry 
to develop, market, and sell very expensive information technology, including 
but not limited to software and hardware that aggregate or merge information, 
allegedly simplifying the big picture. (2) Collecting it all requires, more broad-
ly, the expansion of the surveillance state—additional technology, contractors, 
maintenance and repair, upgrades, facilities. The corporations that have captured 
the War Department know a good thing when they have it. They’ll never willingly 
surrender this self-licking ice cream cone.

The vast expansion of IT contracting within the War Department over the 
past two decades is akin to a professional hockey league quadrupling in size during 
the off-season. What happens to the caliber of play? What arenas will the new 
teams play in? How does the league schedule and juggle all of the new games? 
Imperfect analogy aside, the War Department is in a situation right now where the 
U.S. war industry, in cooperation with major software giants like Microsoft, has 
overwhelmed the system and is now functionally in charge of that system. The 
War Department has so thoroughly outsourced all major networks and IT func-
tions that it is now like the rest of U.S. society—entirely dependent on corporate 
greed to accomplish the most basic tasks in everyday life.

The total dollar amount the Pentagon spends on IT is difficult to ascertain 
in part because many contracts featuring IT are part of wider orders of goods and 
services from the war industry, which can lead to underestimates in IT spending 
figures. So, for example, a contract that contains the provision of IT in conjunction 
with command, control, communications, computers, intelligence, surveillance, 
reconnaissance (C4ISR) operations out of San Diego would likely be billed to the 
Pentagon through Space & Naval Warfare Center Pacific using sundry funds (e.g. 
Navy research, development, test, and evaluation funds; Navy other procurement 
funds; and/or Navy operations and maintenance funds) and not necessarily count-
ed in overall government IT expenditures, even though it includes integrated IT 
support and works with NSA and the Defense Intelligence Agency, among other 
corporatized units.8 (C4ISR is the use of all sorts of sensors, IT, computers, and 
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communications systems to develop a picture of what’s happening for military 
leaders.) 

Government figures, nonetheless, illustrate the vast scope of IT spend-
ing. Total War Department spending on IT reportedly hit $42.52 billion during 
FY2018,9 while spending on IT within U.S. intelligence agencies hit $8 billion 
in 2013, according to documents leaked by Edward Snowden, as cited in The 
Atlantic.10 These figures give the reader a good starting point regarding IT spend-
ing within the War Department.

INTEL 

“Intelligence” is the most hackneyed word in the MIC. Drop the hype about 
shadows, cloaks, and daggers. Intelligence is nothing more than information. 
Plain and simple. Sometimes information is accurate, sometimes inaccurate. 
Demystifying this language helps us deflate and debunk some of the allure that 
keeps the wars going. 

Intelligence is corporatized.11 Most intelligence positions within the “intelli-
gence community” are simply people sitting at desks. Desk mercenaries make up 
the bulk of the workload in both military and civilian intelligence agencies within 
U.S. government. These mercenaries span the young analyst at the Office of the 
Director of National Intelligence to the longtime signals intelligence contractor, 
mother of two. The major corporations that keep NSA up and running include 
Accenture, Booz Allen Hamilton, CACI, General Dynamics, Harris, Leidos, L3, 
ManTech, PAE, and SAIC. 

The Defense Intelligence Agency (DIA) is a tale of corporatization and 
waste. DIA was created in 1961 to consolidate separate, parochial intelligence 
fiefdoms within the War Department. The Secretary of War, Robert McNamara, 
aimed to establish an agency that had “a commitment to gathering and evaluat-
ing information based on a higher loyalty than to any one service.”12 DIA today 
gathers information on the leaders and militaries of foreign nations, guerilla orga-
nizations, and citizens of foreign countries. DIA’s work often overlaps with other 
intelligence agencies. For example, it runs case officers, which traditionally has 
been CIA’s domain. (Case officers recruit foreign spies and manage their activ-
ities.) And DIA’s analysts are largely superfluous, along with multitudes in the 
other sixteen U.S. intelligence agencies.

DIA is increasingly corporate, from the ground up, from day one, from 
training through operations. Parra Consulting Group (Gaithersburg, MD) screens 
and processes DIA candidates. ADC Ltd. NM (Albuquerque, NM) conducts back-
ground investigations for DIA’s Personnel Security Division. Corporatization of 
background investigations and personnel vetting is not unique to DIA. Deloitte, 
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a corporation intimately involved in the Pentagon’s audit, has been running the 
Personnel Vetting Transformation Office under direction of the Under Secretary 
of War for Intelligence. In this capacity, Deloitte has played an integral role in 
the transfer of background investigations of federal government employees from 
the Office of Personnel Management (OPM) to the War Department.13 The bigger 
picture profits corporations: The War Department is purchasing a new online 
system potential employees use to fill out their initial forms and is purchasing 
IT systems designed to continually vet cleared personnel. Sensitive data—one’s 
credit information, significant financial transactions, social media, encounters 
with law enforcement—can be poured into the latter systems. War corporations 
pitch these systems as freeing up personnel to focus on the backlog of employees 
awaiting clearances. 

Corners of DIA have been corporatized: training, including DIA’s Joint 
Counterintelligence Training Academy in Quantico, Virginia; pre-deployment 
training; and DIA’s Insider Threat Group, basically snooping on employee behav-
ior, trying to catch the next Snowden, Manning, or worse. Speaking of Edward 
Snowden, his former employer, Booz Allen Hamilton, produces and disseminates 
intelligence within DIA’s Directorate of Analysis. Other corporatized corners 
include physical security, determining who can enter and leave DIA facilities; 
training personnel on security practices in DIA facilities; information technology 
at DIA’s Defense Logistics Operations Center; R&D; human resources; and in-
formation classification. Corporatization of DIA’s operations includes monitoring 
disease and running the Missile & Space Intelligence Center (MSIC).14 Located 
on Redstone Arsenal in Huntsville, Alabama, DIA’s MSIC is a curious corporate 
case: A portion of the information gathered at MSIC about the capabilities of for-
eign governments’ missile systems finds its way, per the Center’s inherent mission 
and design, back into the hands of U.S. corporations (that develop platforms and 
missile systems that will be sold to the U.S. government). In this narrow sense, 
MSIC is a unit run for war corporations by war corporations, potentially increas-
ing the capabilities of corporate goods while definitely increasing corporate profit.

Working on a top-secret special access program? The Department of War, 
its intelligence agencies, and other agencies outside the Pentagon’s purview run 
thousands.15 Think a foreign intelligence service is sniffing too close? Prescient 
Edge (McLean, VA) and Grand Ground Enterprise (D.C.) run a lot of counterin-
telligence for DIA.16 DIA employees better hope these corporations have their act 
together and are putting the public good ahead of profit. Regrettably, this corpora-
tization of compartmentalized espionage activity has occurred across the federal 
government. For example, Georgia Tech is working on improving the information 
systems underpinning special access programs.17
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Some corporations play a larger role within DIA than others. Engility special-
izes in research and development.18 Its goods and services are diverse.19 Engility 
sells audio and video forensics services to DIA’s National Media Exploitation 
Center (NMEC), which, in part, works on making sense of some of the physical 
“intelligence” gathered in U.S. warzones. “Intelligence,” in this sense, can be 
gathered in house raids, discussed in Chapter Five. Countries targeted by the MIC 
loathe house raids. SAIC acquired Engility in early 2019. NMEC is fertile ground 
for corporate growth.20

Rapid construction on intelligence projects, particularly the corporatized 
world of military-intelligence, is ongoing. Investigative journalists Dana Priest 
and William Arkin inform us, in the greater D.C. area “33 building complexes 
for top-secret intelligence work” were built from September 2001 through sum-
mer 2010. “Together they occupy the equivalent of almost three Pentagons or 22 
U.S. Capitol buildings - about 17 million square feet of space.”21 These facilities 
then add to the ceaseless harvest of information about sundry populations world-
wide. CIA expanded (increasing the Agency’s office space by one-third) and the 
National Geospatial-Intelligence Agency, or NGA, expanded (a new $1.8 billion 
headquarters in Springfield, Virginia, “the fourth-largest federal building in the 
area”22). NSA’s presence in Maryland is huge, as its buildings’ footprints take up 
well over a square kilometer, not including a new data center in Bluffdale, Utah, 
south of Salt Lake City. Construction on intel facilities proceeds steadily across 
the United States.23 Some construction firms work on multiple intel sites. 

Corporate America learns by doing. It knows that attaching “cyber” to a 
proposal, initiative, or project is a good way to obtain funding.24 

A Sensitive Compartmented Information Facility, or SCIF (say it: skiff), is 
an enclosed space designed to keep eavesdroppers out. Persons with authorized 
clearance and access congregate in a SCIF, discussing and handling classified 
information. The War Department has hired construction corporations to build 
SCIFs from the east coast to the west: Fort Belvoir, Washington Navy Yard, and 
Naval Air Station Oceana, Virginia; Department of War facilities in Fairfield, 
Pennsylvania; Naval Air Station Jacksonville, Florida; Vandenberg Air Force Base 
and Naval Base Ventura County, California. The dirty south gets new SCIFs, too: 
Goodfellow Air Force Base, Texas, and Naval Air Station New Orleans, Louisiana. 
Overseas, SCIFs crop up with equal vigor, notably at Camp Humphreys in South 
Korea and at the penal colony aboard Naval Station Guantánamo Bay, Cuba.25 
(Most people imprisoned at Guantánamo are not terrorists and are already cleared 
for release.26) 

Just as corporations have worked tirelessly to cultivate a consumer cul-
ture across the United States, so too have war corporations worked tirelessly to 
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cultivate a consumer culture for war-related goods and services within the high 
ranks of the U.S. Armed Forces. Consume and build to increase your status.

I witnessed a flood of construction projects while I was in the military. An 
actual flood. The leadership of one Wing was very proud of a new building, the 
core of which was basically one big SCIF. From the Wing commander on down, 
Air Force leaders patted themselves on the back day after day during construction. 
They held a ceremony to inaugurate the facility. Water flooded the building a few 
days after its grand opening. The SCIF might have been impermeable when it 
came to eavesdropping, but a little rain found its way in, no problem. 

The Pentagon’s intelligence leadership will not rein in or reverse the cor-
poratization of intelligence. Military-intelligence leaders come from Corporate 
America.27 

Many problems arise from the corporatization of intelligence: reduced pub-
lic oversight of an already opaque realm, decreased transparency, congressional 
ignorance, and increased incentivizing of ongoing espionage activities, cold wars, 
and military operations for the sake of profit. Another disturbing problem arises 
from such corporatization: greater permeability. Cash payments are one of the 
tried-and-true ways that foreign intelligence organizations recruit employees of 
a rival or allied government. Given that profit is the number one motivator of 
corporate activity, foreign intelligence organizations have an easier time recruit-
ing within a corporatized intelligence establishment than recruiting within a tight 
network of non-corporate, traditional patriots.

Secrecy is key. Classification to prevent public knowledge happens all the 
time. You saw how classification of the Pentagon’s Inspector General report of 
Trailblazer prevented the public from learning about wasted billions and govern-
ment corruption. When reporters requested copies of unclassified documents that 
detailed a potentially permeable alloy used to seal nuclear waste inside Yucca 
Mountain, the Departments of Energy and War reportedly convinced a federal 
judge to go along with the claim that such documents were now classified.28 When 
U.S. Congress during the Reagan administration criticized the cost of anti-ballistic 
missile systems (for political points, not because they were against the Cold War), 
the Pentagon just classified the systems’ cost, preventing public knowledge. The 
war industry is especially adept at the manipulation of secrecy. High-ranking U.S. 
war industry officials have clearances and are privy to all types of classified ma-
terial. Industry, as you know, is in the driver’s seat, fabricating threats, corrupting 
Congress, and classifying and declassifying information. MIC elites are taking 
more and more information away from the people.29 Secrecy is profit’s chainmail. 
Currently, when it comes to oversight, the U.S. Congress doesn’t ask for much 
from the U.S. military and intelligence. The average congressperson is clueless 
on matters of war, espionage, and peace. The average congressperson on armed 
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services or intelligence committees is more aware, but their views are carefully 
circumscribed by the information that the agencies selectively divvy out. 

Secrecy harms the country. The public can’t make decisions about the fate 
of the country or the world when they’re denied the relevant information. Secrecy 
effectively gelds the democratic process.

MANAGING DATA OVERLOAD

We came across Space & Naval Warfare Systems Center Pacific (SSC 
Pacific) earlier. Situated in picturesque San Diego, California, SSC Pacific throws 
dollars at contracts that blend IT, space technology, command & control systems, 
and intelligence, surveillance, reconnaissance (ISR).30 Hyperbole aside, it’s a hell 
of a hullabaloo.

A typical deal between the war industry and SSC Pacific is as follows: A 
corporation based in San Diego is contracted to provide SSC Pacific with techni-
cal expertise. In industry jargon, the corporation has been contracted to provide 
integration, design & testing, deployment, and life cycle support for electronic 
and computer systems. SSC Pacific says it spends roughly $1.2 billion per year,31 
and nearly all of that goes to contracts involving at least some component of IT.

Consolidated Afloat Network Enterprise Services (CANES) was one of 
SSC Pacific’s programs. CANES scrapped older IT networks and merged them 
into a new single network to be used on boats and some shore facilities. Industry 
has promised that the new network will be more efficient than existing networks. 
Many corporations have been involved in CANES. Costs rose, corporations ap-
pealed Pentagon choices, and goods and services piled on. Several contracts were 
awarded without true competition. Work on CANES was spread across the U.S., 
from Virginia to California. CANES cost billions of dollars. 

Producing technology that merges data is a deep leitmotif in the war industry.
War corporations have already succeeded in selling the U.S. Department of 

War more goods and services than the military knows what to do with. Now, war 
corporations are selling technology that is marketed as helping the military merge 
and make sense of all the data it is drowning in. Leaning on historical precedent,32 
war corporations are marketing technology that merges data involving a wide 
range of Department activity. For example, Raytheon has worked on a product 
marketed as improving troops’ understanding of the battlefield by extracting 
and distributing from sensors information “such that the superset of this data is 
available” to all participating units.33 SRI International sells TerraSight, market-
ed as being able to take information from a variety of distributed sensors and 
present the information in a single, understandable common operating picture. 
FD Software Enterprise has sold its work on the Network-Centric Early Warning 
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System, which is marketed as integrating the data from people using different mo-
bile devices in different areas.34 Technology that merges data includes DARPA’s 
extensive work. For example, the corporation Isis Defense (hell of a name!) of 
Alexandria, Virginia, has sold its expertise to DARPA for work on the Threat 
Intelligence Platform, using high-performance computing and storage to blend 
and analyze DARPA’s big data research information.35 

The next step is industry’s push (citing great power competition) to devel-
op Multi Domain Command & Control—corporate products aiming to develop 
a worldwide system that shares and blends data and information from any and 
all sources, eventually offering predictive analysis. Another goal, as Air Force 
General David Goldfein presented at industry’s 2019 Air Space & Cyber sympo-
sium, is to connect everything—aircraft, satellites, ships, artillery batteries, and 
other weapon systems—into a single network, tentatively known as Advanced 
Battle Management System (ABMS), which shares data, with machine learning 
aiding decision-making.36 Industry would design and sell the network and associ-
ated components and, through the provision of mercenaries (“contractors”), play 
an active role in running ABMS. 

Everything is fair game in the data blending push, including buildings37 
and logistics.38 All such goods and services are sold to the U.S. government for 
the same purpose: merging the glut of data and information (a problem caused 
originally by the goods and services of the U.S. war industry) into a semi-decent 
picture, presentation, or set of data. A corporate executive unintentionally touched 
upon the underlying weakness of it all: “The more we become connected, the 
more we are vulnerable.”39 Yup. 

CLOUDY WITH A CHANCE OF FLEECING

IT corporations sell their computing power and storage to a customer who 
then accesses these services over the internet. That is called “the cloud.” To 
clarify: the cloud is a corporate computing service. In fiscal year 2017, the War 
Department spent roughly $2.3 billion on cloud computing.40 The Department has 
3.4 million users and 4 million personal devices,41 and climbing. Corporations 
eye these numbers lasciviously. Such giants as Microsoft and Amazon, allies of 
the Pentagon for years, have succeeded in marketing the cloud as the latest and 
greatest military advantage. The cloud is presented as (1) employing “emerging 
technology” to “meet the warfighter needs,” while increasing “speed and agility 
in developing and procuring technology” and (2) giving the troops “a tactical edge 
on the battlefield” and enhancing technological development in a “cost-recovery 
way.” In other words, a “solution.”42 The War Department is fully on board.
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Amazon

In the summer of 2014, Amazon Web Services (AWS) began providing CIA 
with cloud computing. The deal was worth $600 million. The U.S. government 
framed its decision to pick AWS as being about security and keeping pace with in-
dustry and commerce.43 This AWS contract overlapped with other work Amazon 
was doing for intelligence agencies. For example, an Amazon subsidiary was 
building a data center in northeast Virginia, just west of the traditional Virginian 
den of war corporations.44

Government and Amazon tout many benefits of AWS cloud computing. The 
AWS cloud would allow users from intelligence agencies to easily work together 
and share information. It would maximize automation and provide users with a 
straightforward, standardized interface. It would allow desk workers within U.S. 
intelligence to order different services (analytics, computing, storage) with ease. 
CIA’s layers of managerial staff favor the cloud, asserting that its scalable features 
allow CIA to save money. 

Political researcher Evan Blake suggests another benefit to Amazon’s intel-
ligence dealings: stanching leaks. Recent leaks by people of conscience working 
for the U.S. government scare and anger the elites within the military-industri-
al-congressional triangle. MIC elites don’t want their crimes and political corrup-
tion exposed. Using encryption and features developed by AWS and augmented 
by NSA Central Security Service, intelligence agencies are able to centralize and 
monitor data storage on the privatized cloud. Security personnel use such fea-
tures—including automatic notification when someone shifts large amounts of 
data—to monitor government intelligence users, Blake notes.45 Amazon is lined 
up on the side of secrecy and, I note, is complicit in any government violence 
carried out directly or indirectly with the aid of AWS.

Other U.S. intelligence organizations do not sit idly by. Though government 
and industry market cloud computing as a way to share services responsibly, re-
ality dictates that all agencies clamber for their own clouds of varying scopes and 
capacities. Other intelligence organizations like DIA, NRO, and NGA have their 
own bureaucratic and territorial incentive to go along with the corporate push 
toward cloud computing. They mask their cloud march as ensuring that all orga-
nizational components and individual projects are cared for, and that all personnel 
and operations are able to thrive.

A year into the deal with Amazon, CIA was reportedly “happy” with the 
move to the cloud, despite some bugs.46 Amazon spends a small fortune on lob-
bying,47 and has “more federal authorizations to maintain government data across 
agencies than any other” tech firm.48 Other corporations are allied with Amazon. 
For example, Applied Research Associates (Albuquerque, NM) helps develop 
cloud-based software within a classified AWS cloud service region.49 In 2018, 
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thirteen percent of Amazon’s profit came from its cloud services.50 Its customers, 
aside from government, included such war corporations as General Electric, which 
makes aircraft engines. A new cloud deal called Commercial Cloud Enterprise 
(C2E) for CIA and other agencies is in the works.51

A group of Amazon staff asked Amazon CEO Jeff Bezos to cease sales of 
Amazon’s facial recognition technology to police departments and the U.S. gov-
ernment, and to stop selling cloud services to Palantir,52 a big data analytics firm 
with ties to political operatives and intelligence agencies alike. Bezos dragged his 
feet and changed the subject.

Amazon’s support of federal intelligence agencies takes place against the 
backdrop of exploited Amazon warehouse workers. These workers are subject to 
intense workplace monitoring, many don’t make ends meet, and they work without 
robust collective bargaining. After taking a lot of heat for being the world’s richest 
man while many of his employees did not make a living wage, Bezos approved 
a wage increase for certain low-wage workers in the United States and United 
Kingdom.53 Jay Carney, Amazon’s chief propagandist, spun it well: “We will be 
working to gain Congressional support for an increase in the federal minimum 
wage. The current rate of $7.25 was set nearly a decade ago.”54 Jay Carney’s name 
sounds familiar because he was U.S. President Barack Obama’s press secretary. 
Moving from government to Silicon Valley is a fairly common move these days.55 
Tellingly, a new Amazon headquarters will open in Crystal City, Virginia, less 
than a mile from the Pentagon. Bezos frames Amazon’s support for the Pentagon 
as a matter of traditional patriotism.56 In September 2019, Bezos initiated plans 
for eliminating medical benefits for Amazon Whole Foods’ part-time workers.

Joint Enterprise Defense Infrastructure (JEDI) is a big prize. Through JEDI, 
one or more corporations of the Pentagon’s choosing would receive up to $10 
billion to migrate a good chunk of the U.S. military’s IT infrastructure to the cloud 
and maintain that cloud infrastructure. Amazon hired a man with War Department 
experience (he worked on the JEDI contract during his tenure at the Department57) 
to the chagrin of tech rivals. Amazon was seen as the frontrunner for the JEDI 
contract, but the Pentagon selected Microsoft in October 2019. Amazon has ap-
pealed the selection.

Meanwhile, tech giants such as Amazon, Google, and Microsoft are effi-
ciently and tenaciously aiding Big Oil in the search for and extraction of fossil 
fuels.58 The overlapping corporate interests are stark: In this era of climate ca-
tastrophe, military and industry dominate a pro-oil Silicon Valley while the War 
Department simultaneously burns through record amounts of fossil fuel,59 in ad-
dition to running operations that assist Big Oil (like the 2003 invasion of Iraq and 
the 2019+ covert assault on Venezuela)! Tellingly, the U.S. government spends 
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comparable amounts on fossil fuel subsidies and the military.60 The war machine 
runs on fossil fuels, and Corporate America goes where the money is. 

There was a time when NSA’s own in-house employees took care of main-
taining the bulk of the agency’s infrastructure. But, true to form, government 
bureaucrats willingly acceded to corporate seduction; Groundbreaker got off the 
ground in 2001 with the aim of outsourcing NSA’s physical IT work. Its first 
contract, worth billions, went to a corporate consortium led by what is now part of 
General Dynamics’ IT division.61 NSA’s IT infrastructure is now almost entirely 
corporate. And, with the agency’s current collect-it-all, cover-it-all approach, the 
agency would collapse without corporate personnel (“contractors”). NSA hopped 
to the cloud in the blink of a cursor. By June 2018, NSA had moved most of 
its mission data into a cloud computing environment known as the Intelligence 
Community GovCloud (IC GovCloud), which was marketed as allowing intelli-
gence agencies to connect the dots in a big data environment.62 The stated aim was 
to get much of NSA’s data—disparate, dispersed, and in different formats—into a 
single pool where it may be visualized, fused, rearranged, and manipulated at will. 
Automation and the use of various algorithms are said to speed up and/or enhance 
the pace of NSA personnel (military and corporate).

And none of this could happen without Microsoft.

Microsoft

Microsoft’s strong support for NSA goes back decades.63 Microsoft aids an 
impressive range of military-intelligence operations, in fact.64

Auspicious clouds were approaching.
In spring 2018, Microsoft agreed to provide intelligence agencies with cloud 

computing,65 then snagged the aforementioned JEDI contract in 2019.
The Department of War has paid Microsoft billions of dollars. Microsoft 

sells “Premier Support Services” to units across the U.S. Armed Forces, from 
Marine Corps Systems Command in Quantico, Virginia, to SSC Pacific in San 
Diego, California. Microsoft also experiments setting up commercial data & 
voice networks (for mobile and remote users working in or with the Department), 
focusing particularly on opaque units at Hurlburt Field in Florida, Maxwell Air 
Force Base in Alabama, and Cannon Air Force Base in New Mexico. And, daily, 
Microsoft personnel arrive at Department facilities across the country to fix soft-
ware and support operations. This includes “access to Microsoft source code when 
applicable to support DOD’s mission.” Microsoft engages its significant resources 
to help the Department become a more powerful, comprehensive fighting force.66

Third parties also sell Microsoft products to the Department of War.67 
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CANES, one of many products designed to merge technology and data, 
rounds out the incestuous haze: Insight (Tempe, AZ) sells Microsoft goods and 
services to the War Department providing support for CANES, and Northrop 
Grumman has marketed CANES as being able to give sailors access to the cloud.68 
The Assistant Secretary of the Navy for Research, Development, and Acquisition 
(ASN RDA) signed off on the legalese that justified a non-competitive procure-
ment to Insight: “This award is supported by a brand name limited source justifi-
cation…”69 Many contracts dealing with Microsoft products are not competitive.70 
The ASN RDA at the time was Sean Stackley. He soon left government to become 
a vice president at the war corporation L3.71 Ka-ching!

In addition to serving as the software backbone of the War Department, 
Microsoft sells its goods and services to mainstream war corporations.72

At least fifty Microsoft employees have (belatedly) called for the corpora-
tion to stop working with the Pentagon on one particular contract,73 missing the 
fact that Microsoft is the foremost supporter of U.S. war overall. U.S. military 
computers mostly run on Microsoft Windows. From the most sleep-inducing 
PowerPoint to the most crippling cyber operation—Microsoft is integral. 

Google

Though not as crucial to the military as Microsoft, Google is coming on 
strong. Google’s former CEO, current Alphabet advisor Eric Schmidt, leads the 
Pentagon’s Defense Innovation Board, an advisory panel packed with corporate 
executives and pro-war academics who help the Secretary of War bring Silicon 
Valley into military activities and vice versa. Google also signs research agree-
ments with colleges and universities, which can be used to enhance the business 
of war.74 It gets worse. Google’s business model demands behavioral data of im-
mense volume and breadth. Surveillance capitalists analyze your experiences with 
algorithms and high-powered processors, and turn both data and experiences into 
information to sell.75 And U.S. intelligence agencies are in bed with this Silicon 
Valley surveillance giant: Google sells “versions of its consumer data mining and 
analysis technology to police departments, city governments, and just about every 
major U.S. intelligence and military agency,” reports journalist and author Yasha 
Levine. Google has “supplied mapping technology used by the U.S. Army in Iraq, 
hosted data” for CIA, indexed the NSA’s “vast intelligence databases, built mili-
tary robots,” and even “colaunched a spy satellite with the Pentagon…”76 In 2015, 
the War Department took it up a notch, establishing the Defense Innovation Unit 
in Mountain View, California, with the goal of leveraging a broad range of new 
Silicon Valley technology for, of course, surveillance and war. 



254 Understanding the War Industry

Recently, Google applied its machine learning technology to help the War 
Department identify objects seen from drones.77 After employee backlash went 
public, Google executives made clear they were toning down that deal with the 
Pentagon. (Some executives tried to spin Google’s work with the Pentagon as 
helping to save lives.78) Google executives didn’t cancel the contract, mind you. 
They just let it expire in about a year. That gave the Pentagon plenty of room 
to utilize and benefit from the technology. (Peter Thiel’s Palantir Technologies 
has since taken over Google’s role in this drone project.) ECS Federal, one of 
Google’s subcontractors on the drone software project,79 has not stopped work-
ing with the War Department: ECS sells management of military programs and 
businesses; IT networks used by U.S. and allied militaries to collaborate; data 
mining and algorithm research; administrative and financial assistance; and stra-
tegic planning. Prior to inking the deal with the Pentagon, Google executives had 
met with high-ranking officials: Patrick Shanahan (a former Boeing official, and 
second-in-command in the Pentagon at the time) told executives that he want-
ed “a built-in AI capability” in weapons platforms.80 War’s wish was Google’s 
command. As of this writing, Google was already drafting what it called “ethical 
guidelines,”81 which I expect will be used to help PR officials temper future public 
backlash regarding military contracts. Google still supports war and intel agencies 
in ways known and undisclosed.

D.C. is at home in Silicon Valley. A group of insiders from the bellicose 
Obama administration, for example, help liaise between Silicon Valley and the 
Pentagon via WestExec Advisors, a consultancy that got its start as a strategic 
partner of Google’s in-house think tank (aiming to bring together the Pentagon, 
intelligence agencies, cybersecurity experts, and Silicon Valley’s best and 
brightest).82 Nomenklatura include Blinken, former Deputy Secretary of State; 
Cohen, former CIA deputy director; Flournoy, former Under Secretary of War 
for Policy; Monaco, a lawyer and former Executive Branch counterterrorism 
advisor who is on the board of Accenture, a war corporation; and Shapiro, former 
U.S. Ambassador to Apartheid Israel. Robert Work, former Deputy Secretary of 
War, got Google’s machine learning drone program up and running while in the 
Pentagon. Now he’s with WestExec. WestExec functionaries overlap a lot with 
the Democratic cadre in the policy group / think tank known as National Security 
Action.

The closed, self-serving circle of war corporations, academia, despotic re-
gimes, and war profiteers is tightening: Cloud contracts are becoming a regular 
presence in daily Pentagon expenditures; as war corporations increasingly adopt 
Silicon Valley approaches to creating profit;83 as the War Department operates a fast 
lane, called the Defense Digital Service, which helps employees at Silicon Valley 
tech companies rotate briefly into the War Department; as academic institutions 
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like Georgia Tech develop and sell cloud technology to the War Department; as the 
Saudi regime, a major purchaser of goods and services from the U.S. war industry, 
provides the single largest source of funding for U.S.-based tech companies.84 
This circle could tighten until it pops, or until outside pressure makes it pop.

The detrimental consequences of these profitable intersections are clear. 
(1) D.C.’s love for neoliberal economic policies blends smoothly with Silicon 
Valley’s ideological preferences. Silicon Valley has been at the forefront pushing 
neoliberal economic policies, which includes reliance on “flexible or contingent 
employment” (non-core work going to subcontractors, temporary workers being 
juggled by third party agencies) as most production is sent overseas. These forms 
of exploitation help Silicon Valley executives become some of the richest people 
in the world.85 (2) The blurring of for-profit surveillance capitalism with the goals 
of the surveillance state (itself thoroughly motivated by profit) puts capitalist 
motivation on steroids. (3) The smooth interface inherent to Silicon Valley tech-
nologies, particularly cloud storage, allows intelligence agencies and government 
departments to share information easily, facilitating increased monitoring of the 
U.S. public under the guise of “national security” and “protecting the Homeland.” 
Flimsy legal protections, already diluted from decades of war, lay shredded and 
burned.

A TASTE OF C4ISR AND CACI

Much of the U.S. war industry benefits from an information technology 
subset fancily named command, control, communications, computers, intelli-
gence, surveillance, and reconnaissance (C4ISR). In the simplest terms, C4ISR 
encompasses all the IT and technical wizardry through which commanders wield 
information across the battlefield. C4ISR is a catchall term. It is often applied 
to drones and piloted aircraft, but it also applies to ships or any weapon of war 
that requires a lot of IT inputs and technical integration to produce an overall 
surveillance picture. War corporations hype up the need for the Pentagon and its 
allies to purchase and expand C4ISR capabilities. Studying C4ISR teaches us les-
sons about the industry’s posture and activities, profitable avenues, and nefarious 
undertakings.

Many corporations sell C4ISR products. Vendors often reside in the 
Baltimore-D.C. corridor. They sell hard to military-intelligence, particularly units 
affiliated with NSA, the National Geospatial-Intelligence Agency, and the Air 
Force. Goods and services can be marketed as improving the sensors on airborne 
platforms—drones, helicopters, and fixed-wing planes—and satellites on a quest 
to identify and track targets among the chaff of buildings, businesses, families, 
and florae on the ground. Corporate employees work on complex, nitty-gritty 
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problems, like how to best combine information gathered from different sensors 
and different units. Some work develops new “exploit” capabilities for C4ISR. 
Exploitation in this context involves identifying the target, tracking it, registering 
the target across U.S. and allied IT systems, and fusing information gained from 
U.S. operations in a given region into an understanding of the situation on the 
ground. Sometimes work involves refining algorithms to perform with greater 
speed and smoothness. With great challenge comes great profit. Recent C4ISR 
sales focus on making processes more autonomous and anticipating and avoiding 
problems that might arise in or around hostile territory.

A hefty challenge, indeed. But that is the point. Industry stokes whims, il-
lusions, and dreams of fantastic technological capabilities. Industry promises the 
moon, and ends up flooding the War Department with product after product, caus-
ing more problems for which industry offers solutions. Many products are unable 
to communicate with each other, for example. An individual unit will complain 
up the chain of command. The complaints eventually reach some high-ranking 
brass in the Pentagon. The brass might issue requests to the corporations involved. 
These then pitch an upgrade or an entirely new product to take care of the par-
ticular communication problem. And the U.S. government pays more money. 
Malleable phrases like “homeland defense” and “established industry practices” 
and “sustainment activities” varnish this process, inevitably making their way 
into Pentagon contracts.

Now is a good time to discuss CACI, a formidable corporation based in 
Chantilly, Virginia. CACI sells a lot of goods and services, particularly IT prod-
ucts and cleared personnel. Its operational depth within the War Department is 
impressive. A tour of some undertakings reveals worrying activities and astonish-
ing growth of organizations of War.

CACI has recruited heavily for the military, crafting advertising for the 
National Guard and developing marketing techniques for the Department of War.86 
CACI activities include advertising on social media platforms, “media buying,” 
directing promotional events, and creating and deploying targeted job postings. 
Benevolent wording cushions such activities.87 The implications are grotesque: 
A corporation lobbies Capitol Hill and makes a lot of money selling goods and 
services for nonstop wars, the cogs and cannon fodder of which the corporation 
helps recruit through marketing and advertising efforts.

People across the Middle East and Africa use improvised explosive devices 
to resist military occupation of their respective countries. Guerillas who plant 
IEDs “employ improvised-threat weapons for strategic effect,” in military jargon. 
CACI technology has provided “a key component” to enable the War Department 
“to counter improvised threats with tactical responsiveness” and “through an-
ticipatory, rapid acquisition” in support of efforts “to prepare for, and adapt to, 



 Information Technology 257

battlefield surprise in support of counter-terrorism, counter-insurgency, and other 
related mission areas.” CACI has made a lot of money selling goods and services 
to the Joint Improvised-Threat Defeat Organization (JIDO), an organization that 
didn’t even exist before 2006. JIDO grew from a task force to an agency to an 
organization in a few years. Now it’s consuming corporate counter-IED products 
at a rapid pace.

Many organizations have sprung up over the past two decades of war. The 
Defense Forensics & Biometrics Agency (DFBA) is one. Predecessor units—the 
Biometrics Management Office became a task force, which became a field op-
erating agency—evolved into DFBA. DFBA oversees and coordinates forensic 
and biometric capabilities. (Sales of biometrics products to the government 
have increased in recent years. For example, General Technical Systems makes 
Gatekeeper On The Move – Biometrics, or GOTM-B. Used by special operations 
forces in touch with NSA, GTS’ GOTM-B is an “innovative, non-contact, on 
the move, multimodal biometric” device that can ingest identifying finger, face, 
and iris features. Corporations euphemize sales as “solutions in identity man-
agement.”) DFBA’s work—collecting and analyzing fingerprints, retinal patterns, 
facial images, palm prints, and other biometrically identifying features—is not 
limited to battlefields overseas. Its expertise is deployed to U.S. borders. DFBA 
coordinates with DHS and FBI, operating a database with data from over “16 
million encounters,” according to the official website.88 “Every day, immigration 
and border authorities use DOD biometric information to intercept persons with 
nefarious histories attempting to enter the U.S.,” Army Public Affairs explains.89 
Silicon Valley corporations (e.g. Amazon, Microsoft, and Palantir) sell a variety 
of products to DHS Immigration & Customs Enforcement (ICE),90 assisting di-
rectly and indirectly in attaining a staggering number of humans in detention.91 

The investigative journalists Dana Priest and William Arkin contextualize 
post-9.11 growth. 

With the quick infusion of money, military and intelligence 
agencies multiplied. Twenty-four organizations were created by 
the end of 2001, including the Office of Homeland Security and the 
Foreign Terrorist Asset Tracking Task Force. In 2002, 37 more were 
created to track weapons of mass destruction, collect threat tips and 
coordinate the new focus on counterterrorism. That was followed the 
next year by 36 new organizations; and 26 after that; and 31 more; and 
32 more; and 20 or more each in 2007, 2008 and 2009.92 

To the war industry, an increase in the number and size of organizations 
equals more avenues through which to route goods and services.
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Industry profits from repeated incarnations of long-term pet projects, redun-
dancy, and proliferation of technology. 

CACI acquired a corporation, Six3, in 2013. Now, the division of CACI 
known as Six3 Intelligence Solutions works on some of the toughest projects. 
CACI Six3 has been working on developing a program that “combines human 
and unmanned assets, ubiquitous communications and information, and advanced 
capabilities in all domains” to maximize “performance in increasingly complex 
environments.” Dating back through projects like the Future Combat Systems 
and the Brigade Combat Team Modernization, industry has been pushing the 
Department of the Army to purchase massive “modernization” programs for the 
soldier. Marketing officials consistently paint these systems as begetting flexible, 
networked squads moving fluidly on the battlefield. These modernization pro-
grams cost billions, far more than initially estimated. They consisted of com-
ponents largely awarded without truly free and open competition; and featured 
regular upgrades and contract modifications. Developing incessant, intercon-
nected technology for U.S. infantry is resurging in today’s products marketed as 
addressing great power competition. The jury is still out on CACI Six3’s perfor-
mance-maximizing program.

Redundancy favors the bottom line. CACI Six3 has helped run the Counter 
Insurgency Targeting Program in the U.S. Army National Ground Intelligence 
Center, or NGIC, in Charlottesville, Virginia, in coordination with the U.S. 
military occupation of Afghanistan. Part of U.S. Army Intelligence & Security 
Command, NGIC works on some tasks duplicating what other entities (e.g. 
Defense Intelligence Agency at Joint Base Anacostia-Bolling and in Reston, 
Virginia; the National Air & Space Intelligence Center at Wright-Patterson Air 
Force Base, Ohio) are already doing. Meanwhile, Corporate America regularly 
cites employee redundancy as an excuse to fire their workers. Money saved 
pads executives’ pockets. I repeat: Military and industry entrench redundancy to 
expand domains and make money, respectively, while Corporate America cites 
worker redundancy to fire people.

CACI technology aids special mission aircraft.93 Do not be pulled into the 
allure of “special missions.” In most configurations, these aircraft possess the 
technology to monitor electronic communications, even track a human based on 
identifying electronic traits. These aircraft are not cool or beneficial. They are a 
way that corporations profit—profit through monitoring. Corporations have honed 
the design and operation of such aircraft, like the C-12, and the technology on-
board during the past twenty years in Afghanistan, Iraq, the Horn of Africa, Latin 
America, and elsewhere. CACI’s work on special mission aircraft is an expected 
outgrowth of its traditional IT and SIGINT focus. Corporations demand a con-
stant search for new applications for technology. Testing spans Navy, SOCOM, 
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and corporate facilities, primarily on the U.S. east coast. (Armed bureaucracies 
with a domestic mandate and National Guard units receive comparable technol-
ogy, raising questions about personal privacy and the relative effectiveness of 
the Posse Comitatus Act.94) Industry executives know that software and C4ISR 
products are extremely profitable, so they’re marketing, pitching, and pushing 
these goods and services with zeal.

CYBER

The war industry works to attract bright minds into cyber careers. The ex-
ecutive director of cyber at ManTech incentivizes recruits with financial induce-
ments. “However, service to country still trumps salary for the most part,” he says, 
thereby underscoring the notion that ManTech and its desk mercenaries’ primary 
motivation is patriotism.95 An executive at Booz Allen Hamilton cites tenacity 
and diversity as desired traits in a cyber recruit.96 Cyber “is a core element of our 
growth strategy,” a prominent Raytheon official reports.97 A Northrop Grumman 
official tells us, “We don’t make any move in terms of our development of a sys-
tem, in terms of development of missile defenses, without thinking about cyber 
and how it impacts the equation.”98 Understood.

Any war industry appendage worth its weight in transistors has been hyping 
“cyber” as the next big thing. “Cyber,” a broad category, involves products related 
to the internet and information technology and the protection of these products. 
Industry develops, markets, and sells “cyber” goods and services to increase profit 
margins. All levels of organization within the Department of War must acquire a 
cyber capability or risk succumbing to the “threat.” Cyber threats resonate pow-
erfully with us all because our lives are immersed in the internet age. Industry 
taps into feelings of dread, regularly citing a variety of dangerous groups that 
can use cyber as offensive weaponry: great powers, terrorists, and rogue states—
even for-profit criminals. Targets of bad guys using cyber weaponry include the 
electricity grid, the internet backbone, oil refineries, and public transportation, 
according to McClatchy.99 Any place could be targeted. But in reality, D.C. is 
always the first to use devastating new weapons against others. It was the first to 
use nuclear weapons (Little Boy and Fat Man; victim Japan) and cyber weapons 
(Operation Olympic Games/Stuxnet; victim Iran). The rest of the world, except 
for the Israelis, is fairly self-restrained.

People across the MIC benefit from the hype of cyber threats. These in-
dividuals tend to fall into a few main categories: the industry executive who 
spent his formative years working at NSA or other military-intelligence units; 
the managing director of a “security advisory corporation” who once worked as 
a high-ranking official in the Department of Homeland Security or the Pentagon, 
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perhaps occupying one of the many assistant secretary or deputy positions that 
have proliferated in recent years; a sitting civilian intelligence czar (e.g. Director 
of National Intelligence) whose organization, career, and reputation was made 
through seeking out threats and then defending against them and who is ogling 
a lucrative position within the war industry; the mid-level consultant working 
at one of many brand-new cybersecurity firms; and the expert whose think tank 
receives the lion’s share of its funding from war corporations.

An important part of hyping cyber is declaring existing weaponry to be in-
adequately protected. Fortunately, the war industry is there to sell updates, secure 
your arsenal, and train your personnel on the newest technology. War corpora-
tions know exactly what they’re doing. Defense & Aerospace Report editor Vago 
Muradian, a man who knows more about industry than most executives, recalls 
a conversation with Ken Kresa, the former Northrop Grumman CEO: “Northrop 
was one of the companies way before cyber became cool. [It] had them on its 
advertising campaigns. I remember talking to Ken Kresa about that. That it’s like, 
‘Wow,’ you know. He’s like, ‘It’s something that we’re really good at and we think 
it’s going to be the future.’”100 Turns out, Northrop Grumman was right. That 
future arrived (due to industry pressure, as seen in Chapter Two, not necessarily 
due to “organic” threats).

Beware! The CEO of Raytheon warns, “Cybersecurity is becoming more 
and more of an important issue… It’s a matter of national security and the safe-
ty of our infrastructure and our warfighters.”101 Expanding that market, a Booz 
Allen Hamilton executive says every organization has been or will be hacked.102 
Cyber threatens you.103 Flight Global paraphrases a Raytheon vice president: 
“As aircraft become increasingly networked and rely more heavily on software, 
they have become vulnerable to cyberattacks.”104 Deputy Secretary of War Pat 
Shanahan (former Boeing senior vice president) pushed the need to work with 
industry in order to foist cyber.105 Industry leadership, across the board, hyped 
cyber in 2018.106 The Pentagon and the D.C. regime are happy to go along for 
the ride, eager to militarize the world’s global electronic infrastructures107 in an 
attempt to retain waning hegemony. Industry convenes panels, corporate media 
host industry representatives, academic institutions like Vanderbilt and Georgia 
Tech suit up, think tanks publish studies, and Congress funds the whole sector of 
the racket. Profit rolls in.108

Corporate personnel work hard so legislation reflects industry priorities. On 
a macro scale, legislation promotes war as an ingrained part of D.C. foreign and 
domestic policy. On a micro scale, operatives (liaisons, corrupted congresspeo-
ple, lobbyists, aides, advisors, et al.) place language in bills that benefit indus-
try. A vice president at Raytheon concedes, “If you look at the 2016 National 
Defense Authorization Act, there is a mandate for all weapons systems to have a 
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vulnerability assessment”109—operatives crafted the language. The war industry 
works the usual legislative angles (lobbying, campaign finance, and hands-on 
drafting of legislation), as producing and marketing increasingly interconnected 
weaponry requires more software, which must then be protected from cyberattacks.

Pretexts such as great power competition ripple throughout the IT industry. 
Beijing possesses more than double the number of major supercomputers D.C. 
has. And, as The New York Times reports, Beijing is looking to introduce at least 
three exascale supercomputers in 2020.110 Exascale computing makes a quintillion 
calculations per second. That’s the number one followed by eighteen zeros. The 
U.S. Department of War views this development as a threat. U.S. industry views 
it as an opportunity. You can’t compete with a great power like China unless you 
have the right computing muscle, so the war industry taps on the shoulder the 
Department of Energy, a longtime ally of the Department of War on matters of 
computing and nuclear weaponry. DOE is now developing a $500 million ma-
chine called Aurora to reach exascale status. War industry regulars, like Cray 
and Intel, are in charge of designing Aurora. Much of the work on Aurora takes 
place at Argonne National Lab in Illinois. Argonne, which got its start working on 
the atomic bomb in the Manhattan Project, now works on nuclear propulsion for 
the U.S. Navy. Jacobs, a construction and engineering firm that sells frequently 
to the Pentagon, helps run the lab in partnership with the University of Chicago. 
More exascale computing systems are headed to other national labs (Lawrence 
Livermore, which is run by industry giants like AECOM and Bechtel; and Oak 
Ridge, which is run by industry giants like Battelle). A perceived threat begets 
profits.

I conclude this cyber section with a note about the War Department’s hy-
pocrisy. Keep this in mind whenever military and industry shriek about “cyber” 
weaknesses: Exploiting vulnerabilities is a key advantage of U.S. military-intel-
ligence. NSA utilizes cyber vulnerabilities that it finds in commercial software. 
These vulnerabilities are known as zero day exploits. NSA reportedly uses these 
exploits as part of its daily operations. NSA could easily help fix these vulnerabil-
ities, enhancing humanity’s collective cybersecurity overnight. It doesn’t, because 
NSA would lose a tool and because war corporations that run NSA would lose 
revenue. The status quo is more profitable.

DMT AND SPECIAL RELATIONSHIPS

Intimately tied to U.S. military and intelligence activities are corporations 
that sell DMT (data links, microelectronics, or telecommunications) and other 
valuable rudiments. 



262 Understanding the War Industry

Military ships or aircraft need to communicate. They do so with data links. 
In pentagonese, such communications equipment provides “secure, high capacity, 
jam resistant, digital data and voice communications capability” and broadband. 
The main U.S.-based sellers of this technology are ViaSat (Carlsbad, CA) and a 
joint venture between Rockwell Collins and the U.K’s BAE Systems known as Data 
Link Solutions (Cedar Rapids, IA). The customer base is huge. It spans Apartheid 
Israel, Austria, Chile, Finland, Jordan, Japan, Kuwait, Malaysia, Morocco, Oman, 
Pakistan, Qatar, South Korea, the Saudi regime, Singapore, Sweden, Switzerland, 
Taiwan, Thailand, the UAE, Australia, Canada, New Zealand, UK, and NATO.

The joint venture known as Data Link Solutions plunges us into the London-
D.C. Special Relationship. London typically follows D.C.’s dictates on matters 
of war and peace. The U.S. and U.K. militaries have a long history of operating 
and training together, even sharing military bases. The U.S. military operating out 
of the British colony of Diego Garcia in the Indian Ocean and RAF Lakenheath 
in Suffolk England, are good examples of this. In addition to defense pacts and 
banking ties between the U.K. and U.S., war industry underpinnings have a great 
foundational impact on the Special Relationship.

U.K. corporations sell to the U.S. government. Rolls-Royce and BAE 
Systems are the U.K.’s most lucrative war corporations. Rolls-Royce sells mostly 
aircraft engines and maintenance, while BAE Systems’ sales are very diverse.111

U.S. war corporations sell a variety of goods and services to London, in-
cluding aircraft and missiles.112 MAG Aerospace (Newport News, VA) manages 
the U.K.’s drone operation centers at RAF Waddington, just south of Lincoln, 
England, and Creech Air Force Base, Nevada, USA.113 One of London’s major 
purchases from the U.S. war industry in recent years has been the Lockheed 
Martin F-35 Joint Strike Fighter, the most expensive weapon in history. In a 
functioning democracy, the British public would weigh the fact that the F-35 is a 
costly, underperforming aircraft, and London would decline the purchase. Nuclear 
weapons like the submarine-launched ballistic missile known as Trident II fortify 
the London-D.C. relationship. The Trident II is a Lockheed Martin product, but 
many other war corporations (including BAE Systems) work on the missile (see 
Chapter Nine). Trident II missiles that London purchases are kept at Naval Base 
Clyde in western Scotland, where protests regularly take place. London purchased 
the Trident II against the wishes of many of its citizens,114 who know there is 
only so much quid to go around, and the more the government spends on nuclear 
weapons the less the government spends on healthcare, housing, and education. 
While BAE Systems is involved heavily in the design/manufacture of U.S. nu-
clear weapons, Lockheed Martin is part of the conglomerate that runs the British 
Atomic Weapons Establishment. Financial transactions go both ways across the 
pond.
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NSA entrenches the Special Relationship. The U.K.’s primary signals intelli-
gence organization is Government Communications Headquarters (GCHQ). One 
of NSA’s most effective outposts is in the town of Cheltenham in the U.K. Another 
is at Menwith Hill, which is located near Harrogate, about an hour-and-a-half bike 
ride north of Leeds. A third is at the Air Force Station known as Croughton in 
Northamptonshire. GCHQ effectively functions as a branch of NSA. And NSA, 
as you’ve seen, is captured by war corporations. You’ve encountered them before: 
Accenture, Booz Allen Hamilton, CACI, General Dynamics, Harris, Leidos, L3, 
ManTech, PAE, and SAIC. If NSA is captured by U.S. war corporations, and 
GCHQ functions as a branch of NSA, then, according to the transitive property, 
GCHQ is captured by U.S. war corporations. The corporatized NSA-GCHQ bond 
raises many questions regarding democracy, or lack thereof, within the United 
Kingdom and the United States, and indeed the possibility of other tangential uses 
of the information thus secured.

The Defense Microelectronics Activity (DMEA) is a repository of knowl-
edge about the miniature electronic components and semiconductors known as 
microelectronics. DMEA oversees development and prototyping of new tech-
nology. It has engineers and highly tailored equipment on hand to produce mi-
croelectronics. Corporate America is integral to War Department efforts to direct 
and control the microelectronics base. Corporations also smoothly sell goods and 
services to DMEA via ATSP, the Advanced Technology Support Program, which 
aims to “rapidly augment the DMEA mission and capabilities to respond to the 
warfighter needs.” Under the guise of “quick access,” “lower procurement time,” 
and “rapid acquisition,” corporations tap ATSP for billions. ATSP also caters to 
small businesses, a profitable hustle.115 DMEA can be described as a corporate 
lodestar.

DMEA is distinct from the Defense Information Systems Agency (DISA). 
Headquartered at Fort Meade, DISA is one of the main military organizations 
that administers delivery of corporate IT across the Armed Forces. An exemplary 
contract of corporate services within DISA is the $7.5 billion systems engineering 
and technology deal, issued 14 June 2018, which LinQuest—a regular presence 
within the space sector of the war industry—shared with other giants (e.g. Booz 
Allen Hamilton, IBM, Leidos, Northrop Grumman). Both DISA and DMEA are 
under immense pressure from MIC elites to find ways to increase U.S. processor 
capacity. Many contracts have been issued to address this.

Wars cannot launch or function without cables and wires. Millions of miles 
of cables run within U.S. military infrastructure, including domestic bases, air-
craft, and deployed locations. Corporations sell fiber optics, fiber optic repair sets, 
high temperature superconducting cables, dark fiber, and various assemblages 
(including synthetic ropes and fabric assemblies). Corporations sell military 
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activities involving ocean cable systems (e.g. shipboard loading systems and un-
dersea cabling). Corporate America supplies the nervous system coordinating the 
actions sustaining nonstop war.

Giant telecommunication corporations such as AT&T, Verizon, Sprint, and 
Motorola abet the War Department and other armed bureaucracies. Notable sales 
include networks, communications, and support of troop training.116 Telecom coop-
eration with NSA is documented well.117 Telecoms accede to Foreign Intelligence 
Surveillance Court orders to hand over the private communication records of U.S. 
citizens and residents. Established under the guise of preventing undue intrusion 
into privacy, the Foreign Intelligence Surveillance Court is actually a rubber 
stamp, with only twelve requests declined out of thousands approved in a period 
covering three decades.118 Telecoms routinely cough up metadata. Metadata tells 
personnel at corporatized intelligence agencies about the source, route, recipient, 
time, duration of call, and phone number (and, for email, addresses and header). 
An enormous amount can be learned through metadata. Industry is involved in 
every step of this process.119 Metadata also serves as a reference so governments 
and corporate actors can later refer back to the actual content of electronic com-
munications that have been stored in NSA data centers, which run on corporate IT.

What do data links, microelectronics, telecommunications, and information 
technology all have in common? Aside from their pervasive place in our lives and 
their dominant role in the prosecution of war, these goods and services require 
minerals—from bauxite, cobalt, copper, iron, lithium, nickel, tin, and titanium, to 
the rarer lanthanum, niobium, rhodium, samarium, tantalum—whose extraction 
regularly exploits local populations, inflicting a caustic environmental toll and 
catalyzing domestic resistance requiring further suppression. The war industry 
would not exist without extractive industries: No fossil fuels for its vehicles, 
planes, and naval fleets. No erbium for laser repeaters in fiber-optic cables. No 
indium coating cockpit avionics, gallium integrating missile and IT circuits, or 
vanadium strengthening aircraft bodies. Nowhere does the War Department take 
into account the pollution and environmental costs associated with the extraction 
process of the minerals (rare earths included) that constitute weaponry. Such a 
lack of accountability aligns flawlessly with the rest of the Department’s unac-
countable pollution, death, and destruction, and the war industry’s role in stoking 
it all.
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“Our” Hemisphere 

SOUTHCOM

U.S.-based capitalists and their extractive industries (oil, logging, palm, 
coffee, biofuels, fruit, minerals) operating in Latin America have stolen land, de-
stroyed subsistence farming, displaced millions, turned locals into laborers, and 
killed indigenous peoples and land protectors. D.C.-backed oligarchs in the region 
have used U.S.-trained military and paramilitary forces to protect this extraction. 
Local elites in Latin American countries back D.C. for their own reasons, often 
economic. Overt and covert activity suppresses progressive movements that resist 
this exploitation.

D.C.’s war on drugs runs parallel to and overlaps this capitalist exploita-
tion. Successive administrations—Reagan, Bush Sr., Clinton, Bush Jr., Obama, 
Trump—all drew the bulk of their senior-level cliques from Wall Street, neolib-
eral institutions, and the war industry, and all consistently opted for militarized 
foreign policy choices.1 D.C. implements the war on drugs in such a way as to 
control the hemisphere, including the U.S. population.2 The U.S. war industry 
is a full partner in the war on drugs because supplying military goods and ser-
vices to the U.S. and allied governments is a profitable venture.3 In exchange for 
money, U.S. war corporations provide weaponry and carry out public relations 
campaigns, narcotics interdiction, satellite surveillance, airborne reconnaissance, 
signals intelligence, privatized policing, crop eradication, and other activities 
throughout Latin America. As of 2010, the militarized drug war had cost the U.S. 
over $1 trillion,4 a low estimate that didn’t factor in pertinent Pentagon activities.

Headquartered in Miami, Florida, Southern Command (SOUTHCOM) is 
the Pentagon’s organization (unified combatant command, in official lingo) in 
charge of South America, Central America, and parts of the Caribbean. The head 
of SOUTHCOM, Admiral Kurt Tidd, introduces us to how industry profits through 
SOUTHCOM. In testimony to the Senate Armed Services Committee consisting 
of two parts fearmongering and one part asking for more weaponry, Admiral Tidd 
referred to SOUTHCOM as “an economy of force Combatant Command.”5 For 
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perspective, SOUTHCOM operated with an annual budget around $190 million,6 
significantly more than U.S. European Command (EUCOM) received.

Tidd’s initial round of carping is worth reading.

Yet the combined impacts of defense spending caps, nine years 
of continuing resolutions, and insufficient spending in the diplomacy 
and development arenas make it increasingly difficult to sustain this 
regional network. Because our global security responsibilities outpace 
the resources available to meet them, we have had to make a series 
of tough choices, resulting in compounding second and third order 
effects. The net result is the perception among our friends—and the 
palpable anticipation among our competitors—that we no longer stand 
by our commitments, that we are relinquishing our strategic position, 
and that we don’t take the challenges in this region seriously.7

With no actual, demonstrable threat coming from Latin America, Tidd 
scrounged up every possible scary situation and presented them to U.S. Congress 
as if the sky was about to fall. Threats he cited included migration, non-state 
actors, unmet development goals, violent crime, and political corruption. One of 
Tidd’s favorite phrases, and a vogue phrase within the war industry at the time, 
was “threat networks,” a frightful, all-encompassing term that evokes Hollywood-
style menaces lurking around every corner. Tidd included arms dealers, drug traf-
fickers, human traffickers, terrorist supporters, and money launderers within this 
“threat network” category. (Military contracts pursue the same nebulous amalgam 
of baddies that Tidd cited.8) Tidd did not mention Western banks laundering drug 
money9 or the Pentagon laundering tax dollars.10 Or that U.S. domination and 
exploitation was likely a causal factor in much of what he labeled as threats.

The “threats” Tidd cited had been hyped at think tanks long before Tidd 
testified.11 Think tanks sow, testimony waters, and industry harvests the flowering 
weapon sales.

Tidd’s bouquet of bad guys would not suffice. Tidd rolled out Islam, the 
most reliable of talking points that scares the zippers off of congressional purses. 
“Global threat of violent extremism has gained a small foothold within Latin 
America’s growing Muslim populations,” Tidd asserted.12 

Let us pause and consider terrorism rationally. 
The likelihood of being a victim of a terrorist attack in the U.S. is aston-

ishingly small. Having compiled robust studies and reports about terrorism, the 
community awareness organization known as War on Irrational Fear provides 
facts. The organization emphasizes, “Americans are eight times more likely to die 
from a lightning strike than a terrorist attack.”13 The likelihood of being a victim 
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of a terrorist attack by an immigrant is miniscule, almost nothing.14 With this calm 
perspective, we can see how absurd Tidd’s hyperbole is. Yet hyperbole sustains 
war. 

SOUTHCOM’s official mission is to work “to build regional and interagen-
cy partnerships to ensure the continued stability in the Western Hemisphere and 
the forward defense of the U.S. homeland.” Such a loaded mission statement 
requires candid dissection. 

• Partnerships actually means “relationships through which D.C., armed 
with industry’s arsenal, protects and promotes neoliberal economic 
projects in Latin American countries and local elites who, while taking a 
slice of the profitable pie, sign off on U.S. capitalists’ pillage of natural 
resources and privatize state assets.” 

• Continued stability means “the political and economic conditions in 
which U.S. capital can thrive and exploit the population.” 

• Forward defense means deploying SOUTHCOM (in conjunction with 
units from the Department of Homeland Security, the Drug Enforcement 
Agency, and CIA) in order to make sure no troublemakers, typically 
of the Left variety, are successful in achieving self-determination 
or charting an independent foreign policy.15 Aggressive “forward 
defense” means people die. In May 2012, for example, the U.S. Drug 
Enforcement Agency killed four civilians (including a schoolboy and 
two pregnant women) in northeast Honduras, and then lied about 
the incident.16 The DEA fired from a modified Textron (Bell) Huey 
gunship.17

D.C. has a long history of enforcing corporate control over the natural world 
in the Western Hemisphere. U.S. military and/or espionage interference (clandes-
tine, covert, and open) in Latin American affairs is lengthy.18 Human Rights is 
featured prominently on SOUTHCOM’s website, though military and industry 
do not care about human rights. Rather, Human Rights serves as a diplomatic and 
propaganda tool used to accost “great power” rivals like Moscow and Beijing or 
countries that do not conform to D.C. policy. SOUTHCOM develops ties with 
military officers across Latin America, cultivates the next generation of dictators, 
provides neoliberal regimes with military and financial support, and conducts 
foreign internal defense. Foreign internal defense involves the U.S. military 
building up the military, paramilitary, or national police forces of another country, 
which historically act as the front-line in suppression of democratic movements. 
The U.S. Army’s Seventh Special Forces Group traditionally carries out foreign 
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internal defense in Latin America. The armed wings of U.S. capital have inter-
fered in each and every nation in Latin America.

War corporations are particularly adept at exploiting SOUTHCOM’s 
three “lines of effort:” countering threats, building our team, and strengthening 
partnerships. 

• Countering threats involves conducting operations, deploying troops 
throughout Latin America, and dominating the Caribbean while hunting 
for narcotics traffickers. 

• Building our team is best described by SOUTHCOM: “Knowledge 
matters: we must have a trained, educated, and highly competent work 
force.” And who does most of the recruiting, military training, and 
educating? War corporations. Candid history about the U.S. role in Latin 
America is not given to U.S. troops during this training and educating. 

• Strengthening partnerships used to be called “building partner capacity,” 
but that was too obviously pro-industry. Strengthening partnerships 
involves training militaries and supplying them with products from 
the U.S. war industry. A lot of training is run through industry goods 
and services (e.g. “private contractors,” a.k.a. mercenaries; simulators; 
hardware and software; ordnance) and formal study at the Western 
Hemisphere Institute for Security Cooperation, the rebranded School of 
the Americas. 

SOUTHCOM’s lines of effort are better viewed as threads of profit.
Other ways to strengthen partnerships in SOUTHCOM include Public-

Private Cooperation, the State Partnership Program in Latin America and the 
Caribbean (SPP), and the Caribbean Basin Security Initiative (CBSI) Technical 
Assistance Field Team (TAFT). 

• Public-Private Cooperation initiatives align U.S. academic institutions, 
corporations, and non-governmental organizations into the War 
Department’s priorities for hemispheric control. 

• SPP pairs U.S. National Guard troops from various states, Puerto Rico, 
and the District of Columbia with military forces from Latin American 
nations. Past pairings include Arkansas with Guatemala, Connecticut 
with Uruguay, and Kentucky with Ecuador. The South Carolina National 
Guard has hosted units from the Colombian Army and trained them 
on goods and services from the war industry. Responses were positive 
from an industry perspective. Colombian Brigadier General Cesar Parra 
affirmed, “The Colombian military is going through a transformation 
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and wants to become more interoperable with U.S. forces.”19 In addition 
to exposing foreign militaries to U.S. industry products, pairings are 
designed to bring Latin American militaries under U.S. cultural and 
military influence and build goodwill to be leveraged at a later point in 
time. (Other goodwill to be cashed in at a later date includes USAID 
projects, U.S. Army Corps of Engineers construction, and medical 
training programs.)

• CBSI TAFT perform essentially the same function as SPP, except CBSI 
TAFT focus on maintaining small ships and watercraft belonging to 
Latin American navies and coast guards. Standardization is repeatedly 
stressed among participating navies. Standardization encourages all 
militaries to use the same boats and riverine craft, providing industry 
more opportunity to sell wares into the future. The U.S. pioneered 
this technique with the North Atlantic Treaty Organization, through 
which mandatory standardization led to member countries purchasing 
billions and billions of dollars of products from the U.S. war industry 
over the years. Such standardization operates within the overarching 
priorities of corporate-induced globalization. Globalization is the vast 
project by which Western-based capital forces open markets abroad, 
demands free flow of capital (not humans), uses cheap labor around the 
world, and exploits natural resources on or beneath other people’s land. 
Globalization homogenizes formerly diverse cultures via the imposition 
of monolithic, corporate goods and services, and their cultural baggage. 

BRAZIL

U.S. Secretaries of War serve as weapons dealers when they travel.20 For ex-
ample, in the spring of 2012, Secretary of War Leon Panetta toured Latin America. 
This was business as usual.21 Brazil is a future prize in industry eyes. War corpo-
rations paved the way for Panetta’s arrival. At least seven of them toured Brazil 
prior to Pentagon officials’ April 2012 visit.22 Panetta confirms, “This offer is 
about much more than providing Brazil with the best fighter available…  With the 
[Boeing F/A-18E/F] Super Hornet, Brazil’s defense and aviation industries would 
be able to transform their partnerships with U.S. companies, and they would have 
the best opportunity to plug into worldwide markets.”23 The Defense Security 
Cooperation Agency (DSCA), which administers the U.S. foreign military sales 
program, had long ago notified U.S. Congress of the pending sale of new fighter 
jets to Brazil.24 Boeing was salivating.25 Other corporations named in the DSCA 
notification to Congress included General Electric, Lockheed Martin, Northrop 
Grumman, and Raytheon. Once in Brazil, Panetta built upon the U.S.-Brazil 
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Defense Cooperation Agreement (DCA). The DCA is almost entirely about 
benefitting U.S. industry.26 Panetta affirmed, the best way to deal with “common 
challenges” is “to work together, not apart.” He stopped in Brazil “because this is 
an important place to start that kind of relationship.”27 According to the American 
Forces Press Service, the meeting with Brazil’s military establishment was de-
signed to follow up on the DCA, including a focus on cyber security technology, 
logistics, and technology transfer.28 Panetta resorted to a tired war industry talking 
point: “provide jobs and opportunities for [Brazil’s] people as we provide jobs and 
opportunities for ours.”29

Alas, it wasn’t meant to be, for the time being. In a twist of irony, word 
of NSA’s activities tanked the whole weapons deal. The sale was all set up, but 
then Edward Snowden’s leaks hit the press and the world found out about mass 
NSA surveillance of Brazilian citizens, politicians, and petroleum corporations.30 
Brazil’s political establishment recoiled. Brasília gave D.C. and Boeing’s head-
quarters a firm “no” regarding the Super Hornet, selecting the Swedish Saab 
Gripen instead.31 These events show how investigative journalism can impact the 
war industry. The U.S. war industry nodded and planned for another day. It wasn’t 
all tears and condolence flowers back in boardrooms of U.S. war corporations. 
Industry still sold Brazil plenty of weaponry and matériel;32 industry plays the 
long game. Boeing soon inked a joint venture with a Brazilian aerospace corpo-
ration.33 Brazil then joined the State Partnership Program, teaming up with the 
New York National Guard.34 Things were looking up for the U.S. war industry in 
Brazil.

Other Secretaries of War (e.g. Chuck Hagel, Ash Carter) followed behind 
Panetta and had more success. Aside from visiting individual countries, Secretaries 
of War attend the Conference of the Defense Ministers of the Americas, a grand 
venue for pitching weaponry and entrenching hegemony. The Conference was 
created in 1995 as part of an MIC push—during the relatively lean years between 
the Cold War and the War on Terror—to increase weapon sales to Latin American 
nations. At the Conference, U.S. Secretaries of War look to sign agreements with 
Latin American ministries of defense. Agreements typically focus on expanding 
military cooperation and deepening research on terms favorable to U.S. industry. 
All who purchase from the U.S. war industry are reliable partners to some degree, 
but Honduras holds a particular space in the industry’s cold heart.

HONDURAS

Pentagon officials view the nation of Honduras as a base of operations. 
The U.S. war industry views U.S. military installations in Honduras as avenues 
through which to route goods and services. A lot of the cocaine that the United 
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States consumes travels through Honduras.35 The War Department and war in-
dustry assert that U.S. military activities help counter this flow. Construction 
corporations have built up many military installations, old and new, in Honduras 
in recent years. SOUTHCOM’s Joint Task Force-Bravo operates out of Soto Cano 
Air Base, a two-and-a-half-hour walk, south-southeast of the town of Comayagua. 
Soto Cano AB is home to a Forensic Exploitation & Analysis Center wherein 
industry goods, including biometric devices and document analysis software, try 
to make sense of traces left behind by men and women who are suspected to have 
participated in some level of the narcotics trade. The U.S. food service provider 
Sysco has fed the troops at Soto Cano. An Aviation Regiment belonging to Joint 
Task Force-Bravo focuses on the Gracias a Dios department, specifically Puerto 
Lempira. This is in the country’s east. And U.S. Navy and Marine assets flow in 
and out of Catarasca in the east and the island of Guanaja. Other U.S. military 
and intelligence outposts in the country include Forward Operating Base (FOB) 
El Aguacate, FOB Mocorón, and FOB Puerto Castilla. Meanwhile, D.C.-backed 
militants reportedly kill peasants and support the Honduras élite.36

COLOMBIA

U.S. military and industry also have a large presence in Colombia. Colombian 
elites and the U.S. war machine exist on the same side of the neoliberal coin. 
U.S. war corporations sell Colombia a variety of weaponry, including Boeing 
attack helicopters, Colt carbines, General Dynamics rockets, armored vehicles, 
and parts and accessories for a variety of goods. The relationship between the U.S. 
war industry and the Colombian government is intimate.37 For its cooperation, 
Colombia receives foreign military financing, typically two-dozen million dollars 
every year, serving as an indirect transfer to the U.S. war industry. The pattern 
goes like this: the recipient country spends U.S. military aid to buy goods and 
services from U.S. war corporations. Then SOUTHCOM chips in with support 
(training, information sharing, and logistics support) that complements the sale.

The MIC packages sales to Colombia as “solidarity with Colombia” and its 
campaign against the Fuerzas Armadas Revolucionarias de Colombia, known as 
the FARC. “We will continue to provide training, equipment and assistance that 
Colombia has requested in order to defeat this common enemy” is a refrain com-
ing from U.S. Congress, the Pentagon, and war corporations. It’s a clever gambit: 
impose a war upon Colombia (through the United States’ insatiable demand for 
narcotics, Capitol Hill’s profit-over-people policy response, and the Pentagon’s 
military expansion) and then require that Colombia purchases goods and services 
from the U.S. war industry in order to address this war.
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The FARC signed a definitive ceasefire in 2016, after which the Colombian 
state and right-wing paramilitaries murdered hundreds of Colombian community 
leaders and former FARC fighters.38 U.S. weapon sales to Colombia didn’t stop 
after the FARC signed the ceasefire. Post-peace treaty, the U.S. war industry and 
the Pentagon increased their branding of the Colombian government as an “ex-
porter of security” in the region.39 An “exporter of security” can be leveraged 
for financial gain and regional domination. SOUTHCOM Commander Admiral 
Tidd in autumn 2018 painted a positive picture of Colombia—a Colombia, in his 
estimation, far from the “terrorists” and armed revolution of the 1980s.40 In spring 
2018, Colombia and NATO agreed to work together on “cyber security, maritime 
security, and terrorism and its links to organized crime,” among other areas.41 
Colombia is now a full NATO partner. The Colombian government will purchase 
more weaponry from the U.S. war industry to further standardize (lock in) its 
arsenal with that of NATO member countries.

U.S. war corporations in Colombia have benefited from the corporatization 
of the U.S. military by running missions in coordination with U.S. military and 
intelligence forces against the FARC and other groups; detecting and eradicating 
Colombian crops, including coca;42 and advising U.S. government officials imple-
menting Plan Colombia and its successor Peace Colombia. (With the support of 
Colombian elites, these Plans leveraged U.S. diplomatic and military might to en-
trench and expand U.S. corporate power in Latin America.) The U.S. war industry 
tests and deploys many advanced reconnaissance and surveillance aircraft and 
sensors in Colombia, operated by uniformed U.S. troops as well as mercenaries 
getting paid hefty stipends by war corporations. Perhaps the most infamous ex-
ample of corporatized airborne reconnaissance is Northrop Grumman operations. 
In 2003, mercenaries working for a Northrop Grumman subsidiary were flying an 
airborne counter-narcotics mission in the skies over Colombia when their plane 
crashed. The crew had repeatedly expressed worries that their aircraft was not up 
to the rigors of reconnaissance missions over mountainous terrain. After the crash, 
Northrop Grumman folded the subsidiary and created new corporations, moves 
that had the effect of avoiding paying compensation and avoiding legal liabilities 
for the deaths.43 The surviving mercenaries were held by the FARC for over five 
years. SOUTHCOM and the U.S. Joint Personnel Recovery Agency worked to 
locate the mercenaries in FARC custody. In summer 2008, Colombian military 
personnel posed as humanitarian workers in order to rescue the captives. U.S. mil-
itary personnel were in the loop during the operation. SOUTHCOM Commander 
Admiral James Stavridis later presented the mercenaries with the Defense of 
Freedom Medal after they had returned to the U.S. (via Boeing C-17 aircraft) 
and had recuperated. The incident didn’t deter corporatized U.S. reconnaissance 
operations, which continue to this day. Airtec Inc. (California, MD), for example, 
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has helped run reconnaissance operations out of Bogotá using corporate aircraft, 
including the Bombardier Dash 8 and possibly the Falcon 10.44 

U.S. military bases dot Colombian territory. Some are nominally run by the 
Colombian military, but all parties know who is boss. U.S. Secretary of War Hagel 
explained in 2014: “And as we all know, right here on this base [is] where so much 
of Colombia’s defense capabilities are built, and Colombia’s defense cooperation 
with other nations across Central and South America evolve and strengthen… 
I also had an opportunity to meet with U.S. troops here, serving in Colombia: 
Special Forces troops and aviation specialists who have worked closely with their 
Colombian counterparts.”45 (The Pentagon concedes that all Colombian military 
leaders have received some U.S. military training.46) Hagel was talking about 
Tolemaida Air Base, which is located southwest of Bogotá. Tolemaida has been 
packed with U.S. war industry goods and services, including carbines, mercenar-
ies, helicopters, and personnel helping to run mobile air surveillance systems.47 
Forces from U.S. Special Operations Command and other U.S. military com-
mands run in and out of bases like Tolemaida, armed with the latest gear.48 U.S. 
equipment shows up at combined training exercises in the Western Hemisphere 
and beyond. It is showcased carefully to allied militaries. These militaries often 
purchase such gear after seeing it in action. Prior to, during, and after combined 
exercises, executives and officials from U.S. war corporations get in touch with 
allied ministries of war to lay the groundwork for future purchases. 

Colombia’s National Training Center in Tolemaida is one place where war 
industry goods are always on display, and featured in annual special operations 
training exercises. The U.S. Department of War and U.S. war industry cooperate 
to establish such training centers. As the grunts shoot, move, and communicate, 
high-ranking U.S. officials promote U.S. war products and explore ways to further 
imbricate allied militaries with the U.S. (i.e. “enhance military cooperation”). The 
war industry is ever present at these competitions at training centers.49

High-ranking leaders (civilian and military) from the U.S. War Department 
visit U.S. warzones like Colombia. They tour Potemkin villages—wherever 
Pentagon VIPs go, subordinates and bootlickers polish the panorama and pre-
tend the current approach is working well—and reiterate what has already been 
decided. Language, like “progress,” sustains military actions. The war industry 
goes unmentioned. Even though the products of war corporations are often the 
most visible aspects of SOUTHCOM’s operations, the corporations that produce 
them are regularly omitted from the command’s literature, speeches, and official 
briefings. This contrasts with a reality in which the U.S. war industry markets its 
products throughout Latin America and to SOUTHCOM, an enthusiastic partici-
pant which monitors, reports on, and engages drug traffickers, migrants, activists, 
left-wing organizers, peasants, and diverse civilians. And U.S. Congress goes 
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along for the ride, happy to accept war money in their campaign coffers and war 
lobbyists in their offices. Keep this in mind next time a U.S. congressperson takes 
a tour of a U.S. base, whether in Asia, Africa, or Latin America.

This militarized approach to the drug war—featuring all of the aforemen-
tioned war industry goods and services—doesn’t reduce coca production. Cocaine 
production in Colombia during 2017 hit record levels.50 

Meanwhile, U.S. military and corporate actions in Colombia inflict dev-
astating costs. On a broad level, unconditional, forceful martial actions against 
social issues in the Western Hemisphere have unleashed ferocious levels of vi-
olence upon the people of Colombia—tearing families apart, assassinating trade 
unionists, poisoning cropland, displacing millions of Colombian citizens, and 
destroying their communities. Locals despise the presence of gringos and U.S. 
sponsorship of the Colombian military. (General Martin Dempsey fraudulently al-
leged the Colombian people have become fond of the Colombian Armed Forces’ 
presence.51) U.S. personnel (uniformed troops and mercenaries) allegedly sexu-
ally abused and raped Colombian minors.52 D.C. argues that the Status of Forces 
Agreement (SOFA) signed between Colombia and the U.S. provides immunity 
to U.S. Armed Forces and mercenaries so such personnel cannot be prosecuted 
in Colombian courts; all matters should be resolved in U.S. courts or not at all. 
The War Department’s bureaucratic obstructionism in Colombia vis-à-vis sexual 
abuse is not an aberration.53 

In spring 2018, the Colombian president Juan Manuel Santos presented the 
Orden de San Carlos to SOUTHCOM, recognizing “distinguished service to the 
nation, especially in the area of international relations”54—drawing on a thirty-year 
relationship between MIC and Colombian élites, SOUTHCOM commander Kurt 
Tidd later called Colombia “a modern, thriving, capable partner”55—bringing to 
full circle Colombia’s role in this sector of the racket.

MEXICO

The U.S. government plies Latin American governments with loans, grants, 
and giveaways, much of which comes back to the U.S. war industry in the form 
of weapon purchases. In 2017, for example, Mexico received $5 million.56 The 
Mexican Army and Navy purchase a lot from the U.S. war industry.57 Civilians 
suffer. Violence in Mexico is through the roof. (Mexico is technically part of 
NORTHCOM, not SOUTHCOM, though SOUTHCOM units often operate in/
around the country in coordination with such NORTHCOM units as Theater 
Special Operations Command – North.) In 2017, the nation’s homicide tally hit 
a record high, with 28,702 victims—men, women, and children. The New York 
Times indicated that the homicide rate was even higher in the first half of 2018.58 
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Different groups battling for control of drug trafficking routes and markets cause 
most of this violence. The firearms usually come from the United States. 130 
Mexican politicians and candidates were killed from autumn 2017 through early 
summer 2018, according to Deutsche Welle, perhaps an undercount.59 Mexico re-
mains one of the most dangerous countries in the world for journalists. There are 
civilian victims inside the U.S. as well: the taxpayers who subsidize the drug war, 
the black and brown people who are disproportionately policed and prosecuted, 
and the families who are terrorized when their homes are raided by armed bureau-
cracies. To say nothing of the suffering of those who succumbed to the allure of 
drugs targeting their communities.

SPECIAL MARKETING OPS

Task forces abet corporate profits. A task force is a temporary arrangement 
of military units and corporate personnel under a single military commander to 
perform a specific assignment (e.g. kill insurgents or guerillas, interdict narcotics). 
U.S. military task forces regularly cycle through Latin America. In June 2018, 
SOUTHCOM deployed a task force comprised of Marines and sailors loaded with 
industry products and traveling on industry ships. It stopped in Belize, El Salvador, 
Guatemala, Honduras, and Colombia. Belize received roughly $35,826,000 in aid 
from the U.S. government during 2012-17.60 Belize, which purchases firearms 
from Colt (West Hartford, CT), is where U.S. war corporations send technicians 
running technical and analytical support “to include conduct and analysis of struc-
tured operational and integrated test and evaluation” of U.S. Navy systems.61 El 
Salvador hosts the U.S. Navy’s Cooperative Security Location (CSL) Comalapa. 
There are more U.S. mercenaries at CSL Comalapa than U.S. uniformed military 
personnel among the non-flying staff.62 U.S. task forces in Latin America have in-
cluded Joint Task Force-Vulcano, Joint Task Force-Bravo, and Joint Interagency 
Task Force-South. A task force is a show of might from a military perspective and 
a product magnet from a corporate perspective.

Military exercises create demand for corporate goods and services. The 
Pentagon brass and U.S. government agencies promote exercises because ex-
ercises extend their reach and influence. Military exercises are showcases, dis-
playing the seductive weaponry that your nation could have for the right price. 
From an industry perspective, all exercises are an opportunity to present goods 
and services. In advance of an exercise, officials and representatives from the 
U.S. war industry can be dispatched to the countries participating. These reps 
familiarize key military brass and senior ministry officials in the participating 
nations with the goods and services that will be on display. War corporations 
maintain close contact with Pentagon personnel in case any dates are changed. 
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SOUTHCOM exercises have included CRUZEX, PANAMAZ, Tradewinds, 
UNITAS, and Fused Response. Billed as the “largest bilateral exercise of its kind 
in the Western hemisphere,” Fused Response has involved training in the field, 
command post instruction, communications work, senior-level staff planning, and 
reconnaissance drills. It is designed to enhance nations’ ability to “work together 
in any circumstance.” Exercises are an effective tool to make sure foreign units 
under the War Department’s command are able to use the weaponry and matériel 
of U.S. war corporations. Exercises are training for operations.

Operations entail short- and long-term, coordinated military activity. 
Operations require extensive planning across the U.S. War Department, U.S. 
federal agencies, U.S. war corporations, and the militaries of allied capitalist 
governments. SOUTHCOM runs Operation Martillo. Martillo is Spanish for 
“hammer.” The Operation’s main aim is to track and pursue humans on both sides 
of the Central American isthmus.63 Operation Martillo openly involves DHS and 
the Defense Intelligence Agency.64 The War Department retains the right to VBSS 
(Visit, Board, Search, and Seize) any private property traveling in SOUTHCOM’s 
area of responsibility. Sometimes Operation Martillo provides tips to regional 
partners—like the U.S.-supplied navies of El Salvador and Guatemala or the 
U.S.-supplied air force of Colombia—who then pursue the “bad guys.” They cap-
ture or kill the bad guys using weaponry from U.S. war corporations. Profitable 
operations never end because the war on drugs never ends. And vice versa.

War corporations profit extensively from SOUTHCOM’s task forces, exer-
cises, and operations. A wide range of products (e.g. craft, training, intelligence) 
is sold to the War Department for SOUTHCOM use.65 Of course, corporations fol-
low up these sales with additional sales of everything from parts and maintenance 
to field service representatives, training, and logistics. Such sales are relatively 
small; many purchases (for example, most signals intelligence technology mon-
itoring the people of Venezuela and Colombia) used in the drug war are cloaked 
in secrecy, further separating the public from understanding the true costs of war.

Some people think it’s a chicken-or-egg scenario. They argue that it’s diffi-
cult to tell which came first—the war industry or the need to go after bad guys in 
the hemisphere. But it’s not even a situation where there’s a problem, and then the 
war industry comes up with a solution for the problem. It’s just the opposite: The 
war industry inflates an issue, avoids addressing the root causes, manufactures 
weaponry, and markets the weaponry, which the Pentagon purchases for use in 
military operations. This process is comparable to the process Corporate America 
uses to get you, a consumer, to purchase a product that you don’t need. The only 
difference is that the war industry has more incisive forms of marketing.
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THE PUERTO RICAN COLONY

By now you know how war corporations operate. You know that human 
lives mean nothing. You know that Wall Street and the MIC prioritize the al-
mighty dollar. The way Capitol Hill deals with Puerto Rico is exemplary. Puerto 
Ricans are U.S. citizens, but their citizenship can be revoked because it is statu-
tory, not granted by the Constitution. The political representation of Puerto Rico 
in U.S. Congress cannot vote. Puerto Ricans are not allowed to vote for the U.S. 
President. They are treated as second-class citizens on paper and in real life. 

The D.C. regime has a long history of exploiting Puerto Rico. The armies 
of D.C. captured the island of Puerto Rico in the Spanish-American War. In July 
1898, U.S. troops invaded Puerto Rico and imposed a military government. The 
December 1898 Treaty between D.C. and Madrid was negotiated in Paris. While 
D.C. purchased the Philippines from Spain for $20 million, D.C. got Puerto Rico 
and Guam for free. D.C.’s policies and wars have continuously devastated Puerto 
Rico’s people.66 For decades the Occupation banned the teaching of Spanish in 
schools. Though traditionally answerable to the Governor of Puerto Rico, the 
Puerto Rico National Guard is still subject to D.C.’s edicts and the Pentagon’s 
whims. The War Department built up military infrastructure on the island during 
and after World War II, continuing throughout the 2000s.67 Puerto Ricans are reg-
ularly ordered to deploy in support of D.C.’s wars, including operations in U.S. 
Africa Command and U.S. Central Command. The Pentagon also uses the Puerto 
Rico National Guard as a key part of its SOUTHCOM operations. Major General 
(ret.) Felix Santoni, the lead civilian assistant in Puerto Rico for the Secretary of 
the Army, claimed that the U.S. Army Reserve has a long tradition helping Puerto 
Rico. He made these claims in an Army recruitment video (before the video of-
fered up to $20,000 dollars for joining the U.S. Army Reserves).68 

Puerto Rico has a long history of resisting D.C.’s machinations. In the 
1960s, the Young Lords, men and women of Puerto Rican heritage in New York 
City, educated the public and raised awareness about D.C.’s abuse of Puerto Rico. 
Different armed groups have attacked U.S. military infrastructure (recruiting 
stations, uniformed military personnel, mercenaries, and draft stations) in Puerto 
Rico. The most famous of these groups is the Macheteros, to whom a January 
1981 attack against military planes on Muniz Air National Guard base is often 
ascribed. It is no accident that the perpetrators targeted products of the U.S. war 
industry.69 Puerto Ricans peacefully oppose D.C. recruiting their youth for mil-
itary purposes.70 Madres Contra la Guerra, a Puerto Rican anti-war group, has 
protested, educated the public, fundraised for veterans, and helped veterans find 
medical care.71

The MIC has treated Vieques, an island to the east of the main island, with 
exceptional brutality. During 1940-41, the U.S. Navy kicked Vieques residents 
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out of their homes. Some locals were dispossessed and then abandoned in fields of 
sugar cane. Compensation ranged from zero to a couple of hundred U.S. dollars. 
Many people didn’t want to move, but they were forcefully relocated. Roughly 
two-thirds of Vieques was taken. Vieques, a community whose economic liveli-
hood centered around fishing, was further devastated when the U.S. Navy banned 
commercial fishing in the newly designated military waters. Navy patrols regu-
larly harassed local fishermen who disobeyed the War Department. The U.S. mil-
itary used the island of Vieques as a bombing and training range for decades. All 
sorts of industry munitions have landed on Vieques, including Boeing, General 
Dynamics, and Raytheon products. Heavy metals and toxic compounds like arse-
nic, cadmium, cyanide, lead, and depleted uranium poisoned the flora and fauna, 
and leached into the water table.

Vieques residents came together, mobilized, and successfully resisted the 
abuse of their land. The U.S. military no longer uses Vieques as a practice range, 
but the area is now very polluted.72 The War Department tasked corporations to 
lead the environmental remediation of Vieques.73 According to locals, cleanup on 
the island has included open-air detonation of unexploded ordnance and burning 
vegetation, potentially exacerbating the pollution.74

Nonetheless, the U.S. military and industry continue to lean on Puerto Rico. 
Though the formal U.S. military presence in Vieques was said to have ceased by 
early 2004, war corporations have stuck around. Raytheon, for example, works 
on Navy surveillance equipment in Vieques, specifically the Relocatable Over-
the-Horizon Radar (ROTHR) system.75 The Raytheon site in Vieques, with some 
work in Juana Diaz, violates the spirit of the U.S. military withdrawal. ROTHR 
was originally designed to notify the Navy about incoming missiles and ships. 
After the Cold War ended in the early 1990s, industry marketed ROTHR anew, 
pitching it as a counter-narcotics surveillance device. The Pentagon bought the 
pitch hook, line, and sinker. The new counter-narcotics mission required war cor-
porations to adjust the ROTHR system, costing even more money.

The military and congressional sides of the MIC work together to mili-
tarize Puerto Rico by publicizing “jobs” and “investment.” The Department of 
War claims its Army Reserve invested “over 140 million U.S. dollars” in Puerto 
Rico in 2011,76 a figure that local functionaries use to justify the pernicious mil-
itary presence. Later, the Pentagon moved this figure higher, placing the Army 
Reserve’s investment in Puerto Rico at roughly $285 million U.S. dollars per 
year.77 Congress’ NDAA of 2012 granted the Pentagon greater authority to call up 
and use Army Reserve forces, like those in Puerto Rico, for flexible “emergencies” 
inside the U.S. (the “Homeland”) and overseas for “theater security missions.”78 
In 2012, the Pentagon again expanded its Reserve presence in Puerto Rico.79 In 
2016, D.C.’s fiscal control board (never elected by the public) began governing 
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Puerto Rico, imposing austerity measures on the masses in order to repay wealthy 
mainland creditors. (D.C.’s imposition of neoliberal economic policies exacer-
bates unemployment, further ripening Puerto Ricans for military exploitation.) 
This isn’t the first time mainland capitalists have interfered in the Puerto Rican 
economy. Beginning in the 1940s Operación Manos a la Obra began converting 
the island’s economy from agriculture to tourism and manufacturing.

Capitalists in D.C. and on Wall Street have privatized much of Puerto Rico’s 
economy, including the healthcare sector, over the past two decades. Slowly but 
surely, a profit-over-people model enveloped most public services in Puerto Rico, 
contributing to a lack of preparedness in responding to major crises. In autumn 
2017, Hurricane Maria struck. One of the most powerful tropical cyclones ever 
recorded, Maria tore apart Puerto Rico’s electrical and transportation infrastruc-
ture. The hurricane made a terrible situation (food insecurity, poor health care, 
resource-starved public transit) even worse.80 

D.C. did not give Puerto Rico the help it needed to recover from the hurri-
cane. Rather, D.C. treated the island like a colony. 

In previous disaster responses D.C. sent the troops. Ansel Herz writing in 
The Nation pointed to the 2010 earthquake in Haiti: The arrival of U.S. military 
personnel clogged airports, commandeered infrastructure, and brought with it its 
own overwhelming demands (e.g. feeding, housing, and cleaning for all the U.S. 
troops).81 In most locations, the War Department is quick to use its vast military 
capabilities to provide disaster relief, because it is easy for the War Department 
and U.S. intelligence agencies to later leverage that goodwill for geostrategic aims 
and espionage efforts. While D.C.’s responses to the 2010 Haiti earthquake, 2005’s 
Hurricane Katrina in the Gulf Coast, and 2019’s Cyclone Idai in southeast Africa 
were more militarized, the response to Hurricane Maria was far subtler, more pri-
vatized. D.C. sent the Federal Emergency Management Agency (FEMA), a few 
uniformed military personnel, and a lot of corporate power to Puerto Rico. Puerto 
Rican medical workers did their best in very difficult circumstances. Understaffed 
and underequipped as a result of years of privatization, they were unable to access 
patients in a timely manner, leading to many deaths. D.C. could have employed a 
robust, well-funded, interagency effort. Instead, it took advantage of the disaster 
to double down on its neoliberal economic policies of privatization and corporate 
welfare.82 

The War Department played a central role in this profiteering.
The War Department paid three corporations—The Louis Berger Group, 

Fluor, and PowerSecure—to restore electrical power in Puerto Rico. The Louis 
Berger Group was allocated one payment: $860 million.83 Fluor received three 
allocations totaling over $1.3 billion for construction services to help restore elec-
tricity. (Fluor is a long-time Pentagon favorite. It has renovated U.S. Embassies, 
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operated military installations, and built maintenance facilities for bomber air-
craft.) In years immediately prior to Hurricane Maria, the Pentagon had issued 
PowerSecure only one contract. By early May 2018, PowerSecure had received 
its ninth allocation for repairing Puerto Rico’s electrical grid. This brought 
the total amount of funds allocated to PowerSecure since Hurricane Maria to 
$517,375,000. 

Yet much of the island still teetered on the brink of darkness84 due to the 
shoddy work and corruption inherent to the capitalist model.85

In the beginning of April 2018—by which point PowerSecure had been al-
located over $367 million, and Fluor and the Lewis Berger Group combined had 
been allocated over $2 billion—the island suffered a serious blackout, reportedly 
because a contractor accidentally drove an excavator into a critical electrical fa-
cility.86 Reduced government oversight is an intended consequence of neoliberal 
economic policies.

All of these Pentagon contracts raise critical questions. Why were corpo-
rations like the Louis Berger Group, which had a record of defrauding the U.S. 
taxpayer,87 awarded contracts to assist a people in need on an island long treated 
as a colony? Why was the War Department, which for decades contaminated parts 
of Puerto Rico using ordnance, the go-to department through which electricity 
was being provided to U.S. citizens? The answer is tragic: The D.C. regime has 
so thoroughly neglected and depleted the non-militarized portions of the U.S. 
government that it’s no longer capable, let alone willing, of summoning aid to its 
citizens without turning to the War Department and the incorrigible war industry. 
The U.S. government possesses no robust, homegrown, non-military capacity to 
care for its citizens during and after a natural disaster. The people cannot rely 
on the D.C. regime to care for them. Genuine care is not profitable. If D.C. truly 
wanted to help Puerto Rico recover, it could cancel Puerto Rico’s debt.88 But the 
D.C. regime and Wall Street remain primarily concerned with abetting the war 
industry while grabbing Puerto Rico’s land, pillaging resources, and imposing 
austerity measures.89 Over 4,600 U.S. citizens died in Puerto Rico as a result of 
Hurricane Maria.90 In the summer of 2019, U.S. Congress passed a disaster relief 
bill, allocating roughly $1.4 billion for Puerto Rico. For perspective, the unelected 
fiscal control board that runs Puerto Rico has a $1.5 billion, five-year budget. 
Echoing the Pentagon’s modus operandi,91 about two-thirds of the fiscal control 
board’s budget goes to consultants and corporate advisers.92

War industry players, collaborators, and associates—academia, Big Finance, 
and Big Fossil Fuel—interact to abet Puerto Rico’s destruction. The Baupost 
Group is one of a handful of hedge funds that holds Puerto Rico’s debt. Baupost 
also invests in war corporations and fossil fuel infrastructure. (Seth Klarman is 
the billionaire Zionist in charge of the Baupost Group, based in Boston. He is 
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a major donor to federal election campaigns.) The Massachusetts Institute of 
Technology, an academic institution in the war industry, has deep financial ties to 
the Baupost Group.93 Contemporaneously, the U.S. fossil fuel industry and federal 
government have maneuvered to push liquefied natural gas onto the Puerto Rican 
population, further burdening Puerto Ricans and the planet with heavy-duty fossil 
fuel infrastructure and exacerbating the climate crisis.94 Big Finance, Big Fossil 
Fuel, and academia support the war industry and altogether harm Puerto Rico.

Political repression against assertive Puerto Ricans continues. In autumn 
2005, the FBI shot dead Filiberto Ojeda Rios, an elderly Puerto Rican indepen-
dence activist wanted in connection with a robbery that took place decades ago at 
a Wells Fargo depot.95 “We went to arrest him but when the gunfire started we had 
to defend ourselves,” said the FBI official in charge of the colony.96 (This is an old 
trick. Federal agents claimed self-defense after murdering four Honduran civil-
ians in May 2012.97 U.S. mercenaries in Iraq claimed self-defense when shooting 
civilians. Across the U.S., police officers who kill black youth regularly claim 
self-defense. Customs & Border Protection trains its officers to reach for their 
sidearms and vocalize that they feel threatened in order to freeze a detainee.) The 
FBI had deemed Ojeda Rios a terrorist, effectively dehumanizing him long before 
the shooting began. The FBI detained a pro-independence activist named Orlando 
González-Claudio while he was driving in his car on 20 April 2016, reported 
Puerto Rican journalist Carmelo Ruiz. DNA samples were taken from González-
Claudio.98 The FBI took DNA samples from other pro-independence activists 
during that same week in April. Carmelo Ruiz reports, “Many independentistas 
suspect that these U.S. government moves also have the purpose of intimidating 
and undermining popular struggles against neoliberal austerity measures that the 
government is imposing in response to the wishes of bondholders who want to 
collect on the island’s ballooning $72 billion public debt.”99 On May Day 2019, 
hundreds of U.S. citizens marched in San Juan’s financial district against D.C.’s 
fiscal control board. Puerto Rico pushes back, an example to all.

In addition to suffering political persecution, Puerto Rico is used as a sweat-
shop of sorts. Stateside, the War Department utilizes the Thirteenth Amendment to 
the U.S. Constitution, which permits slavery as punishment for a crime. Therein, 
prison labor provides the War Department with cheap products, ranging from body 
armor to clothing.100 (The prison system in the United States is an annual $182 bil-
lion drain on taxpayers, with much of that money going toward corporate greed. 
Nationally, roughly six percent of corrections spending goes toward education, 
even though educating prisoners is very cost effective.101) Abroad, the Department 
of War has purchased clothing from unscrupulous and inhumane contractors.102 
Deals for clothing, uniforms, and footwear produced at factories in Puerto Rico 
appear regularly in the Pentagon’s contract announcements.103
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Contracts for clothing and gear manufactured in Puerto Rico continued to 
be issued after Hurricane Maria struck. The Pentagon made sure the companies 
making its uniforms were up and running. The rest of Puerto Rico didn’t receive 
such concern.

Pentaq Manufacturing (Sabana Grande), M&M Manufacturing (Lajas), 
Puerto Rico Apparel Manufacturing (Mayagüez), or PRAMA, and Propper 
International (Mayagüez) are some of the leading manufacturers of U.S. military 
uniforms, from physical fitness uniforms to parkas. Pentaq, M&M, PRAMA, and 
Propper have made uniforms for Afghanistan’s military and national police. (In 
mid-2017, the Special Inspector General for Afghanistan Reconstruction called 
out the Pentagon for spending $28 million on “forest” pattern uniforms for the 
Afghan National Army; 97.9% of Afghanistan is not wooded.104) Sitnasuak, an 
Alaskan Native Corporation, owns API LLC. As you’ve seen, Native Corporations 
are often granted a preferable bidding process. Though its parent company is head-
quartered in Alaska, API LLC is based in Puerto Rico, capitalizing on the pliable 
labor force. API LLC has produced military apparel, load carrying equipment, 
and duffel bags. Sitnasuak also owns Aurora Industries of Camuy, Puerto Rico. 
In recent years Aurora has produced military uniforms, apparel, and duffel bags. 
Many other manufacturers of clothing and small equipment dot the colony.105 
Some have headquarters or other manufacturing locations within the mainland. 
Some operate entirely in the colony. One example is illustrative: In 1998, two 
Israelis were charged with defrauding the Pentagon.106 Their headquarters were in 
Brooklyn, New York. Their textile plant was in Puerto Rico.

Contracts with work taking place in Puerto Rico must be seen as part of 
the neoliberal economic policies D.C. has used when dealing with Latin America 
in general: Under the rules of the game, capital can move freely across borders, 
because it benefits the structures of authority (in Wall Street, war corporations, 
and the Pentagon). Undesirable humans and excess population are not allowed, 
under these same rules, to move freely across borders.

Formal MIC jurisdiction grows. By the end of 2018, the Pentagon had so-
lidified its bureaucratic control over Army Reserve units in Puerto Rico, forming 
them into a new Army Reserve Caribbean Geographical Command.107 In January 
2019, the Pentagon used this new Command to deploy Puerto Ricans in the Army 
Reserve to Afghanistan.108 On 27 September 2019, the Army issued a contract 
to build a new Reserve training building on Fort Buchanan in San Juan, and an 
Atlanta firm took over a decent portion of maintenance, repair, and administrative 
services for the 81st Reserve Division in Puerto Rico. But don’t worry, Puerto 
Rico. The Pentagon named a boat after you.109
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GUANTÁNAMO: OCCUPIED TERRITORY

Established in 1903, Naval Station Guantánamo Bay (NSGB) is one of the 
War Department’s longest-running overseas facilities. Guantánamo means “land 
between the rivers” in Taíno, an indigenous language spoken in the Caribbean.110 
The naval station expanded institutionally, financially, and geographically as a 
detention camp for immigrants in the early 1990s.111 CIA and the War Department 
used it as a prison after the 9.11 attacks. Most Muslim men imprisoned aboard 
NSGB had not been captured by U.S. forces.112 Even under D.C.’s brutal legal 
posture, only 9 out of 779 Muslim men kidnapped and brought to Guantánamo 
were charged with any criminal activity.113

On the campaign trail, Barack Obama swore he would close the prison at 
Guantánamo Bay. (Let’s assume he was genuine about this campaign pledge.) He 
never got it done. The conventional wisdom states that President Obama failed 
because of domestic politics, bipartisan obstructionism, and the intricate legal 
process surrounding the transfer of prisoners. Those factors certainly played a 
major role. Another factor is the MIC. Corporations pitched a variety of upgrades 
to NSGB. Eager to maintain the overseas garrison, the Pentagon poured millions 
of dollars into renovating and improving the naval station.114 This soon settled into 
a fluid, well-paced contracting sequence. Infrastructure upgrades came quickly.

On 13 April 2016, Leidos was put in charge of providing interpreters, trans-
lators, stenographers, and court reporters to assist case preparations within the 
Office of Military Commissions in Virginia and Guantánamo. Let’s be clear: A 
corporation that pressures (using lobbying and campaign financing) Capitol Hill 
in favor of war then sells services to aid D.C.’s prosecution of those who got 
rolled up in D.C.’s wars. Leidos also happens to sell plenty of goods and services 
to corporatized intelligence agencies monitoring global communications. Industry 
officials could easily portray construction as “jobs.” Lest this be viewed positive-
ly, it should be emphasized: A dollar spent on clean energy, education, healthcare, 
or infrastructure creates more jobs than a dollar spent on military matters.115 From 
aircraft maintenance and IT to physical education and construction, the message 
is clear: military operations at Guantánamo go full steam, and no transient presi-
dent has the political muscle or the institutional capability of stopping it.

Base operation support services (BOSS) keep a military installation up 
and running, and usually involve a combination of the custodial arts, grounds 
maintenance, facility upkeep, emergency services, pest control, and minor ve-
hicle service. Corporations that have sold BOSS for Guantánamo include IAP, 
Centerra, G4S, and a joint venture between Burns & Roe and EMCOR known 
as BREMCOR. Roughly one-third of people living at the naval station are guest 
workers from countries like Jamaica and the Philippines116 who carry out the 
BOSS tasks. Sysco has kept U.S. personnel fed well aboard the naval station.



296 Understanding the War Industry

Construction and infrastructure projects for Naval Station Guantánamo Bay 
continued after Obama left office: laying fiber optic cable linking U.S. govern-
ment facilities in Guantánamo Bay and Puerto Rico; supplying medical equip-
ment and software; renovating the Tierra Kay housing area in which U.S. troops 
reside; building new schools (pre-K through high school); upgrading the Villamar 
substation; renovating an aviation hangar; building a new solid waste facility, and 
building a new fire station.

Construction projects are a useful indicator of policies the MIC would like 
to see implemented. On 22 February 2018, RQ Construction was contracted 
to build a Mass Migration Complex at Naval Station Guantánamo Bay.117 The 
contract included ten potential options—options are extensions to an initial con-
tract—for more construction on the site. A SOUTHCOM spokesperson claimed, 
“There are no detention facilities involved in this project,”118 yet the very nature 
of the project (building sprawling concrete pads, establishing sites for tents, and 
installing a mass public address system) says otherwise. Such infrastructure could 
be converted overnight to a fortified detention facility. Who will be housed there? 
Anyone military and industry are able to deem a “threat”—like Special Interest 
Aliens, a new category of threat concocted by unelected bureaucrats. A Special 
Interest Alien is a foreign national from a country with potential or established 
terrorist links. On 20 April 2018, the War Department allocated more money to 
expand the Legal Complex at NSGB. More facilities to process enemies fore-
tells ongoing, undiscerning, worldwide military operations. Legal proceedings 
aboard NSGB cost millions of dollars annually. The corporatized military pres-
ence at Guantánamo is going nowhere. Like every other outpost, Naval Station 
Guantánamo Bay is a mecca for war corporations. Except at Guantánamo they’ve 
had longer to dig in.

ENDEMIC TUNNEL VISION

The MIC’s wars mirror one another. U.S. military and industry train military 
and police forces across Latin America and the Middle East. MIC elites frame 
their War on Drugs and War on Terror as a “responsibility” that the U.S. has to the 
rest of the world. The MIC always frames corruption in the Middle East and Latin 
America as a major obstacle to success (ignoring the corruption inherent to the 
MIC operations there). The MIC supports tackling the supply side (pursuing nar-
cotics traffickers and whack-a-mole-ing “terrorist leaders”), while never address-
ing the U.S. demand for narcotics or capitalists’ demand for the fruits of war. U.S. 
military installations in Central America are patterned after U.S. bases in Iraq and 
Afghanistan, and U.S. military compounds in northern Mexico are modeled after 
U.S. “fusion intelligence centers” in Afghanistan.119 Even U.S. personnel cross 
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over from the War on Terror to the War on Drugs.120 MIC officials cite the porous 
Colombia-Venezuela border as a prime shipping point for cocaine and “terror” 
activities. Similarly, the porous Afghanistan-Pakistan border is often cited as 
teeming with terrorist activity and narcotics. MIC officials conveniently view 
borders, not policy, as the problem. Both the War on Drugs and the War on Terror 
involve hyping amorphous, unsubstantiated threats. Drugs and terror are blended 
together until, now, narco-terrorists are the main threat in the Hemisphere.

And with borders comes profit.
The war industry’s military power—as projected through the U.S. Armed 

Forces—increases emigration; men, women, and children flee their treasured 
homes in order to get away from D.C.’s wars. Those fleeing don’t want to leave. 
They’re forced to leave.121 Then military and industry use potential immigration 
of these refugees into the U.S. as a fear-inducing reason to spend even more 
money on wars abroad and surveillance technology, IT, “intelligence” software, 
contractors, and militarized borders at home. MIC elites crafting and imposing 
the policy of war become so wealthy that they can move, fly, and generally avoid 
any face-to-face, hard consequences of their policies. They’re protected—for the 
time being—by members of the very working class (including cops, mercenaries, 
FBI, DHS, and other enforcers) that D.C. has neglected by forsaking programs of 
social uplift in favor of endless, for-profit war.

U.S. military flag officers are a party to this destruction and militarization, 
home and abroad.

Since the end of the Cold War, every single officer who has commanded 
SOUTHCOM—from George Joulwan at General Dynamics to John Kelly at 
Beacon Global and Caliburn International (owned by DC Capital Partners)—has 
moved from military to industry.

At the beginning of this chapter, we were introduced to Admiral Kurt Tidd, 
the latest commanding general of U.S. Southern Command, by citing how he 
spread fear and hyped various “threats” to the U.S. emanating from the south. 
Well, now the Admiral helps us close the chapter:

What these groups are really engaged in is an assault on the 
rule of law, and everything it stands for. This assault comes in many 
forms… We see it in the corruption of institutions and government 
officials. And we see it in the slowly expanding spaces of lawlessness, 
alternative order, and criminal control… The cumulative effects of 
these groups eats (sic) away at core democratic values.122

No, Admiral Tidd was not describing how the MIC harms U.S. democracy. 
He was hyping threats to justify SOUTHCOM’s existence, just as the war industry 



298 Understanding the War Industry

hypes threats to justify weapon procurement and exorbitant military budgets. Lest 
you worry that the great power competition meme does not apply in the Western 
Hemisphere, SOUTHCOM commanders have fearmongered Russia and China 
prominently to Congress.123

Tunnel vision is the name of the game. Regarding an “anti-American re-
gime” in South America, Tidd states, “… the political, economic, and human-
itarian crisis in Venezuela worsens by the day. Its citizens (especially the most 
vulnerable) are suffering. The health care system has nearly collapsed. Child 
malnutrition rates are past the crisis threshold and infant mortality rates have risen 
sharply. Some reports suggest that 93% of Venezuelans claim they cannot afford 
the food they need.”

So the MIC focuses on that, but not on genuine threats to the public: The 
political, economic, and humanitarian crisis in the United States worsens by the 
day. Its citizens (especially the most vulnerable) are suffering. Though it has the 
highest GDP in the world, neither political faction advocates for free healthcare 
for the citizens. The present healthcare system benefits the pharmaceutical and 
insurance industries. Roughly 85% of Americans lack essential vitamins.124 Infant 
mortality rates have risen sharply.125 Most U.S. workers live paycheck to pay-
check.126 In no state can a person earning minimum wage afford a 2-bedroom 
apartment.127 The wealth gap is astonishing.128 Some reports suggest that half of 
people in the United States are poor or low income.129 Poverty is rampant.130

Real threats to national security—endemic poverty, systemic pillaging of 
the Treasury by a rapacious industry, and D.C.’s corruption—were not on Tidd’s 
radar.

The only people who ultimately benefit from the militarized drug war are 
perfidious flag officers, the D.C. regime, executives in war corporations, and a 
few Latin American elites. The colony of Puerto Rico is nothing more than fertile 
recruiting ground and a sweatshop in the eyes of military and industry. Naval 
Station Guantánamo Bay is a profitable outpost of many. The war industry hypes 
threats, which the War Department eagerly hops aboard in order to sustain hege-
mony in the hemisphere. Weapon sales to Latin American governments ice a rich 
cake. Analysis undertook in this chapter—breaking down how the war industry 
profits via a command’s lines of effort, locations, task forces, exercises, and oper-
ations—can be done with any of the bigger combatant commands. SOUTHCOM 
is a good example precisely because it’s a smaller command. The other, bigger 
commands possess more corporate products, more ties to war corporations, and 
other forms of violence. Industry has a field day with U.S. combatant commands.

The Puerto Rican independence leader Pedro Albizu Campos once noted, 
“We live in the era of the scientific savage, where all the wisdom of science, 
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mathematics and physics are used for the purposes of assassination.”131 His words 
were accurate then and now. 
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The Nuclear Arsenal

OGDEN

On Saturday, November 3, 2018, the mayor of a Utah town lay dead on the 
ground in Afghanistan. An Afghan had opened fire on D.C.’s occupation forces. 
The mayor hailed from North Ogden and was in Afghanistan with fellow members 
of the Utah National Guard. The significance of greater Ogden went unnoticed in 
all press accounts. Ogden is centered just north of Hill Air Force Base. The base 
is home to the Air Force Sustainment Center and the Air Force Nuclear Weapons 
Center. One of the largest mainland bases in terms of acreage and population, Hill 
gives rise to many corporate goods and services. Construction firms in and around 
Ogden get paid for infrastructure upgrades and expansion at Hill and throughout 
the U.S. As mayor of North Ogden, the deceased wasn’t just another vessel on 
deployment (his fourth), a vessel through which the most powerful assemblage of 
corporate interests in world history routes goods and services. He also represented 
the industry node of Ogden.

The Afghan attacker, reportedly a commando trainee, likely did not know 
the mayor’s full background. To the attacker, the mayor was just one of hundreds 
of thousands of foreign troops who had rotated through Afghanistan in recent 
years. Insider attacks like this one that killed the mayor are a steady feature of 
D.C.’s occupation of Afghanistan, an indicator of the profound antipathy the do-
mestic population has toward the foreign forces. Yet D.C. persists.

The mayor’s death is tragic. What is more tragic is that D.C. continues to use 
and abuse the U.S. citizenry in pursuit of its own ends. Drowning in propaganda 
(a great deal of which emanates from corporations, think tanks, and PR firms 
working for the Pentagon), American men and women actually believe they’re 
“serving” the United States when they enlist in the Armed Forces and are de-
ployed around the world, some tasked to occupy a country thousands of miles 
from the continental United States. On 30 June 2019, yet another Ogden native 
died in Afghanistan.1
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BEYOND RECKLESS 

What happens when a nuclear weapon detonates? Steel melts, lakes boil, 
and cities blow away. Radioactive fallout soon poisons the surrounding area—far 
beyond the blast radius. But the worst is yet to come. A great power competitor 
has launched retaliatory strikes. Enter nuclear winter. The ash and dust result-
ing from multiple strikes cloud the atmosphere, preventing photosynthesis. The 
byproducts of the nuclear reaction wreak havoc on Earth’s fragile ozone later. 
Humanity peters out worldwide. 

Human possession of nuclear weaponry is beyond reckless. Did you know 
the U.S. government set off nuclear weapons in Earth’s atmosphere during the late 
fifties and early sixties? (Moscow responded with a string of their own atmospher-
ic tests in autumn 1961 and autumn 1962.) Did you know the U.S. government set 
off 900 nuclear weapons at the Nevada Test Site between 1951 and 1992? Cancer 
rates increased dramatically across the Midwest United States. The full effects 
on humanity and the natural world will never be known. One social media user 
(YouTube handle: Privacy Lover) accurately captures the horrible idiocy of this 
situation: The U.S. government detonated nearly 1,000 nuclear bombs on its own 
soil “to protect themselves against someone dropping a nuclear bomb on them?” 
Elsewhere, U.S. military and industry have regularly polluted the United States 
with radiation and nuclear waste.2 This pollution will continue to kill, long into 
the future. 

Humans live life on the brink, but mostly can’t fathom it. Though many 
people are familiar with how close the Cuban Missile Crisis brought us to nuclear 
war in autumn 1962, there have been many more close calls. In spring 1967, 
a solar flare and coronal mass ejection messed with some equipment belonging 
to the North American Aerospace Defense Command. Many high-ranking U.S. 
military personnel interpreted this as the Soviet Union jamming U.S. radar prior 
to a nuclear attack. U.S. military personnel advocated for launching a nuclear at-
tack on the Warsaw Pact. Cooler heads prevailed, barely. In autumn 1983, NATO 
conducted its annual multinational Able Archer exercise. Moscow interpreted the 
exercise, especially the radio silence and military maneuvers, as preparation for 
nuclear war. Moscow readied to attack. Fortunately, the exercise soon ended, and 
humanity lucked out. In January 1995, Norwegian scientists launched a rocket 
to study the Northern Lights. Russian early warning systems thought the rocket 
could have been a submarine-launched ballistic missile. The Russian military 
went on full alert. The decision—launch a strike or not—was on the shoulders 
of a single human, an alcoholic, Russian President Boris Yeltsin. These are just a 
handful of examples. And they’re taken only from the incidents we know about. 
Many other mishaps, near misses, and close calls are still classified. Investigative 
journalist and author Eric Schlosser notes that between 1950 and 1968 “at least 
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1,200 nuclear weapons had been involved in ‘significant’ incidents and acci-
dents.”3 Recklessness. After U.S. military-industry’s poor security practices came 
to light, the Pentagon classified the extent of its nuclear incompetence.4 Here 
again, secrecy prevents the public from being informed on matters of war.

The opaque nature of Corporate America (working in the secretive nu-
clear sector) makes understanding the total financial cost of nuclear weapons a 
difficult task. At a minimum, the U.S. government has spent trillions of dollars 
since the 1940s on nuclear weapons.5 Government neglect abets both the expense 
and the irresponsibility. The Department of Energy’s National Nuclear Security 
Administration is the federal organization in charge of applying atomic science to 
military goals. It has corporatized the national weapons labs in charge of nuclear 
design and testing.6 And it does not monitor subcontractors with any scrupulous-
ness. So, in a corporatized environment where profit is a priority, a corporate 
practice of subcontracting to another war corporation and avoiding a lot of fiscal 
or regulatory oversight leads to instances of inadequate design and assembling of 
nuclear components, and abundant opportunity for fraud and waste. 

The international campaign known as Move the Nuclear Weapons Money 
cites sixteen major U.S. war corporations involved in producing nuclear weapons 
and their delivery systems. Running all manner of nuclear weapon production, 
Boeing, General Dynamics, Honeywell, Lockheed Martin, Northrop Grumman, 
and Raytheon gain the most from the nuclear weapon sector of the war racket.7 
Other major beneficiaries are Huntington Ingalls and Jacobs, according to the 
peace movement PAX, as cited by The Intercept.8

Construction firms and war corporations benefit from regular upgrades to 
the nuclear infrastructure.9 By the time this book hits shelves, the Department of 
War will have cut the ribbon on its new $1.3 billion nuclear command center at 
Offutt Air Force Base, Nebraska. Industry played this one well: It cost roughly 
$600 million/year to keep the old nuclear facilities at Offutt up and running, so 
Pentagon officials gave the green light to build a new facility, which ended up 
costing even more and was riddled with major structural flaws.10 New facilities, 
once all the kinks are worked out, will have new communications in order to 
direct the nuclear triad and, terrifyingly, make it easier to conduct nuclear war. 
Many new facilities are being built to support nuclear activities.11

The war industry’s nuclear weapons are spread out in a triad: land-based 
intercontinental ballistic missiles (ICBM), submarine-launched ballistic missiles 
(SLBM), and bombs and missiles released from aircraft. The Third Reich’s V-2 
rockets, upon which the U.S. military’s rocket program was based, were the first 
ICBMs that humans created. Hundreds of Boeing “Minuteman III” ICBMs are 
spread across bases, from Nebraska to North Dakota, Montana to Wyoming. 
Maintenance, control, and targeting of these missiles and training of missile 
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personnel take place at multiple sites across the U.S., particularly in Nebraska, 
Colorado, Utah, and California. A few hundred Lockheed Martin Trident II sub-
marine-launched ballistic missiles roam the seas aboard General Dynamics and 
Huntington Ingalls submarines and sit at Navy ports often run by corporations. 
The Trident II is a Lockheed Martin product, but many other corporations work 
on the missile.12 The third part of the triad, air-launched nuclear ordnance, is 
loaded onto aircraft, like Boeing B-1, Northrop Grumman B-2, and Boeing B-52 
bombers. These bombers operate out of bases from North Dakota to Louisiana. 
Corporations are constantly selling maintenance and upgrades for all three legs 
of the triad. 

Nuclear weapons drain human resources in many ways, not just through 
devastating violence. There’s brain drain, which we discussed at the end of 
Chapter Six. There’s also a lot of time and effort that goes into designing, con-
structing and maintaining the nuclear complex that could be spent elsewhere. Like 
many who work in the war industry, people working at national labs (including 
coders, mathematicians, and physicists) explain away their participation in such 
a wasteful and ghoulish endeavor thusly: they’re just technical experts; the mil-
itary is the one that makes the decisions.13 But consider this: The national labs 
could be used fulltime to study plate tectonics, brain injuries, climate catastrophe, 
photosynthesis, global plastic pollution, cancer, figuring out the most sustainable 
human population size, monitoring the sun for coronal mass ejections, and other 
complex problems facing humans and other animals. The possibilities are endless.

MDA

War corporations long loathed the restrictions that the 1972 Anti-Ballistic 
Missile (ABM) Treaty had imposed on their potential sales. Boardrooms and 
corporate strategists saw the ABM Treaty as blocking a very lucrative field: the 
design, production, and sale of missiles and technology marketed as being able to 
intercept and shoot down incoming ICBMs.

The Strategic Defense Initiative was the industry-led push during the Reagan 
administration to channel government money into a harebrained system to defend 
against ballistic missiles. Never operationally effective, the SDI system easily 
chewed through $30 billion during its first decade in existence. This system was 
rebranded variously as National Missile Defense and Ballistic Missile Defense 
under the George H. W. Bush and William J. Clinton presidencies. Corporate 
groundwork laid during the Reagan, Bush, and Clinton administrations consisted 
of long-term lobbying, strategic allocation of campaign finance, cultivating ideo-
logues who revolve in and out of government, and building narratives through 
think tank publications and companions in corporate media. Part of the full-court 
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corporate press for getting rid of the ABM Treaty was hyping the “ballistic missile 
threat” from Russia, North Korea, Iran, and China. The U.S. needed an organiza-
tion dedicated to confronting such a threat, so the story went. Industry caught its 
big break when the war-friendly George W. Bush administration took office. The 
Bush administration, a hotbed of corporate greed, withdrew from the ABM Treaty 
in the spring of 2002. The Pentagon heeded industry counsel and immediately 
established the Missile Defense Agency, rolling all previous ABM technology and 
efforts into this agency designed to nurture, promote, and deploy such systems. 
MDA’s initial budget was around $10 billion (in 2017 dollars).

Products routed through the MDA ballistic missile defense program are 
marketed as intercepting ballistic missiles at different layers of their trajectory. 
The Lockheed Martin Aegis system uses Raytheon missiles to hit ballistic mis-
siles as they ascend. Aegis, on ships and ashore, integrates a wide variety of cor-
porate operations.14 A contract announcement from 31 August 2016 conveys this 
best: Aegis sites “incorporate highly integrated, classified, real-time networks that 
connect numerous contractor and U.S. government facilities required to build, 
integrate, test, and deliver computer code baselines.” Smaller corporations get 
in on Aegis.15 Threats sustain it all.16 Corporations are also working on drones 
to track and potentially disable enemy ballistic missiles shortly after launch.17 
Raytheon PATRIOT missile batteries (that “create new, high-tech jobs”18) target 
shorter-range ballistic missiles, and Lockheed Martin Terminal High Altitude 
Area Defense, or THAAD (supporting over 18,000 jobs in forty states, Lockheed 
Martin says19), aims to hit an incoming missile during its final phase of flight.

The middle layer in the MDA ballistic missile defense program is ground-
based midcourse defense (GMD). It aims to use kinetic energy (e.g. a Raytheon 
projectile and Aerojet Rocketdyne motor) to knock out the missile between ascent 
and descent. Many big corporations profit from GMD; two stand head and shoul-
ders above others. Northrop Grumman is in charge of a lot of the computer stuff, 
fire controls, and flight test boosters. Boeing is the prime contractor in charge of 
overall GMD development, integration, testing, operations, and sustainment. The 
CEO of Northrop Grumman styles the team as a smooth blend of “experience” 
with “heritage.” Boeing public relations paint Boeing as caring for a dear custom-
er, MDA.20 Corporate America leaves no corner un-corporatized. LSINC Corp. 
(Huntsville, AL) runs human resources at MDA.21 Major war corporations work 
together on GMD pieces through cooperation and subcontracting. 

Corporations also maintain and sustain radar systems that work with satel-
lites to warn of inbound ballistic missiles.22

The Missile Defense Agency and the war industry test the interception of 
ballistic missiles regularly—at least ten publicly-acknowledged tests from the 
time D.C. dissolved the ABM Treaty in 2002 through March 2019. Intercepting 



318 Understanding the War Industry

an incoming ICBM with ground-based interceptors is like hitting a bullet with 
a bullet. Actually, it’s harder; an incoming ICBM travels much faster than any 
pistol’s bullet. So, what is the Missile Defense Agency to do?

All tests involving ground-based interceptors are rigged. In real life, if 
a country launched a ballistic missile towards the United States, the Missile 
Defense Agency would have to figure out the location of the launch and the exact 
trajectory of the missile, then launch the correct interceptor missile(s) at the right 
time and place. In tests, MDA has had such information (launch location, time of 
launch, etc.) ahead of time and has operated against a single missile; no test has 
been close to real-world circumstance.23 

After a lull in testing, MDA took a new approach to increase its ability to 
declare success: launching multiple projectiles at one incoming missile.24 MDA 
declared its March 2019 test a success,25 despite glaring issues strongly suggest-
ing a cover-up.26

Whenever MDA finally hits a target during a test, industry think tanks cheer 
wildly.27

Testing shows us industry’s comprehensive monopoly over U.S. nuclear/
space infrastructure. The typical stateside test of GMD is centered around 
Vandenberg Air Force Base, the coastal California enclave. Uniformed military 
personnel are in the loop, but numerically inferior to corporate personnel during 
tests. Vandenberg is home to a wide variety of corporate interests.28 In ground-
based interceptor tests, war corporations operating within MDA launch a mock 
ICBM from the Kwajalein Atoll, a U.S. colony and part of the Marshall Islands 
in the Pacific Ocean. The war industry runs the Kwajalein launch site,29 which is 
named after Ronald Reagan. (The U.S. Department of War has conducted nuclear 
tests on atolls in the Marshall Islands and throughout the Pacific, leaving behind 
poisonous, radioactive debris.30 For example, the U.S. exploded twenty-three 
nuclear bombs in the Bikini Atoll—east of Enewetok Atoll, north/northwest of 
Kwajalein Atoll—during 1946-58.31) Corporations within MDA launch the in-
terceptor missile from Vandenberg. Even in these rigged tests, GMD has failed 
about half the time. No matter. For tests that took place from 2002 to 2015, the 
Pentagon forked over “more than $21 billion total for managing the system” in-
cluding $2 billion in performance bonuses to Boeing according to the LA Times.32 
Vandenberg and Kwajalein are major industry avenues. 

Some locations are almost entirely corporate. Wake Island is a U.S. colo-
ny located about 4,000 kilometers west of Hawai‘i as the crow flies. The War 
Department refers to Wake Island as a “strategic possession,” though Wake Island 
could be more accurately described as a business possession. Ninety-six of the 100 
personnel based at Wake Island are corporate mercenaries. Corporate America 
is constructing and upgrading facilities on the island. MDA conducts tests on 
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the island. Over 400 military aircraft, including Boeing and Lockheed Martin 
products, pass through Wake Island each year.33 Environmental remediation at 
Wake Island is ongoing. The Naval Facilities Engineering Command (NAVFAC) 
Pacific is often in charge of cleanup of the lands and waterways in and around the 
majestic Pacific. NAVFAC hands off this work to Corporate America.34

Waste is normal. By autumn 2016, the GMD portion of the anti-ballistic 
missile program had cost over $40 billion, according to the LA Times (Willman, 2 
Sept 2016). On 22 May 2017, the Pentagon allocated $1.088 billion to redesign the 
failing “exoatomospheric kill vehicle” of the GMD interceptor. This “redesigned 
kill vehicle” was developed by an industry team of Boeing, Lockheed Martin, 
and Raytheon. The team worked on the redesign for a little over two years; the 
Pentagon cancelled the redesign on 14 August 2019 because of “technical design 
problems.” A corporate apotheosis named Mike Griffin (in charge of Pentagon 
research) explained on 3 September 2019 that the Pentagon was not asking for 
its $1.088 billion back because the money had gone to “the acquisition of knowl-
edge, which will inform our future.”35 None of this well-defined waste stopped 
the Pentagon from then going ahead with the design and development of another, 
newer, “next-generation” interceptor for the GMD. The request for proposals was 
handed out to corporate reps at an industry day on 29 August 2019.36

Bipartisan support for “great power competition” allows industry expansion. 
The George W. Bush administration laid the groundwork for ground-based inter-
ceptors in Europe. The Barack H. Obama administration came through, approving 
the European Phased Adaptive Approach (EPAA), an industry-driven initiative 
that has promoted two lies: Iranian “threats” and “cost-effective” technology. The 
realities—that Iran doesn’t pose a missile threat to Europe or the U.S. and that the 
industry technology was quite costly—don’t matter to D.C. The EPAA is currently 
in full swing: warships with Lockheed Martin’s Aegis technology operate out of 
Naval Station Rota, Spain; Lockheed Martin THAAD (with Raytheon radar) and 
Raytheon PATRIOT systems (with Lockheed Martin missiles) operate in Turkey; 
an Aegis site in Deveselu, Romania, is up and running; and corporations are build-
ing another Aegis site in Poland, where U.S. military infrastructure has expanded 
under Obama and Trump. Missile defense is bipartisan in its hype and waste. 

Great power competition lights the way. The Deveselu location deserves 
scrutiny. Deveselu is one location of many where the U.S. war industry, through 
the Missile Defense Agency, deploys missile technology that menaces both target 
and host nations. The site is designed to operate against Russian missiles, but 
corporate officials and think tanks insist it is to counter the always-hyped Iranian 
threat.37 Even the most casual observer can recognize this as a ruse, since Iranian 
missile engineers lack capacity, funding and intent to develop anything close to a 
functioning long-range intercontinental ballistic missile program;38 Iran’s missile 
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program is regional, defensive, and tightly focused. Moscow appropriately views 
D.C.’s envelopment of Romania as an aggressive move. The missile “defense” 
equipment in Deveselu can be modified overnight for offensive capability.

In late spring, 2016, U.S. Deputy Secretary of War Bob Work inaugurated 
the missile installation in Deveselu. Prior to his term as Deputy Secretary of War, 
Work was head of one of the war industry’s favorite think tanks, the Center for 
a New American Security. CNAS’ major financial donors during 2016-17 repre-
sented a cross section of industry actors: major banks such as Bank of America 
and JPMorgan Chase; giant war corporations such as Raytheon and General 
Dynamics; war corporations that have grown in leaps and bounds in recent years 
such as CACI and Harris Corp.; foreign governments that purchase from the war 
industry such as the United Arab Emirates; foreign corporations such as BAE 
Systems (U.K.) and Leonardo DRS (Italy) that function as extensions of the U.S. 
war industry; and industry pressure groups such as NDIA.39

Lockheed Martin set up its Aegis product at the site in Deveselu. The 
product uses Lockheed Martin radar, Raytheon missiles, and Lockheed Martin 
launchers. KBR built many of the facilities on the 269-acre site. Soon, the whole 
gang showed up: CGI Federal matériel management software, Jacobs logistics, 
Parsons contractors, General Dynamics (CSRA) IT services, Vectrus (Exelis) 
IT infrastructure support, and IAP base operations support services. D.C. sold 
weapons to the Romanian government while the Deveselu Aegis site was getting 
up and running.40 The metastasizing implantation at Deveselu reminds us how 
industry is pushing us all closer to war. The establishment of the Deveselu site is a 
provocation, a massive middle finger: threatening the Russian public with attack, 
putting U.S. tax dollars into unnecessary products, and increasing Treasury debt 
issuance.

The anti-ballistic missile portion of the nuclear sector of the war racket is 
lucrative for many reasons. First, it requires the ongoing development of newer 
and ever newer technology. This is a limitless sinkhole: MDA funds pouring into 
war corporations. Second, per corporate modus operandi, for each generation of 
technology sold, tangential programs and technical support (e.g. transportation, 
ongoing maintenance, fiber optics, communication devices, associated satellite 
deployment and usage, radars, sensors, command & control facilities, R&D) will 
also be sold. Third, there is no accountability, as evinced by MDA’s track record. 

Corporations are thrilled. Northrop Grumman, for example, is “really excit-
ed” about “the missile defense space.” The corporation has tentacles in the entire 
missile defense/offense process: launch preparation, acquiring a missile, tracking 
the missile, intercepting the incoming missile, and using software and person-
nel to assess whether it hit its target, in addition to nuclear missile work, like 
the launcher subsystems it produces for Trident II ballistic missiles. A Northrop 
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Grumman official couches this as being “more responsive to our customer set.”41 
We end on that note.

THE MODERNIZATION SCAM

Industry pushed hard during the Bush and Obama administrations for a 
massive overhaul of the U.S. nuclear weapons complex. War corporations, their 
lobbyists, and PR firms pitched this to Capitol Hill as “rebuilding” a “crumbling” 
nuclear weapon infrastructure. When this was met with brief hesitation by some 
members of the Obama administration, the war industry assured them that a 
refurbished nuclear arsenal would lead to new arms control treaties that would 
ultimately reduce the number of deployed nuclear warheads. The Obama admin-
istration actually bought it,42 and gave a green light to “modernization.” Less 
surprisingly, Congressional proponents of nuclear modernization receive money 
from the war industry.43

This $1.74 trillion effort is currently underway and is expected to last for 
years.44 Corporations know that once “modernization” is underway it is difficult 
to stop. Costs will go through the roof. Facilities, bombs, warheads, command & 
control systems, weapons lab management, tactical aircraft, bomber aircraft, bal-
listic missiles (submarine-launched and land-based), and submarines are coming 
down the pike. Each weapon of war comes with more mandatory purchases—such 
goodies as hardware, software, launchers, bomb racks, guidance equipment, satel-
lite technology, training, maintenance, and facility modifications. Simultaneously, 
industry cooks up new related fields of profit (e.g. anti-area denial technology, 
low-yield nuclear weapons, hypersonic missiles) within the nuclear sector, and 
markets those fields as delivering a “flexible” and “tailored” “solution,” keeping 
the industrial gas pedal to the floor.

The New York Times justified modernization with a spoonful of great pow-
er competition: “With Russia on the warpath, China pressing its own territorial 
claims and Pakistan expanding its arsenal, the overall chances for Mr. Obama’s 
legacy of disarmament look increasingly dim, analysts say.”45 All corporate media 
have to do is blame Russian President Vladimir Putin. They do not provide con-
text, like mentioning that the mere increase in the U.S. war budget from 2018 to 
2019 was more than the entire Russian war budget,46 or that Russia’s economy, as 
measured by GDP, is smaller than Italy’s. Smaller than California’s, too.

This “modernization” of the U.S. nuclear arsenal was well underway by the 
time the 2018 Nuclear Posture Review came out. The NPR was issued from the 
Office of the Secretary of War, but employees of war corporations had significant 
input in its preparation and crafting. The Review warned of “aging components” 
and insufficient integration into the War Department’s existing nuclear command 
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& control infrastructure, especially in the face of “growing twenty-first century 
threats,”47 like Moscow and Beijing. The War Department’s fiscal year 2019 bud-
get shifted the expansion of nuclear arsenal into high gear, providing funds to 
actively develop different types of low-yield nuclear warheads and banning any 
reduction in the number of ICBMs. The chiefs of corporatized U.S. intelligence 
agencies (e.g. CIA, DIA, NSA) and the Director of National Intelligence appeared 
before Congress to hype “worldwide threats.”48 

Meanwhile: Danger. On 25 July 2018, Boeing received millions of dollars 
to work on Flight Termination Receiver 2.0 for the Air Force Nuclear Weapons 
Center at Hill Air Force Base, Utah. Because this Receiver can “self-destruct” a 
U.S. nuclear missile after launch, it increases the likelihood that U.S. military 
officers or the Executive Branch will launch a nuclear weapon toward a human 
population overseas. This is how war corporations jeopardize us all—contract by 
contract.

Under industry pressure and with its own parochial bureaucratic interests 
in mind, the U.S. Air Force is now developing a costly49 hydrogen bomb known 
as the B61-12. The B61-12 will replace other versions (among them, the -3, 
-4, -7, and -11). Industry presents this as a cost savings method. There are no 
government savings, however; the hundreds of B61-12 bombs to be manufac-
tured, in addition to associated costs (maintenance, spare and consumable parts, 
ongoing R&D, travel, field service reps, and other billable categories) outweigh 
potential savings. Corporate interests align behind the B61-12. Lockheed Martin 
is a main contractor. Boeing is selling a GPS-guided tail kit for the bomb based 
on knowhow developed for its Joint Direct Attack Munition (one of the corpo-
ration’s most popular and deadly products in the post-9.11 binge). The B61-12 
will likely be carried on Northrop Grumman B-2 and B-21 bombers, and Boeing 
and Lockheed Martin fighter jets. Corporatized national weapons labs help de-
sign the B61-12. The B61-12—costly in part because it will probably feature a 
variable “dial-a-yield” capability (50-350 kilotons, roughly 3-23 times what blew 
apart the civilian population of Hiroshima )—will be deployed to NATO bases 
in Europe against the will of the European public and in violation of the Nuclear 
Non-Proliferation Treaty. Most “military leaders believe that short-range ‘tactical’ 
nuclear weapons based in Europe have virtually no utility,” according to a former 
White House National Security Council director for defense policy and arms 
control.50 True. Which is why the war industry and its D.C. goons are trying (and 
succeeding!) in pumping up the meme of great power competition to override any 
sense of restraining norms. They need an enemy in order to justify their nuclear 
revamp. Journalist Joseph Trevithick, who usually fawns over war industry wares, 
described the B61-12 as having “proven to be time-consuming and very costly.”51 
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Testing of the B61-12 is ongoing, with plans to deploy it by the early 2020s. If 
history is any indication, costs will only go up.52 

The war industry develops new weaponry, too, under the guise of modern-
ization: a new cruise missile (the “Long Range Standoff missile,” for example, 
which can carry nuclear warheads) to be used on Northrop Grumman and Boeing 
bombers; a new fuse that increases threefold the destructive power of nuclear 
weapons, making Russia’s civilian and military forces more vulnerable to a U.S. 
first strike;53 the new Northrop Grumman B-21 bomber, featuring such goodies as 
United Technologies avionics and engines; new nuclear warheads marketed as in-
teroperable across the triad; new General Dynamics Columbia class submarines, 
featuring the upgraded Trident II; new ICBMs;54 and new “low yield” nuclear 
warhead, the W76-2, which debuted aboard the U.S. submarine fleet in 2019. 
Ultimately, spiffy new technology just makes nuclear weaponry easier to use.

Modernization is theft.
But modernization was not enough. International treaty protections that 

hinder profit had to be scotched.
The Intermediate-Range Nuclear Forces (INF) Treaty barred deployment 

of land-based cruise missiles and ballistic missiles with the ability to hit targets 
between 500 and 5,500 kilometers away. War corporations loathed the INF Treaty, 
as there is much money to be made in the development, sale, deployment, main-
tenance, and upgrade of short- and intermediate-range land-based missiles and 
missile launchers. Through the end of the Obama administration and into the 
first years of the Trump administration, war corporations lobbied hard against it 
behind closed doors. Yes-men, military careerists, and ideologues in government 
were eager to comply. But in order to withdraw from the INF Treaty, D.C. needed 
to find an excuse. Enter Russian President Vladimir Putin, the most effectively 
demonized man by U.S. corporate media. Industry think tanks, pundits, and pol-
iticians blamed Russia (its SSC-8 missile in particular) to justify reneging on the 
INF Treaty. Industry media affiliates followed tightly scripted coverage: 

• Do not mention the fact that NATO has expanded into former 
Warsaw Pact countries, right up to Russia’s borders. 

• Do not mention the war industry’s missile batteries in Eastern 
Europe. 

• Do not mention major NATO construction projects in Central and 
Eastern Europe.55 

• Do not mention D.C.’s $1.74 trillion-dollar upgrade to U.S. nuclear 
weaponry. 

• Do not mention the context in which the INF Treaty had been 
signed.56 
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Blaming Russia, D.C. withdrew from the INF treaty in August 2019.57 
D.C.’s withdrawal from the INF Treaty was the natural result of the corporate 
capture of U.S. government and a continuation of D.C.’s 2002 withdrawal from 
the ABM Treaty. Once free from the ABM Treaty, the U.S. war industry fully 
developed and deployed the Aegis Ballistic Missile Defense System. Once free 
from the INF Treaty, the U.S. war industry was able to develop and deploy in-
termediate-range missiles. The day after D.C. formally withdrew from the INF 
Treaty, Secretary of War Mark Esper (former Raytheon vice president) said he 
was in favor of deploying ground-based missiles to the Far East.58 Within a few 
weeks of withdrawing from the INF Treaty, the Pentagon and war industry had 
tested an intermediate-range missile.59 Raytheon had developed the payload, 
and Lockheed Martin was in charge of command & control and the launcher 
assembly, a lieutenant colonel in Pentagon public affairs informed me. Weaponry 
reaching well beyond 350 miles (approximately 563 kilometers) will be “industry 
standard,” according to Lieutenant General Eric Smith, commander of Marine 
Corps Combat Development Command.60

U.S. war corporations are also developing hypersonic missiles.
Hypersonic is anything that can fly five-times the speed of sound or faster. 

Hypersonics are fast and maneuverable. Two prototypes stand out in the U.S. 
arsenal right now: a “tactical boost glide” prototype, which is launched from a 
regular missile (itself launched from an aircraft) to fly through the atmosphere 
towards the target; another prototype, the “hypersonic air-breathing weapon con-
cept,” uses a scramjet (an engine, without a traditional turbine, that compresses 
air and combusts it to power the projectile) to fly horizontally towards the target. 
Potential targets of a hypersonic missile include apartment complexes, trains, 
bridges, tunnels, humans, military bases, radar installations, airports, seaports, 
aircraft carriers, and utilities. Hypersonic missiles can carry nuclear warheads, but 
first industry will put conventional warheads onboard. Promise.

Hypersonics increase the chance of war. Militaries around the world will 
put their forces on lengthy, taxing periods of high alert in order to try to recognize 
and track any incoming hypersonic missiles. But hypersonics are very difficult 
to track. Hypersonics are so fast that military and government leaders have a 
compressed time to react or even to make the simplest decision. It is a recipe for 
disaster.

Great power competition fuels the development of hypersonics. D.C.’s es-
tablishment media channel great power competition when justifying industry’s 
development of hypersonics: “After repeated warnings that Russia and China 
have each developed a hypersonic missile that could punch through U.S. missile 
defenses, the U.S. Air Force says it will spend an estimated $1 billion to develop 
one of its own.”61 When pressed on specifics, industry personalities cite Chinese 
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short-range hypersonic glide vehicle tests and claims from Russian President 
Vladimir Putin about Russian hypersonic missile capability. A major corporate 
persona, Michael Griffin, has been leading the charge on hypersonics, using a 
classic Cold War trick: pretending the enemy is leaps and bounds ahead of the 
U.S.62 

Michael Griffin is the Under Secretary of War for Research and Engineering. 
His corporate roots touch Johns Hopkins University Applied Physics Lab, CIA’s 
In-Q-Tel, and Orbital ATK.63 He is the recipient of the Missile Defense Agency’s 
Ronald Reagan Award. (He was chief technology officer for the Strategic Defense 
Initiative under the Reagan administration.) In his current capacity as Under 
Secretary, Griffin commands an immediate budget of around $20 billion. Using 
the passive voice, Aviation International News notes, “There has been a major 
push in the U.S. for the past couple of years for offensive and defensive hypersonic 
weapons development, including the awarding of more than $3 billion in contracts 
to major defense contractors Raytheon and Lockheed Martin.”64 Industry execu-
tives love hypersonics because there are no international agreements pertaining 
to hypersonic missile development or use—the ideal incubator for a corporate 
product of war.

Cost is no issue. Hundreds of millions of dollars across the War Department 
have been spent just developing the missiles’ composite ceramics that can with-
stand the high temperatures produced at hypersonic speeds. One test flight of 
a hypersonic vehicle can cost up to $100 million, according to The New York 
Times.65 On 23 September 2016, Lockheed Martin was allocated over $171 
million to work on the hypersonic air-breathing weapon concept with DARPA. 
On 31 October 2016, Raytheon was allocated over $174 million for the same 
project. (The Pentagon dropped over $2 billion into hypersonics prior to 2018.) In 
2018, the Pentagon gave Lockheed Martin more than $1.4 billion for hypersonic 
prototypes to be launched by Air Force aircraft. By June 2019, an industry team 
was ready with a prototype featuring Northrop Grumman’s 3D-printed engine and 
Raytheon’s air vehicle.66 By July 2019, Lockheed Martin’s hypersonics business 
had a value of around $3.5 billion.67 The FY2020 war budget had around $3 bil-
lion allocated publicly towards hypersonics. 

Republican and Democratic presidential administrations have promoted 
hypersonic research and development with equal vigor. Congress does its part 
by keeping the money torrential and by passing a law in 2018 demanding that 
the Pentagon has a hypersonic missile in service by autumn 2022. All sides in the 
military-industrial-congressional triangle are in sync. 

As we saw with many other newfangled weapons, developing offensive 
weaponry allows industry to then market defensive products to address the ramifi-
cations of targeted countries’ efforts to respond. To this end, Raytheon is currently 
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working to track and disable hypersonics from low-earth orbit. Industry is putting 
complementary infrastructure in place. The Space Development Agency, created 
by corporation-men like Mike Griffin and Pat Shanahan, has many tasks, one of 
which is developing and deploying sensors in low-earth orbit to track incoming 
hypersonic missiles and facilitate the Pentagon’s strike. Initial development of 
other command and control technology will cost billions.

It would be far safer to remove nuclear weapons from hair-trigger alert and 
start peace negotiations. But there’s no money in peace. As of April 2019, the 
MIC is no longer disclosing the size of its nuclear stockpile, at last count roughly 
3,800 warheads. More arms do not equal more power; a small portion of the U.S. 
nuclear arsenal could destroy all life on Earth dozens and dozens of times over.68 
Even limited nuclear war would end human life on Earth.69 These weapons are 
unusable. Yet nuclear war is only a matter of time under the current system. Even 
Paul Nitze, the coldest Cold Warrior and father of NSC 68 (one of the principal 
government documents abetting the post-WWII entrenchment of the U.S. war 
industry) came to realize the danger of nuclear weapons.70

Writer Richard Krushnic and Professor Jonathan Alan King summarize our 
circumstances:

Imagine for a moment a genuine absurdity: somewhere in the 
United States, the highly profitable operations of a set of corporations 
were based on the possibility that sooner or later your neighborhood 
would be destroyed and you and all your neighbors annihilated.71

The nations of the world have spoken. In December 2016, they voted in the 
United Nations General Assembly to begin the process of banning nuclear weap-
ons. The General Assembly adopted the Treaty on Prohibition of Nuclear Weapons 
on 7 July 2017. The International Campaign to Abolish Nuclear Weapons won the 
2017 Nobel Peace Prize. The U.S. war industry is the obstacle to achieving a 
world without nuclear weapons.
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Remotely Piloted Vehicles and 
Space Assets

UNMANNED AERIAL VEHICLES

One of the war industry’s favorite products is the remotely piloted vehicle, 
also known as unmanned aerial vehicle (UAV) or “drone.”1 Drones can perform 
the following tasks: watching from above (“surveilling”), launching ordnance 
against a ground or air target, “painting the target” with a laser so that ordnance 
from another aircraft or ship can strike it. This technology distances the MIC 
and the U.S. public from the tangible and visceral effects of war. Drones offer a 
suitable form of warfare for image-conscious corporate entities.

Drones come in all makes, models, and sizes.2 

The big drones include:
• General Atomics MQ-9 Reaper (often armed with missiles)
• General Atomics MQ-1 Predator (retired; formerly used by CIA and the 

U.S. Air Force)
• General Atomics MQ-1C (an upgraded Predator for the U.S. Army)
• Northrop Grumman RQ-4 Global Hawk (flies higher than the MQ-9)
• Northrop Grumman MQ-4C Triton (similar to RQ-4, and often used to 

observe open ocean)

The small drones include:
• AeroVironment Switchblade and Raven
• Boeing (Insitu) ScanEagle 
• Boeing (Insitu) RQ-21A Blackjack 
• Northrop Grumman MQ-8C Fire Scout (a Textron helicopter)
• Textron (AAI) RQ-7 Shadow 

Big war corporations win altogether in the drone game. 
Different war corporations profit together on the same contract. For ex-

ample, these corporations—PAE, Constellis’ Academi division, Boeing’s Insitu, 
and Textron’s AAI—have worked under the same contract to provide drones, 
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maintenance, and technical support to the U.S. government worldwide.3 Here too, 
multiple corporations coming together to benefit from one transaction happens 
regularly: four selling management for the Navy’s Program Executive Office for 
Unmanned Systems; seven selling long- and medium-range drones; and six sell-
ing expertise developing drones that work together, autonomously, in areas where 
GPS is not working or is jammed.4 All for one, and one for all! 

War corporations also profit together by producing goods and services for 
one another’s platforms. Take the General Atomics MQ-9. General Atomics 
makes the drone’s body. Honeywell makes the engine. Boeing, Lockheed Martin, 
and Raytheon make the bombs and missiles. L3 makes the training system and 
sells depot maintenance, and Raytheon makes the targeting sensor and the ra-
dar warning receiver. Many corporations sell goods and services for the MQ-9.5 
It is worth noting that General Atomics drones don’t just show up on bases in 
Afghanistan, Iraq, Djibouti, and elsewhere. They’re transported in cargo aircraft, 
like the Lockheed Martin C-130. When one war corporation wins, they all win. 

This tally doesn’t include all of the war corporations that work on the satel-
lites that relay communications between the drone and the U.S. Air Force back in 
the United States, which controls many large drones operating overseas. Corporate 
equipment, which is located on Ramstein Air Base in Germany, reportedly aids 
in the relay of these signals to and from Middle East warzones.6 (Senior German 
politicians, including the chancellor, feign ignorance on this matter.) Corporate 
interests intersect in the drone sector like fine needlepoint.7 Many corporations 
profit from the Pentagon’s drone-binge (though given the industry role in pushing 
for increased use of drones, one might call it a force-feeding).

The military and congressional sides of the MIC triangle do their parts. The 
former Textron official now in charge of Pentagon acquisition, Ellen Lord, set 
up The Trusted Capital Marketplace, wherein the War Department pairs private 
funding with rising war corporations. This ensures investment in the war industry 
is plentiful in years to come. Lord first steered that Marketplace toward corpora-
tions that make small drones. Congress’ 2018 NDAA required the establishment 
of such a Marketplace. 

Great power competition warrants drone deployments encroaching upon 
Russia and China. Northrop Grumman RQ-4 Global Hawks fly over the Black Sea 
and South China Sea, for example. General Atomics MQ-9 Reaper drones, oper-
ated by the U.S. Air Force, are now at Mirosławiec Air Base, Poland. U.S. merce-
naries (“contractors”) play a major role in the drone program on Mirosławiec. You 
know Lockheed Martin’s Aegis weapon system is located in Deveselu, Romania. 
Well, General Atomics MQ-9 drones also operate out of Campia Turzii, a five-
hour bus ride north of Deveselu. Meanwhile, U.S. corporations are designing 
underwater weapons systems, operating IT infrastructure, and administering 



338 Understanding the War Industry

matériel in Bulgaria.8 In summer 2019, Bulgaria’s Council of Ministers approved 
agreements to purchase roughly $1.3 billion of Lockheed Martin fighter jets and 
equipment.9 In autumn 2018 and 2019, the MQ-9 took part in military exercises in 
Ukraine, part of the latest U.S. thrust in Russia’s orbit. Industry sales and military 
deployments overlap again.

IN YOUR FACE (Fairs, Air Shows, Conferences, Exhibits)

Corporations have many opportunities to market and sell goods and services 
to the War Department and governments around the world. Corporate displays 
(fairs, air shows, conferences, exhibits) remind us of the promotional nature of 
industry.

The Defense Security Cooperation Agency (DSCA), the government agency 
in charge of facilitating the sale of U.S. weaponry to other countries, is working 
with D.C. to change the Conventional Arms Trade (CAT) policy, so industry can 
sell armed drones to some of the Gulf countries—absolutist regimes like Bahrain, 
Qatar, Saudi Arabia, and the UAE. This was seen clearly at the most recent 
International Defence Exhibition & Conference (IDEX) held in the Emirate of 
Abu Dhabi, located along the southern elbow of the Persian Gulf.10 Every major 
and minor U.S. war corporation with metal in the drone game was present at 
IDEX 2019, from AAR Mobility Systems to Vertex Aerospace. (Vertex, a former 
division of L3, was sold recently to American Industrial Partners). Billions of 
dollars of deals were penned. More money is up for grabs if these drones could be 
armed, so industry cited great power competition: blame Chinese arms merchants 
to justify increased sales, including potentially armed drones, to Gulf regimes. 
China has encroached on the territory of U.S. war corporations by selling drones 
to Gulf governments. Journalist Natasha Turak quoted the international market 
area director of a drone manufacturer AeroVironment: “The Chinese are definitely 
a threat.”11 Turak reported that the executive’s “colleagues attested to the lengthy 
U.S. government process for approving even non-lethal drone exports, which they 
described as a hindrance to international business,”12 putting more pressure on 
DSCA to expedite sales. IDEX is one of dozens of displays (arms fairs, air shows, 
conferences, exhibits, and symposia) that the war industry puts on every year. All 
such displays are designed by industry to boost profits. 

Fairs. Look at Eurosatory, an arms fair that is held every two years in Paris. 
Under tight security, international VIPs, war industry salespeople, uniformed mil-
itary personnel, and government officials schmooze, talk shop, and peruse goods 
and “solutions.” Salespeople are personable, knowledgeable, smooth, and charis-
matic. They are performers. They share laughs, commiserate, provide insight, and 
establish a friendship or two. The layout is bewildering, like a good casino. The 
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customer (typically a high-ranking military officer or government official) must 
wander, shop, and sample.

Air shows. The average Joe or the passing onlooker sees planes perform 
tricks in the sky. Profiteers see an opportunity to sell, sell, sell. War corporations 
sponsor international air shows and use them to sit down with delegations from 
dozens of countries. The executive in charge of Raytheon International explains 
his presence at the 2018 U.K. Farnborough International Air Show: “During the 
course of the last couple of days we’ve had well over 400 meetings with over thir-
ty delegations from thirty-two different countries.”13 The Bahrain International 
Air Show (BIAS), held in part at Al-Sakhir Air Base in the tiny island country, is 
“commercially-focused” and “seeks to give aerospace businesses a personalized 
experience, offering access to high-level delegations within the aerospace com-
munity all within a dedicated arena.”14 Established in 2010 in Bahrain, which is 
ruled by the unelected Al-Khalifa regime, BIAS “is renowned for its world-class 
facilities providing an opportunity to meet with industry peers and customers and 
participate in the civil and military delegations programme.”15 Naturally, there is 
a propaganda aspect to air shows.16

Conferences. War corporations sponsor conferences to bring together con-
tracting officials, political operatives, and salespeople under one roof. Journalists 
Dana Priest and William Arkin sum up the essence when describing one particular 
conference: Vendors “paid for access to some of the people who decide what 
services and gadgets to buy for troops.”17 Conferences often focus on a specific 
or burgeoning sector of the war industry. CyberCon 2018, for example, was held 
at the Ritz-Carlton in Pentagon City and brought to you by ManTech, Raytheon, 
and KPMG. You know ManTech and Raytheon, both among the top sellers of IT 
services and cyber goods to the military, the Department of Homeland Security, 
and other armed bureaucracies. KPMG sells financial services to the Pentagon 
and war corporations. (Pressure groups’ annual meetings are also effective face-
to-face networking events.18)

Exhibits. London’s Defense & Security Equipment International (DSEI) is 
a massive arms fair masquerading as an “exhibit.” Sponsored in 2019 by General 
Dynamics and the U.K.’s BAE Systems, DSEI is a monster. Spanning pavilion af-
ter pavilion, the 2019 event featured five “zones”—aerospace, land, sea, security, 
and a holistic “joint” zone (tackling communication, medical, and innovation). 
The corporations behind DSEI are proud of the exhibit’s “international business 
opportunities,” in which more than 2,750 “global VIPs” from nearly one hundred 
nations ink deals while perusing the latest war goods and services.

Symposia are different. Symposia are networking events. The Space & 
Missile Defense Symposium, for example, takes place annually in Huntsville, 
Alabama. Sponsored by various war corporations, the SMD Symposium attracts 
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academics, uniformed military officials, corporate representatives, and friendly 
media. There are plenty of showcases. Panels promote industry solutions to 
any problem or challenge. Fora are comparable to symposia. The 2019 Reagan 
National Defense Forum in Simi Valley, California, is a strong example. War 
corporations sponsored the invite-only event. Prominent congresspeople were on 
the steering committee and in attendance. All speakers were MIC elites, current 
and former. They promoted fear, pretexts, high military budgets, and worldwide 
military and intelligence operations. Corporate media moderated.

VARIATIONS ON A THEME

Small drones instruct us about industry’s reach and arms proliferation.
AeroVironment is a war corporation with facilities in southern California. 

AeroVironment’s kamikaze attack drone, Switchblade, sells well.19 Grunts can 
carry the Switchblade in a backpack, set it airborne within minutes, and guide it to 
hover above the target until they decide to send it in for the kill. AeroVironment’s 
RQ-20B Puma and the RQ-11 Raven are other strong sellers. The Puma and 
Raven are both hand-launched, fixed-wing drones. AeroVironment has sold to the 
brutal Egyptian regime and such European nations as Estonia, Norway and the 
Ukraine.20 Great power competition demands sales to Eastern Europe, as DSCA 
director Lieutenant General Charles Hooper made clear on his 4 June 2019 visit 
to the Brookings Institution.21 

Textron’s AAI division manufactures the popular RQ-7 Shadow, a smallish 
drone that can be launched from a pneumatic catapult towed on a trailer. Textron 
sells a variety of goods and services related to the Shadow. Work takes place in the 
U.S. (corporate facilities in Hunt Valley, MD, and Fort Huachuca, AZ) and such 
warzones as Afghanistan and Iraq. Foreign customers have included Canberra, 
Rome, and Stockholm. Other corporations profit via Textron’s Shadow.22 Big 
drones or small, profit for all. 

Kratos is a war corporation that has seen impressive growth in recent years. 
It has sold a variety of goods and services to the U.S. military, including rocket 
motors, command & control systems for satellite operations, and devices for 
target practice. An aerial target that mimics an incoming cruise missile is one of 
its best-selling products. Kratos is also working on a drone (the “Valkyrie”) that 
works like a wingman, accompanying a manned fighter pilot into battle.

Kratos introduces us to “swarming” drones. Industry is currently pushing 
drones that swarm a target. DARPA’s Gremlins is one such program: tiny drones 
are dropped from an aircraft, go do their mission, and then are picked up by a 
Lockheed Martin C-130 cargo plane. Corporations visualize Gremlins as inter-
connected air-bots that work together to overwhelm the enemy. Gremlins ought 
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to be able to organize themselves in the heat of battle and make some decisions 
without human input. War corporations develop every single part of the Gremlins 
program.23 Kratos fabricates the air vehicles. Its work takes place across the 
country, including corporate facilities and War Department airspace in Alabama, 
Arizona, California, Michigan, Nevada, New York, and Washington. Swarming 
programs are becoming more and more popular.24 Capitalists market swarming 
drones as “low-cost,” “revolutionary,” and benefiting mankind through civilian 
applications, like search and rescue.

When pushed on the necessity to ban drone weaponry before it prolifer-
ates, the war industry resorts to tropes: “progress cannot be stopped” or “if we 
don’t do it, the Russians and Chinese will be leaders in this field.” The spiral is 
always upwards toward profit and conflict. The proliferation of drones now allows 
war corporations to cash in on developing technology to stop all these drones 
(technology known as “counter-UAS”). Counter-UAS technology stops drones 
by jamming or hacking the incoming vehicle or shooting projectiles at it. Black 
Dart, centered around U.S. Navy infrastructure at Point Mugu, California, is the 
Pentagon’s main contribution to developing and testing corporate counter-UAS 
technologies. Many U.S. and allied war corporations sell counter-UAS goods and 
services.25 Governments worldwide are stepping up counter-UAS purchases. At 
an arms fair in London, one Raytheon vice president used regrettable language 
to sum up the counter-UAS sector: “It’s exploded: Counter-unmanned aircraft 
systems is the in-vogue discussion on weapon space and solution set at every 
trade show we’ve been to. It’s a nonstop revolving door of interested customers 
in our solutions.”26 

Patterns of industry behavior echo across time. The war industry pushed for 
ballistic missiles, then pushed for anti-ballistic missiles. The war industry pushed 
for GPS-guided missiles, then pushed for new surface-to-air missile batteries with 
advanced radar to destroy the precision missiles. It pushed for cyber tools and 
weapons, then pushed for cyber defenses once those tools and weapons became 
ubiquitous. Corporations follow this pattern today with drone technology, devel-
oping technology that disables and takes down drones (now that everyone from 
nation-states to formal militias to gangs have drones). War corporations prolifer-
ated drones, and are now profiting from disabling such weaponry. Profit in, profit 
out.

Drones are not just flying around in the sky. Unmanned undersea vehicles 
(UUVs) roam the oceans. Industry knows the deep blue sea too offers room for 
profitable drone warfare. The Chief of Naval Operations and Navy admirals have 
an institutional and financial incentive to go along for the UUV ride. In sum-
mer 2018, the U.S. Navy took UUVs to the next level, inking a contract with 
about two-dozen war corporations for UUV R&D. Signatories included major 
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corporations (General Dynamics, Northrop Grumman, Lockheed Martin), aca-
demic organizations (Draper Lab, Southwest Research Institute, Woods Hole 
Oceanographic Institute), and information technology powerhouses (L3 and 
SAIC). This contract suffused UUV research and development throughout indus-
try. From that point on, selling UUV goods and services was as humdrum as 
selling any other sector of war. Boeing’s Orca Extra Large UUV is a frontrunner 
right now in the UUV sector. UUVs present a growing market.27 The Pentagon is a 
piggish kingpin, and the war industry is an artful, tyrannical restaurateur cooking 
up an endless buffet. 

A domestic construction boom has accompanied the industry’s push for, and 
the Pentagon’s investment in, unmanned vehicles. In less than twelve months, 
drone-related construction involved expanding drone facilities at Marine Corps 
Air Station Cherry Point, mid-coast North Carolina; building mission control fa-
cilities for Northrop Grumman drones at Naval Air Station Jacksonville, Florida, 
and Naval Air Station Whidbey Island, Washington; building hangars for drones 
at Naval Station Mayport, Florida, and Fort Wainwright, Alaska; and working 
on a variety of projects at the major drone hubs of Creech Air Force Base and 
Nellis Air Force Base, Nevada.28 Construction associated with General Atomics 
drones has inundated National Guard units (Arizona’s Air National Guard 214th 
Reconnaissance Group, Arkansas’ Air National Guard 188th Wing, and New 
York’s Air National Guard 174th Attack Wing). Construction at these Guard sites 
is ongoing and includes operations and intel production facilities.

The War Department and CIA have built up drone facilities overseas, 
particularly on the African continent (e.g. Djibouti, Ethiopia, Kenya, Niger, and 
the Seychelles). Most drone operations in Djibouti have been transferred from 
Camp Lemonnier to Chabelley Airfield to avoid problems with drone crashes.29 
(Some say that local air traffic controllers were protesting the foreign military 
presence by not giving U.S. drones the go-ahead to land until they were very 
low on fuel.) The war industry and the Pentagon claim drone infrastructure in 
Niger, in addition to U.S. military bases in southern Italy, helps hunt Islamists in 
Libya. Concordantly, drone infrastructure in east Africa and Saudi Arabia helps 
hunt Islamists in Somalia and Yemen. Drone infrastructure in Afghanistan assists 
in the hunt for Islamists in Pakistan and patrols Afghanistan’s border with Iran. 
Excuses abound.

DEATH TOLL

President George W. Bush normalized D.C.’s use of drones to kill black and 
brown people in distant lands. President Barack H. Obama escalated this form of 
murder.30 The General Atomics MQ-1 Predator was the favored instrument during 
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the early years of the Bush administration. The General Atomics MQ-9 Reaper 
gradually took over this role, assuming the pole position by the end of the Obama 
administration.31 The U.S. Air Force basically runs CIA’s drone program32—a 
program built purchasing goods and services from the war industry.

D.C. vowed it would only use drones to kill someone when it wasn’t feasible 
to capture the person. In order to be able to strike often, D.C.’s legal experts 
redefined the meaning of feasibility. D.C. promised it would only target people 
who posed an “imminent threat” to the United States. But victims of drone strikes 
were just going about their day—thousands of miles away.33 So what did D.C. do? 
It redefined the meaning of imminence!34

The bodies stacked up. By early 2013, D.C. had killed five thousand people 
via drone strike, according to some estimates.35 Sometimes, after an initial drone 
strike, U.S. drone pilots and sensor operators would wait for first responders and 
concerned crowds to arrive and then launch another missile. (This is the same 
tactic some suicide bombers have used across the Middle East: wait for first re-
sponders and then detonate a second explosive, killing more innocents.) At the 
time of this writing, D.C. had used drones to kill over 8,000 people.36 

MIC members and corporate media applaud. Military-intelligence are using 
“persistent surveillance” to “strike known terrorists,” they say. The Pentagon has 
“successfully removed a high-value target from the theater,” they say. All sides 
of the military-industrial-congressional triangle play a crucial role convincing the 
U.S. public that the operations are necessary, accurate, and precise. They only 
kill the “bad guys.” Operations are nothing of the sort. In a “signature strike,” 
CIA and the U.S. military target humans based on their behavior,37 not any con-
clusive information that indicates an individual is about to harm U.S. civilians in 
a terrorist attack. Historian Eric Hobsbawm reminded us, “The greatest cruelties 
of our century have been the impersonal cruelties of remote decision, of system 
and routine, especially when they could be justified as regrettably operational 
necessities.”38 His words can apply to drones or D.C.’s operations as a whole. 
Hobsbawm was talking about the twentieth century. Horrifically, the twenty-first 
has been no better.

ONE SEASON

One season of drone sales illuminates the nature of industrial war. While 
many of us in the northern hemisphere were baking in the heat during June-August 
2018, the U.S. war industry was selling drones and related technology (receipts 
topping $3,509,000,000, by my count). Yes, 3.5 billion.

Corporate operations. Three corporations that own and operate drones for 
the U.S. military overseas sold such services in summer 2018: General Atomics, 
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Textron AAI, and Boeing. The Pentagon credited General Atomics’ hands-on con-
tribution as “surge support” in Afghanistan, but that is disingenuous, since corpo-
rations pressure Congress and the military to increase the scope of war. Textron 
AAI’s work was specifically for protecting military facilities, and Boeing’s—the 
unarmed ScanEagle drone—was for special operations. These corporations are 
not just selling products to the U.S. Armed Forces. They make millions selling 
and often operating drones, further increasing the corporate takeover of what was 
once an inherently governmental job: waging war.39

Loyalty. Though headquartered in Virginia, California, and other parts of the 
United States, war corporations have no loyalty to the nation. They are loyal to 
the almighty dollar, Euro, riyal, or any currency that comes their way. Boeing’s 
main drone division, Insitu, manufactures and assembles its products along the 
Columbia River in the Pacific Northwest. Two of its bestselling small drones are 
the Blackjack and the ScanEagle. On 29 June, Boeing sold ScanEagle drones to 
Lebanon, and on 21 August sold Blackjack equipment to Poland. On 26 July, 
AeroVironment sold communications devices to Norway for use with its drones. 
On 24 July, Boeing sold ScanEagle systems and spares, which the Pentagon is 
giving to Afghanistan’s military. The U.S. occupation of Afghanistan is approach-
ing its twentieth year—two decades of profiteering.

The “jobs” ploy. The industry’s drone sector provides opportunity to create 
and market new weaponry, all the while pretending such weaponry is good for 
jobs. Boeing’s MQ-25 Stingray is a good example of this. On 30 August, Boeing 
sealed a deal (worth up to $805 million) to provide the War Department with four 
MQ-25 drones, which are capable of flying from aircraft carriers. Like any profi-
cient war corporation, Boeing spreads production across congressional districts. 
The MQ-25 Stingray is worked on in Missouri, Indiana, Iowa, Florida, California, 
and overseas locations. The claim that the “defense” industry brings jobs is a stale 
public relations ploy. It hides a truth worth repeating: Spending on healthcare, 
education, or clean energy creates more jobs than spending on war.40

Academia. The longer the wars last, the more academic institutions are 
corrupted. Here, too. On 14 August, George Mason University received over $60 
million to help the Air Force Research Lab improve hardware and software that 
connect and synchronize small drones.41

Schemes. By now you’re familiar with the General Atomics MQ-9, the 
Pentagon’s workhorse. When there’s a U.S. drone strike, the MQ-9 is the likely 
culprit. War corporations are constantly selling upgrades and supplementary drone 
services to the War Department.42 No consumer would ever pay for mandatory 
software upgrades on their 2018 automobile immediately after driving it off the 
lot, yet this sort of slick salesmanship is commonplace in the war machine. Such 



 Remotely Piloted Vehicles and Space Assets 345

treachery reveals industry’s supremacy within the military-industrial-congressio-
nal triangle.

Cooperation. Raytheon produces many aircraft sensors in McKinney, 
Texas, including electro-optical, infrared (EO/IR) devices that go on the under-
side of other corporation’s drones. These devices are the “eyes” of the drone. Very 
expensive eyes. Raytheon sold plenty of EO/IR work throughout the summer.43 
The day before U.S. Independence Day, the British corporation Rolls-Royce sold 
the Pentagon $420 million of maintenance and repair on Northrop Grumman MQ-
4C’s engines. Any platform (a ship, an aircraft, or a land vehicle) is an opportuni-
ty, for which war corporations sell goods and services.

While the Pentagon spends billions of dollars on drones, students struggle 
with mounting debt, children go hungry, the natural world suffers the sixth great 
extinction, and the nation writhes under stagnant wages, mental illness, and a lack 
of universal healthcare. Drone-related sales during summer 2018—totaling over 
$3.5 billion by my count—show how profitable this sector of war really is. And 
this sector is expected to grow with a new, profit-friendly drone export policy.44

This is not enough for the MIC’s top tier. Bill Greenwalt has worked as U.S. 
Deputy Under Secretary of War for Industrial Policy, director of federal acquisi-
tion at Lockheed Martin, and staffer at the Senate Armed Services Committee. If 
anyone embodies the military-industrial-congressional triangle, it’s Bill—he has 
worked in each side. Bill now cites great power competition to further loosen the 
rules governing weapon exports.45 

As of March 2019, the Executive Branch no longer required the Office of 
the Director of National Intelligence to release summaries of CIA drone strikes, 
including the numbers of civilians killed, outside of declared warzones.46 This 
new executive order changed nothing, I argue, because ODNI had been releas-
ing clearly falsified numbers.47 The new executive order still required the War 
Department to report on civilian casualties, though these tallies too have been 
suspiciously low.

SPACE: THE FINAL PROFITEER

Drones observe Earth and its peoples from relatively close by. A General 
Atomics MQ-9 can fly as high as 50,000 feet (15,240 meters), a Northrop 
Grumman RQ-4 up to 60,000 feet (18,288 meters). Satellites orbit at higher alti-
tudes, cover a wider territory, and stay aloft for much longer durations. The use 
of U.S. satellites in the planning and execution of military operations became 
commonplace in the 1980s, particularly during U.S. aggression against both Iran 
and Iraq in the First Gulf War (1980-88), the Israeli attack against Iraq in June 
1981, the 1983 U.S. invasion of Grenada, the 1989 U.S. invasion of Panamá, and 
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repeated U.S. attacks against Libya in the Gulf of Sidra. The U.S. Armed Forces 
are now completely dependent upon satellites. The U.S. Air Force operates 77 sat-
ellites “vital to national security.”48 Parsing corporate activity vis-à-vis the space 
sector shines light on the militarization of what ought to be a peaceful realm.

The militarization of space has been in the works for decades.49 Space is one 
of many sectors in which war corporations cooperate.50 Today, efforts to militarize 
space take place mostly in California (Los Angeles Air Force Base and the sur-
rounding El Segundo portion of the city; and Vandenberg AFB in Santa Barbara 
County, located at the elbow of the California coast, a speedy two-hour drive 
northwest of Los Angeles); Colorado (Buckley AFB east of Denver in Aurora, 
Peterson AFB in Colorado Springs, and Schriever AFB east of Colorado Springs); 
and Florida (Cape Canaveral and Patrick AFB, co-located halfway up the state’s 
Atlantic coastline). The U.S. Air Force and the National Reconnaissance Office 
(NRO) launch satellites from Vandenberg and Cape Canaveral.

Headquartered in Chantilly, Virginia, NRO manufactures and launches sat-
ellites that snoop on planet Earth. Its satellites can reportedly aid electronic eaves-
dropping, map the earth, and measure the signatures that electronic installations 
and humans give off. To these ends, it works with other intelligence organizations, 
like the National Geospatial-Intelligence Agency (NGA) and CIA. Actually, I 
misspoke. NRO does not manufacture or launch satellites. War corporations do 
all of that for NRO. NRO is one of the most corporatized intelligence organi-
zations. War corporations design, manufacture, launch, maintain, and upgrade 
reconnaissance satellites. In practice, NRO is a corporate entity—run mostly by 
corporations, for corporate profit—managing “innovative overhead intelligence 
systems for national security.”51 

The space launch sites used by the U.S. Air Force and NRO are always 
getting upgraded. Recent construction projects include an NRO facility at 
Vandenberg AFB; a wharf at Cape Canaveral; and a hangar at Patrick AFB.52 

The big four—Boeing, Lockheed Martin, Northrop Grumman, Raytheon—
hog most design, development, and deployment of space-based technology.

Global navigation satellite systems (GNSS), upon which people rely in their 
daily doings, are corporate. The most famous GNSS is the global positioning 
system, or GPS. Large corporations like Boeing, Honeywell, and Lockheed 
Martin sell GPS provision and sustainment.53 Over budget and behind schedule, 
Raytheon is in charge of developing the new ground control system for GPS.54

Boeing has run satellites and ground technology that track human-made junk 
orbiting Earth and has run military communication satellites. Lockheed Martin’s 
space products are ubiquitous. The corporation develops, markets, and sells sat-
ellites for communications, tracking other satellites and space junk, ground and 
air navigation, and warning about missile launches. There are instances where 
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the corporation hypes the threat, manufactures the resulting satellite, launches the 
satellite, runs the ground stations monitoring the satellite, operates the satellite, 
and maintains the satellite. A sequence like this is hard to beat when it comes 
to profitability. Lockheed Martin has also run operations at North American 
Aerospace Defense Command (NORAD) at Cheyenne Mountain, just outside of 
Colorado Springs. NORAD is a U.S.-Canadian organization focusing on gov-
erning U.S.-Canada airspace. Lockheed Martin has deep relationships with other 
allied nations’ intelligence organizations that are developing space-based technol-
ogy, especially South Korean Defense Intelligence Command and British Defense 
Intelligence. As the go-to corporation, Lockheed Martin works with the National 
Aeronautics & Space Administration, NASA,55 garnering good press for seem-
ingly benign activity in the process. In addition to a huge presence at Air Force 
space locations, Lockheed Martin’s corporate space facilities cover Sunnyvale, 
California, and Littleton, Colorado, south of Denver. Northrop Grumman’s 
space products include satellites for monitoring weather, missile launches and 
tracking, and nuclear detonations; satellites for communication and navigation; 
lasers; and rocket engines. Raytheon prides itself on having a foot in all parts of 
the space program;56 Raytheon specializes in creating and selling the electronics 
and software underpinning space systems. Its products include radar, satellite 
communications, and navigation. All four of the aforementioned corporations 
work on lucrative, highly classified satellite projects, which are kept out of the 
public domain. This was a basic overview of the biggest corporations profiting 
from the space sector.

In addition to the fleet in its possession, the War Department purchases 
worldwide satellite communications services from such corporations as Artel 
LLC, SES Government Solutions, Inmarsat, and Iridium.

Militarization of space requires getting military satellites into orbit. 
The Evolved Expendable Launch Vehicle (EELV) is the overall program 

through which the U.S. Air Force and the National Reconnaissance Office launch 
products into space. EELV is “expendable” because it is used only once—the 
consummate consumable. A joint venture between Lockheed Martin and Boeing 
known as United Launch Services (ULS) produces launch vehicles (e.g. Delta 
IV, Atlas V, and new prototypes) to get satellites to orbit. The primary locations 
of ULS’ corporate activity should be familiar to you: Centennial and Littleton in 
Colorado, Vandenberg Air Force Base, and Cape Canaveral Air Station.57 

ULS doesn’t just sell launch vehicles. It sells all sorts of associated 
provisions.58

ULS had a monopoly on launching military payloads within the EELV pro-
gram until Elon Musk’s SpaceX entered the arena during fiscal years 2016-17.59 
Amazon CEO Jeff Bezos soon followed. On 10 October 2018, Bezos’ Blue Origin 
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LLC cut a $500 million deal to develop a prototype within the EELV program. 
Rocket propulsion is Aerojet Rocketdyne’s bread and butter. With production 
spread across the country,60 the corporation’s rockets propel everything from the 
portable Stinger surface-to-air missile61 to the upper stage of ULS’ Atlas V launch 
vehicle. Northrop Grumman sells solid rocket motors and booster segments (in 
addition to working on an upper stage engine for Bezos’ Blue Origin).62

The congressional side of the military-industrial-congressional triangle plays 
its role well. Section 1604 of fiscal year 2015 National Defense Authorization 
Act abetted U.S. space profiteering while demonizing Moscow. Section 1604 
“requires the development of a next-generation rocket propulsion system that will 
transition away from the use of non-allied space launch engines to a domestic 
alternative,” according to contract announcements.63 In other words, the U.S. 
Congress demands that by the year 2022 the U.S. Air Force and NRO stop relying 
on Russian RD-180 engines, which presently power the Atlas V launch vehicle 
out of Earth’s atmosphere. New launch vehicles with homegrown rockets are in 
the works: ULS’ Vulcan, Northrop Grumman’s OmegA, and Blue Origin’s New 
Glenn. These corporations are free to sell their launch services to commercial 
customers if the Pentagon does not select them to replace the Russians’ RD-180. 
Anti-Russia frenzy is good for war industry sales, including big-ticket items like 
rocket engines.

Corporations run the ranges where launch vehicles take flight. This comes in 
the form of “launch support services” (most tasks that help with the launch) and 
“range support services” (the general tasks that keep the range running and opera-
tional). The Western Range is comprised of Vandenberg Air Force Base and atolls 
in the Pacific Ocean. The Eastern Range is comprised of Patrick Air Force Base 
and Cape Canaveral Air Force Station (the duo halfway up Florida’s east coast), 
and Ascension Auxiliary Air Field. Ascension Island is located about halfway 
between South America and Africa in the middle of the Atlantic Ocean. Historian 
Daniel Immerwahr describes the island as “one of the most unappetizing landing 
spots on the map: jagged with rocks, waterless and far from everything… Yet in 
early 1942 the U.S. Army engineers had arrived, and within three months they had 
blasted off the island’s top and built a long landing strip, followed by barracks, a 
mess hall, and machine shops—everything needed to refresh the planes [carrying 
cargo and personnel fighting World War II] and send them onward.” Today, the 
war corporations and the U.S. Air Force on the island play a key role in tracking 
missiles and rockets launching from Florida. The U.K. is nominally in charge of 
Ascension.64

The Space & Missile Systems Center (SMC) at Los Angeles Air Force 
Base is the focal point in the Air Force through which corporations sell satellite 
constellations and militarize space. Corporations practically run SMC’s six main 
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directorates.65 The Aerospace Corp. runs SMC overall. The Aerospace Corp. sells 
these operations as “general life cycle systems engineering and integration support 
for the national space community.”66 War industry mercenaries greatly outnumber 
uniformed military personnel within SMC directorates.67 The focus of directorates 
differs, the color of the money doesn’t. No matter the job, corporations are in the 
lead. Mantech, which makes money selling products and contractor personnel to 
NSA, sells to the Air Force space program. Goods and services include security 
for SMC, specifically Sensitive Compartmented Information and special access 
programs.68 Johns Hopkins University Applied Physics Lab is very close with 
SMC.69 Corporations have taken charge of SMC financial and acquisition plans.70 
SMC’s vast IT and computer infrastructure is corporate.71 From highly-classified 
projects to financials and IT, corporations flood the space and expand.

Harris Corp. has assumed space jobs of all sizes, to the point where it is now 
the backbone of a lot of ground-based space monitoring.72

Guam is one of the overseas locations—two others are Thule Air Base in 
Greenland and Diego Garcia in the Indian Ocean—where Harris is operating and 
maintaining the Air Force Satellite Control Network. (The Pentagon’s only base 
north of the Arctic Circle, Thule is home to an airfield, a deep-water port, and 
powerful radar aimed at Russia’s northern coast.) The U.S. military destroyed 
Guam when wresting it from the Japanese during World War II. In retaking Guam 
from the Japanese, the U.S. Armed Forces destroyed Guam’s capital with bombs 
and artillery. Every major structure suffered damage or destruction.73 

Shortly after the hostilities ended and D.C. decided to keep Guam as a colo-
ny, a U.S. cargo plane landed from Australia. Tree snakes had hitched a ride in the 
plane’s wheel wells. Within three decades the tree snakes had caused more than 
half of Guam’s bird species to go extinct.74 U.S. militarism took it from there, dev-
astating the island’s environment. U.S. military facilities and infrastructure have 
wrecked pristine land and encroached upon the Guam National Wildlife Refuge, 
while Corporate America has run environmental studies and administered rudi-
ments of the decision-making processes regarding military activities on Guam.75 
Many corporations build and maintain U.S. military infrastructure in the Pacific, 
with a focus on facilities on Guam.76

Like Puerto Ricans, the indigenous Chamorro people on Guam have 
U.S. citizenship but not total rights. The Chamorro people were not allowed to 
speak Chamoru in government buildings and schools,77 just as Puerto Ricans 
were not allowed to speak Spanish in schools during the U.S. occupation, post 
Spanish American War. Puerto Rico and Guam share another difficulty: the War 
Department and the VA do not provide adequate medical facilities or staff in these 
colonies, so veterans of all ages and genders must fly to mainland U.S. or Hawai‘i, 
respectively, to get the medical care they need.
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U.S. military installations—including Andersen Air Force Base and Naval 
Base Guam—hog more than one quarter of Guam. Poverty on the island is higher 
than on mainland USA. Guam and the Chamorro people are fertile recruiting 
territory for the U.S. War Department, which uses significant financial incentives 
including signing bonuses to induce people to enlist. Expensive war goods like the 
Boeing B-1 bomber, the Northrop Grumman B-2 bomber, the Boeing B-52 bomb-
er, the Northrop Grumman MQ-4C drone, and Lockheed Martin cargo planes 
pollute the air and clog military bases and skies above. Other adverse impacts 
from the military presence include noise pollution, military housing allowances 
sending housing prices upward, and sexual crimes.78 

A variety of corporations sustains the U.S. military presence around the 
greater Marianas Islands, including running the Guam Range, where the U.S. Air 
Force trains, often using polluting ordnance, and running BOSS at Naval Base 
Guam and Naval Support Activity Andersen (surrounded by penury).79 Corporate 
America is building more infrastructure that will house and support an increased 
Marine Corps presence on Guam.80 Humans across the Northern Marianas islands 
are aware of and pushing back against this and against the Pentagon’s plans to 
use two islands, Pågan and Tinian, for target practice using industry ordnance 
(mortars, rockets, bombs, missiles).81 

Corporatization of space will not let up any time soon. The war industry is 
constantly seeking out new avenues for profit. For example, Advanced Technology 
International (ATI) has been allocated roughly $500 million since 2017 to run the 
Space Enterprise Consortium. The purpose of this Consortium is described by the 
Alexandria-based Space News:

When the Missile Defense Agency needed design concepts for a 
space-based sensor layer, it relied on a relatively new Air Force-funded 
organization to get the money into contractors [sic] hands faster than it 
could have done itself. Since it was stood up a year ago, the Air Force-
led Space Enterprise Consortium has seen rapid growth in industry 
participation and in funding. The consortium has roughly 200 members 
that include small and large businesses, nonprofit organizations and 
academic research institutions that compete for contracts, typically for 
designs of new concepts or advanced prototypes.82

The Space Enterprise Consortium is basically a way for industry to obtain 
government funding and sell space goods and services rapidly.

Conflicts of interest occur regularly in the space sector. For example, 
McKinsey & Co. implements the Space Acquisition Transformation Plan, which 
is primarily run out of Los Angeles Air Force Base. McKinsey & Co., a regular 
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seller to the War Department, is in charge of implementing this new plan regard-
ing how the Air Force will best acquire corporate-supplied space assets. And 
the Pentagon official in charge of crafting policies vis-à-vis the war industry is 
a former partner at McKinsey. He has since been promoted to chief of staff of 
the acting Secretary of War (the former Boeing executive named Pat Shanahan). 
McKinsey has not just aided and abetted the U.S. war machine. According to The 
New York Times, McKinsey has worked hard to support despots, authoritarians, 
and undemocratic regimes worldwide (allies and foes of the war industry alike). 
McKinsey recently snagged over $15.7 million to support the F-35 “affordability 
campaign,” an MIC initiative designed to present the F-35 Joint Strike Fighter as 
reasonably-priced, instead of the ultra-expensive, underperforming aircraft it is.83 
You can’t make this stuff up.

This has been a stark, though incomplete, outline of the goods and ser-
vices industry has sold to the federal government for military activities in space. 
Purportedly acting in the name and interest of the United States, the MIC—the 
Pentagon, the U.S. war industry, and Capitol Hill—has militarized space more 
than any nation or combination of nations. Or, as one executive might put it, the 
“space value chain is an entire suite of capabilities we use to make the world a 
safer place.”84

SPACE FORCE

For decades the U.S. war industry has lobbied for greater militarization of 
space. Major successes, from the standpoint of corporate profit, have included the 
1984 establishment of the Strategic Defense Initiative Organization and the 2002 
establishment of the Missile Defense Agency. But victories don’t stop industry 
pressure.

The establishment of a new, separate branch of the Armed Forces for 
space-related systems (and all the additional funding that would come with it) 
was always a long shot in the minds of war industry executives and lobbyists. 
The bureaucratic inertia of the Pentagon’s rings stood in the way of establishing 
this branch, now known as Space Force. It was only a matter of time before greed 
overcame it. It always does in matters of war and peace. The war industry recog-
nized an auspicious administration in the White House, one extra-compliant to the 
demands of corporate power, and leapt in. The President of the United States soon 
announced his desires for the creation of a Space Force. 

The reaction within D.C. post 2016 was initially mixed, in large part be-
cause one faction of the ruling elite had deep antipathy toward anything coming 
from that White House. Industry artiste Deborah Lee James85 represented the 
middle-of-the-road approach initially favored by some D.C. insiders. It took 
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only a few days for Secretary of War James Mattis to get in line.86 Business as 
usual—militarizing space—was charging full speed ahead even during the de-
liberations,87 while high-ranking officials stepped up the fear-mongering about 
great powers, Russia and China.88 By mid-autumn 2018 the U.S. Joint Chiefs of 
Staff were in favor of establishing a combatant command for space. Industry was 
giddy because the Pentagon’s leadership promised a speedy acquisition process.89 
By December 2018, a decision was made: the new unit, whether called a force or 
a command, was to reside within the Department of the Air Force.90 War indus-
try leaders seemed content with this option, because it would give corporations 
additional funding without greatly altering the existing functionality of Pentagon 
apparatuses.

Corporate executives and operatives at the National Space Council and its 
Users’ Advisory Group (UAG) worked behind the scenes to shape space policy. 
The former is comprised mostly of cabinet Secretaries and other high-ranking 
government officials whose departments and agencies have been largely captured 
by corporate interests: the Chairman of the Joint Chiefs of Staff, the Director of 
National Intelligence, the Secretary of Homeland Security, et al. Sources report 
that the war industry members on the National Space Council heavily influenced 
the Council’s direction. War industry executives powered the UAG.91 The estab-
lishment of a Space Development Agency—to focus on integrating the Pentagon’s 
technological demands and the industry’s wants—offered even more opportunity 
for profiteers. It didn’t matter that existing unified combatant commands, like 
U.S. Strategic Command, already wielded significant space assets. The war in-
dustry thrives from the sale of redundant goods and services across agencies, 
departments, and commands. And with Space Force/Command expected to cost 
at least $800 million to get up and running,92 there would be plenty of money to 
go around. As of March 2019, the expected cost of the unit had skyrocketed.93 
One month later, the Pentagon was pitching Space Force and Space Development 
Agency to U.S. Congress and using the ever-present great power “threat” to do 
so.94 On 22 May 2019, the Senate Armed Services Committee approved of Space 
Force. The plan would take Air Force Space Command and inject it with more 
corporate steroids. 

Cue the 2019 Missile Defense Review, which hyped up the traditional array 
of “threats”—Russia & China and Iran & North Korea, the “great powers” and 
“rogue states,” respectively—in order to justify “strengthening” and “expanding” 
missile defense,95 including spending an ungodly amount of money on layers of 
low-orbit satellites. While mentioning war corporations’ products, like the SM-6, 
the writers of the Missile Defense Review were careful to not mention war corpo-
rations’ names. Corporate personnel operating inside the Office of the Secretary 
of War helped craft the Missile Defense Review. They worked in concert with 
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Mike Griffin, the Under Secretary for War. Griffin is a veteran, I remind you. 
A corporate veteran, that is—a man who has trekked around boardrooms and 
government halls most of his adult life. The Guardian quotes Griffin as saying the 
proposed missile systems would be “affordable.”96

Tellingly, the Pentagon can’t even establish Space Command without 
Corporate America. So at no point is the need for and development of Space Force 
an issue which is free of corporate demand for profit and the force of its influence 
multipliers. On 8 April 2019, LinQuest received a contract “to accomplish the 
necessary functions to assist the establishment of U.S. Space Command.” The 
new acting Secretary of the Air Force (a former policy analyst in the war indus-
try and a former policy director for the Senate Armed Services Committee) was 
committed to Space Command and a Space Development Agency.97 In summer 
2019, the U.K. joined the U.S.-led Operation Olympic Defender for space opera-
tions against great powers. On 29 August 2019, the Pentagon formally established 
Space Command (SPACECOM) as the eleventh unified combatant command. 
The House and Senate Armed Services Committees—whose members industry 
targets with lobbyists, massive amounts of campaign financing, and think tank 
narratives—soon upgraded SPACECOM: In December 2019, the leaders of these 
Committees agreed in a bipartisan fashion to authorize Space Force as a military 
branch existing within the Department of the Air Force. (The arrangement is simi-
lar to how the Marine Corps is technically part of the U.S. Navy.) They formalized 
this in the fiscal year 2020 National Defense Authorization Act. 

I anticipate that Space Force will gain institutional and financial momentum 
and then leave the Air Force bureaucracy, becoming a fully independent branch of 
the military. And then, the sky is no limit.

ENDNOTES

1 “Drones” is their popular denomination, though the Pentagon typically uses the term “drone” 
when referring specifically to remotely-controlled airborne targets used in training sorties. Much of 
the early development and refining of U.S. drone technology occurred in the skies over Palestine and 
the Balkans in the 1990s. Textron’s RQ-7 drone is based on an Israeli model. The airframe that became 
the General Atomics MQ-1 drone was initially designed by an Israeli (Abroham Karem) and refined 
during the October War of 1973, according to journalist Yasha Levine (“Billionaire Brothers Behind 
America’s Predator Drones.” Alternet. 24 April 2013). As of this writing, there are more U.S. military 
trainees in the pipeline to fly drones than to fly manned aircraft. Worldwide, the drone business—
military and civilian—is worth $127B and growing, cited in Hoggins and Bernal “How the $127bn 
drone industry will change the way we live” (The Telegraph, 19 September 2019).

2 Military and industry have created different categories of drone, such as medium altitude, 
long-endurance (MALE). My analysis simplifies this and just divides industry’s drones into two 
categories: big and small. Smaller drones are often directed using controllers similar to or derived 
from popular video game consoles, closing a cycle that started with the Pentagon using video games 
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as recruitment tools. Highly-classified projects like Lockheed Martin’s RQ-170 are not considered 
in this analysis of big drones because such aircraft do not show up in the Department of War’s daily, 
public contract announcements.

3 On 8 June 2017, the War Dept. issued one such contract ($1.73 billion). Services include 
trained personnel, equipment, certifications, installation, operation, maintenance, sustainment, spares/
product support.

4 Relevant contracts issued 20 March 2018, 11 April 2018, 5 Sept 2018.
5 More corporations provide goods and services for the MQ-9. Battlespace Flight Services 

(Arlington, VA) sells drone support and maintenance in Afghanistan and at Creech AFB and Nellis 
AFB, USA. AECOM sells support and expertise for MQ-9 operations centers, including overseas 
operations based out of Ramstein AB, Germany, and Kadena AB, Japan. Fiber Dynamics (Wichita, KS) 
sells landing gear struts that use AGY (Aiken, SC) materials. Honeywell and General Atomics work 
together to produce a radar system giving the drone a better chance of avoiding mid-flight collisions. 
CAE USA (Tampa, FL), Crew Training International (Memphis, TN), and The Rockhill Group 
(Molino, FL) have sold training services and curricula for MQ-9 aircrew from California (March Air 
Reserve Base) to New York (Hancock Air National Guard Base) and in between (Creech AFB, NV, 
and Holloman AFB, NM). General Atomics sells fuel tanks that can be added to each wing to extend 
the drone’s time in air. L3’s Predator Mission Aircrew Training System was originally designed for the 
MQ-1 Predator, hence the name. The system, PMATS, has been updated and tweaked to train MQ-9 
Reaper sensor operators and pilots. After selling its sensor-based targeting system known as MTS-B 
to the Pentagon, Raytheon then sells additional turrets, engineering support, warehouse support, high-
def electronic units, program management, unit spares, tech data maintenance, depot maintenance, 
software maintenance, containers, configuration management, support equipment, and other services 
for the MTS-B. Good examples are contracts from 18 Dec 2014 and 18 Dec 2015.

6 “U.S. Ramstein Base Key in Drone Attacks.” Der Spiegel. 22 April 2015. “Even if the pilots 
are sitting at Air Force bases” in the U.S., “and even if the targets are located on the Horn of Africa 
or the Arab Peninsula, USAFE headquarters at Ramstein is almost always involved,” Der Spiegel 
reports. “Ramstein carries the signal to tell the drone what to do… Without Ramstein, drones could 
not function, at least not as they do now,” says one of Der Spiegel’s U.S. sources. Ramstein’s location 
is crucial: “No satellite circling the Earth has the ability to send a signal from Pakistan to the United 
States directly. The distance is too far and the curvature of the earth too great.” Using two satellites 
would slow down the connection too much. The U.S.-Germany connection is critical: “… every time 
a drone pilot in Creech begins his mission, he first logs into the Air and Space Operation Center 
(AOC) in Ramstein” where hundreds of troops “monitor the air space over Europe and Africa… Once 
a connection has been established between the drone pilots in Nevada and AOC in Ramstein, the 
commands are rerouted from the German base to a satellite. From space they are then transmitted 
to the drones.” The AOC in Ramstein is used by many corporate desk mercenaries in addition to 
uniformed troops.

7 Other examples include Leidos navigation and positioning technology for Textron’s RQ-7; 
Curtiss-Wright mission computers and Intel processors powering Northrop Grumman’s MQ-5B; and 
Raytheon software in Northrop Grumman’s MQ-8.

8 Siminski, Jacek. “Almost Unnoticed, U.S. Air Force Begins MQ-9 Reaper Drone Operations 
out of Poland.” The Aviationist. 30 May 2018. Insinna, Valerie. “MQ-9 Reaper drones in Romania? It 
could happen soon.” Defense News. 27 August 2018. Rempfer, Kyle. “Air Force MQ-9 Reaper drones 
based in Poland are now fully operational.” Air Force Times. 5 March 2019. Rempfer put the cost 
of one aircraft hangar in Campia Turzii at $950 million. EPS Corp. (Tinton Falls, NJ) sells technical 
expertise to develop and test underwater weapons, including on the Black Sea coast of Bulgaria. Other 
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EPS work in USA (New Jersey), Montenegro, and Italy. Relevant contracts: 9 Feb 2017, 15 Feb 2018, 
13 Feb 2019, 31 May 2017, 26 July 2016.

9 Adamowski, Jaroslaw. “Bulgaria approves draft deals to buy F-16s in record defense 
procurement.” Defense News. 10 July 2019.

10 Abu Dhabi is a major staging ground for arms fairs, air shows, and other displays. For 
example, it hosts UMEX, “the only event in the Middle East dedicated for drones, robotics, 
components, and unmanned systems,” per <www.umexabudhabi.ae>. With funding from the Emirate 
of Abu Dhabi, transnational capital, and international event trade bodies, the Abu Dhabi National 
Exhibitions Company Group organizes both IDEX and UMEX.

11 “Pentagon is scrambling as China ‘sells the hell out of’ armed drones to U.S. allies.” CNBC. 
21 February 2019.

12 “Pentagon is scrambling as China ‘sells the hell out of’ armed drones to U.S. allies.” CNBC.
13 “Raytheon’s Harris on Global Product Demand, International Sales, Partnerships.” Defense 

& Aerospace Report. 2 August 2018: <www.youtube.com/watch?v=phCJaKWZ-pE>, (1:02).
14 “About BIAS.” Bahrain International Air Show 14 > 16 November 2018.” <www.

bahraininternationalairshow.com/trade/about-bias>.
15 “About BIAS.” Bahrain International Air Show 14 > 16 November 2018.” Accessed 4 

August 2018: <www.bahraininternationalairshow.com/trade/about-bias>.
16 Captain Zoe Kotnik, the first-ever female commander of the U.S. Air Force’s F-16 Viper 

demonstration team, hinted at the allure of airshows: “What I’m looking forward to most is the 
potential to have an influence on younger generations… I know firsthand how impactful airshows 
can be and what a difference it makes to young people…” Quoted in Lam, Katherine (Fox News, 
13 February 2019). See also “Zoe Kotnik: First female F-16 demo commander out after two weeks” 
(BBC News, 12 February 2019). Public events where the crowd demonstrates collective, nationalist 
support for the Armed Forces (often in the presence of pricy war industry goods, like jet aircraft) are 
particularly alluring, as testified to in Rushing, Ty. “Doctor on Deployment: Sheldon physician serves 
Navy in Africa.” N’WestIowa.com. 4 July 2018.

17 Priest, Dana and William Arkin. “Top Secret America: National Security Inc.” Washington 
Post. 20 July 2010. “In mid-May, the national security industry held a black-tie evening funded by the 
same corporations seeking business from the defense, intelligence and congressional leaders seated 
at their tables. Such coziness worries other officials who believe the post-9/11 defense-intelligence-
corporate relationship has become, as one senior military intelligence officer described it, a ‘self-
licking ice cream cone.’ Another official, a longtime conservative staffer on the Senate Armed Services 
Committee, described it as ‘a living, breathing organism’ impossible to control or curtail. ‘How much 
money has been involved is just mind-boggling,’ he said. ‘We’ve built such a vast instrument. What 
are you going to do with this thing?’”

18 For example, all major U.S. war corporations attended the 2017 AUSA Annual Meeting, as 
made clear in: “Will you join us in 2018?” 2018 AUSA Annual Meeting and Exposition: A Professional 
Development Forum, p. 7.

19 Issued 27 Sept 2016, 27 Sept 2017, 29 Sept 2017, 2 Jan 2018, 20 April 2018, 23 March 2018, 
29 June 2018, 28 July 2018. Some U.S. Army units refer to Switchblade as a tactical missile, not a 
remotely piloted vehicle.

20 Issued 14 Sept 2018, 21 Sept 2018, 14 Sept 2015, 16 March 2018. The Russian menace is 
often invoked in the lead-up to and conclusion of such sales. The RQ-12 WASP was also included 
in a 26 July 2018 sale to Norway. Other customers include Canada, Germany, the Netherlands, and 
Portugal.
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21 Full conversation with Brookings’ Michael O’Hanlon available at Twardowski, Adam. 
“Advancing U.S. interests through security cooperation.” Brookings Institution. 11 June 2019.

22 Goods and services that Textron sells for the Shadow include sustainment, performance-
based logistics, engineering, memoranda, kits, program management, improvements, spares, 
technology insertions, technology refreshments, and regular upgrades to the drone’s system baseline. 
Other corporations are profiting. AECOM (URS) runs some testing & training and develops some of 
the tactics for drones. Leidos works on helping the RQ-7 navigate and conduct operations when the 
GPS system is offline or jammed. L3 produces RQ-7 spares in Salt Lake City, UT. Rockwell Collins 
provides onboard computer systems. Relevant Textron contracts: 27 Oct 2014, 27 March 2015, 3 April 
2015, 22 Jan 2016, 3 Feb 2016, 9 Feb 2016, 23 Sept 2016, 31 Oct 2016, 29 June 2017, 26 Sept 2017, 
2 Oct 2017, 27 Oct 2017, and 2018 (21, 24, 25, 28 Sept). See also “Textron Systems Support Solutions 
Awarded $206 Million For Shadow TUAS Sustainment.” Textron Systems. 9 January 2017. 

23 Dynetics has taken the project lead. Subcontractors: Sierra Nevada Corp. for navigation 
system; Williams International for engine; Moog for control actuation system; Airborne Systems for 
parachute recovery system; Systima for C-130 pylon and launch controller hardware; Applied Systems 
Engineering for flight computer; Sierra Nevada Corp. / Kutta for multi-vehicle control service; and 
International Air Response for C-130 aircraft and flight test support.

24 Another example of swarming drones is Raytheon (Dulles, VA) low cost UAV swarming 
technology (LOCUST) prototypes. And with development and production of swarming drones comes 
new follow-on opportunities for profit: R&D of integrated electronic communications, tracking 
systems, and onboard defensive capabilities against electronic attacks.

25 Syracuse Research Corp. sells engineering and logistics capacity for developing systems 
that disable and defeat incoming drones. One system that SRC is working on is called the Low-Slow-
Small UAS Integrated Defeat System. Raytheon sells the Coyote drone as a “counter-UAS solution” 
that slams into enemy drones. Lockheed Martin and Boeing are both developing laser systems to 
disable incoming drones. CACI Six3 sells counter-UAS technology to the U.S. Navy. Israel Aerospace 
Industries has many subsidiaries, one of which, ELTA, has a branch in Annapolis Junction, MD, where 
it sells counter-UAS technology to the Pentagon. The Pentagon has given ELTA a noncompetitive 
contract, using the excuse that there was a “joint emergent operational need” (a.k.a. we want this 
quickly). Leonardo DRS, the Italian corporation led by fmr. U.S. Dep. Secretary of War William Lynn, 
sells counter-UAS technology.

26 Judson, Jen. “Raytheon anticipates international boom in counterdrone sales.” Defense 
News. 11 September 2019.

27 Metron (Reston, VA) designs software and creates modular payloads for UUV. Hydroid 
(Pocasset, MA) sells drones designed to operate in shallow waters. Hadal (Oakland, CA) helps develop 
large UUV prototypes. Seemann Composites (Gulfport, MS) manufactures materials to construct UUV. 
Summer 2018 UUV contract issued 30 July, worth up to $794.53M. Other U.S. corporations on the 
contract: Aerojet Rocketdyne, Alion Science & Technology, AMERICAN Systems, General Atomics, 
Huntington Ingalls, Hydroid, MOOG, Oceaneering, Raytheon, Rite Solutions, Systems Engineering 
Associates, Teledyne Brown Engineering, and United Technologies (Hamilton Sundstrand). Industrial 
components for UUV, like fuel cells, received more bureaucratic backing and financial support after 
the Pentagon, industry, and the Executive Branch collaborated on a fear-inducing report. More info at 
Mehta, Aaron. “White House warns of ‘domestic extinction’ of suppliers in industrial base report—
and DOD is ready to help with cash.” Defense News. 4 October 2018; Peck, Michael. “The Navy’s 
rising tide of UUVs.” C4ISRNet. 11 December 2015. Popular Mechanics reports that the U.S. Navy 
and industry are planning for unmanned maritime drones to operate ahead of and in concert with 
Navy warships. Popular Mechanics (Kyle Mizokami, 14 March 2019) cites $400 million allocated 
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to this particular project. A U.S.-led NATO exercise held in Sept 2019 off the coast of Portugal tested 
networked UUV to hunt enemy submarines.

28 Issued 31 Aug 2016, 27 Sept 2016, 9 Aug 2017, 29 June 2017, 12 April 2017, 22 May 2017.
29 The MIC’s glorification of drones overlooks an important fact: drones crash. The General 

Atomics Grey Eagle and the Textron Shadow have the highest accident rates, according to Jen Judson 
(Defense News, 25 April 2018). Drones have crashed in recent years at Holloman AFB, NM (QF-4 
drone used for target practice), the Sierra Nevada mountains (RQ-4), Naval Base Ventura County, 
CA (MQ-4C), the coast of Spain (RQ-4), and Yemen and Afghanistan (MQ-9). Some in the latter two 
locations have been shot down, say belligerents opposing D.C.’s designs. In June & August 2019, 
MQ-9 were likely disabled by Houthi air defenses. Many drones crashed at Camp Lemonnier. In Nov 
2019, the U.S. lost a drone of undisclosed make/model over Libya. Crashes have not deterred U.S. 
reliance on drones as a tool of statecraft.

30 Purkiss, Jessica and Jack Serle. “Obama’s Covert Drone War in Numbers: Ten Times More 
Strikes Than Bush.” The Bureau of Investigative Journalism. 17 January 2017. For mainstream 
presentation of legalese, see Bazan, Elizabeth B. “Assassination Ban and E.O. 12333: A Brief 
Summary.” Congressional Research Service. Available at <fas.org/irp/crs/RS21037.pdf>.

31 While the Bush administration used open invasion and military occupation, the Obama 
administration favored drones, special operations forces, and proxy wars. The Trump administration 
built on such foundations, pursuing all of the above, while conducting more drone strikes in 2 years than 
the Obama administration conducted in 8 years, according to the Bureau of Investigative Journalism, 
as reported by BBC News (“Trump revokes Obama rule on reporting drone strike deaths,” 7 March 
2019). Observe not just the continuity but the escalation: the Obama administration conducted many 
more drone strikes than the Bush administration, and the Trump administration conducted more strikes 
than the Obama administration.

32 A civilian journalist quotes a former General Atomics MQ-1 pilot: “… the lie is that it’s 
always been the air force that has flown those missions… The CIA might be the customer but the air 
force has always flown it. A CIA label is just an excuse to not have to give up any information. That 
is all it has ever been.” Trevithick, Joseph. “USAF Reveals Details About Some Of Its Most Secretive 
Drone Units With New Awards.” The Drive / The War Zone. 13 July 2018.

33 The pilots and sensor operators controlling U.S. drones have struck congregations: 
weddings, funerals, graduation ceremonies, first responders, markets, houses, etc. See, inter alia: 
Ahmad, Jibran. “Drone attack kills 17 in Pakistan’s Waziristan region.” Reuters. 3 July 2013. Ditz, 
Jason. “U.S. Drones Attack Afghanistan Funeral, Killing 34 Mourners.” Antiwar.com. 5 June 2015. 
Frierdersdorf, Conor. “Drone Attacks at Funerals of People Killed in Drone Strikes.” The Atlantic. 24 
October 2013. Greenwald, Glenn. “U.S. drones targeting rescuers and mourners.” Salon. 5 February 
2012. Greenwald, Glenn. “U.S. drone strikes target rescuers in Pakistan—and the west stays silent.” 
The Guardian. 20 August 2012. Michael and al-Zikry. “The hidden toll of American drones in Yemen: 
Civilian deaths.” AP. 14 November 2018. “Press briefing notes on Cambodia and Yemen.” UN Human 
Rights Office of the High Commissioner. 7 January 2014. “A Wedding That Became a Funeral: U.S. 
Drone Attack on Marriage Procession in Yemen.” Human Rights Watch. 19 February 2014. Woods 
and Yusufzai. “Get the Data: The Return of Double-Tap Drone Strikes.” The Bureau of Investigative 
Journalism. 1 August 2013.

34 Many thanks to TV producer Michele Greenstein. On an RT newscast (“The Scary Truth 
About U.S. Drone Policy,” 5 December 2018) she did a great job explaining these legal maneuvers. 
Jeremy Scahill noted on DemocracyNow: “The president gives the military a sixty-day window to 
hunt down and kill these individuals… If the standard is that the people who are being targeted for 
assassination represent an imminent threat… then why do they have sixty days to do it? Why don’t 
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they need to do it now if it’s imminent? Well, that’s because they’ve redefined the term ‘imminent’ 
to be so vague as to not even resemble its actual, commonly-understood definition.” See “Trump 
Steps up War on Whistleblowers: Air Force Vet Daniel Hale Arrested For Leaking Drone War Info.” 
DemocracyNow. 10 May 2019: <www.youtube.com/watch?v=JAnPGdVPU5Q>, (13:36).

35 5,000 dead according to U.S. Sen. Lindsey Graham. Lennard, Natasha. “Lindsey Graham 
puts drone deaths at 4,700.” Salon. 21 February 2013. Zenko, Micah. “How Many Terrorists Have 
Been Killed by Drones?” Council on Foreign Relations. 20 February 2013.

36 8,153-11,650 dead, at least 751-1,609 civilians. Fielding-Smith, Abigail, Jessica Purkiss, et 
al. “Drone Warfare.” The Bureau of Investigative Journalism. Accessed 6 December 2018: <www.
thebureauinvestigates.com/projects/drone-war>.

37 The rules of “signature strikes” allow armed U.S. bureaucracies to attack people overseas 
based on patterns of activity deemed suspicious. If, for example, young men of military age enter and 
exit an area that some unit of U.S. military-intelligence has deemed to be a suspected training camp 
or possibly home to a militant. And if it seemed these youth carry weapons (as is custom in certain 
societies), CIA/U.S. military could launch missiles at them. Using “broad definitions to determine who 
was a ‘combatant’ and therefore a legitimate target allowed Obama administration officials to claim 
that the drone strikes in Pakistan had not killed any civilians.” Basically, all military-aged males were 
considered to be the enemy. “Therefore, anyone who was killed in a drone strike there was categorized 
as a combatant, unless there was explicit intelligence that posthumously proved him to be innocent” 
(Mazzetti, The Way of the Knife, pp. 290-1).

38 Hobsbawm, Eric. Age of Extremes: The Short Twentieth Century 1914-1991. London: 
Abacus, 1994, p. 50.

39 Relevant contracts: 19 June 2018, 7 Aug 2018, 8 Aug 2018 (the latter a continuation of 
previous noncompetitive deal: 24 June 2016, 19 June 2017). In 2016, General Atomics spent over 
$1M on campaign contributions and spent over $4M on lobbying. “General Atomics – Profile for 
2016 Election Cycle” (Center for Responsive Politics, accessed 2 September 2018). This does not 
include political operations of industry pressure groups to which General Atomics belongs. Chapter 
Two explains how industry wields influence. The Textron “solution is required to support ISR tasking 
occurring anytime.” Arcturus UAV (Rohnert Park, CA) sells comparable services. One such contract 
was issued 27 June 2017 to SOCOM. Arcturus’ drones can take off and land vertically. Precision 
Integrated Programs (Newberg, OR, a strong 2-hour bike ride SW of Portland) has sold drone support 
of USMC activities in Afghanistan. One such contract was issued 14 March 2019.

40 Garrett-Peltier, Heidi. “Job Opportunity Cost of War.” University of Massachusetts Amherst 
Political Economy Research Institute. 25 May 2017.

41 In related news, in Oct 2017, George Mason University established the Michael V. Hayden 
Center for Intelligence, Policy, and International Security. Hayden was director of NSA (1999-2005) 
and director of CIA (2006-9). Post-military, he has been on many corporate boards. He currently is a 
principal with The Chertoff Group. He is a CNN national security analyst.

42 On 14 June, General Atomics sold the Pentagon nearly $23 million worth of engineering on 
MQ-9 radars. On 20 Aug, General Atomics sold $133.9 million worth of new sensors for the MQ-9. 
On 22 August, General Atomics sold over $11 million worth of engineering on the MQ-1C. Other 
corporations achieve similar results selling upgrades. At the beginning of June, Northrop Grumman 
received $61.7 million to “provide operator, maintenance, logistic support and sustainment engineering” 
in support of its MQ-4C drones “to ensure the aircraft are mission-capable.” In straightforward terms, 
Northrop Grumman got paid to keep doing what it’s doing: keeping a costly weapon of war up and 
running. In mid-July, Northrop Grumman received over $41 million for MQ-4C drones, field service 
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representatives, and work on training devices. Five days later, Northrop Grumman received $19.3 
million for MQ-4C software updates. NG contracts issued 8 June 2018, 13 July 2018, 18 July 2018.

43 On 27 Aug, Raytheon received millions to get the eyes up and running on some of the Navy’s 
MQ-4C drones. Raytheon makes eyes for the General Atomics MQ-9 Reaper as well. These eyes 
can help the sensor operator target humans, buildings, and vehicles overseas. On 30 July, Raytheon 
received millions to upgrade some of these eyes in McKinney. On 31 August, Raytheon was allocated 
over $281M for targeting system turrets, upgrades, and spares. In June, Raytheon received millions for 
work on the common sensor payload system, an EO/IR device. At the end of August, L3 sold sensors 
likely used on Textron’s Shadow. At the end of June, AeroVironment sold hardware for its Switchblade 
drone. Issued 26, 27, 29 June; 27 Aug 2018.

44 “U.S. Policy on the Export of Unmanned Aerial Systems.” U.S. Secretary of State. 19 April 
2018.

45 Gould, Joe. “Ex-DOD official offers path to boost defense-industrial cooperation with 
U.S. allies.” Defense News. 23 April 2019. Bill’s study frames today’s great power enemies as a 
“far more complex” threat than Cold War enemies. Bill is releasing the study through the Atlantic 
Council, an industry think tank (donors: <www.atlanticcouncil.org/support-the-council/honor-
roll-of-contributors>). The Council’s board, a veritable compendium of MIC elites, is available at 
<atlanticcouncil.org/about/board-of-directors>.

46 “Trump revokes Obama rule on reporting drone strike deaths” (BBC News, 7 March 
2019) used the MIC’s phrasing / justification: “Since the 9/11 terror attack, drone strikes have been 
increasingly used against terror and military targets.”

47 In 2013 during John Brennan’s confirmation hearing to become director of CIA, Sen. 
Dianne Feinstein (D-CA) cited government figures that annual civilian casualties as a result of U.S. 
drone strikes are in the single digits. Journalists, human rights groups, and non-U.S. NGOs regularly 
report the number of civilian casualties as greatly exceeding U.S. government figures. See Spencer 
Ackerman (“41 men targeted but 1,147 people killed: U.S. drone strikes—the facts on the ground.” 
The Guardian. 24 November 2014); Maggie and al-Zikry (“The hidden toll of American drones in 
Yemen: Civilian deaths.” AP. 14 November 2018); and Max Fisher (“Open-source data contradicts 
Feinstein on ‘single-digit’ civilian drone deaths.” Washington Post. 7 February 2013). The Obama-
era rule requiring disclosure of such numbers hadn’t actually brought any transparency, because CIA 
and DNI had clearly been falsifying the figures. To paraphrase Air Force veteran Daniel Hale: When 
pursuing “high-value targets,” the War Dept. considers anyone else killed in the drone strike to be 
an associate of the individual targeted. Are you a male of military age? Then you’re a legitimate 
target. See “Trump Steps up War on Whistleblowers: Air Force Vet Daniel Hale Arrested For Leaking 
Drone War Info.” DemocracyNow. 10 May 2019: <www.youtube.com/watch?v=JAnPGdVPU5Q>. 
Counting civilians as legitimate targets falsifies the numbers.

48 “AF plans to accelerate defendable space with Next Gen OPIR.” Secretary of the Air Force 
Public Affairs. 4 May 2018.

49 Early U.S. government policy prioritized military uses of space. The National Security 
Council during the Eisenhower administration clarified that any use of outer space “whatever purpose 
it is intended to serve, may have some degree of military or other non-peaceful application.” Tyson 
and Lang (Accessory to War, p. 270) reference the National Security Council’s Aug 1958 document 
“Preliminary U.S. Policy on Outer Space,” available via <history.state.gov/historicaldocuments>. The 
JFK and LBJ administrations conceded that ground-based weaponry targeting space assets are not 
considered space weapons in the halls of U.S. military organizations and the war industry. “That’s how 
you weaponize space without weaponizing space,” Tyson and Lang remind us (p. 287).
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50 Six corporations (“small businesses”) came together on 18 Feb 2016 to cooperate on a 
$504M contract to develop “space, missile defense, and high altitude capabilities.” Details explained 
at “D3I Domain 2 contract awarded.” U.S. Army Public Affairs Office. 19 February 2016. Eight large 
corporations came together on 9 Feb 2017 to cooperate on a potential $3.03B contract for R&D of 
similar and complementary technology. War corporations cooperate regularly on unifying projects.

51 Regarding “largest budget,” see “Preparing for the 21st Century: An Appraisal of U.S. 
Intelligence.” The Commission on the Roles and Capabilities of the United States Intelligence 
Community. 1 March 1996. For more on “innovative overhead…” see “Mission.” National 
Reconnaissance Office. Accessed 12 February 2019: <www.nro.gov/About-the-NRO/The-National-
Reconnaissance-Office/NRO-Vision-Mission-Values/>. Wilson Andrews and Todd Lindeman of the 
Washington Post (29 August 2013) put the NRO budget at an annual $10.3B.

52 Issued 2 Aug 2017, 18 Sept 2017, 19 July 2018. Additional work includes construction and 
facility sustainment, restoration, and modernization in Colorado Springs, Buckley AFB, Cheyenne 
Mountain, Fort Carson, F.E. Warren AFB, Peterson AFB, and Schriever AFB. Issued 2 Feb 2016, 17 
Jan 2017, 19 Jan 2017, 13 Dec 2017.

53 Boeing sells GPS satellites and technology. Honeywell sells GPS systems to many 
governments, including the Saudi regime and Apartheid Israel. Lockheed Martin manufactures and 
sells GPS satellites and software. Northrop Grumman sells GPS technology. PreTalen Ltd. (Dayton, 
OH) sells goods and services related to GNSS. It often works with the Air Force Research Lab. Some 
of its R&D focuses on increasing the automation of GNSS. Rockwell Collins and Raytheon sell GPS 
anti-spoofing technology. United Launch Services (Centennial, CO), which you’ll meet momentarily, 
launches GPS satellites. Sonalysts (Waterford, CT) develops training systems supporting new GPS 
control systems. Relevant contracts issued 2015 (13 March, 6 Aug), 2016 (2 Feb, 4 Feb, 9 March, 29 
March, 16 May, 22 July, 1 Aug, 28 Dec), 2017 (12 July, 9 Aug, 28 Sept, 21 Dec, 22 Dec), 24 May 
2018, 26 Feb 2019. Dozens of others, like Mayflower Communications (Bedford, MA), sell GPS 
components.

54 Erwin, Sandra. “Schedule woes for GPS 3 ground control system far from over, warns 
GAO.” Space News. 21 May 2019.

Ellen Lord (former Textron executive, current Under Secretary of War in charge of industry 
purchases) approved a new baseline for the Raytheon product in Sept. 2018. 

55 There is some overlap between the war industry and NASA. For example, on 21 Aug 2018, 
MEI Technologies (Houston, TX) sold engineering and mission services in support of War Dept. 
payloads on NASA space vehicles. Lockheed Martin is the lead corporation building NASA’s Orion 
spacecraft, and Sierra Nevada Corp. and Lockheed Martin are building a space plane to resupply the 
International Space Station.

56 “We understand all the parts of [the entire space value chain] and how they have to interact, 
so that the data or the information that we flow from one part of the value chain to another is complete 
and it’s efficient.”—Robert Curbeam, VP of Raytheon Space Systems (“Innovation Across the Space 
Domain,” 6 April 2016: <www.youtube.com/watch?v=g9fwE7Sf3PU&feature=youtu.be>).

57 Work takes place in Denver, CO; Decatur, AL; Kent, WA; Midland, TX; Jupiter, FL; Los 
Angeles AFB, CA; and elsewhere.

58 Provisions include auxiliary payload integration, base support, conversion from heritage 
to common avionics, depreciation, flight termination systems, geosynchronous orbit insertion 
capabilities, increase of mission resiliency, integration of the space vehicle with the launch vehicle, 
launch capability, launch infrastructure maintenance and sustainment, launch operations, maintenance 
commodities, mission assurance, mission integration, mission unique activities, pre-priced contract 
line items, primary space vehicle mission unique hardware, program management, range operations, 
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range support, site operations, spaceflight worthiness, systems engineering, tooling, and transportation. 
Related contracts: 30 Sept 2016, 2017 (31 March, 16 May, 19 May, 29 June, 27 Sept), 2018 (14 March, 
11 May, 27 Sept).

59 Space Exploration Technologies (Hawthorne, CA), a.k.a. SpaceX, received 6 contracts 
from Jan 2016 through the end of fiscal year 2018 (13 Jan 2016, 27 April 2016, 14 March 2017, 19 
Oct 2017, 14 March 2018, 21 June 2018). They focused on developing the Raptor rocket propulsion 
system and launching GPS satellites and an Air Force satellite into orbit.

60 Some of Aerojet Rocketdyne’s other projects include creating reusable rocket boosters, 
unmanned undersea vehicles, and aircraft turbines. Relevant contracts: 2016 (29 Feb, 4 March, 15 
June), 17 Nov 2017, 2018 (16 Jan, 22 June, 30 July, 27 Sept). Aerojet Rocketdyne operates with the 
Air Force Test Center at Edwards AFB and Space & Missile Systems Center at Los Angeles AFB. 
Work developing booster engine and upper stage engines for EELV takes place across the country: 
Canoga Park, Sacramento, Los Angeles AFB, CA; Centennial, CO; Huntsville, AL; Stennis Space 
Center, MS; West Palm Beach, FL. Aerojet Rocketdyne has corporate facilities in Rancho Cordova 
CA, and Gainesville, VA, too.

61 Relevant Stinger contracts issued 2014 (17 July, 31 July, 26 Sept), 2015 (4 Feb, 31 July, 
29 Dec), 28 Dec 2016, 19 Sept 2017, 2018 (25 Jan, 22 June). Aerojet Rocketdyne facilities outside 
of Camden, AR, make Stinger flight motors. Aerojet Rocketdyne works with the McAlester Army 
Ammunition Plant, about a two-hour bus ride southeast of Oklahoma City. Lockheed Martin (Marion, 
MA) makes fuses and warhead bodies for Stinger missiles. Raytheon (Tucson, AZ) makes Stinger 
missiles, launchers, and parts. In recent years, Raytheon has sold Stingers to India, Italy, Poland, Qatar, 
South Korea, and Taiwan.

62 Blue Origin contract issued 13 Jan 2016.
63 Issued 13 Jan 2016, 29 Feb 2016.
64 Bit-players like Portico Services have repaired electricity infrastructure at Cape Canaveral. 

Long Wave (Oklahoma City, OK) sells antenna and maintenance for military operations on Ascension. 
Raytheon is on Ascension, too. Rhodes+Brito Architects (Orlando, FL) designs and sustains some 
architecture on the island and at other tracking sites. Description of Ascension during WWII is from 
Immerwahr’s How To Hide an Empire, p. 284. RGNext has run the U.S. Air Force’s Launch & 
Test Range System, described in contract announcements as a “complex network of a combination 
of instrumentation assets,” which provides for “launch, testing, and tracking” of military rockets. 
The corporation has installed infrastructure in the Western Range, replaced frequency monitoring 
equipment at Vandenberg, engineered infrastructure on Kwajalein Atoll in the Marshall Islands and 
Huntsville, AL, and set up communications systems at Patrick AFB. Relevant contracts: 6 Nov 2014, 
2015 (30 June, 28 Aug, 28 Sept, 5 Oct), 2016 (10 Feb, 24 Aug, 26 Sept, 20 Dec), 2017 (24 Aug, 28 
Sept), 2018 (12 April, 29 Aug, 4 Sept, 18 Sept), 22 March 2019. Corporate work on Launch & Test 
Range System took place at Patrick AFB and Cape Canaveral AFS; Vandenberg AFB; Lompoc, CA; 
Coco Beach, FL; Pillar Point AFS, which is 20 miles south of San Francisco; Antigua Air Station, 
Antigua; and Ascension Auxiliary Air Field.

65 At any given time, you have SAIC at Advanced Systems & Development; McKinsey & 
Co. and Leidos at GPS; Parsons and Lockheed Martin at Launch Enterprise; Boeing, LinQuest, and 
Northrop Grumman at Military Satellite Communications Systems; LinQuest, SAIC, and Tecolete 
Research at Remote Sensing; and Boeing, Harris Corp., and LinQuest at Space Superiority Systems. 
This is just a snapshot. Many corporations overlap in operations and command within SMC. And some 
of the bigger kids like Lockheed Martin and Raytheon have a presence across the unit.

66 Aerospace Corp.’s work has involved engineering on computer systems, managing 
integration of sundry space technologies, analyzing & assessing technical performance, performing 
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“quality control,” making sure weaponry and equipment are ready for launch, monitoring launch 
vehicles and satellite processing, and running orbital operations. It charges for analyzing “user needs,” 
too, saying these services help the government achieve mission objectives.

67 For example, the MILSATCOM Systems Directorate “includes a total force of approximately 
150 assigned military, 165 assigned civilians, 317 Federally Funded Research and Development 
Center contractors, and 320 other contractors.”

“Military Satellite Communications Systems Directorate.” U.S. Air Force. 4 March 2013: 
<www.losangeles.af.mil/About-Us/Fact-Sheets/Article/343704/military-satellite-communications-
systems-directorate/>.

68 Issued 17 Nov 2016, 9 March 2017, 26 Sept 2018.
69 JHU APL also works with AFRL to develop computer software enhancing the War 

Dept.’s abilities to dominate space, including the development of satellite navigations systems, 
electromagnetics, lasers, and small satellites. Relevant contracts include 23 Aug 2016, 10 May 2018, 
15 June 2018, 20 Sept 2018.

70 For example, Tecolote Research (Goleta, CA) advises and assists the Space & Missile 
Systems Center’s Remote Sensing Systems Directorate. Areas include finances, acquisition strategies, 
and general support to the director. Some work at Buckley AFB, and Boulder, CO. Issued 29 Nov 
2016, 21 Nov 2017. Related contract issued 11 Dec 2015. Scitor Corp. has sold similar advisory and 
assistance services. SAIC purchased Scitor in the spring of 2015.

71 Lesser-known operations through SMC include but are not limited to Agile Defense 
“business development,” Artel transponders and networking, and ENSCO systems engineering and 
integration. ENSCO has sold modeling and engineering support on software designed to collect, 
process, and analyze space mission data. Colorado Springs corporations like Boecore have run IT 
services for Army space and missile operations. Data Computer Corp. of America (Ellicott City, MD) 
has upgraded mission communications (at Vandenberg AFB, Pillar Point AFS, Point Mugu, and Santa 
Ynez Peak) to internet protocol v6. Valdez International (Colorado Springs) has helped operate and 
sustain the Air Force Information Network. Elsewhere, Trivec-Avant has upgraded SATCOM antenna 
systems, and Data Path (Duluth, GA) has sold Wideband Global SATCOM equipment. Relevant 
contracts 2016 (31 March, 15 April, 6 Oct, 17 Nov), 2017 (22, 28, 30 March; 23 June; 1, 9 Nov).

72 Three examples stand out. Harris has run Distributed Space Command & Control-Dahlgren 
(DSC2-Dahlgren), which sits at a kink in the Potomac River, an hour-and-a-half drive south of D.C. 
On a given day, DSC2-Dahlgren is tasking sensors on satellites and keeping an eye on machinery 
coming out of orbit and reentering Earth’s atmosphere. Harris has also run the cloistered National 
Space Defense Center, Schriever Air Force Base. The NSDC mission is “to ferret out threats to 
military and spy satellites and take actions to keep American interests safe in orbit,” according to 
the Associated Press. Finally, Harris has managed Space Control Depot Support, making sure a lot 
of space control technologies are up and running and ready for use. Harris’ U.S.-based space-work 
spans many locations, from New Boston Air Force Station in New Hampshire to Colorado Springs 
to California to Ka‘ena Point, Hawai‘i. In space monitoring, Harris has sold core sustainment for 
field service teams, depot and sustainment engineering, development, engineering support, logistics 
support, management of items and repairables, requirements development modeling & analysis, 
software and hardware maintenance & upgrades, software development, spares, stock & storage, 
systems engineering & management, and technical orders support. Relevant contracts: 2017 (31 Jan, 
10 March, 2 May, 12 May, 14 Sept), 2018 (31 Jan, 24 April, 28 June, 19 Sept, 28 Sept), 27 Sept 2019. 
See also Shoaf, SSgt Robert. “21st SW GSU realignment leads to successful space operations” (614th 
Air and Space Operations Center Detachment 1, 4 May 2010) and “National Space Defense Center 
begins 24-hour operations” (AP, 19 February 2018). Information about weather technology is available 
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in Debra Werner “Harris says its weather sensors fit Air Force budget, schedule” (Space News, 19 
April 2018). The Ground-Based Electro-Optical Deep Space Surveillance System, or GEODSS, tracks 
debris and space objects, including geostationary communication satellites. Deep space is roughly 
10,000-45,000km in altitude. Satellites in geostationary orbit are in sync with the rotation of the Earth. 
Harris has kept GEODSS up and running. The Air Force has multiple components providing space 
situational awareness, and corporations help run them all. GEODSS contracts issued 2 May, 29 Sept 
2017. Other relevant contracts: 8 May 2015, 2016 (14 March, 1 April), 2017 (27 April, 2 May, 16 Oct), 
2018 (8 Feb, 15 June, 26 Sept).

73 Immerwahr. How to Hide an Empire, pp. 202-3. “The war destroyed four-fifths of the island’s 
homes,” according to historian Daniel Immerwahr. D.C. then “interned thousands of ‘liberated’ 
Guamanians, over their objections, in camps while the navy tore down what remained of the capital 
to build a military base.”

74 Weisman, Alan. The World Without Us. New York: Picador, 2007, p. 255.
75 For example, on 31 March 2016, a strong JV between AECOM and TEC Inc. based in 

Charlottesville, VA, received millions of dollars for architect-engineering services in preparation of 
National Environmental Policy Act (NEPA) documents and environmental studies within NAVFAC 
Pacific. An estimated 90% of the work was on Guam. A related task order and modification were 
issued 28 July 2016 and 31 Jan 2017.

76 Recent activity includes upgrading HVAC at Naval Base Guam; building up infrastructure on 
Guam, the Northern Marianas, Australia, and Hawai‘i; building aircraft maintenance/repair facilities 
and an ordnance operations facility at Andersen AFB, Guam; maintaining the landfill at Andersen; 
building new hangars at Andersen; building an offload facility for fuel trucks at Andersen; rebuilding 
Echo Pier on Kwajalein Atoll; demolishing facilities & structures across Guam; upgrading the sewer 
system at Naval Base Guam; constructing a live-fire training range complex at Northwest Field, 
Andersen; supporting Navy Housing Condition Assessment programs on Guam; building new dining 
& training facilities and housing at Andersen; and geotechnical projects across the Pacific. Relevant 
contracts: 2016 (24 June; 28 July; 10 Aug; 27, 30 Sept), 2017 (31 July; 21, 22, 24 Aug; 6 Nov), 2018 
(16 May; 20, 24, 25 Sept), 2019 (17 May; 12, 16, 19 Sept).

77 Immerwahr. How To Hide an Empire, p. 319.
78 Journalist Jon Letman interviewed professors Dr. Michael Lujan Bevacqua and Dr. Lisa 

Natividad and lawyers Julian Aguon and Leevin Camacho. They explain and contextualize the 
state of affairs. Camacho: “You have this culture on Guam where everyone is very proud of being 
Chamorro but on the other hand you have this constant exposure to the military and militarization… 
It’s almost part of the narrative on Guam: all these great benefits from being in the military.” Aguon: 
“In many young people’s minds the military service is the tried and true road to wealth and well-
being and so they quickly get with the program… What’s happening now is but one chapter in a 
long and complicated book about the breaking of a people.” Natividad: the U.S. military presence 
“vampires our best” through military recruiting in Guam’s schools. Letman, Jon. “Guam: Where the 
U.S. Military Is Revered and Reviled.” The Diplomat. 29 August 2016.

79 Corporations include AT2 LLC (Severn, MD); DZSP 21, a JV featuring Parsons; Landscape 
Management Systems (Tumon, Guam); and Chugach’s Wolf Creek division (Anchorage, AK). 
Note the state of affairs: victimized peoples (Native Alaskans) indirectly perpetuating the military’s 
victimization of a colony (Guam).

80 This takes place under the Guam Defense Policy Review Initiative (DPRI). Relevant contract 
issued 4 Oct 2018.

81 Gelardi, Chris and Sophia Perez. “‘This Isn’t Your Island’: Why Northern Mariana Islanders 
Are Facing Down the U.S. Military.” The Nation. 12 June 2019. Locals cite many negative effects 
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of increased military presence: decreased tourism; noxious sounds and smells; amphibious-assault 
training harming marine life, fishing areas, and seashore; destruction of indigenous heritage.

82 “The consortium provides an acquisition vehicle for everything from spacecraft, launch 
vehicles and ground systems. If a defense organization needs something developed fast, it can turn 
to the consortium and get a project completed in months, as opposed to years under the traditional 
Pentagon procurement process,” per Sandra Erwin (Space News, 14 October 2018). ANSER owns ATI 
(Summerville, SC). ANSER is a research organization operating as a not-for-profit corporation. ATI is 
working with DARPA to develop industry-wide technical standards regarding corporations servicing 
military and civilian satellites in space. Space News describes ATI as specializing in “organizing 
groups of researchers to tackle technology problems for government agencies.” Relevant contracts 
issued 11 Sept 2018 ($400M) and 2 Nov 2017 ($100M).

83 McKinsey has analyzed the ammunition industrial base and provided consulting services 
to the U.S. Army. Issued 26 Sept 2014, 1 Sept 2017, 24 July 2018. For more about Eric Chewning, 
head of the Pentagon’s industrial policy office, see Aaron Mehta (Fifth Domain, 16 July 2018) and 
(Defense News, 4 October 2018). In The New York Times, Bogdanich and Forsythe (15 December 
2018) detail McKinsey’s work with unsavory regimes and despots. McKinsey has also implemented 
cumbersome, noncompetitive, costly reorganizations within intel agencies, Politico reported (Bertrand 
and Lippman, 2 July 2019). Work on the F-35 affordability campaign, issued 11 Feb 2019, matures 
“the current effort through expansion and refinement of existing scope, including strategic sourcing, 
senior leadership team offsite, and major contract actions.” LM has also received funding to pursue 
F-35 “affordability” and cost reduction initiatives (21 April, 19 May 2017).

84 Robert Curbeam, Vice President of Raytheon Space Systems, spoke in “Innovation Across the 
Space Domain.” Raytheon. 6 April 2016: <www.youtube.com/watch?v=g9fwE7Sf3PU&feature=youtu.
be>.

85 Deborah Lee James has plenty of MIC experience. She has held multiple Assistant Secretary 
of War positions, including a stint in charge of Legislative Affairs. After racking up all of this insider 
knowledge, she became an industry executive, spending years in the top rungs of such war corporations 
as United Technologies and SAIC. She paused in 2000-1 to re-hone her chops as COO for Business 
Executives for National Security, the pressure group you encountered in Chapter Two. James left 
industry to become Secretary of the Air Force towards the end of 2013, a tenure that lasted through 
2016, after which she moved to a think tank (CSIS) and industry.

86 The Secretary of War, James Mattis, initially said establishing a Space Force would add 
more bureaucracy and superfluous costs, according to the AP on 3 August 2018. On 7 August, Valerie 
Insinna (“Mattis supportive of new combatant command for space operations,” Defense News) 
reported, “Mattis seems to have reversed course on his previous stance against a Space Force, telling 
reporters on Tuesday that the Defense Department is supportive of establishing a new combatant 
command for space. ‘We are in complete alignment with the president’s concern about protecting our 
assets in space to contribute to our security to our economy and we’re going to have to address it as 
other countries show a capability to attack those assets.’”

87 On 14 Aug 2018, for example, Lockheed Martin was awarded $2.9B+ to work on “Overhead 
Persistent Infrared Geosynchronous Earth Orbit Space Vehicles.”

88 See, for example, Garamone (“Pence, Shanahan Detail Progress Made in Space Force,” 24 
October 2018). The AP (“Trump wants a Space Force, but Pentagon has different idea,” 3 August 
2018) duly hyped great power competition to justify greater spending on space weapons: “War in 
space is not just Hollywood fiction. The U.S. intelligence agencies reported earlier this year that 
Russia and China are pursuing ‘nondestructive and destructive’ anti-satellite weapons for use during 
a future war. A related problem that the Pentagon has struggled to address is the sluggish pace of 
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developing and acquiring satellites” (emphasis mine). The Pentagon “said it is making changes to 
‘ensure that we are prepared for’ potential conflicts in space.”

89 Jim Garamone (“Pence, Shanahan Detail Progress Made in Space Force,” 24 October 2018) 
reported that by mid-autumn 2018 the “Joint Chiefs support the stand up of a combatant command 
for space.” Garamone relayed the words of high-ranking Pentagon official (former Boeing executive) 
Patrick Shanahan: “Speed in leveraging commercial space technology and resources. Speed in 
escaping red tape. Speed in fielding capabilities sooner. It will reflect our drive to be more effective—
effective in maximizing how we are more integrated technically to unlock our ability to be united in 
our space operations. Effective in creating a solution, and then together—not singularly—leveraging 
the solutions across the enterprise.”

90 Insinna, Valerie. “Trump’s new Space Force to reside under Department of the Air Force.” 
Defense News. 20 December 2018. Industry would be ensured of institutional staying power and 
bureaucratic clout of the new beast: The Pentagon was creating a new Air Force Under Secretary for 
the Space Force and a member of the Joint Chiefs unique to the Space Force.

91 Including the CEOs of Boeing, Lockheed Martin, Northrop Grumman, Orbital ATK (now 
owned by Northrop Grumman), Sierra Nevada, and ULS (the Boeing/Lockheed Martin JV). Others on 
UAG include the Governor of Alabama (beholden to the enormous influx of cash that war corporations 
pump into the greater Huntsville-Decatur metropolitan area), and leaders of privatized space transport 
like Blue Origin and SpaceX.

92 Mehta, Aaron. “Shanahan has identified top pick to lead Space Command.” Defense News. 
29 January 2019.

93 Gruss, Mike and Aaron Mehta. “Space Force to cost $2 billion, include 15,000 personnel 
in first five years.” Defense News. 1 March 2019. Defense News reports that Air Force Secretary 
Heather Wilson [yes, Heather Wilson of the consulting firm Heather Wilson & Co., and a woman who 
allegedly accepted hundreds of thousands of dollars from industry firms that ran national laboratories, 
including one in her home state of New Mexico] said Space Force could cost $13 billion, while the 
think tank CSIS downplayed the costs (putting them at a mere $550 million/year), classified spending 
not factored in.

94 Robert Hood is the Assistant Secretary of War for Legislative Affairs. Hood used to be a 
vice president at CH2M where was in charge of liaising with Capitol Hill. Hood indicated in spring 
2019, “… while members seem to have an understanding of the space threat, the perception is that 
the Department has not been successful in explaining to them WHY the Space Force is necessary to 
address that threat.” See Mehta and Insinna. “Did the Pentagon do enough to convince Congress it 
needs a Space Force?” Defense News. 11 April 2019.

95 “2019 Missile Defense Review.” Office of the Secretary of Defense. 17 January 2019.
96 Borger, Julian. “Trump announces huge expansion of U.S. missile defense system.” The 

Guardian. 17 January 2019.
97 Insinna, Valerie. “Interim Air Force secretary: I’ve always supported the Space Force.” 

Defense News. 21 June 2019. Acting Secretary Matt Donovan made his comments at the Paris Air 
Show, an industry gathering sponsored in 2019 by Accenture. A political benefactor and former 
industry executive Barbara Barrett is in line to become the next Secretary of the Air Force.
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Two, Three, Many  
Special Operations 

THE STATUS QUO

Special operations forces (SOF) have more training than the average grunt. 
Each branch of the U.S. Armed Forces has special operations units.1 U.S. Special 
Operations Command (SOCOM) is the bureaucratic umbrella overseeing U.S. 
special operations forces. The Department of War likely has between 7,300 and 
8,300 SOF deployed worldwide.2 

According to The New York Times, U.S. Special Operations Forces are “con-
ducting shadow wars against terrorists in Yemen, Libya, Somalia and other hot 
spots.”3 Reality is not so flattering: U.S. SOF have supported the Saudi regime’s 
destruction of Yemen, contributing to the worst manmade humanitarian crisis on 
the planet;4 waged an elective war which helped destroy Libya, which has since 
become a beehive of warring factions,5 criminality, and a burgeoning slave trade;6 
and ignored Somali history and local grievances,7 lumping many Somalis into a 
rigid category: terrorists inhabiting a failed state. Yemen never was coming under 
control of the demon-of-the-day, Iran; Libya was never a threat to the U.S.; and 
the people of Somalia just want a chance to live.

Countries on the receiving end of the U.S. war industry’s weaponry could 
prosper if given the opportunity to function without foreign interference. But a 
lack of foreign interference would harm the profits of war corporations. Consider 
Libya from the corporate point of view. Industry’s weaponry and instruments 
were the crux of the 2011 D.C.-led intervention in Libya: missiles, rockets, fight-
er jets, command & control aircraft, datalinks, bombers, submarines, satellites, 
small arms, vehicles, radios, IT services, and many other products. Many Libyan 
civilians perished as a result of War Department operations and war industry 
ordnance.8

U.S. Naval Air Station Sigonella on the eastern end of the Italian island of 
Sicily was one military installation—an avenue through which industry routed 
goods and services—that harmed Libya. At NAS Sigonella a joint venture be-
tween Valiant and ALCA, based in Kentucky, has run base operations support 
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services, Siemens designed and installed energy infrastructure, and AECOM has 
run facilities engineering. 

Communications equipment blooms at NAS Sigonella. The Lockheed Martin 
Mobile User Objective System (MUOS) is a military satellite communications 
system featuring General Dynamics software and Trivec-Avant antennae. The 
satellites are launched with help from Boeing. Contracts for MUOS have been a 
regular occurrence in recent years: over $351 million allocated9 without true com-
petition. Italian government officials and local residents were concerned when 
the Pentagon established a MUOS ground station near NAS Sigonella. Italians 
were worried about the station’s impact on human health. Without independent 
or objective oversight, the militarized State Department reported military-indus-
try claims: “MUOS does not threaten the health or well-being of people,” but 
rather “represents an investment.”10 According to State, NAS Sigonella “injects 
approximately €210 million every year into the local and national economy.”11 
This economic card corralled some Italian officials, but many locals are still upset.

Aircraft of all kinds (reconnaissance, refueling, transport, fighter) have op-
erated out of NAS Sigonella.12 NAS Sigonella also reportedly houses a back-up 
relay station for drone warfare13 in case Berlin ever musters the courage to push 
back against D.C.’s drone operations at Ramstein Air Base.

The above goods and services—a small batch abetting a specific act of, 
yes, another illegal war,14 out of one naval air station—are just the tip of the 
iceberg. The majority of weapons (e.g. cargo aircraft, tankers, reconnaissance 
aircraft, ground vehicles, small arms & light weaponry, munitions, ordnance, and 
ordnance disposal) operating through NAS Sigonella were not listed in the above 
tallies for the sake of brevity.

A Hellfire missile15 (likely fired from a General Atomics drone) attacked the 
convoy of the Libyan leader, Muammar al-Qaddafi. Boeing and Lockheed Martin 
typically manufacture this missile.

Over 7,700 missiles from the U.S. war industry were launched at Libya.16

By the time the war industry’s War Department was finished, it had de-
stroyed a functional state boasting one of Africa’s highest rankings on the United 
Nations Human Development Index,17 ruined the people’s formal economy, pro-
vided space for warlords and zealots to thrive, and pushed north and central Africa 
into chaos.18

Bonus: Since the destruction of the Libyan state in 2011, Libyan territory has 
become a playground for U.S. weapons of war. Weapons produced by such cor-
porations as Northrop Grumman, Lockheed Martin, Boeing, and Raytheon thrive 
in the skies and on the ground.19 And mercenaries (like Frontier Services Group, 
which was created by Blackwater founder Erik Prince) reportedly operate there.20 
Javelin anti-tank missiles made by Raytheon and Lockheed Martin have shown 
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up, too.21 Remember this the next time you whiff the winds of war. Remember, 
too, that U.S. war corporations are lobbying heavily for military intervention in 
whatever foreign country and have unleashed think tank and media hounds to 
ensure the narrative circulating D.C. is pro-war, pro-intervention.22

SUPERHEROES OR SUPER PROFIT?

Why do special operations forces participate in today’s wars? 
The enlisted ranks of SOCOM avoid understanding their class interests. 

They are drawn largely from the lower and lower-middle classes in the U.S., 
who are largely unaware that the ruling class uses soldiers, sailors, airmen, and 
Marines as pawns in furtherance of their own interests, not those of America at 
large. This process works well for the military, as the enlisted ranks self-select; 
while people who have a strong grasp of history, are aware of D.C.’s misconduct, 
or grow up with class-consciousness do not typically enlist. Admittedly, some 
special operations forces simply don’t care about the history or the politics behind 
endless war, or whether it is illegal or immoral: they’re just in it for the fight, the 
camaraderie, and/or the physical test. Many identify as ardent “patriots.” This 
strong sense of traditional patriotism, which industry and the War Department in-
culcate, obliges SOF to avoid asking questions and to always do what Uncle Sam 
says, even if, as in the case of U.S. military operations, Uncle Sam is bought by 
powerful corporations and lobbies. (True patriotism, on the other hand, involves 
questioning authority and getting rid of corrupt authorities that harm the people.) 

Propaganda glorifying SOF—corporate and governmental—is the icing on 
the cake. It is irresistible: SOF are the tip of the spear, the best of the best. Thanks 
to the Pentagon and Hollywood deliberately cultivating images of gallantry, dar-
ing, invincibility and, yes, sacrifice, special operations forces are uniquely adored 
in many parts of U.S. society as real-life superheroes. (This does not prevent them 
from ending up on the slag heap along with other exhausted weaponry of war.) 
Meanwhile, SOF, not to mention U.S. society at large, unite against demonized 
enemies and avoid any critical analysis of the domestic political and financial 
motivators for global war. Without the glue of war, Americans might just focus 
their energies on the corruption festering in D.C

Despite the fact that they break down doors, raid homes, and terrorize fam-
ilies at night, SOF are trained to believe—and largely do—that sharing meals, 
providing light medical care, building some infrastructure (e.g. roads, clinics, 
schools, wells), and training local armed forces translates into winning hearts and 
minds and/or legitimizing the government or regime that the Pentagon is trying to 
prop up. Put simply, SOF think that being kind to the local population, no matter 
where in the world, results in the locals (alternately seen as primitive or savage) 
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liking you and rewarding you with information. But the locals are far smarter 
than instructors at the JFK Special Warfare Center & School at Fort Bragg or 
Naval Special Warfare Command in Coronado will ever concede. Locals know 
who the bad guys are. Locals know who truly cares and who has arrived in their 
neighborhood with aims ranging from the unkind to the imperial. 

Imperial bumbling is nothing new. U.S. troops fighting an insurgency in the 
Philippines during 1899-1902 tried to win hearts and minds by building roads and 
schools and setting up sanitation projects in areas under their control. Outside this 
ambit, they raided houses and burned villages. But the locals did not cough up 
the guerillas. “Whatever the reason, it was clear that the U.S. inability to distin-
guish friend from foe was a serious disadvantage,” historian Daniel Immerwahr 
explains. Immerwahr quotes a colonel who referred to the U.S. Army as a “blind 
giant—powerful enough to destroy the enemy, but unable to find him.”23

The U.S. military committed war crimes, including rape and massacre, 
when suppressing the insurrection. Filipino nationalists, anti-imperialists, men 
and women drawing inspiration from religion, and average Joes who just want 
foreign forces out of their country have been fighting in various forms and inten-
sities against the U.S. military presence in the Philippines ever since the 1890s. 
Filipinos know their history. U.S. troops largely don’t.

Shortly after 11 September 2001, the Pentagon deployed special operations 
forces to the Philippines under the guise of “fighting terror.” (Not a single Filipino 
had anything to do with the 9.11 attacks.24) Headquartered at Camp Navarro in 
Zamboanga in the southwest, the unit was known as Joint Special Operations Task 
Force–Philippines, or JSOTF-P.25

Journalist Mark Mazzetti explains one operation, using approved D.C. 
jargon:

In 2006, the American military fired missiles at a suspected terror 
camp in the jungles of the southern Philippines, based on intelligence 
that Umar Patek, one of the ringleaders of a 2002 terrorist attack in 
Bali, was hiding at the camp. The missile strike, which the government 
of Manila announced publicly as a “Philippine military operation,” 
missed Patek but killed several others. The military was never able to 
determine how many of them were followers of Umar Patek and how 
many were women and children.26

The U.S. Task Force’s components are still active in the area, despite a name 
change.27 Conventional U.S. military forces, too, roam the Philippines, especially 
at Clark Air Base on the island of Luzon. 
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The government of the Philippines benefits from the presence of U.S. troops 
because it receives increased funding and technology from D.C. An example of 
this is the Philippines’ National Coastal Watch Center, a unit with a broad mandate 
combatting terrorism, transnational crime, and secessionist movements. The U.S. 
government financed and helped build the Center.28 (Raytheon stuffed the Center 
with “border security solutions” technology.29) Meanwhile, the Philippines’ gov-
ernment is more than happy to have U.S. troops and mercenaries help fight pesky 
insurgencies in the south of the country. Manila knows that the Pentagon will 
never weigh the grievances of those living in Mindanao, for example, prior to 
deploying troops across the Pacific. 

The war industry benefits from a U.S. troop presence in the Philippines 
because it gets to sell a variety of products to both the Philippines’ Armed Forces 
and U.S. Armed Forces.

Sales to the Philippines in 2018 included Harris command & control technol-
ogy, targeting equipment, training services from multiple corporations, Raytheon 
technology to monitor ocean traffic, ordnance, and Lockheed Martin engineering 
on anti-aircraft fire control systems.30 These 2018 sales are continuing a modern 
legacy.31 Harris’ command and control technology revamped the Armed Forces 
of the Philippines’ ability to communicate and coordinate across the country’s 
dispersed isles.

War corporations profit off U.S. forces in the Philippines, especially after 
D.C. signed a new Enhanced Defense Cooperation Agreement with Manila in 
April 2014, expanding and entrenching U.S. military operations in the country. 
L3 has serviced U.S. Air Force C-12 aircraft. Invasive reconnaissance planes 
are involved in monitoring the Philippines, particularly the southern third of the 
country. DynCorp and JJLL have kept U.S. military infrastructure up and running. 
Coastal Pacific Food Distributors has provided the chow. Leidos provided spare 
parts for the U.S. Navy, while NASC (Warminster, PA) developed ISR sensors. 
Leidos sold 3D geospatial products to the U.S. Army for understanding the ter-
rain. Erickson Helicopters provided transportation. Violence-minded Corporate 
America still has a presence in the Philippines as of this writing. Journalist Joseph 
Trevithick reports, “special troops help Manila with intel, training and transport.” 
In actuality, U.S. war corporations are the ones supporting or carrying out a lot of 
that activity.32

U.S. military officers’ careers benefit from implementing MIC aggression. 
Several U.S. Army officers have commanded JSOTF-P. Upon arrival, an officer 
declares, “It’s a tremendous honor to be able to join the men and women of this 
Task Force and to serve alongside our exceptional Filipino partners in the fight 
against terrorism.” After a year or two with the Task Force, the officer springboards 
into the top ranks of SOCOM’s bureaucracy. Bathing in rapid promotion, he is 
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soon a 3-star general. At no point do these officers stand up against war profiteers. 
Rather, they go along for the ride, benefitting professionally from endless war.

Death toll, notwithstanding. From 2001 through early 2012, at least seven-
teen U.S. troops died from military operations in the southern Philippines.33 Many 
more have been maimed. The Pentagon claims these troops are “advising and 
assisting” and trying to “secure peace and stability.” At least 1,500 Filipinos have 
died as a direct result of U.S.-backed operations in the Philippines since 2001.

Marawi was hit particularly hard, with over 10,000 people displaced.34

Corporate media do their job. Even though U.S. troops were in the 
Philippines long before the “Islamic State,” and U.S. troops remain long after, 
The New York Times reported it thus in December 2018: “American forces also 
recently played a critical role in helping the Philippine military defeat Islamic 
State-backed Filipino militants who had occupied the southern city of Marawi.” 
Claims from U.S. government and intelligence officials ran wild through the 
Times’ next account, a March 2019 piece hyping the Islamic State’s presence in 
the Philippines.35 Through think tank affiliates and media assistants, the U.S. war 
industry finds more excuses (e.g. “shared values,” “building partnerships,” “deny-
ing extremists sanctuary”) so the Pentagon keeps deploying troops and weaponry. 
The “ISIS” factor hops across geographic regions. Then a destruction bonanza 
follows.

SOF are largely incapable of distinguishing among disgruntled locals, bad 
guys, insurgents, guerillas, and terrorists. They see populations and history only 
through the imperial lens, approved SOCOM curricula (a substantial portion now 
crafted and taught by corporations), standard U.S. history textbooks, and, increas-
ingly, narrow-minded, bellicose talking points emanating from industry think 
tanks and media partners. U.S. military sergeants once read Marx and Guevara, I 
note. Now they don’t even bother reading the writings of their supposed enemies. 
They leave it up to political operatives, revolving door officials, think tanks, and 
war corporations to govern formal military education. Myrer’s Once an Eagle 
and Pressfield’s Gates of Fire circulate in some SOF units, but their respective 
messages of war profiteering and stoicism bounce off the thick armor of fervent 
greed (corporate and imperial) inherent to SOF deployments overseas.36

State and corporate propaganda portray SOF as culturally sensitive and full 
of expertise about geography and history. Granted, SOF are indeed a few steps up 
from the average grunt; they’re trained enough to learn bits of a foreign language, 
to work well under severe stress, and to operate a wide variety of goods produced 
by U.S. war corporations. But they’re not educated to the point where they’d 
question the orthodoxy of U.S. foreign policy or thoroughly study the history 
of U.S. imperialism. Nor has their education led them to raise moral issues or 
question international or even constitutional legality. To do so would lead to a 
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crisis in the ranks, including plummeting morale and desertion. Rear Admiral 
Edward Winters unintentionally said it best: “We will only be limited by our 
imaginations.”37 Precisely. 

The greatest falsehood of all is “De Oppresso Liber,” the creed of Army SF. 
Special operations forces—whether Army SF, Naval Special Warfare, Air Force 
special tactics, or MARSOC operators—do not liberate oppressed peoples. Under 
the guise of promoting “U.S. national security interests,” SOF kill peasants; aid 
and abet undemocratic regimes; train local military forces who often go on to 
harm democratic or labor movements; assassinate official and unofficial enemies 
of D.C.; help despotic regimes commit war crimes against innocent civilians, like 
what Saudi Arabia has done to Yemen; or control unruly populations, as attempted 
in southeast Asia during the 1960s and 1970s. When facing mission failure, SOF 
argue that they were never given the time, space, funding, weaponry, or political 
support to get the job done. Since the 1960s, mostly through sheer violence and 
immense financial resources, they’ve murdered, oppressed, and stifled peoples 
struggling for their freedom and self-determination throughout the world.38

PROVISIONING HYPER-ENABLED OPERATORS

SOCOM relies on weaponry, transportation, and infrastructure provided by 
the four branches of the Armed Forces. Individual branches (Air Force, Navy/
USMC, Army) cover the acquisition of some major weapons platforms, such as 
tiltrotor and cargo aircraft, which SOCOM utilizes. But SOCOM also undertakes 
contracting activity; it has its own budget (in the eleven-digits39) and is able to 
purchase goods and services unique to special operations. SOCOM is a profitable 
avenue.

The war industry outfits special operations forces like sporting goods 
companies outfit Tiger Woods or LeBron James. Small arms & light weaponry, 
body armor, visual augmentation devices, and munitions bedeck the operator.40 
Contracts for SOF gear can be very expensive. One issued 7 March 2019 to six 
corporations, including the ever-present Atlantic Diving Supply, cost up to $4 
billion. War corporations know what they’re doing: special operations forces are 
vessels for industry goods and services.

SOF are deployed over and over again worldwide.41 Executives at war cor-
porations love this high operations tempo! They see these deployments as stable 
moneymaking accounts.

The war industry enjoys smooth, steady business opportunities, which are 
known as “contracting vehicles” in pentagonese:

• Special Operations Command Wide Mission Support (SWMS) typically 
involves SOCOM scooping up a few handfuls of corporations, which 
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provide ongoing IT services, logistics, and mission support. SWMS 
provides so-called subject matter experts, advisers, instructors, business 
professionals, and financial managers. 

• Special Operations Forces Global Logistics Support Services (SOF 
GLSS) provides SOCOM with a steady stream of logistics, maintenance, 
and parts. Lockheed Martin runs SOF GLSS right now. The Pentagon 
claims SOF GLSS cuts costs because it’s a one-stop shop for on-demand 
goods and services. The taxpayer wonders whether allocating $8 billion42 
to a corporation with a history of cost overruns43 is cost effective. 

Industry representatives meet regularly with contracting officers to facilitate 
contracting processes. Corporations call this “bridging the communications gap 
between government and industry partners.”

Strong, regular contracts for consulting and business operations demonstrate 
how thorough the corporatization of SOCOM has become.44

Instead of “We’ve got more strip clubs than pubs,” Tampa’s motto should 
be “Special Operations—A Growth Industry.” War corporations have flocked to 
Tampa in recent years. The local business community supports this.45 War corpo-
rations pitch all sorts of weaponry, gear, and software to U.S. Special Operations 
Command, which resides on MacDill Air Force Base, hogging the southern chunk 
of Tampa. 

War corporations with a strong presence in and around Tampa focus on 
different types of product: watercraft (e.g. Vigor Works craft), ground vehicles 
(e.g. Battelle and Polaris Defense vehicles), training (e.g. Rockhill Group aircrew 
instruction), counter-IED (e.g. Sierra Nevada Corp. and Syracuse Research Corp. 
technology), communications (e.g. L3 satellite communications terminals), and 
administration & acquisitions (e.g. Jacobs logistics). Other categories of sale 
include small drones and rotary-wing aircraft. Corporations even run SOCOM’s 
military exercises. On 26 April 2018, the command contracted Wittenberg Weiner 
Consulting to help run training and exercises. On 30 April 2018, Wittenberg 
Weiner announced it was on track to becoming the largest “defense contractor” 
headquartered in Tampa.46 This company contracts as a certified small business. 

The industry sector of “intelligence” services overlaps with special op-
erations. The office of Archimedes Global in Wesley Chapel is a short drive 
north-northeast of Tampa. It sells intelligence products, as well as public re-
lations, information operations, and security personnel. Archimedes Global 
exemplifies the corporate provision of “intelligence” services. Its sales have 
included the services of linguists and analysts of varying caliber, and instructors, 
technicians, engineers, and advisors. Personnel work on different tasks, includ-
ing countering-IEDs, supporting face-to-face intelligence gathering, analyzing 
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communications, and servicing equipment. Archimedes’ services can be found in 
many of the MIC’s favorite overseas locations, including Djibouti, South Korea, 
and Germany. Intelligence goods and services sold to SOCOM are too numerous 
to list here. Carahsoft, Raytheon, L3, and General Technical Systems are some of 
the main sellers.

The above categorization of industry goods and services sold to SOCOM is 
a mere soupçon. SOCOM financial transactions are often kept away from public 
eye. SOCOM personnel can simply classify contracts and operations, shirking 
genuine public oversight. War corporations, whose employees have the ability to 
classify information, also suffer no independent critical oversight. Billions are up 
for grabs. An acquisition chief at SOCOM, James Geurts, qualifies this: “We try 
to have fifteen to twenty ways to buy something. Velocity is my combat advan-
tage.”47 Colonel John Reim, the man in charge of SOCOM’s purchases, prioritizes 
assured communications and getting the “right information at the right time in the 
right format to our operators,” hence creating and sustaining a “hyper-enabled” 
operator.48

In industry eyes, the hyper-enabled operator is a vessel extra-packed with 
goods and services. 

In order to carry on packing these vessels with more and more goods and 
services, industry relies on great power competition, neoliberal platitudes, and 
financial legerdemain. SOCOM’s commander describes hyper-enabling: “We 
need to take the massive amount of data that we swim in, and through man-ma-
chine teaming provide the right information with the right slice of bandwidth at 
the lowest signature possible to enable the operator to sense, make sense, and 
act.”49 Hyper-enabling the operator can involve pushing new versions of tradi-
tional gear (e.g. armor, boots, guns, helmets), but it mostly encompasses fields 
that offer more profit: biomedical monitoring, communications, computing, 
cloud, data, human-machine interfaces, real-time social media monitoring, and 
visual augmentation, as listed by Jim Smith, a SOCOM acquisition leader.50 Great 
power competition is factored in. (Smith notes that such on-demand technology 
is very useful for SOCOM personnel operating in Eastern Europe and the Pacific. 
Industry is working on the technological hurdles associated with communicating 
and moving data in areas where Russia or China might push back using electronic 
warfare.) 

The industry drive for hyper-enabled operators has reached many corners of 
the command: SOCOM has established a task force within its science & technol-
ogy directorate to push hyper-enabled technologies, bloating the system further; 
and a recent industry display featured a SOCOM “disrupter event” to solicit new 
“hyper-enabled” technologies. Colonel Alex MacCalman of SOCOM notes that 
hyper-enabled operators are nothing less than end-to-end digitization of industry 
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and warfighting.51 Corporations market this development as reducing the grunts’ 
workload and allowing them to focus on the work at hand (pursuing “high-value 
targets”)—a miniature of the justifications used when forcing neoliberal econom-
ic policies upon global populations.

SOCOM uses other transaction authority (OTA) “as it pursues the hyper-en-
abled operator concept,” National Defense Magazine reported. “OTAs have be-
come popular contracting mechanisms that help cut through acquisition red tape 
through authorities granted by Congress.”52 You’ve seen OTAs used by Futures 
Command in Austin, Texas, and the Pentagon’s Defense Innovation Unit in 
Silicon Valley. What the Defense Innovation Unit is to Silicon Valley, SOFWERX 
is to Tampa. DEFENSEWERX is a 501(c)3 organization; its SOFWERX is an 
offshoot through which industry and SOCOM collaborate, design, prototype, and 
build. SOFWERX draws on a network of tens of thousands of personnel from 
academia, government, and corporations. Hyper-enabled grunts are just super-
charged vessels.

SOFIC 2019 AND MARSOF 2030

Every spring, the war industry holds one of its biggest displays in Tampa. 
At the Special Operations Forces Industry Conference, or SOFIC, war corpo-
rations promote their goods and services and network with local military brass, 
high-ranking Pentagon officials, program executive officers, program managers, 
and SOCOM acquisition personnel.

From top industry executives to senior SOCOM officers, the U.S. mili-
tary and industry play from the same profiteering page at SOFIC.53 Sponsored 
by Bank of America, Booz Allen Hamilton, General Dynamics, HP, Lockheed 
Martin, SAIC, and others, SOFIC 2019 was emblematic of industry’s control. 
In 2019, over four hundred corporations set up shop in roughly 900 booths to 
display their goods and services. Over 12,000 people from about forty countries 
attended. The industry pressure group NDIA put the number at 12,888 attendees. 
(NDIA co-hosted the event.) Tampa’s NBC news affiliate, WFLA, put the number 
at 13,000.54 NDIA’s senior vice president of meetings and business partnerships 
was pleased with it all: “2019 SOFIC was a great year for setting the bar for inno-
vation, small business, and connecting USSOCOM industry and the entire SOF 
community.”55 The commander of SOCOM acknowledges that SOFIC greatly 
influences how SOCOM plans for the future and acquires goods and services.56

Only men and women with influence in SOCOM’s procurement process 
gave speeches at SOFIC 2019.57

War corporations sell a variety of goods and services at SOFIC, though 
most products at SOFIC 2019 were IT-heavy (e.g. command & control, satellite 



376 Understanding the War Industry

communications, ISR, simulated training) as opposed to traditional weaponry 
(guns & ammo).

Industry doctrine steered the show. 
In 2018, officers, civilians, and industry personnel affiliated with U.S. 

Marine Corps Special Operations Command (MARSOC) concluded an eigh-
teen-month study to develop a vision guiding Marine Special Operations Forces 
(MARSOF). The resulting document, MARSOF 2030, contained four distinct 
concepts to shape activities, procurement, and warfighting. Traits and descriptors 
of great power competition (e.g. “powers pursuing regional primacy,” “erosion of 
U.S. military advantage”) featured prominently in the MARSOF 2030 document. 
Here are the MARSOF 2030 concepts, each with its official description, and a 
description of its appeal to industry.58

MARSOF as a Connector. “MARSOC seeks to leverage its command and 
control architecture to provide a foundation from which U.S. and coalition actors 
and capabilities can be brought to bear on problems whose solutions require the 
synergy of military and non-military instruments.” (Such corporate language 
betrays industry’s influence on MARSOF 2030.) This concept is all about com-
mand & control—the technologies that connect and facilitate coordination among 
military forces. Yes, unmanned and electronic warfare technologies are part of 
this. MARSOF as a Connector is more than that. It’s about doubling-down on 
command & control technology and forcing it into every corner of Marine Corps 
special operations. War corporations are looking, via this concept, to push their 
command & control technologies onto allied governments and militaries, and, 
moreover, to enhance the SOF-industry presence at every level of decision-mak-
ing—the battlefield, combatant commands, interagency efforts, and across federal 
government. All of this is carried out using industry-approved PR terms like “in-
tegration,” “synchronization,” and “hybrid warfare.” Military officers eat it up.59

Combined Arms for the Connected Arena. “Our units must be able to 
thoughtfully combine intelligence, information, and cyber operations to affect 
opponent decision making, influence diverse audiences, and counter false narra-
tives.” This concept is all about amplifying information operations, signals intelli-
gence, and offensive & defensive cyber warfare. The relevant corporate goods and 
services involve collection of information; automated sifting and analysis of this 
information; disrupting local unfriendly or anti-imperial organizations when they 
broadcast truths or narratives that SOCOM and war corporations deem unhelp-
ful or contrarian; placing more corporate intelligence analysts across SOCOM 
echelons; and monitoring all actors involved (U.S. personnel for insider threats 
and global persons for enemy inclinations). “Furthermore, we must be able to 
synchronize operations, activities, and actions in the information environment 
with those across operational domains and, when necessary, fuse cognitive and 
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lethal effects.” In other words, blend and coordinate psychological operations, 
cyber offense, and information gained from mass-monitoring with on-the-ground 
military maneuvers. Combined Arms for the Connected Arena is justified by 
pointing to key words: “contested environment,” “threat narratives,” “intercon-
nected domains,” and “illicit networks.” The profitability will be entrenched from 
day one: Incessant purchase and integration of electronic gizmos, cyber tools, and 
IT services are “foundational,” and demand cultivation of an institutional ability 
to combine information ops and advanced technologies. “To achieve this, we must 
change the manning, training, and equipping of our force.”

The Cognitive Operator. “Creating operational and strategic effects in the 
future operating environment will require a SOF operator with an equal amount 
of brain to match brawn; foresight in addition to fortitude.” This concept is all 
about reformatting the MARSOC bureaucracy, making it more responsive to 
industry weight; altering recruiting and retention procedures to attract trainees 
and retain operators who are excited by the prospect of cutting edge gear, and 
unquestioning of a corporatized paradigm; thereby allowing industry to develop a 
whole new generation of training and military precepts. (Cognitive psychologists 
have been present at SOFIC, sniffing for opportunities.) The war industry knows 
the average MARSOC grunt isn’t the brightest bulb in the shed, so it seizes upon 
The Cognitive Operator to push SOCOM to acquire human/machine interface 
technologies for front-line units, and to back up the on-the-ground MARSOF with 
more corporate personnel and informative tools. This stuffing/bundling is mar-
keted as providing MARSOC with “resources” and “solutions,” and addressing 
“threats” while “minimizing open hostilities.”

Enterprise Level Agility. “Our cohesive, focused force confers an orga-
nizational agility that allows the Command to rapidly reorient the organization 
to confront new challenges as they emerge.” This concept is all about catching 
what’s left, providing industry with a skeleton key through which to access and 
corporatize any remaining turf, parcel, or scrap of the MARSOC goldmine. “Mere 
declarations of agility will be insufficient to achieve this vision, MARSOC will 
have to examine processes, asses emerging requirements, and adapt capabilities 
across DOTMLPF to achieve a capability that currently resides only in one area 
of SOF Enterprise.” The initialism DOTMLPF is a tribute to the all-encompassing 
nature of Enterprise Level Agility. DOTMLPF stands for doctrine, organization, 
training, matériel, leadership, personnel, and facilities. Industry covers it all!—
from recruitment to retention, from initial training to continuing education, from 
stateside installations to battlefields overseas.

MARSOC officials relied thoroughly on these four industry-infused con-
cepts when attending SOFIC 2019.60 Naturally, war corporations played the “our 
troops” card: Companies are bringing out their “newest products and newest 
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innovation that will help our Special Forces Troops do their mission more effec-
tively to save lives and come home safe,” claimed one executive.61 Industry had 
Marine Special Operations Command pinned before anyone even stepped into the 
SOFIC pavilion.

SOF CONSTRUCTION FOR NONSTOP WAR

Military construction is a strong indicator of where the priorities of the MIC 
lie. Construction pertaining to special operations forces has soared in recent years. 
Dedicated SOF facilities are being built across the nation, coast to coast.62

Coronado is a strip of land right across the bay from San Diego and Chula 
Vista, California. It is home to Naval Special Warfare Command, including 
west coast SEAL teams and a lot of Naval Special Warfare training. The NSW 
presence on Coronado—the area now goes by the name Naval Special Warfare 
Coastal Campus—has undergone a massive physical transformation in recent 
years. Naval Special Warfare construction projects point to the capacious nature 
of nonstop war.63

Military construction is often against the will of the local people. Naval 
Special Warfare Command is building a waterfront operations facility on a penin-
sula in Pearl City, on the island of O‘ahu, Hawai‘i. The waterfront facility features 
an athletic center and areas for training and planning, equipment storage, vehicles, 
and water entry. The peninsula on which construction is taking place is across the 
bay from the bulk of Joint Base Pearl Harbor-Hickam. Corporate boardrooms 
and other high-ranking U.S. Navy officials are looking to increase Naval Special 
Warfare territory and time spent in Hawai‘i. Training will include greater use of 
war goods like AeroVironment drones, Boeing and Textron helicopters, Lockheed 
Martin gunships, Boeing cargo aircraft, and Bell-Boeing tilt-rotor aircraft. A 
recent environmental assessment obtained by the Honolulu Star Advertiser indi-
cated that Naval Special Warfare Command was looking to triple the amount of 
training time spent in Hawai‘i, Defense News reported.64 “The environmental as-
sessment said the number of training events on the islands is to increase from 110 
annually to 330.” As explained earlier, the U.S. Armed Forces helped colonize 
Hawai‘i, and many Hawaiian Natives and their descendants justifiably opposed 
further militarization of the land. The Pentagon and war industry pay the Natives 
little attention. 

Why is there so much construction in SOCOM? The upper echelons of the 
Pentagon support such military construction because it provides more funding 
and bureaucratic power. Capitol Hill supports it as well as the “tip of the spear” 
military units because they bring jobs and money to congressional districts and 
campaign coffers. No congressperson would dare criticize spending on SOF 
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in the pro-war environment that industry has cultivated in D.C. The U.S. war 
industry pushes unbridled construction in SOCOM because these facilities and 
troops end up using industry goods and services. And because some construction 
firms carrying out military construction (e.g. AECOM, Jacobs) are themselves 
war corporations, benefitting from laying the military infrastructure and then from 
the ensuing military training and operations.

SEEKING NEW ENEMIES

MIC elites recognized in the mid-2010s that a war against “terrorism” was 
losing some flavor and resonance. (Perhaps too many independent media outlets 
were seeing through the disinformation and the lies?) So war industry think tanks, 
public relations personnel, and media assets worked to shift the focus toward 
foes like Russia and China, whose “threat” could justify acquisition of major 
weapons platforms and increased war spending. Remember, war industry think 
tanks, like CNAS, were among the primary and initial advocates for industry’s 
great power competition. Brigadier General (ret.) Donald Bolduc contributed to 
this discourse. Bolduc once commanded U.S. special operations forces in Africa. 
He is now on numerous boards of directors and holds several advisory positions 
in Corporate America, one of which is IDS International of Arlington, Virginia.65 
IDS International has sold maintenance and operation of “critical infrastructure 
and training for combined security transition command Afghanistan,” a contract 
issued 13 January 2015 made clear. IDS International’s advisory board is packed 
with industry executives.66 Bolduc counsels against bringing the troops home: As 
the Pentagon dealt with fallout from a few U.S. military casualties in West Africa, 
Bolduc pledged that “without the presence that we have [in Africa] now, we’re 
just going to” see increased “effectiveness of the violent extremist organizations 
over time and we are going to lose trust and credibility in this area and destabilize 
it even further.”67 (A Pentagon study contradicts Bolduc: Increased violence has 
accompanied the U.S. military’s presence on the African continent.68) Bolduc ex-
emplifies the uncritical complacency seen today in high-ranking military officers 
which may indicate blatant conflicts of interest. Bolduc (R-NH) is now running 
for U.S. Senate and leaning heavily on his military credentials.69

After roughly two decades of war, wherein the MIC used and abused U.S. 
special operations forces, causing untold casualties, Capitol Hill is nowhere near 
bringing these troops home or drawing down the wars. Rather, Capitol Hill is 
going along with a profitable priority: bringing more conventional troops onto the 
scene in order to shift the positioning of SOF deployments. Senator Joni Ernst, 
a member of the Senate Armed Services Committee and recipient of plenty of 
war industry and Wall Street largess,70 advocates, “instead of such heavy reliance 
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on Special Forces, we should also be engaging our conventional forces to take 
over missions when appropriate, as well as turning over operations to capable 
indigenous forces.”71 (She doesn’t mention that those indigenous forces would 
certainly be trained by U.S. mercenaries or troops and supported by U.S. indus-
try goods.) The conventional U.S. forces set to replace SOF would come from 
existing infantry and military police units, replenished annually through intense 
corporate-led recruitment. An assistant secretary of war agreed, assuring the 
House Armed Services Committee about the “need to look at the line that sepa-
rates conventional operating forces from SOF and seek to take greater advantage 
of the ‘common capabilities’ of our exceptional conventional forces.”72 The then 
Secretary of War said he anticipated “more general purpose forces being used for 
some of the missions. In the past, we used only special forces to do it. The general 
purpose forces can do a lot of that kind of work that you see going on and, in fact, 
are now.”73 The commander of SOCOM reported to the House Armed Services 
Committee, “As we focus on today’s operations we must be equally focused on 
required future transformation. SOF must adapt, develop, procure, and field new 
capabilities in the interest of continuing to be a unique, lethal, and agile part of 
the Joint Force of tomorrow”74—an industry jackpot, whether or not the SOCOM 
commander realizes it. Bringing conventional troops into former SOF roles frees 
up the special operators for great power competition and expands the overall cor-
poratized breadth of the U.S. Armed Forces.

The war on terror is going nowhere. It will continue in parallel to great pow-
er competition. Industry profits no matter the direction or foe, real or imagined. 
SOF are not reined in. They’re dispersed elsewhere, and conventional U.S. forces 
fill the void.

ENDNOTES

1 Most SOCOM on-the-ground units are capable of shooting (“direct action”), training others, and 
rescuing those in need. The Army’s SOF, known as special forces (SF) or “green berets,” traditionally 
focus on training military or paramilitary units in other countries (“foreign internal defense”). Navy 
SEALs are primarily shooters specializing in over-the-berm approaches to enemy territory, though 
in recent years they’ve spent most time on dry land. Navy special warfare combatant-craft crewmen 
(SWCC) are trained to operate fast boats and infiltrate/exfiltrate SEAL teams. Air Force pararescue 
specialize in rescuing troops in hostile territory. Air Force combat controllers call in airstrikes and 
help seize airfields. Marines are the newest unit to join SOCOM, though their reconnaissance units 
have operated on special operations missions for decades. The Marines’ units in SOCOM, MARSOC, 
are now called “Raiders.” SOCOM has expanded substantially in recent years. Many in its ranks (e.g. 
pilots, administrators, PSYOPS, and support personnel) derive great pride in referring to themselves 
as special operations forces, though they are not shooters. This is a simplified introduction.

2 7,300 cited in Gibbons-Neff and Schmitt “Special Operations Forces in Africa Likely to Face 
Cuts in Major Military Review” (The New York Times, 4 June 2018). 7,785 cited in Karl Rozelsky 



 Two, Three, Many Special Operations 381

“Intro to USSOCOM and SOF AT&L” (Special Operations Forces Industry Conference, accessed 
23 July 2018). A SOCOM spokesperson put the number at 8,300 in Nick Turse “Commandos Sans 
Frontières: The Global Growth of U.S. Special Operations Forces” (TomDispatch, 17 July 2018). 
Sandra Erwin (National Defense, 6 June 2013) cited 11,000 SOCOM personnel deployed. Exercises 
SOF are involved in include Cobra Gold in the Asia-Pacific, Eager Lion and Eager Response in the 
Middle East, Alligator Dagger and Flintlock in Africa, Jackal Stone in Europe, Southern Star in Latin 
America, among many others. Operations include Exile Hunter, Jukebox Lotus, and Kodiak Hunter. 
See Turse and Naylor “Revealed: The U.S. military’s 36 code-named operations in Africa” (Yahoo 
News, 17 April 2019).

3 Gibbons-Neff and Schmitt. “Special Operations Forces in Africa Likely to Face Cuts in Major 
Military Review.” 4 June 2018.

4 The destruction of Yemen was covered in Chapter Five. Joint Special Operations Command, 
which is part of SOCOM, has been operating with no congressional oversight in Yemen since at least 
2010, per Dana Priest (Washington Post, 27 January 2010). Mark Mazzetti (The Way of the Knife, p. 
229) says SOF have been in Yemen since 2002.

5 Under full pressure from U.S. war corporations and the Hillary Clinton State Department, the 
Pentagon and NATO launched an elective war, sending in SOCOM during the early going. Journalist 
Conor Friedersdorf describes Clinton’s role in leading the war-drive against Libya: “Using contested 
intelligence, a powerful adviser urges a president to wage a war of choice against a dictator; makes a 
bellicose joke when he is killed [‘we came, we saw, he died’]; declares the operation a success; fails 
to plan for a power vacuum; and watches Islamists gain power.” See “Hillary Defends Her Failed 
War in Libya” (The Atlantic, 14 October 2015). HRC repeated talking points that industry often uses 
when laying the groundwork for optional war (e.g. the leader to be toppled is a “murderous dictator”). 
Aside from war profiteering, other Western motivations for intervening in Libya included Qaddafi 
making moves away from the U.S. dollar toward a gold-backed currency, and the imperial aims of 
French politicians and the profiteering of French war corporations (many of which work with U.S. war 
corporations). For factions, see Callum Paton (“Battle for Libya; A guide to the country’s factions and 
militias.” International Business Times. 15 June 2015) and Maryline Dumas (“Inside Libya: The war 
for oil.” Middle East Eye. 17 March 2017).

6 Cascais, Antonio. “Slave trade in Libya: Outrage across Africa.” Deutsche Welle. 22 November 
2017. “Migrants for sale: Slave trade in Libya.” Al Jazeera. 26 November 2017. 

7 Chamseddine, Roqayah. “Imperialism, Intervention, ‘War On Terror’ Detonate in Mogadishu.” 
MintPress News. 27 October 2017. Chamseddine presents a cogent analysis of imperialism and 
possible local grievances. Nuances might include al-Shabaab taking the environmentally friendly 
step of banning single-use plastic bags, asserting correctly that the bags “pose a serious threat to the 
wellbeing of humans and animals alike,” as reported in “Somalia’s terror group bans ‘harmful’ plastic 
bags” (Middle East Monitor, 3 July 2018).

8 Chivers and Schmitt. “In Strikes on Libya by NATO, an Unspoken Civilian Toll.” The New 
York Times. 17 December 2011. With a major presence in the Mediterranean, the U.S. Sixth Fleet 
operated the USS Mount Whitney, which was built by Huntington Ingalls and contained weaponry 
and systems from all major war corporations, ranging from Raytheon command & control systems to 
Dell computers. War corporations had packed USS Mount Whitney with high-tech data storage and 
communication capabilities and the ability to transmit large amounts of data at once. Carrying a crew 
of around 150 enlisted personnel and a dozen officers, the USS Mount Whitney regularly operated out 
of Italy. Admiral Sam Locklear commanded operations from the USS Mount Whitney. ADM Locklear 
was later tied to the Fat Leonard corruption scandal. Leonard Glenn Francis, a military contractor from 
Malaysia, bribed U.S. Navy sailors with cash, electronics, the services of sex workers, and expensive 
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dinners. Francis’ firm got many lucrative deals to resupply U.S. Navy ships. The Pentagon cleared 
ADM Locklear of wrongdoing, the justification for which was largely redacted. The Navy conducted 
its investigation without transparency. The Pentagon never disclosed the number of people it kicked out 
of the Navy for taking money or gifts from Fat Leonard. For more information, see Washington Post 
(Whitlock, Craig. “‘Fat Leonard’ and his prostitutes affected Pentagon’s pick to lead Joint Chiefs.” 1 
April 2018) and the AP (“U.S. Navy admiral pleads guilty to lying to investigators in ‘Fat Leonard’ 
bribery case,” 10 June 2016). After retiring, Locklear paid a visit to his old stomping grounds. “It’s 
such an honor to have someone like him take the time to come back here and talk to not only students 
here, but to us corps members,” said one JROTC participant at Byrnes High School, as reported by 
Elise Franco (“Retired 4-star Navy admiral offers advice to Byrnes students.” Gatehouse Media. 13 
April 2018). Locklear now sits on corporate boards (Fluor, HALO Maritime Defense Systems) and the 
think tank CSIS’ Southeast Asia Program Advisory Board.

9 MUOS transmits data, video, and voice messages. In Jan 2015, General Dynamics was tasked 
to work on the mobile, ground parts of MUOS, like handheld and manpack radios. In April 2015, a 
JV between Boeing and Lockheed Martin called ULS was tasked with supporting a launch vehicle 
carrying a payload that included MUOS commodities. Since the majority of this particular funding 
allocation was designated for the NRO and GPS payloads, I am only considering 10% (of the over 
$138 million awarded) as applicable to the MUOS project. This contract was nominally competitive, 
though at the time ULS had near complete dominance of the military’s space launch sector—ULS’ only 
rival, Space X, was just coming into the launch business—so this contract was not truly competitive. 
In Oct 2016 and Nov 2017, Lockheed Martin received funding for MUOS engineering, logistics, and 
spares. In Dec 2017, Trivec-Avant was tasked with improving some antennae on MUOS assets. In 
March 2019, LM received more money for MUOS. $351 million came from tallying the allotments 
of the aforementioned contracts: $13,331,955 + $45,517,301 + $92.8M + $92.9M + 13.8M (10% of 
$138,041,011), $92.8M.

10 “MUOS: What It Is, What It’s Not.” U.S. Department of State—U.S. Mission Rome. March 
2015.

11 “MUOS: What It Is, What It’s Not.” U.S. Department of State—U.S. Mission Rome. The 
Pentagon considered MUOS fully operational in autumn 2019, per C4ISRNet’s Nathan Strout (21 
October 2019).

12 General Dynamics C-37 aircraft, for example, can be used for transporting proud flag officers 
or gathering signals intelligence. Packed with goods, it is a corporation’s dream. Deadly war industry 
products operate out of and transit through NAS Sigonella. A good example is the Lockheed Martin 
AC-130, featuring Boeing bombs, a General Dynamics rotary cannon, and Northrop Grumman 
ordnance.

13 “U.S. Ramstein Base Key in Drone Attacks.” Der Spiegel. 22 April 2015.
14 McKinney, Cynthia. The Illegal War on Libya. Atlanta, GA: Clarity Press, 2012.
15 Harding, Thomas. “Col Gaddafi killed: convoy bombed by drone flown by pilot in Las 

Vegas.” The Telegraph. 20 October 2011.
16 Chivers, C.J. and Eric Schmitt. “In Strikes on Libya by NATO, an Unspoken Civilian Toll.”
17 The historian Garikai Chengu said it best: “In 1967 Colonel Gaddafi inherited one of the 

poorest nations in Africa; by the time he was assassinated, he had transformed Libya into Africa’s 
richest nation. Prior to the U.S.-led bombing campaign in 2011, Libya had the highest Human 
Development Index, the lowest infant mortality and the highest life expectancy in all of Africa.” 
See “Libya: From Africa’s Wealthiest Democracy Under Gaddafi to Terrorist Haven After U.S. 
Intervention.” Counterpunch. 20 October 2015. The 2011 UN HDI is available at <www.undp.org/
content/undp/en/home/librarypage/hdr/human_developmentreport2011.html>. 
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18 I paraphrase Max Blumenthal’s excellent description in The Management of Savagery, p. 
155.

19 For example, the U.S. Armed Forces and government agencies using expensive industry 
goods and services have launched over 550 drone strikes against Libya since 2011, per Nick Turse, et 
al. “Secret War: the U.S. has conducted 550 drone strikes in Libya since 2011—more than Somalia, 
Yemen, or Pakistan.” The Intercept. 20 June 2018.

20 Ayesh, Mohammed. “Mercenaries fighting alongside Haftar in Libya.” Middle East Eye. 29 
April 2019.

21 Declan Walsh, et al. “American Missiles Found in Libyan Rebel Compound.” The New York 
Times. 28 June 2019. The Times quoted the U.S. State Dept.: “We are aware of these reports and are 
seeking additional information. We expect all recipients of U.S. origin defense equipment to abide by 
their end-use obligations.” The Times later reported that the missiles had been sold to France (Schmitt 
and Walsh, 9 July 2019).

22 One corporation has lost a bit of business, for the time being. AECOM had been practically 
running Libya’s Housing & Infrastructure Board before the NATO military intervention. For more on 
AECOM’s presence inside Libya, see diplomatic cables available on WikiLeaks, <www.wikileaks.
org>: “U.S. Companies Win $2 Billion Worth of Infrastructure Contracts as Rewards for Political 
Relationship” (18 Dec 2007); “Opportunities for U.S. Firms as Libya Invests Billions in National 
Infrastructure Development” (12 Dec 2008); and “Risky Business? American Construction Firm 
Enters Joint Venture with GOL” (28 Jan 2009). It will be interesting to see AECOM’s posture after the 
current proxy and civil wars in Libya settle. The post-Libya environment has revealed some interesting 
gifts. “After Gaddafi fell and rebels sacked Libyan intelligence headquarters, troves of documents 
were found detailing the close ties between American and Libyan intelligence. There was even a letter 
to Moussa Koussa from Porter Goss, the former CIA director, thanking the Libyan spymaster for his 
Christmas gift of fresh oranges” (Mazzetti, The Way of the Knife, p. 254).

23 How To Hide an Empire, pp. 96-8.
24 The National Commission on Terrorist Attacks Upon the United States (the “9.11 Commission 

Report”) is available online at <www.9-11commission.gov/report/>. It indicates 15 of the 19 hijackers 
were from Saudi Arabia, 2 were from the UAE, 1 was from Lebanon, and 1 was from Egypt.

25 Most soldiers, sailors, airmen, or Marines assigned to front line special operation units 
speak their target language very poorly, or not at all. Army Special Forces are traditionally the best 
at languages among frontline U.S. SOF. Initial Army Special Forces language training is mediocre, 
rarely lasting more than six months. Passing the U.S. Army’s Special Force Qualification Course 
requires only “elementary proficiency” in a foreign language. (“Elementary proficiency” in the 
government’s ILR scale is writing in simple sentences or fragments, rife with errors in grammar and 
spelling, and possessing such a weak vocabulary as to only express the most basic needs.) SOCOM 
grants sporadic opportunity for follow-on language study once a grunt is through the initial training 
pipeline, but only in the rarest occasions does the grunt acquire anything approaching fluency. And, 
given today’s relentless operations tempo, follow-on language training is almost never thorough or 
sufficiently rigorous. I estimate that far less than one percent of one percent of frontline SOF shooters 
can speak their target language with ILR fluency. Rarely does a front-line special operator deployed 
to the Philippines have even working knowledge of one of the country’s 130+ dialects & languages.

26 Mazzetti. The Way of the Knife, p. 134.
27 The new name is Pacific Command Augmentation Team – Philippines.
28 “U.S. and Philippines: Building Partner Capacity for Maritime Domain Awareness.” Pacific 

Command Public Affairs. 9 June 2015.
29 “Raytheon-designed coastal watch center opens in Philippines.” Raytheon. 18 May 2015.



384 Understanding the War Industry

30 Relevant 2018 contracts issued 19 Jan, 26 Jan, 14 Sept, 5 Oct. Raytheon missiles sold to 
the Philippines on 9 Aug 2018 were worth up to $110 million. Targeting equipment must be seen 
in context of IBM’s 2012 sale of surveillance and policing technology to Davao City, Mindanao. 
Writing in The Intercept (20 March 2019), George Joseph described the sale well. D.C. is also sending 
Hamilton-class cutter ships, built by what is now Huntington Ingalls, to the Philippine military. 

31 Select prior sales to the Philippines: 2015 (18 Aug, 23 Sept, 15 Oct, 29 Oct), 2016 (13 Sept, 
21 Sept, 29 Sept, 9 May), 2017 (15 Aug, 18 Sept).

32 The 2014 EDCA allows U.S. troops to operate out of Philippine military bases. Bases 
include Antonio Bautista AB, Basa AB, Fort Magsaysay, Lumbia AB and Mactan-Benito Ebuen AB. 
See Schogol, Jeff. “Marines to rotate through the Philippines.” Marine Corps Times. 15 April 2016. 
Reuters (Mogato, Manuel. “U.S.-Philippine pact to highlight Obama’s Asia rebalance—minister.” 
8 April 2014) described the EDCA as U.S. forces using Philippine bases, increasing a presence 
(especially U.S. Navy presence) in the Philippines. D.C. is sending surveillance aircraft (Lockheed 
Martin and Boeing), drones, and littoral combat ships (which are made by multiple war corporations, 
including General Dynamics and Lockheed Martin) to U.S. forces on Philippine bases. J&J work 
focuses on the Marines, U.S. mercenaries, and U.S. SOF who are the replacements for JSOTF-P. 
Support ranges from mundane administrative tasks and the provision of cable TV to airfield security, 
vehicle maintenance, and serving food. Two corporations make up JJLL: J&J Worldwide Services 
(Austin, TX) and the real estate giant Jones Lang LaSalle (Chicago, IL). According to JJLL <www.
jjwws.com/the-republic-of-the-philippines-bos-phase-in>, BOSS takes place at 5 locations in Manila 
and Zamboanga. Contracts cited regarding U.S. war corporations: 3 Nov 2014, 2015 (10 June, 15 
Sept, 20 Oct), 2016 (20 April, 28 June, 30 Aug, 12 Dec, 21 Dec), 2017 (23 Feb, 29 Nov, 21 Dec), 
2018 (13 Feb, 28 March, 17 April, 7 June, 30 Aug, 27 Sept, 14 Nov), 21 March 2019. For more details 
on reconnaissance aircraft and U.S. troops, see “U.S. Spy Planes Help Philippines in Fight Against 
ISIS-Linked Militants” (AP, 10 June 2017); Yeo, Mike. “U.S. aircraft in Philippines in battle against 
ISIS” (Defense News, 10 June 2017); Trevithick, Joseph. “Yes, American Commandos Are Still in 
The Philippines” (War is Boring, 5 November 2014). A 30 March 2018 sale to the Pentagon, which 
falls under the administrative umbrella of the Defense Threat Reduction Agency WMD Proliferation 
Prevention Program, is the result of a classic ruse: pretend a country is vulnerable to WMD smuggling 
and/or WMD development, goading the Pentagon to address the situation militarily. On 20 Sept 2018, 
Raytheon received more money for this contract.

33 Lee, Darrick B. “U.S. Special Forces, Philippine Service members honor the fallen during 
‘Wild 42’ Memorial Observation.” Joint Special Operations Task Force – Philippines Public Affairs. 
22 February 2012.

34 Over 100,000 people were displaced in the city of Marawi. Much of the city’s infrastructure 
was destroyed or damaged. “Inside the battle-scarred Philippine city of Marawi.” BBC News. 7 June 
2019.

35 Beech and Gutierrez. “How ISIS Is Rising in the Philippines as It Dwindles in the Middle 
East.” 9 March 2019.

36 Messages of stoicism are present in Gates of Fire. A school of thought that originated in 
ancient Athens, stoicism stresses adopting an even temperament, living in the present, and reduction 
of material possessions, among other principles. Stoicism is an honorable and effective way to live, 
but is incompatible with the technology- and gizmo-heavy kits that SOF carry, let alone the for-profit, 
destructive nature of the MIC in general, of which SOF are a part.

37 Ginther, James. “Naval Special Warfare Welcomes Group 10 to Force.” Naval Special 
Warfare Public Affairs. 26 May 2011.
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38 In Latin America alone, U.S. SOF have helped kill thousands in Colombia, El Salvador, 
Guatemala, Honduras, Nicaragua, and Panamá. They’ve supported death squads and dictatorships in 
Argentina, Bolivia, Brazil, Chile, Paraguay, and Uruguay. U.S. SOF line up against the people of Latin 
America who demand progressive or democratic reform. 

39 SOCOM’s 2015 budget was around $10 billion, per Marcus Weisgerber (Defense One, 27 
January 2015). SOCOM’s FY2018 fund balance with U.S. Treasury was $10.18 billion, per “FY 2018 
USSOCOM Financial Statement Reporting Package,” 30 Sept 2018: <www.socom.mil/Documents/
FY2018_USSOCOM_Financial_Statement_Reporting_Package_UNCLASSIFIED.pdf>, p. 1.

40 This includes ammo from Culmen International (Alexandria, VA), Black Hills Ammunition 
(Rapid City, SD), and Ultra Defense (Tampa, FL); grenades from American Rheinmetall Munitions 
(Stafford, VA) and Combined Systems (Jamestown, PA); Dillon Aero (Scottsdale, AZ) miniguns; Sig 
Sauer (Newington, NH) upgrades to carbines; Ensign-Bickford (Simsbury, CT) detonators; Hardwire 
(Pocomoke City, MD) armor inserts; L3 (Londonberry, NH) aiming lasers & training; and Nammo 
Talley (Mesa, AZ) light anti-armor weapons. Visual augmentation includes FLIR handheld devices, 
L3 night vision goggles, and Optics 1 laser range finders. Larger ordnance includes Dynetics small 
glide munitions and Raytheon missiles. (Ultra Defense has sold to Afghanistan, Burkina Faso, Chad, 
Congo, Colombia, Djibouti, Iraq, Jordan, Niger, Pakistan, Peru, Romania, Somalia.)

41 Nick Turse (“Commandos Sans Frontières: The Global Growth of U.S. Special Operations 
Forces,” 17 July 2018) explains in TomDispatch: In 2017 alone, SOF “deployed to 149 countries—
about 75% of the nations on the planet.” At the halfway mark of 2018, “America’s most elite troops 
have already carried out missions in 133 countries,” according SOCOM’s figures. CIA’s own special 
activities division complements SOF in many places. CIA’s paramilitary units operate in roughly 134 
countries, per Annie Jacobsen, speaking at the bookstore Politics and Prose in Washington, D.C., about 
her new book Surprise, Kill, Vanish (New York: Hatchette Book Group, 2019). Jacobsen’s full talk, 
given 21 May 2019, is available at <www.youtube.com/watch?v=qk5QIIgnWtE>. 

42 Issued 11 Aug 2017.
43 Lockheed Martin’s F-35 program comes to mind.
44 Examples include Cruz Associates (Yorktown, VA) technical support to SOCOM’s 

Technology Applications Contracting Office; Mayvin Consulting Group (Annandale, VA) business 
management and program support; and Odyssey Systems Consulting Group (Wakefield, MA) 
advisory and assistance.

45 The Tampa Hillsborough Economic Development Corporation <tampaedc.com/defense-
security> describes the financial incentive: “Locally, a $14 billion military industry has developed 
around areas such as cybersecurity and information technology, intelligence and analysis, training 
and simulation, and advanced manufacturing, with nascent opportunities in biotechnology and 
rehabilitative health.” For perspective, the War Dept. awarded more than $13.4 billion in contracts 
to the state of Maryland in 2016, according to the Maryland Department of Commerce (“Maryland 
Launches Online Tool To Map State’s Defense Spending,” 29 March 2017). The commander of 
SOCOM, 4-star Gen. Raymond Thomas, thanked the Tampa mayor in a 2018 address to industry. 
See “Watch USSOCOM Commander Thomas’ Keynote Address at NDIA’s SOFIC 2018.” Defense & 
Aerospace Report. 23 May 2018: <www.youtube.com/watch?v=9cXf34xaQ6g>.

46 “Award Sets WWC to Become Largest Defense Contractor Headquartered in Tampa, FL.” 
In the News. 30 April 2018.

47 Erwin, Sandra I. “Secretive SOCOM opens up to private sector.” National Defense. 25 
January 2016.

48 “USSOCOM’s Reim on Great-Power Competition, Communications Challenges, 
Acquisition Lessons Learned.” Defense & Aerospace Report. 26 May 2018: <www.youtube.com/
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watch?v=W0qMgJhRUYQ>, (4:00). Col. Reim was relying on great power competition when 
advocating for the acquisition of goods and services.

49 “Watch USSOCOM Commander Thomas’ Keynote Address at NDIA’s SOFIC 2018.” 
Defense & Aerospace Report. 23 May 2018: <www.youtube.com/watch?v=9cXf34xaQ6g>, (15:48).

50 Tadjdeh, Yasmin. “‘Hyper-Enabled Operator’ Concept Inches Closer to Reality.” National 
Defense Magazine. 3 May 2019. Other related fields include enhanced stand-off identification and 
characterization; probabilistic applications to speed up decision-making; intuitive mobile apps for data 
aggregation; social network mapping tools; and tactical communications and navigation. All SOCOM 
forces (e.g. logisticians, medics, PSYOPS personnel, shooters) can be hyper-enabled, Smith says.

51 Tadjdeh, Yasmin. “‘Hyper-Enabled Operator’ Concept Inches Closer to Reality.”
52 Tadjdeh, Yasmin. “‘Hyper-Enabled Operator’ Concept Inches Closer to Reality.” 

Noncompetitive “other transaction authority” is detailed in 10 U.S.C. 3719, I note.
53 The senior vice president for meetings and business partnerships at the pressure group NDIA 

praises SOFIC for giving corporations an environment where they “can have candid conversations and 
create unique partnerships to meet the needs of the special operator.” See Tadjdeh, Yasmin “Annual 
SOFIC Conference Kicks Off in Tampa” (National Defense, 21 May 2018). “For industry participants, 
SOFIC provides a multitude of significant opportunities for networking, business intelligence, brand 
promotion and product demonstration. Participants are offered detailed insights and tips on how to do 
business” with SOCOM “and information on what capabilities are most desired by the community,” 
per “About SOFIC,” <www.sofic.org/about-sofic>. The assistant chief of staff for requirements 
development at Marine Special Operations Command says, “SOFIC is an invaluable forum that brings 
together our warfighters, capability developers and industry partners to engage in those conversations 
and scouting efforts that will ultimately hasten innovation.” See Kinney, GySgt Lynn “Marine Raiders 
talk SOF innovation at SOFIC 2019” (DVIDS, 22 May 2019). The commander of SOCOM, General 
Raymond Thomas, affirms that SOFIC’s purpose is “to bring together stakeholders” from “military, 
government, academia, and industry” to “discuss and drive solutions to today’s hardest problems and 
to explore the current and future trends of technology and industry for future challenges.” Quoted 
in the 23 May 2018 episode of the Defense & Aerospace Report (“Watch USSOCOM Commander 
Thomas’ Keynote Address at NDIA’s SOFIC 2018,” <www.youtube.com/watch?v=9cXf34xaQ6g>). 
“This is an opportunity that we do every year to interface and collaborate with our industry partners, 
to share what our needs are and to tell the industry our interest so we can all move away from the 
conference with a clear understanding of how we are going to accelerate SOF innovation,” says 
SOCOM’s Colonel Alex MacCalman in Gannon, Meghan “SOFIC showcases future technology, 
advancements for Special Operations Forces” (WFLA 8, 21 May 2019). All military and industry stars 
are aligned.

54 Gannon, Meghan. “SOFIC showcases future technology, advancements for Special 
Operations Forces.”

55 “New records in exhibitors and attendance among highlights of the 2019 SOFIC.” PR 
Newswire. 23 May 2019.

56 Gen. Thomas was in charge of creating the program of objective memorandum, SOCOM’s 
guiding document for the following decade. The memorandum lays out SOCOM’s acquisition 
priorities. This spans aircraft, seaborne vessels, ground vehicles, precision weaponry, cyber tools, 
IT, and integrated communications. Gen. Thomas affirmed, “Our decisions and discussions today [at 
SOFIC 2018], the results from forums at SOFIC, will be a major factor in what our forces fight 
with and what technologies they will use for years to come.” See “Watch USSOCOM Commander 
Thomas’ Keynote Address at NDIA’s SOFIC 2018.” Defense & Aerospace Report. 23 May 2018: 
<www.youtube.com/watch?v=9cXf34xaQ6g>, (11:00).
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57 Speakers included heads and directors of SOCOM’s Office of Small Business Programs, 
Acquisition Agility, Directorate of Procurement, Directorate of Logistics, Directorate of Science & 
Technology, Data, Acquisition Executive; and the heads of Program Executive Offices for Special 
Operations Force Support Activity, Special Operations Forces Warrior, Services, Maritime, Fixed 
Wing, Rotary Wing, and C4. Civilian honchos from the Pentagon (all former military officers) 
made the trip to Tampa: Principal Deputy Secretary of War for Acquisition Enablers; director of the 
Pentagon’s office of small business programs; and Assistant Secretary of War for Special Operations 
& Low Intensity Conflict.

58 All quotes in the following four concept paragraphs, unless otherwise indicated, were 
taken from “MARSOF 2030: A Strategic Vision for the Future.” Special Operations Command – 
United States Marine Corps Forces. March 2018: <www.marsoc.marines.mil/Portals/31/Documents/
MARSOF%202030.pdf?ver=2018-03-29-143631-557>.

59 The guiding document signed by Maj. Gen. Carl Mundy, USMC, admits this concept “will 
require an ambitious effort to change current authorities and permissions” and “require investments 
in select regions to cultivate the required partner relationships above the tactical level.” MARSOC’s 
team leader for science and technology cited complex battlefields as a reason to acquire new and 
improved communications and weaponry: “We seek to develop technology that complements our 
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Transitioning

“[W]hen a population is no longer prepared to accept the order 
given by decision makers, then those persons cease to be decision 
makers, as decision-making means not only the issuing of commands 
but the readiness of the population to accept and to implement.”

—Professor Seymour Melman1

The United States military provides the troops and installations, the war 
industry provides the goods and services, and Congress provides the funding and 
legislation that enables the wars. The MIC propagandizes the public, perverts 
culture, transfers treasure to war corporations, sends our loved ones to wreak de-
struction and die in foreign lands, and pollutes the air, soil, and water worldwide. 
War has become permanent because the war industry has captured government 
and bends it to its ceaseless quest for profits. There will be no escape from inter-
minable wars until this reality is recognized and resisted. It is incumbent upon us 
all to forge a new society which operates to our benefit, not to our cost. To this 
end, here are a few suggestions for those working within the system regarding 
where to go from here. In a democratic assertion of people power, all three sides 
of the military-industrial-congressional triangle must be addressed simultaneous-
ly and thoroughly.

EDUCATION AND ORGANIZING

We must promote peace education in our schools, universities, and political, 
cultural, and religious organizations, to help the public better understand the MIC, 
how to undermine it, and why we must. We must teach one another about the true 
impacts of war, the folly of its glorification, the waste of our resources, and the 
suffering and neglect of our veterans.

We must resist military recruitment in our schools, communities, and states. 
We must propose, elaborate, and compile credible alternatives for industry 

and foreign policy, useful for antiwar organizing. We must support, join, and 
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fund peace organizations of all stripes and learn from their long experience, their 
wide range of organizing tactics, and their proposals for winding the warfare state 
down. They play a foundational role in ending wars.2 

Not everyone in the antiwar movement will agree on every aspect of how 
to transition from the warfare state or on future social goals for the United States, 
but against the MIC the public can form a united front. Targeting the MIC should 
be the focal point in order to achieve a broad-based movement. This is where 
our common interest lies. We must take this struggle to the military, the war cor-
porations, government at all levels, all media, Silicon Valley, and research and 
academic institutions.

It is incumbent upon organizers to study how governments respond to mass 
movements, and to anticipate and deflect efforts to infiltrate, discredit, and disrupt 
them. Governments use fear, intimidation, xenophobia, ethnic and gender issues, 
homophobia, patriotism, slander, derision, personal weaknesses (pride, greed, 
lust, envy), and other points of leverage to split mass movements apart.

ELECTIONS AND LEGISLATION

Exorbitant military spending should be made an issue in every political 
election across the country, from local and state races to federal elections, while 
demonstrating where, locally or nationally, such money could be better spent. 
The extent of candidate funding from the war industry should be exposed and 
deplored. We must make those in Congress and those running for it realize that 
they have more to fear from an antiwar public than to gain from the war industry. 
It is We, the People, who hold the power to put public officials in office or remove 
them from it. Candidate commitment to transitioning from endless war must be a 
plank in every winning campaign—local, state, and federal.

We also need to eliminate corporate personhood and get money out of poli-
tics in order to enable the democratic reflection of the people’s will.

Creating a functioning economic system that cares for people and the planet 
is a priority. Local and state laws can prohibit public funds from investment in war 
corporations. Congress can defund dubious, needless wars once the people have 
its back. War corporations’ profits from goods and services will dry up without 
military appropriations, forcing them to transition to other products and ser-
vices—something that corporations are regularly forced to do anyway to address 
the shifting demands of the domestic and global marketplace.

Implementing congressional term limits and ending gerrymandering will 
improve democratic institutions. 

The legislative reclamation of public radio will allow independent, non-cor-
porate news media to inform the public, deconstructing both the industry’s hype 
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of “threats” and the aggressive military doctrine promulgated by the Pentagon. 
Threats—industry’s sustenance—evaporate under the light of peaceful rationali-
ty. Anonymity and privacy must underpin human relationship to technology and 
the enterprises that produce and govern such technology.

Going forward, we must declare in our legal and moral code that the atmo-
sphere is a public trust. We must seek to enshrine ecocide—defined as extensive 
damage, destruction to, or loss of ecosystems—in U.S. and international law as a 
crime on par with genocide.3 

DEMOBILIZATION

The Pentagon’s total worldwide possessions cover 4,775 sites on roughly 
26.9 million acres across 45 countries, according to the FY2018 Base Structure 
Report.4 U.S. military installations overseas should be turned over to the respec-
tive host countries, with a view to promoting friendlier ties with them.5 Citizens 
of those countries must be allowed to decide what to do with the installations. 
A fraction of the Pentagon’s annual military construction funds is sufficient to 
repatriate or destroy the most sensitive equipment on overseas bases. The annu-
al cost of these overseas installations—around $150 billion6—is then freed up 
to address real human needs stateside, including affordable housing and public 
infrastructure.

A united, engaged citizenry can compel government to bring the troops 
home. Immediate transfer of the Overseas Contingency Operations funding to 
the Department of Veteran Affairs can pay for the initial phases of this transition. 
Members of the U.S. military are a disciplined workforce which can be retrained 
to engage in infrastructure repair and development,7 teaching, and many other 
occupations which could benefit from their patriotic energies.

Winding down military installations inside the U.S. offers a wonderful op-
portunity for re-wilding. Designating certain military installations off-limits to all 
humans allows the natural world to rebound. Such areas as Dare County Range in 
North Carolina, the Mountain Home Ranges in Idaho, White Sands Missile Range 
in New Mexico, the Pacific Missile Range in Hawai‘i, and the Joint Pacific Alaska 
Range Complex are a great place to start.

DISOBEDIENCE 

U.S. soldiers, sailors, airmen, and Marines mutinied in 1945 when, af-
ter World War II, the War Department tried to keep them overseas to man the 
Pentagon’s bases. On Guam, the U.S. troops burned the Secretary of War in effigy. 
They rose up in such numbers that the War Department couldn’t punish them. 
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“[W]as the army really going to court-martial tens of thousands of its own men? 
Was it actually going to execute anyone? The uprising had grown so large that 
this was hard to imagine.”8 The War Department didn’t punish the troops. And the 
troops got their way. 

A few decades later, U.S. troops stopped following orders during the 
Vietnam War. They stayed inside the wire or attacked the officers who ordered 
them on patrols.9 This disobedience contributed to ending the war. Today’s troops 
can follow precedent. Why? The troops know intuitively that they are being used 
as pawns, deployed abroad to benefit corporate profit. Industry executives and 
officials in both political factions are ultimately responsible for the deaths of U.S. 
troops and civilians overseas. The terrible but transformative realization among 
U.S. families—that their loved ones died in vain and that needless war-making 
has to be stopped—can contribute to the reconfiguration of authority inside the 
United States. Military veterans, more receptive to the truth, can help those in 
uniform.

The civilian officials and high-ranking officers in charge of the U.S. Armed 
Forces have temporary authority. We, the People, hold ultimate power over them. 
We exercise our rights when limiting the war-making powers of the Pentagon’s 
leadership. 

THE DRAFT 

If there must be a war—a true war in defense of the United States, and not its 
empire—all must share the burden. In such circumstances, there is little doubt that 
the public would support a military draft which would include all income ranges 
without deferments. This will not make up for the centuries during which the up-
per class declared wars and the lower and middle classes fought them, but it will 
help create an even playing field today. Indeed, the fear of the social resistance 
to a military draft that includes all sectors of the population is one of the reasons 
that the Pentagon has not instituted it; so paradoxically the draft itself can help to 
encourage antiwar behavior and lead to a true Department of Defense.

DEMILITARIZING INDUSTRY

The demilitarizing of industry can be brought about from above, from with-
in, and from below. 

We didn’t always have war corporations. Prior to World War II, state-owned, 
state-run arsenals manufactured weapons of war according to need, and not with 
a view to profit. We can return to this. Nationalizing the war-related assets of 
the biggest war corporations is a strong first step in regaining control over war 
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production. Stripping war corporations of their war components will leave them 
free to concentrate on—and indeed improve, as is much needed—their compet-
itive performance in the purely civilian portions of their businesses. Adapting to 
changing demand is a challenge that businesses normally face, and many U.S. 
corporations may have become lax, used to living on the guaranteed military dole.

The federal government is no stranger to planning a shift away from war, 
Seymour Melman explains:

From 1943 on, the War Production Board soon followed by the 
creation of the Committee For Economic Development sponsored 
post-war planning for the United States. Towns, state governments, 
companies set up post-war planning officials. That was the title 
that appeared everywhere. There were vice presidents for post-war 
planning, assistants to governors for post-war planning. And it was 
pursued everywhere. In January 1969, one of the last official acts of 
President Lyndon Johnson was the report—was the economic report 
of the president—which included a major proposal complete with 
detailed data and budgeting for a peace dividend for the United States 
to replace the wartime expenditures in Vietnam.10

Alternative Use Committees (staffed with a strong representation of 
blue-collar workers) can address how to better use, in a non-military manner, the 
existing industrial facilities across the United States and redesign the enterprise 
to balance local needs with the demands of the country as a whole. Economic 
Conversion Finance Banks can hold and divvy out government funding to local 
and state authorities.11 

Robust laws and international cooperation can temper capital flight, pre-
venting international financial institutions from removing their money from the 
United States and investing it elsewhere. Investments in domestic infrastructure 
can then be incentivized by the kinds of funding and financial offerings which 
heretofore were available primarily for military investment. Departments of 
Agriculture, Education, Energy, Interior, Labor, and Transportation can rise as the 
Department of War falls.

The bulk of the pressure for demilitarizing industry must come from below. 
But here the issue transcends the military component of industry to address the 
overall corporate control of the U.S. economy. Huge corporations have become 
laws unto themselves in all spheres. They promulgate legislation to their benefit, 
pay sky-high CEO salaries, produce according to short-term profit rather than 
need, and monopolize the market to the disadvantage of all comers. Whether one 
supports small and medium-sized private enterprises or worker cooperatives,12 all 
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sides of the 99% can see that the restructuring of major corporations will lead to 
the equalizing of social benefits.13

Workers, in particular those working for newly-configured cooperatives 
transitioning away from war, can refuse to support D.C.’s flailing military adven-
turism. At nominal sacrifice, workers can convert the industrial output of their 
cooperatives into goods and services benefitting the public and environmental 
good. For example, a food distributor based in California could refuse to pro-
vide food to Naval Support Facility Diego Garcia, Naval Station Guantánamo 
Bay, and other imperial outposts, focusing instead on the needs of Californians. 
A factory in Arizona could make aerodynamic composites for space exploration 
instead of deadly missiles. A shipbuilder in Newport News, Virginia, could focus 
on facilitating cooperative-to-cooperative or worker-to-worker maritime trade 
instead of constructing warships. A logistics firm in Colorado Springs that has run 
military bases could be harnessed to improve affordable housing. A full-service 
IT and project management firm headquartered in Reston, Virginia, could sprout 
the rudiments supplementing the retraining of the troops and blue-collar workers 
who used to produce weapons of war. There are many such opportunities to create 
meaningful, peaceful work.

Many humble and diligent workers reside within the war industry. These 
people are just trying to make ends meet, welding, soldering, or buffing, or run-
ning the increasingly automated machinery that assembles products of war. They 
intuitively understand that the executives of war corporations do not care about 
them. Executives just want compliant labor and are trying to automate most of the 
workers’ jobs anyway. It is critical that Congress and community take care of this 
working class when converting the war industry to peaceful endeavors. For exam-
ple, blue-collar workers making armored vehicles in Ohio should receive priority 
training, financial support, and educational opportunities during the transition. 
Those wishing to retire should be taken care of with benefit packages comparable 
to those who retire from the U.S. Armed Forces. 

Dismantling the MIC can be a part of the Green New Deal (GND), a legisla-
tive initiative to reconstruct U.S. society (agricultural practices, transportation, and 
industrial activity) by reducing human-made greenhouse gas emissions. Popular 
with the U.S. public,14 the GND is particularly helpful in how well it stresses the 
need to “promote justice and equity by stopping current, preventing future, and re-
pairing historic oppression of indigenous peoples, communities of color, migrant 
communities, deindustrialized communities, depopulated rural communities, the 
poor, low-income workers, women, the elderly, the unhoused, people with disabil-
ities, and youth.” Accordingly, the GND aims to provide “high-quality education, 
including higher education” for all, implemented “with a focus on frontline and 
vulnerable communities” as “full and equal participants.” From the GND we learn 
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to ensure “the use of democratic and participatory processes that are inclusive of 
and led by frontline and vulnerable communities and workers to plan, implement, 
and administer” the mobilization “at the local level.”15 This is democracy at its 
finest; Alternative Use Committees can achieve this.16 Citing midpoint estimates 
between university professors and a conservative think tank, one mainstream 
columnist notes that creating “a low-carbon electricity grid, a net-zero transporta-
tion system,” and upgrades to all existing buildings to energy-efficient standards 
would cost less than half of the annual military budget.17 The money is there to 
change our society. We just need to seize it (and the initiative).

Mid-level jobs (physicists, mathematicians, engineers) within the war 
industry typically require graduate degrees. These jobs are transferable to the 
non-militant civilian world. The abilities and knowledge that mid-level workers 
possess are attractive to organizations that will receive a major funding boost cut 
from the budget of the War Department: Department of Education devising new 
curricula, Department of Housing & Urban Development establishing affordable 
housing, Department of Energy grappling with the energy crisis, Department of 
Health & Human Services tackling the pollution that capitalist enterprises have 
left behind, National Aeronautics & Space Administration exploring space, grants 
and subsidies for organizations focusing on sustainable energy, and National 
Oceanic & Atmospheric Administration monitoring the oceans and atmosphere.18

INTERNATIONAL SOLIDARITY 

The military-industrial-congressional triangle insulated itself from U.S. so-
ciety in order to operate at maximum speed and minimum supervision, diverting 
the wealth of society toward the interests of the leaders of the MIC. Increasingly 
people at home and abroad realize, it is everyone against the MIC. The U.S. anti-
war movement must ally, online and off, with its counterparts in other countries, 
worldwide, and in particular where U.S. or U.S.-supported wars are taking place. 
All are in this together, to do the right thing for their families and future gen-
erations. Pushing back against the corporate monopoly on the use of violence 
requires and offers great opportunity for teamwork and solidarity. Solidarity can 
form across aggrieved families, from the streets of Colombia to the streets of 
Yemen to the streets of the United States. Solidarity can form across all those who 
have been on the receiving end of the corporatized U.S. surveillance state.

Each year, the Pentagon holds military exercises in North and South 
America, Asia, Africa, and Europe—all over the world. Eagle Resolve is an 
annual U.S. exercise (featuring Gulf Arab militaries) that focuses on protecting 
petroleum and military infrastructure, patrolling the Persian Gulf, and interdicting 
vessels. Hundreds, perhaps thousands, of locals have to assent in order for just one 
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military exercise, such as the multinational exercise Eagle Resolve, to kick off. 
Locals can push back creatively, from “losing” paperwork to monkeywrenching 
to blocking access to terrain in their thousands. 

European nations can push back against the MIC. Consider U.S. operations 
at Ramstein Air Base in Germany. The German people can summon courage to 
use the NATO Status of Forces Agreement to end the U.S. presence.19 Under 
enough people pressure, European governments can pass laws banning U.S. 
weapon storage on European soil.20 

Antiwar organizations can assist the peoples of dominated nations and U.S. 
client states in their efforts to kick out D.C.’s troops and war corporations, and 
reclaim their sovereignty. Expelling D.C.’s military presence is a daunting task, as 
the struggle for sovereignty has been fought for, for decades in many areas of the 
world. But as today’s desperate workforce becomes more aware how the MIC’s 
endless wars are pushing the U.S. itself toward poverty and degeneration, people 
power and political awakening offer a hopeful recipe for an alignment of efforts.

PROSECUTIONS

The lieutenant general who helped plan and carry out the destruction of 
Fallujah (known as the “Second Battle of Fallujah”) in November-December of 
2004 is a uniformed war criminal. D.C. has plenty of those. But there are also 
many civilian war criminals in the leadership ranks of war corporations (e.g. 
“Vice President of Program Management Excellence,” “Executive Vice President 
of Missiles & Fire Control,” or “President of Ordnance & Tactical Systems”). 
Initiating wars of aggression and murder for profit, the defining activities of war 
corporations, are crimes against peace.

The London Charter provided the Nuremberg Trials’ framework for pros-
ecuting the Nazis after World War II. The London Charter defined the charges 
war criminals face: crimes against humanity (e.g. killing civilians), crimes 
against peace (e.g. pushing for and starting a war), and war crimes. Crucially, the 
Nuremberg Trials prosecuted the economic leadership of Nazi Germany, includ-
ing the leaders of weapons manufacturers.

Many industry elites are psychopaths far removed from the difficulties faced 
by the public at large. It is important to not write off these psychopaths as “evil.” 
The CEOs of war corporations are not evil. They have excelled in an environ-
ment that we have permitted them to foster, a permissible society that idolizes 
financial accumulation and those at the top of hierarchies. They are our problem. 
We must own and address this problem. Is your name listed on the “Leadership” 
tab of a major war corporation’s website? Imagine that you can be tried in 
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Nuremburg-style courts.21 Restorative justice—community-driven, collaborative, 
and engaging—awaits war criminals.

REDIRECTING FUNDING 

Where do we get all the money to implement such drastic, necessary 
changes? Redirecting the Pentagon’s vast trillion-dollar budget is essential to 
rebuilding U.S. society. The following pathways direct military funds toward an 
underfunded civilian need:

• aircraft procurement funds—unemployment benefits easing the 
transition during blue-collar workers’ retraining

• base realignment and closure funds—shutting down military installations 
overseas

• defense working capital funds—basic income to blue-collar workers 
most affected by automation, racism, and deindustrialization

• civil construction funds and military construction funds—public housing 
supplement

• operations and maintenance funds—Medicare for all 
• Overseas Contingency Operations funds—education, retraining, and 

healthcare for the troops
• military research, development, test, and evaluation funds—medical 

research, pandemic preparedness
• transportation working capital funds and Pentagon reservation 

maintenance funds—public infrastructure, particularly mass transit 

This itemization is just one of many possible redirections.
What would you do with money that used to go toward war? Pay for free col-

lege? Clear student debt? Care for humans in poverty? Arrange for compensation 
(also paid for, in part, by former MIC elites) to the MIC’s victims, our siblings, 
from Colombia to Niger to Afghanistan to Cambodia? Rewild parts of the U.S.? 
Expand the national park system? Rebuild U.S. diplomacy? Fund libraries? Fund 
international scientific endeavors?

The opportunities await.
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United States ranks “second-to-last among 29 developed nations in terms of taxpayer-funded training 
investment.” This would change during demilitarization of industry, and the concordant retraining of 
the troops and blue-collar industry workers. Public discretionary funding (abundant once War stops 
hogging roughly 60%) can pay for technical training and higher education for future workers (e.g. 
current high school) and transitioning war industry workers and enlisted troops. Cooperatives, too, 
can reinvest profits into worker training, higher salaries, and R&D (whereas corporations presently 
use profits to pad executives’ pockets and buy back stock). Hands-on retraining and education, not 
just classroom lectures, is preferable. Training can focus on growing opportunities in sustainable 
energy (geothermal, solar, wind), functioning levees, healthcare, expansion of mass public transit, 
and affordable, clean water for all. Beware: Dying industries (war, fossil fuels) and politicized union 
elites will fearmonger about cost and job loss. We must start retraining as soon as possible—in the 
troops’ case, preferably before they leave the military’s auspices. (Not all troops need retraining. Some 
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Implementing basic income can cushion the shock as we adjust out of the precarious economy we 
presently live in and as technology continues to render certain skills obsolete. Automation ought to 
create more leisure time for the workers, not increase the money flowing to the c-suite. Work must 
be meaningful, otherwise the former enlisted troops could end up longing for the sense of identity 
and militant unity that defined their time in the Armed Forces. Priority should go to comprehensive 
training, safe work conditions, and raising the federal minimum wage. The future can look bright. 
Remember: a dollar spent on healthcare, education, or sustainable energy creates more jobs than a 
dollar spent on war (Garrett-Peltier. “Job Opportunity Cost of War,” University of Massachusetts 
Amherst Political Economy Research Institute. 25 May 2017).

8 Historian Daniel Immerwahr explains the uprising in How To Hide an Empire, pp. 232-4. 
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2018, pp. 259-290.

10 See “War Or A New American Agenda.” National Commission for Economic Conversion. 20 
February 1991: <www.c-span.org/video/?16620-1/war-american-agenda>, (45:17).

11 Regarding Alternative Use Committees’ role in economic conversion, Seymour Melman 
explains: “And that has to be done close to the point of production, because only the people who are at 
the point of production are conversant with the capabilities and the limitations of the occupations, the 
factory space, the means of production, the sources for raw materials, supplies, tooling, components, 
and the like… You cannot do redesign of production operations by remote… That is not to say that 
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community groups—headed, say, by mayors—do not have an important role to play” to provide input 
and to help defray income and stabilize employment (1:24:09). “War Or A New American Agenda.” 
National Commission for Economic Conversion. 20 February 1991.

12 Employees can transform small- and medium-sized war corporations into cooperatives. In a 
cooperative, the workers collectively make the decisions, day-to-day and strategic. There is no board 
of directors. Decisions are made based on open discussion and a decision-making process that relies 
on the agreement of the majority or the unanimity of all workers. To the extent that workers want 
leadership, leaders are elected on rotating basis. Leadership is a duty and responsibility, assumed 
not for title or prestige. It’s okay if you don’t maximize profits for bankers or Wall Street. Workers 
taper the needs of the cooperative to the community. Cooperatives are resilient and adaptive facing 
adversity.

13 To begin with, government regulators can exercise their trustbusting authority to break up 
recent mergers and acquisitions in the war industry (e.g. AECOM + URS; Jacobs + CH2M; United 
Technologies + Rockwell Collins; Raytheon + United Technologies; L3 + Harris).

14 “Memo: U.S. Voters Strongly Support Bold Climate Solutions.” Data For Progress. 19 
March 2019: <www.dataforprogress.org/the-green-new-deal-is-popular>. Relman, Eliza and Walt 
Hickey. “More than 80% of Americans support almost all of the key ideas in Alexandria Ocasio-
Cortez’s Green New Deal.” Business Insider. 14 February 2019. Gustafson, Abel, et al. “The Green 
New Deal has Strong Bipartisan Support.” Yale Program on Climate Change Communication. 14 
December 2018. 

15 GND programs emphasize strengthening unions, featuring jobs that pay family-sustaining 
wages; stopping “the transfer of jobs and pollution overseas”; building resilient infrastructure, 
including smart, distributed power grids; collaborating with farmers to reduce agricultural carbon 
emissions and other pollution; overhauling transportation systems, including investments in high-
speed rail and accessible, affordable, clean public transit; upgrading existing buildings to achieve 
efficient energy & water; afforestation and forest preservation; and providing the public with “(i) 
high-quality health care; (ii) affordable, safe, and adequate housing; (iii) economic security; and (iv) 
access to clean water, clean air, healthy and affordable food, and nature.” Full GND text available 
at <cleantechnica.com/2019/02/08/heres-the-full-text-of-congress-green-new-deal-resolution-
introduced-by-rep-alexandra-ocasio-cortez/>. 

16 Journalist and political analyst Glen Ford informs us: “Black people should see GND as an 
arena of struggle for self-determination, communal repair, and justice-creation.” Ford advises drawing 
upon the National Black Political Agenda for Self-Determination as guidance in this struggle. The 
nineteen points contained within this guidance focus on the importance of family, equality, housing, 
education, healthcare, and other principles which a progressive and inclusive coalition can support. 
Ford, Glen. “The Black Stake in the Green New Deal.” Black Agenda Report. 7 March 2019. The 
National Black Political Agenda for Self-Determination can be viewed at <www.africanamerica.org/
topic/national-black-political-agenda-for-self-determination-19-points>. 

17 $340 billion annually, over 30 years. “Like the original New Deal, this would be managed 
capitalism rather than state socialism.” Cassidy, John. “The Good News About a Green New Deal.” 
The New Yorker. 4 March 2019.

18 Space-lift and satellite technology known to the National Reconnaissance Office can be 
transferred to NASA and NOAA.

19 Article XIX concerns denunciation. See “Agreement between the Parties to the North 
Atlantic Treaty regarding the Status of their Forces.” NATO. 19 June 1951. Available at: <www.nato.
int/cps/en/natohq/official_texts_17265.htm>. 

20 There is opportunity to leverage nationalism when appealing to European troops. This can 
involve encouraging European troops to ask themselves: how many of their brethren have died for 
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D.C.’s endless wars? Other nationalists might ask themselves: how much have D.C.’s wars (with their 
complicity) contributed to the flood of refugees potentially destabilizing their states?

21 War criminals can be made to fear the courts, particularly international prosecutions which 
have the capacity to threaten their freedom of movement. In 2001, Henry Kissinger fled France in 
fear of legal prosecution. A French judge had questions about Kissinger’s role in supporting South 
American military dictatorships during the 1970s. Such regimes disappeared thousands of dissidents 
and progressives, including several French nationals. See Patrick Bishop “Kissinger shuns summons” 
(The Telegraph, 31 May 2001). In 2009, a British court issued an arrest warrant for Israeli politician 
Tzipi Livni, who had been accused of war crimes for her role in the Gaza Massacre (“Operation 
Cast Lead,” in Israeli military terminology) of winter 2008-9. Livni cancelled her planned trip to 
London and stayed away until Israeli authorities and British Zionists succeeded in obtaining automatic 
immunity for all Israeli government officials who travel on official business to the U.K. See Stuart 
Winer “Livni dodges war crimes arrest in London” (Times of Israel, 15 June 2015).
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AB ���������������������� Air Base 
AFB �������������������� Air Force Base
AFCENT ������������ the U�S� Air Force within U�S� Central Command
AFRL ����������������� Air Force Research Laboratory
AFS �������������������� Air Force Station 
AIA �������������������� Aerospace Industries Association 
ATAP ����������������� Advanced Technology and Projects group
AUSA ���������������� Association of the United States Army 
CBRNE �������������� chemical, biological, radioactive, nuclear, and high-yield 

explosives
CIA �������������������� Central Intelligence Agency
CLS �������������������� contractor logistics support 
CNAS ����������������� Center for a New American Security
CONUS ������������� contiguous United States 
CSIS ������������������� Center for Strategic and International Studies
C4ISR ���������������� command, control, communications, computer, intelligence, 

surveillance, and reconnaissance
DARPA �������������� Defense Advanced Research Projects Agency
DCMA ��������������� Defense Contract Management Agency
DEA ������������������� Drug Enforcement Agency
DHS ������������������� Department of Homeland Security
DISA ������������������ Defense Information Systems Agency
DMEA ��������������� Defense MicroElectronics Activity 
DSCA ����������������� Defense Security Cooperation Agency
EELV ������������������ Evolved Expendable Launch Vehicle 
FAR �������������������� Federal Acquisition Regulation
FMS ������������������� Foreign Military Sales
GCHQ ��������������� (The United Kingdom’s) Government Communications 

Headquarters 
GMD ����������������� ground-based midcourse defense 
GWOT ��������������� Global War on Terror
IAI ���������������������� Israel Aerospace Industries
ICBM ����������������� intercontinental ballistic missile
IED ��������������������� improvised explosive device
IFF ���������������������� identification friend or foe
JB ����������������������� Joint Base 
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JHU APL ����������� Johns Hopkins University Applied Physics Laboratory
MDA ����������������� Missile Defense Agency 
MIC �������������������� military-industrial-congressional triangle
MRAP ��������������� Mine-Resistant Ambush Protected vehicles
NAS ������������������� Naval Air Station
NATO ���������������� North Atlantic Treaty Organization 
NAVAIR ������������ Naval Air Systems Command
NAVFAC ����������� Naval Facilities Engineering Command 
NAVSEA ����������� Naval Sea Systems Command
NAVSUP ����������� Naval Supply Systems Command
NDAA ��������������� National Defense Authorization Act
NDIA ����������������� National Defense Industrial Association 
NNSA ���������������� National Nuclear Security Administration 
NRO ������������������ National Reconnaissance Office 
NSWC ��������������� Naval Surface Warfare Center
NSA ������������������� National Security Agency
OCONUS ���������� outside the contiguous United States 
RAF �������������������� Royal Air Force (station) 
SASC ����������������� the Senate Armed Services Committee
SATCOM����������� satellite communications 
SIGINT �������������� signals intelligence 
SLBM ����������������� submarine-launched ballistic missile
SOFIC ���������������� special operations forces industry conference 
SSBN ����������������� a submarine, nuclear-powered (the SS and the N parts) 

carrying ballistic missiles
SSC Pacific ������� Space & Naval Warfare Systems Command Pacific
UAV ������������������� unmanned aerial vehicle (UAS = the whole unmanned aerial 

system, often including ground control)
USACE �������������� U�S� Army Corps of Engineers 
AFRICOM ��������� United States Africa Command
CENTCOM ������� United States Central Command
CYBERCOM ����� United States Cyber Command
EUCOM ������������ United States European Command
INDOPACOM �� United States Indo-Pacific Command
NORTHCOM ���� United States Northern Command
SOCOM ������������ United States Special Operations Command
SOUTHCOM ���� United States Southern Command
STRATCOM ������ United States Strategic Command
TRANSCOM ����� United States Transportation Command
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